32-bit ARM® Cortex®-M4F MCUs with 1 Msps 12-bit ADC, c
QSPI, USB, Ethernet, and PTC c\ MICROCHIP

Features

Operating Conditions:
+ 1.71Vto 3.63V, -40°C to +125°C, DC to 100 MHz
* 1.71Vto 3.63V, -40°C to +105°C, DC to 120 MHz
+ 1.71V to 3.63V, -40°C to +85°C, DC to 120 MHz
Core: 120 MHz Arm Cortex-M4
+ 403 CoreMark® at 120 MHz
+ 4 KB combined instruction cache and data cache
+ 8-Zone Memory Protection Unit (MPU)
+  Thumb®-2 instruction set
* Embedded Trace Module (ETM) with instruction trace stream
+ Core Sight Embedded Trace Buffer (ETB)
* Trace Port Interface Unit (TPIU)
* Floating Point Unit (FPU)
Memories
+ 1 MB/512 KB/256 KB in-system self-programmable Flash with:
- Error Correction Code (ECC)
- Dual bank with Read-While-Write (RWW) support
- EEPROM hardware emulation (SmartEEPROM)
128 KB, 192 KB, 256 KB SRAM main memory
- 64 KB, 96 KB, 128 KB of Error Correction Code (ECC) RAM option
« Up to 4 KB of Tightly Coupled Memory (TCM)

+ Up to 8 KB additional SRAM
- Can be retained in backup mode

+ Eight 32-bit backup registers

System

* Power-on Reset (POR) and Brown-out detection (BOD)

+ Internal and external clock options

+ External Interrupt Controller (EIC)

+ 16 external interrupts

+ One non-maskable interrupt

« Two-pin Serial Wire Debug (SWD) programming, test, and debugging interface

Power Supply
+ Idle, Standby, Hibernate, Backup, and Off sleep modes



+ SleepWalking peripherals

+ Battery backup support
+ Embedded Buck/LDO regulator supporting on-the-fly selection

High-Performance Peripherals
+ 32-channel Direct Memory Access Controller (DMAC)

Built-in CRC with memory CRC generation/monitor hardware support

+ Up to two SD/MMC Host Controller (SDHC)

Up to 50 MHz operation

4-bit or 1-bit interface

Compatibility with SD and SDHC memory card specification version 3.01
Compatibility with SDIO specification version 3.0

Compliant with JDEC specification, MMC memory cards V4.51

* One Quad I/0 Serial Peripheral Interface (QSPI)

eXecute-In-Place (XIP) support
Dedicated AHB memory zone

* One Ethernet MAC (SAM E53 and SAM E54)

10/100 Mbps in MIl and RMII with dedicated DMA

IEEE” 1588 Precision Time Protocol (PTP) support

I[EEE 1588 Time Stamping Unit (TSU) support

IEEEB02.3AZ energy efficiency support

Support for 802.1AS and 1588 precision clock synchronization protocol
Wake on LAN support

+ Up to two Controller Area Network (CAN) (that is., SAM E51 and SAM E54)

Support for CAN 2.0A/CAN 2.0B and CAN-FD (ISO 11898-1:2015)

+ One Full-Speed (12 Mbps) Universal Serial Bus (USB) 2.0 interface

Embedded host and device function
Eight endpoints
On-chip transceiver with integrated serial resistor

System Peripherals
+ 32-channel Event System
+ Up to eight Serial Communication Interfaces (SERCOM), each configurable to operate as either:

USART with full-duplex and single-wire half-duplex configuration
ISO7816

12C up to 3.4 MHz

SPI

LIN Host/Client

RS485

SPI inter-byte space

+ Up to eight 16-bit Timers/Counters (TC) each configurable as:

16-bit TC with two compare/capture channels
8-bit TC with two compare/capture channels
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- 32-bit TC with two compare/capture channels, by pairing two TCs
*  Two 24-bit Timer/Counters for Control (TCC), with extended functions:
- Up to six compare channels with optional complementary output

- Generation of synchronized pulse width modulation (PWM) pattern across port pins
- Deterministic fault protection, fast decay and configurable dead-time between complementary output
- Dithering that increase resolution with up to 5 bit and reduce quantization error
+ Up to Three 16-bit Timer/Counters for Control (TCC) with extended functions:
- Up to three compare channels with optional complementary output
+ PWM Modes using TC and TCC peripherals:
- Up to six PWM channels on each 24-bit TCC
- Up to three PWM channels on each 16-bit TCC
- Up to two PWM channels on each 16-bit TC
+ 32-bit Real Time Counter (RTC) with clock/calendar function
+ Up to 5 wake-up pins with tamper detection and debouncing filter
+  Watchdog Timer (WDT) with Window mode
* CRC-32 generator
«  One two-channel Inter-IC Sound Interface (12S)
* Position Decoder (PDEC)
* Frequency meter (FREQM)
* One Four-LUTs Configurable Custom Logic (CCL)
+ Dual 12-bit, 1 MSPS Analog-to-Digital Converter (ADC) with up to 16 channels each:
- Differential and single-ended input
- Automatic offset and gain error compensation
- Oversampling and decimation in hardware to support 13-bit, 14-bit, 15-bit, or 16-bit resolution
+ Dual 12-bit, 1 MSPS output Digital-to-Analog Converter (DAC)
+ Two Analog Comparators (AC) with Window Compare function
+ Two temperature sensors
+ Parallel Capture Controller (PCC)
- Up to 14-bit parallel capture mode
* Peripheral Touch Controller (PTC)
- Capacitive Touch buttons, sliders, and wheels
- Wake-up on touch
- Up to 32 self-capacitance and up to 256 mutual-capacitance channels
Cryptography
+ One Advanced Encryption System (AES) with 256-bit key length and up to 2 MB/s data rate
- Five confidential modes of operation (ECB, CBC, CFB, OFB, CTR)
- Supports counter with CBC-MAC mode
- Galois Counter Mode (GCM)
* True Random Number Generator (TRNG)

+ Public Key Cryptography Controller (PUKCC) and associated Classical Public Key Cryptography Library
(PUKCL)

- RSA, DSA
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- Elliptic Curves Cryptography (ECC) ECC GF(2n), ECC GF(p)
+ Integrity Check Module (ICM) based on Secure Hash Algorithm (SHA1, SHA224, SHA256), DMA assisted
Oscillators

+ 32.768 kHz crystal oscillator (XOSC32K)
- Clock failure detection

+ Up to two 8 MHz to 48 MHz crystal oscillator (XOSC)
- Clock failure detection

+ 32.768 kHz ultra low-power internal oscillator (OSCULP32K)
48 MHz Digital Frequency Locked Loop (DFLL48M)
« Two 96-200 MHz Fractional Digital Phased Locked Loop (FDPLL200M)

1/0
+ Upto 99 programmable I/0 pins

Qualification
+ AEC-Q100 Grade 1 (-40°C to 125°Q)
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Packages

Table 1. Package Types

Parameter Package Type
Pin Count 48 64 64 100 128 120 64
1/O Pins (up to) 37 51 51 81 99 99 51
Contact/Lead Pitch 0.5 0.5 0.5 0.5 0.4 0.5 0.4
Dimension 7x7x0.9 9x9x0.9 10x10x1.2 14x14x1.2 14x14x1.2 8x8x1.2 3.59x3.51x0.53

Note: All dimensions are in millimeter (mm) unless specified.
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Configuration Summary

1.

Table 1-1. SAM E53/E54 Family Features with Ethernet
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Table 1-2. SAM D51/E51 Family Features without Ethernet
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2. Ordering Information

Figure 2-1. Composition of the Ordering Numbers()

SAM E54 N 19 - EFP

[no EFP] = Standard Flash Performance

Product Family

J T
-
EFP = Extended Flash Performance(®)

SAM = SMART ARM Microcontroller Package Carrier

T = Tape and Reel
Product Series [no letter T] = Tray

D51 = Cortex-M4F + Advanced Feature Set
E51 = Cortex-M4F + Advanced Feature Set + 2x CAN® PaCKage Grade

E53 = Cortex-M4F + Advanced Feature Set + Ethernet U =-40°C to +85°C Matte Sn Plating (Industrial)
= N =-40°C to +105°C Matte Sn Plating (V Temp)@)
E54 = Cortex-M4F + Ad d Feature Set + Ethernet
+ SX%XAN vanced reature 5e erme F =-40°C to +125°C Matte Sn Plating (Extended Temp)
. Z =-40°C to +125°C Matte Sn Plating (Extended Temp)
Pin Count (AEC-Q100 Qualified)®
G- dshins Package Type
J =64 Pins
= i A=TQFP
N =100 Pins
P = 120/128 Pins CT =TFBGA
- M =VQFN
Flash Memory Density U = WLCSP ¥
fS : ;,1I\SBKB Device Variant
18 = 256 KB A = Default Variant
Notes:

1.

Not all combinations are valid. The available device part numbers are listed in Configuration
Summary.

Devices in the WLCSP package include a factory programmed Bootloader. Contact your local
Microchip sales office for additional information.

WLCSP package type is available only with the package Grade U and N.
Package Grade N is available with only package type U.

The AEC-Q100 Grade 1 qualified version is only offered in the TQFP, VQFN and BGA packages.
The VQFN package will have wettable flanks. The TQFP, VQFN and BGA packages are assembled
with gold bond wires..

EFP is only available for package Grade U.

EFP is an ordering code extension and will not be printed onto the package marking (section
58.1: Package Marking Information).

E51G devices have only 1 instance of CAN.
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3. Block Diagram

The actual configuration may vary with device memory and number of pins. Refer to the

Configuration Summary for details.

3.1  SAM D5x/E5x Block Diagram

SwWo

Up to 256 KB
SRAM

h cD

7 2x SDHC CMD

PADO
PERIPHERAL i PAD1
ACCESS CONTROLLER PAD2

PAD3

POWER
MANAGER woo

cLocks et
MAIN CLOCK:
CONTROLLER =
WO0
RESET
Iz CONTROLLER = ot
<]
o
OSCILLATORS CONTROLLER AIN[15:0]
XIN VREFA

XOUT XOSCO DFLL48M L
oy FDPLL20OMO st
el FDPLL20OM1

VOUT[1:0]

1L
i

OSC32K CONTROLLER
XIN32

XOUT2 | x0sC3aK

i

OSCULP32K|

SUPPLY CONTROLLER SDO

SDI
VREF
BOD33 =)

cLK
VREG DEN1
DEN2
DATA[13:0]
GCLK_IO[7..0] GENERIC CLOCK h

Up to 1024 KB
TRACEDATA[3:0] CORTEX-M4 wiﬂ:\‘ \EI::ACB Ioc‘::;he
PROCESSOR .
SACKUP Fmax 120MHz Smart EEPROM
4 NVM CONTROLLER
RAM CONTROLLER |
3 e
el
i
SWCLK
SERIAL
SWDIO WIRE ‘ ‘ ‘ ‘ ‘
= < " H € & @ HH
DEVICE :
SES‘YIEI(_:E HIGH-SPEED
BUS MATRIX
C
il
AHB-APB
BRIDGE A

=

CONTROLLER

WATCHDOG E—
TIMER

REAL-TIME
COUNTER

EXTERNAL INTERRUPT]|
CONTROLLER

FREQUENCY

TAMPER[4:0]

EXTINT[15..0]
NMI

PADO il

PAD1
PAD2 2x SERCOM

PAD3

e —

WOo
Wo1

2x TIMER / COUNTER

Notes:

PORT

out
TN[2:0]

AIN[3:0]

1. Some products have different number of SERCOM instances, Timer/Counter instances, PTC

signals, and ADC signals.

2. The block diagram is representing SAM E54P. Refer to the Configuration Summary for the

configuration of a given device.

Related Links
1. Configuration Summary
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4. Pinout
4.1 48-Pin VQFN Package

Figure 4-1. 48-Pin VQFN(®) Package

&
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PAO6 PA17
PAQ7 PA16

~
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Note:

1. Itis recommended that the exposed pad be connected to ground in the PCB. Refer to the section
59.3. Package Drawings for further information.
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4.2

64-Pin TQFP and VQFN Package

Figure 4-2. 64-Pin TQFP and VQFN Y) package
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58.3 Package Drawings for further information.
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4.3 64-Pin WLCSP Package

1

2 3 4 &5 6 7 8
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4.4

Figure 4-3. 100-Pin TQFP Package
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4.5 120-ball TFBGA Package

Figure 4-4. 120-ball TFBGA Package
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128-Pin TQFP Package

4.6

Figure 4-5. 128-Pin TQFP Package
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Signal Descriptions List

The following table gives details on signal names classified by peripheral.

Table 5-1. Signal Descriptions List

Device Service Unit - DSU

SWCLK SW Clock

SWDIO SW Bidirectional Data

RESETN Reset input

Trace Port Interface Unit - TPIU

TRACEDATA[3:0] Trace Data Output

TRACECLK Trace Clock

SWO Serial Wire Output

Analog Comparators - AC

CMP[1:0] AC Comparator Outputs

AIN[3:0] AC Analog Inputs

Analog Digital Converter - ADC

AIN[15:0] ADC Analog Inputs

VREFA ADC Voltage External Reference A
VREFB ADC Voltage External Reference B
VREFC ADC Voltage External Reference C
Peripheral Touch Controller - PTC

XY[31:0] PTC X/Y Input/Output

Digital Analog Converter - DAC

VOUT[1:0] DAC Voltage output

VREFA DAC Voltage External Reference

External Interrupt Controller - EIC
EXTINT[15:0]
NMI External Non-Maskable Interrupt input

External Interrupts inputs

Generic Clock Generator - GCLK

GCLK_IO[7:0] Generic Clock (source clock inputs or

generic clock generator output)
Custom Control Logic - CCL

IN[11:0] Logic Inputs

QOUTI[3:01] Logic Outputs

Supply Controller - SUPC

VBAT External battery supply Inputs
QOUTI[1:0] Logic Outputs

Power Manager - PM

RESETN Reset input

Oscillators Control - OSCCTRL

XOSCx - XIN Crystal or external clock Input
XOSCx - XOUT Crystal Output

32KHz Oscillators Control - OSC32KCTRL
XIN32
XOUT32

32KHz Crystal or external clock Input
32KHz Crystal Output

@ MICROCHIP
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Digital
Digital Low
Digital
Digital

Digital

Digital
Analog

Analog
Analog
Analog
Analog

Analog

Analog
Analog

Digital
Digital

Digital

Digital

Digital

Analog
Digital

Digital Low

Analog/Digital
Analog

Analog/Digital
Analog
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........... continued

General Purpose 1/0 - PORT

PA31 - PA30, PA27, PA25 -  Parallel I/0 Controller I/0 Port A Digital

PAQO

PB31 - PBOO Parallel 170 Controller I/0 Port B Digital

PC31 - PC30, PC28 - PC10, Parallel I/0 Controller I/0 Port C Digital

PCO07 - PCOO

PD21-PD20, PD12 - PD08, Parallel I/0 Controller I/0 Port D Digital

PDO1 - PDOO

Real-Time Counter - RTC

IN[4:0] Tamper / Wake / Active Layer Protection Digital
Input

ouT Active Layer Protection Output Digital

Timer Counter - TCx

WOI1:0] Waveform Outputs/Capture Inputs Digital

Timer Counter - TCCx

WOI7:0] Waveform Outputs/Capture Inputs Digital

Position Decoder - PDEC

PDEC[2:0] PDEC Inputs Digital

Parallel Capture Controller - PCC

DEN1 Sensor Sync1 Digital

DEN2 Sensor Sync2 Digital

CLK Sensor Clock Digital

DATA[13:0] Sensor Data Digital

Serial Communication Interface - SERCOMXx

PAD[3:0] SERCOM Inputs/Outputs Pads Digital

Quad Serial Peripheral Interface - QSPI

SCK Serial Clock Digital

cs Chip Select Digital

DATA[3:0] Data Input/Output Digital

Ethernet MAC - GMAC

GTXEN Transmit Enable Digital

GTXCK Transmit Clock or Reference Clock Digital

GTX[3:0] Transmit Data Digital

GTXER Transmit Coding Error Digital

GRXER Receive Error Digital

GRXCK Receive Clock Digital

GRX[3:0] Receive Data Digital

GRXDV Receive Data Valid Digital

GCOL Collision Detect Digital

GCRS Carrier Sense and Data Valid Digital

GMDIO Management Data Input/Output Digital

GMDC Management Data Clock Digital

Universal Serial Bus - USB

DP DP for USB Digital

DM DM for USB Digital

SOF 1kHz USB Start of Frame Digital
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........... continued

Control Area Network - CANXx

X CAN Transmit

RX CAN Receive

Inter-1C Sound Controller - 12S

MCK?1, MCKO Host Clock

SCK1, SCKO Serial Clock

FS1, FSO 12S Word Select or TDM Frame Sync

SDO Serial Data Output for Transmit
Serializer

SDI Serial Data Input for Receive Serializer

SD/MMC Host Controller - SDHCx

cD SD Card / SDIO / e MMC Card Detect

CMD SD Card / SDIO / e MMC Command/
Response Line

WP SD Card Connector Write Protect Signal

CK SD Card / SDIO / e.MMC Clock Signal

DAT[3:0] SD Card / SDIO / e MMC Data Lines
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6. I/0 Multiplexing and Considerations
6.1 Multiplexed Signals

By default each pin is controlled by the PORT as a general purpose I/0, and alternatively it can be
assigned to one of the peripheral functions: A, B,C, D, E, F, G, H, |, J, K, L, M or N. To enable a
peripheral function on a pin, the Peripheral Multiplexer Enable bit in the Pin Configuration register
corresponding to that pin (PINCFGn.PMUXEN, n = 0-31) in the PORT must be written to '1'. The
selection of peripheral functions, A to N, is done by writing to the Peripheral Multiplexing Odd and
Even bits in the Peripheral Multiplexing register (PMUXn.PMUXE/O) of the PORT. The table below
describes the peripheral signals multiplexed to the PORT I/0 pins.

Important: Not all signals are available on all devices. Refer to the Configuration Summary
for available peripherals.

Table 6-1. Multiplexed Peripheral Signals

3 |g |[meea Pad ---_---
S o 120 Name EIC ANARE ADCO [ADC1 SERCO SERCO TC TCC, SDHC, [IS GMAC |GCLK,
= & PDEC CANO AC
= =
2 ,
z
(<4
2 _
&
[=4
48 64/C6 100 B2 PBO3  EIC/ - ADCO/ - X21/Y2 - SERCO  TC6/ - -
EXTIN AIN[15] M5/ WOI1]
T3] PAD[1]
1 01/B8 1 Al 1 PAOO  EIC/ - - - - - - SERCO TC2/ -
EXTIN M1/ WOI0]
T[0] PAD[0]
2 02/C8 2 B1 2 PAOT  EIC/ - - - - - - SERCO TC2/ -
EXTIN M1/ WOI1]
T PAD[1]
3 1 3 PCOO  EIC/ - - ADC1/ - -
EXTIN AIN[10]
TI0]
4 c2 4 pcO1  EIC/ - - ADC1/ -
EXTIN AIN[11]
1]
5 D1 7 PCO2 EIC/ - - ADC1/ -
EXTIN AIN[4]
T[2]
6 E2 8 PCO3  EIC/ - - ADC1/ -
EXTIN AIN[S]
T3]
3 03/C7 7 E1 9 PAO2  EIC/ - ADCO/ - - DAC/
EXTIN AIN[O] VOUT[0
T[2] 1
4 04/D6 8 F2 10 PAO3  EIC/  ANARE ADCO/ - - - X0/Y0
EXTIN  F/ AIN[1]
T[3]  VREFA
05/D7 9 F1 1 PBO4 EIC/ - - ADC1/ - - X22/¥2 -
EXTIN AIN[6] 2
T[4]
06/D8 10 G1 12 PBO5 EIC/ - - ADC1/ - - X23/¥2 -
EXTIN AIN[7] 3
T[5]
G2 13 PDO0  EIC/ - - ADC1/ -
EXTIN AIN[14]
TI0]
H1 16 PDOT  EIC/ - - ADC1/ -
EXTIN AIN[15]
1]
09/E7 13 H2 17 PBO6  EIC/ - - ADC1/ - - X24/¥2 - - - - - - - - - - - ccu
EXTIN AIN[8] 4 IN[6]
TI6]
10/E6 14 N 18 PBO7 EIC/ - - ADC1/ - - X25/¥2 - - - - - - - - - - - ccy
EXTIN AIN[9] 5 IN[7]
T([7]
7 11/F5 15 2 19 PBO8  EIC/ - ADCO/ ADC1/ - - XINT - SERCO TC4/ - - - - - - - - ccu
EXTIN AIN[2]  AIN[O] M4/ WOI0] IN[8]
T8 PAD[0]
8 12/F8 16 K1 20 PBO9 EIC/ - ADCO/ ADC1/ - - X2 - SERCO TC4/ - - - - - - - - ccy
EXTIN AIN[3]  AIN[1] M4/ WOI1] ouT[2]
T[9] PAD[1]

31
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9 13/F7
10 14/F6
1 15/G7
12 16/G8
13 17/H8
14 18/G6
15 19/H7
16 20/G5
19 23/H6
20 24/G4

25/H5

26/H4

27/G3

28/H3

20

21

22

23

26

27

28

29

32

33

34

35

36

37

40

41

42

43

K2

L1

L2

M1

N1

N2

P1

P2

R1

P3

R2

P4

R3

P5

R4

P6

R5

P7

R6

P8

R7

P9

R8

P10

R9

R10

P11

21

22

23

24

27

28

29

30

B85

34

35

36

39

40

41

42

43

44

47

48

49

50

51

52

55)

56

57
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PAO4

PAOS

PAO6

PAO7

PCO4

PCO5

PCO6

PCO7

PAO8

PAO9

PA10

PA11

PB10

PB11

PB12

PB13

PB14

PB15

PDO8

PD09

PD10

PD11

PD12

PC10

PC11

PC12

PC13

EIC/
EXTIN
T[4]
EIC/
EXTIN
T[5]
EIC/
EXTIN
TI6]
EIC/
EXTIN
T71
EIC/
EXTIN
T[4]
EIC/
EXTIN
T[5]
EIC/
EXTIN
TI6]
EIC/
EXTIN
TIol
EIC/NM
|

EIC/
EXTIN
Tl

EIC/
EXTIN
T[10]

EIC/
EXTIN
T[11]

EIC/
EXTIN
T[10]

EIC/
EXTIN
T11]
EIC/
EXTIN
TM12]
EIC/
EXTIN
T[13]
EIC/
EXTIN
T[14]
EIC/
EXTIN
T[15]
EIC/
EXTIN
i3]
EIC/
EXTIN
T[4]
EIC/
EXTIN
TI5]
EIC/
EXTIN
TI6]
EIC/
EXTIN
71
EIC/
EXTIN
T[10]
EIC/
EXTIN
T[11]
EIC/
EXTIN
T12]
EIC/
EXTIN
T[13]

ANARE ADCO/

F/ AIN[4]
VREFB
ADCO/
AIN[5]

ANARE  ADCO/
F/ AIN[6]
VREFC
ADCO/
AIN[7]

= ADCO/
AIN[8]

. ADCO/
AIN[9]

= ADCO/
AIN[10]

- ADCO/
AIN[11]

ADC1/
AIN[2]

ADC1/
AIN[3]

AIN[O]

AC/
AIN[1]

AC/
AIN[2]

AC/
AIN[3]

DAC/

VOUT[1

X3/Y3

Xa4/Y4

X5/Y5

X6/Y6

X7IY7

X8/Y8

X9/Y9

X26/Y2
6

X27/¥2
7

X28/Y2

X29/Y¥2
9

SERCO
M6/

PAD[0]
SERCO
M6/

PAD[1]
SERCO
M6/

PAD[2]
SERCO

PAD[3]
SERCO
Mo/

PAD[0]
SERCO

PAD[1]

SERCO
Mo/
PAD[2]

SERCO
Mo/
PAD[3]

SERCO
M4/
PAD[O]
SERCO
M4/
PAD[1]
SERCO
M4/
PADI2]
SERCO
M4/
PAD(3]
SERCO
M7/
PAD[O]
SERCO
M7/
PAD[1]
SERCO
M7/
PADI2]
SERCO
M7/
PAD(3]

SERCO
M6/
PADI2]
SERCO
M6/
PAD(3]
SERCO
M7/
PADIO]
SERCO
M7/
PAD[1]

SERCO TCO/
MO/ WOI0]
PAD[0]
SERCO  TCO/
MO/ WOI1]
PAD[1]
SERCO TC1/
MO/ WOI0]
PAD[2]
SERCO TC1/
MO/ WOI1]
PAD[3]

SERCO TCO/
M2/ WOI0]
PAD[1]
SERCO  TCO/
M2/ WOI1]
PAD[0]

SERCO TC1/
M2/ WOI0]
PAD[2]

SERCO TC1/
M2/ WOI1]
PAD[3]

SERCO TC5/
M4/ WOIO]
PADI2]

SERCO  TC5/
M4/ wop]
PADI3]
TC4/
wWoio]

TC4/
WOI1]

- TCs/
Woio]

TC5/
WOI1]

SERCO -
M6/
PAD[1]
SERCO
M6/
PADIO]
SERCO -
M6/
PADI2]
SERCO
M6/
PADI3]

SERCO
M7/
PAD[2]
SERCO -
M7/
PAD[3]
SERCO
Me/
PAD[1]
SERCO -
Mé/
PAD[0]

EIC ANARE ADCO |ADC1 SERCO SERCO I

TCCO/
WOI0]

TCCO/
WOI0]

TCCo/
wo[1]

TCCO/
WOI2]

TCCo/
WO[3]

TCCO/
WO[4]

TCCo/

WOI[5]

TCC3/
Woio]

TCC3/
WOIT1]

TCca/
wWoio]

TCC4/
WOI1]

TCco/
Wor]

TCCo/
WOI2]

TCco/
Wop3]

TCCo/
WO[4]

TCco/
WOrs]

TCCo/
WOI[0]

TCco/
Wor]

TCCo/
WOI2]

TCco/
Wo3]

TCC1/
WOI[4]

Tcc1/
WO[5]

TCC1/
WOI[6]

T/
wo[7]

TCC1/
WOI[0]

TCC1/

WOI1]

TCco/
wWoio]

TCCo/
WOI1]

TCco/
Welwi|

TCCo/
WOI[3]

TCC1/
WO[4]

TCC/
WO[s]

TCC1/
WOI[6]

TCC/
Wor7]

QSPI/
DATA[O
1

QSPI/
DATA[1
]

QSPI/
DATA[2
1

QSPI/
DATA[3
1

QSPI/S
cK
QSPI/C

S

CAN1/T
X

CAN1/R
X

CAN1/T
X

SDHCO
/SDCD

SDHCO
/SDWP

SDHCO
/SDCD

SDHCO
/SDWP

SDHCO
/
SDCMD
SDHCO
/
SDDAT[
0]
SDHCO
/
SDDAT
1]
SDHCO
/
SDDAT[
2]
SDHCO
/
SDDAT
3]
SDHCO
/SDCK

SDHCO
/SDCD

SDHCO
/SDWP

CAN1/R -

X

IS/
MCK[O0]

1S/
FS[O]

IS/
SCKI0]

1:5/SDO -

1:5/SDI

1S/
FS[1]

]
SCK[1]

IS/
MCK[1]

pCC/
DATA[8

PCC/
DATA[9

pPCC/
DATA[1
0]
pCC/
DATA[1
1]

GMAC/
GMDC

GMAC/
GMDIO

GMAC/
GMDC

GCLK/
10[4]

GCLK/
10[5]

GCLK/
10[4]

GCLK/

10[5]

GCLK/
10[6]

GCLK/
10[7]

GCLK/
10[0]

GCLK/
10[1]

GMAC/ -

GMDIO

ccLw
IN[0]

CccL/
IN[1]

ccLw
IN[2]

[«aw

ouT[0]

ccr
IN[3]

ccu
IN[4]

ccuw
IN[5]

[«aw)

OuUT[1]

ccu

IN[11]

Cccy

OUT[1]

ccu
IN[9]

ccy

IN[10]
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PC14

PC15

PA12

PA13

PA14

PA15

PA16

PA17

PA18

PA19

PC16

PC17

PC18

PC19

PC20

PC21

PC22

PC23
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Notes:

1. All analog pin functions are on the peripheral function B. The peripheral function B must be
selected to disable the digital control of the pin. The AC has analog signals on the peripheral
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function B and digital signals on the peripheral function M.

The pins used by the SERCOM in I12C mode are listed in section SERCOM I2C Configurations.

Name EIC ANARE ADCO [ADC1 |AC SERCO SERCO TC TCC SDHC, IS PCC GMAC GCLK CCL
PDEC CAN1 CANO AC

ADC1/ -

The following High Sink pins have different properties than the regular pins:

PAOS8, PAQY, PA12, PA13, PA16, PA17, PA22, PA23, PD0OS8, PD09.
Clusters of multiple GPIO pins are sharing the same supply pin.
5. When TRACE is used in single-wire debug mode, PC27 assumes the role of SWO. In other debug

modes, PB30 assumes the SWO functionality.
6. GRXDV is available on PA16 for the 64-pin package only.

Related Links

ccu
IN[1]

ccw
IN[2]

ccy
OuTI0]

Important: Not all signals are available on all devices. Refer to the Configuration Summary
for available peripherals.

6.2.6. SERCOM I2C Configurations

6.2.9. GPIO Clusters

Other Functions

Oscillator Pinout
The oscillators are not mapped to the normal PORT functions and their multiplexing is controlled by

registers in the Oscillators Controller (OSCCTRL) and in the 32K Oscillators Controller (OSC32KCTRL).

Table 6-2. Oscillator Pinout

XOSCOo

X0SscC1

XOSC32K

VDDIO

VDDIO

VSWOUT

XOuT
XIN
XOUT
XIN32
XOuT32

PA14
PA15
PB22
PB23
PAOO
PAO1

Note: To guarantee the XOSC32K behavior in crystal mode, PCO0 must be static.

@ MICROCHIP

35



6.2.2

6.2.3

6.2.4

6.2.5

Table 6-3. XOSC32K Jitter Minimization

128 PBOO, PBO1, PBO2, PB0O3, PCOO, PCO1
100 PB0O, PBO1, PB0O2, PB0O3, PCOO, PCO1
120 PB0O, PBO1, PBO2, PB0O3, PCOO, PCO1
64 PB00,PB01,PB02,PB03, PA02,PAO3
48 PB02, PB03,PA02,PAO3

Serial Wire Debug Interface Pinout

Only the SWCLK pin is mapped to the normal PORT functions. A debugger cold-plugging or hot-
plugging detection will automatically switch the SWDIO port to the SWDIO function.

Table 6-4. Serial Wire Debug Interface Pinout

SWCLK VDDIO PA30
SWDIO VDDIO PA31

Trace Port Interface Unit Pinout

The Embedded Trace Module (ETM) is leaning on Trace Port Interface Unit (TPIU) to export data out
of the system.

Table 6-5. Trace Port Interface Unit Pinout

TRACE DATA[3] VDDIO PC24
TRACE DATA[2] VDDIO PC25
TRACE DATA[1] VDDIO PC26
TRACE DATA[O] VDDIO PC28
TRACE CLK VDDIO pPC27
SWO VDDIO PB30, PC27

Supply Controller Pinout

The outputs of the Supply Controller (SUPC) are not mapped to the normal PORT functions. They are
controlled by registers in the SUPC.

Table 6-6. SUPC Pinout
ouTo PBO1
OUT1 PB02

Note: Ifthe RTCis enabled to use the pins shared with the SUPC, the RTC will have higher priority.

RTC Pinout

The pins used for Tamper Detection by the Real Time Counter (RTC) are not mapped to the regular
PORT functions. These pins and their multiplexing is controlled by register settings of the RTC. If
many pins of the tamper detection feature is not used by the RTC, then the pin could be used for
other I/0 functions, by ensuring the corresponding TAMPCTRL.INACT function is disabled.

Table 6-7. RTC Pinout

RTC Signal 1/0 Pin

INO PB0OO
IN1 PB02
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........... continued

IN2 PAO2
IN3 PC00
IN4 PCO1
ouT PBO1

Important: If Supply Controller (SUPC) and RTC are configured to drive pin PB1 or pin PB2,

then the RTC has priority.

6.2.6 SERCOM I%C Configurations

The SAM D5x/E5x has up to eight instances of the serial communication interface (SERCOM)
peripheral. All instances support USART, including RS485 and 1ISO7816, SPI and I12C protocols. The
following table lists the I2C pins location.

Table 6-8. SERCOM I°C Pinout

Package Pin Count Supply 1/0 pins with I12C Support

128 VDDIOB PAOS8, PAO9
VDDIO PA12, PA13, PA16, PA17, PA22, PA23,

PDO08, PD09

120 VDDIOB PAOS8, PAO9
VDDIO PA12, PA13, PA16, PA17, PA22, PA23,

PDO8, PD09

100 VDDIOB PAO8, PAO9
VDDIO PA12, PA13, PA16, PA17, PA22, PA23

64 VDDIOB PAOS8, PAO9
VDDIO PA12, PA13, PA16, PA17, PA22, PA23
48 VDDIO PAOS8, PAQ9, PA12, PA13, PA16, PA17,

PA22, PA23

6.2.7 TCC Configurations

The SAM D5x/E5x has five instances of the Timer/Counter for Control applications (TCC) peripheral,
TCC[4:0]. The following table lists the features for each TCC instance.

Table 6-9. TCC Configuration Summary

TCC# Channels Waveform Counter Fault Dithering Output Dead Time SWAP Pattern
(CC_NUM) Output size matrix Insertion generation
(WO_NUM) (DTI)

0 6 24-bit Yes Yes Yes Yes Yes Yes

1 4 8 24-bit Yes Yes Yes Yes Yes Yes

2 3 3 16-bit Yes - Yes

3 2 2 16-bit Yes

4 2 2 16-bit Yes

Note: The number of CC registers (CC_NUM) for each TCC corresponds to the number of compare/
capture channels, so that a TCC can have more Waveform Outputs (WO_NUM) than CC registers.
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6.2.8 IOSET Configurations

The SAM D5x/E5x has multiple peripheral instances, mapped to different 10 locations. Each
peripheral IO location is called IOSET and for a given peripheral, signals from different IOSET cannot
be mixed.

For a given peripheral with two pads PADO and PAD1:
+ Valid: PADO and PAD1 in the same IOSETn.
* Invalid: PADO in IOSETx and PAD1 in IOSETy.

6.2.8.1 SERCOM IOSET Configurations
The following tables lists each IOSET Pins for each SERCOM instance.

Table 6-10. SERCOMO 10 SET Configuration

SERCOM Signal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs IOSET 4 PINs

PADO PAO8 PB24 PAO4 PC17
PAD1 PAO9 PB25 PAO5 PC16
PAD2 PA10 PC24 PAO6 PC18
PAD3 PA11 PC25 PAO7 PC19

Table 6-11. SERCOML1 10 SET Configuration

SERCOM Signal IOSET 1 PINs IOSET 2 PINs I0SET 3 PINs IOSET 4 PINs

PADO PA16 pPC22 pC27 PAOO
PAD1 PA17 PC23 PC28 PAO1
PAD2 PA18 PD20 PB22 PA30
PAD3 PA19 PD21 PB23 PA31

Table 6-12. SERCOMZ2 10 SET Configuration

PADO PA12 PB26 PAO9 PB25
PAD1 PA13 PB27 PAO8 PB24
PAD2 PA14 PB28 PA10 pPC24
PAD3 PA15 PB29 PA11 PC25

Table 6-13. SERCOM3 10 SET Configuration

SERCOM Signal IOSET 1 PINs IOSET 2 PINs I0SET 3 PINs IOSET 4 PINs

PADO PA22 PB20 PA17 PC23
PAD1 PA23 PB21 PA16 pPC22
PAD2 PA24 PA20 PA18 PD20
PAD3 PA25 PA21 PA19 PD21

Table 6-14. SERCOMA4 10 SET Configuration

PADO PB12 PB0O8 PA13 PB27
PAD1 PB13 PB09 PA12 PB26
PAD2 PB14 PB10 PA14 PB28
PAD3 PB15 PB11 PA15 PB29
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Table 6-15. SERCOMS5 10 SET Configuration

PADO PB16 PA23 PA23 PA23 PB31 PB02
PAD1 PB17 PA22 PA22 PA22 PB30 PB03
PAD2 PB18 PA20 PA24 PB22 PB0OO PB0OO
PAD3 PB19 PA21 PA25 PB23 PBO1 PBO1

Table 6-16. SERCOMBG6 |0 SET Configuration

SERCOM Signal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs IOSET 4 PINs IOSET 5 PINs

PADO PC16 pPC0o4 PD09 PC13 PC13
PAD1 PC17 PCO5 PDO8 PC12 PC12
PAD2 PC18 PCO6 PD10 PC14 PC10
PAD3 PC19 PCO7 PD11 PC15 PC11

Table 6-17. SERCOM7 10 SET Configuration

PADO PC12 PDO8 PC12 PB21 PB30
PAD1 PC13 PD09 PC13 PB20 PB31
PAD2 PC14 PD10 PC10 PB18 PA30
PAD3 PC15 PD11 PC11 PB19 PA31

6.2.8.2 GMAC IOSET Configurations

The following tables lists each IOSET pins for GMDIO and GMDC signals. All other GMAC signals can
be used with all available IOSET configurations.

Table 6-18. GMAC IO SET Configuration

GMAC Signal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs IOSET 4 PINs

GMDC PB14 PC11 PC22 PA20
GMDIO PB15 PC12 pPC23 PA21

6.2.8.3 1%S Configurations
The following tables lists each IOSET Pins for I2S instance.

Table 6-19. 1S 10 SET Configuration

12S Signal IOSET 1 PINs IOSET 2 PINs

MCKO PAO8 PB17
FSO PAO9 PA20
SCKO PA10 PB16
SDO PA11 PA21
SDI PB10 PA22
FS1 PB11 PA23
SCK1 PB12 PB28
MCK1 PB13 PB29

6.2.8.4 TCIOSET Configurations
The following tables lists each IOSET Pins for each TC instance.

Table 6-20. TCO IOSET Configuration

WOO0

PAO4 PAO8 PB30
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........... continued

TC Slgnal IOSET 1 PINs IOSET 2 PINs I0SET 3 PINs

PAO5 PAO9 PB31

Table 6-21. TC1 IOSET Configuration

TC Signal IOSET 1 PINs IOSET 2 PINs

WO0 PAO6 PA10
WO1 PAO7 PA11

Table 6-22. TC2 IOSET Configuration

TC Slgnal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs

PAOO PA12 PA16
WO1 PAO1 PA13 PA17

Table 6-23. TC3 IOSET Configuration

TC Signal IOSET 1 PINs IOSET 2 PINs

WO0 PA14 PA18
WO1 PA15 PA19

Table 6-24. TC4 IOSET Configuration

TC Slgnal I0SET 1 PINs IOSET 2 PINs I0SET 3 PINs

PB08 PB12 PA22
WO1 PB09 PB13 PA23

Table 6-25. TC5 IOSET Configuration

TC Slgnal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs

PB10 PB14 PA24
WO1 PB11 PB15 PA25

Table 6-26. TC6 IOSET Configuration

TC Slgnal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs

PB16 PA30 PB02
WO1 PB03 PB17 PA31

Table 6-27. TC7 IOSET Configuration

PA20 PB22 PB0OO
WO1 PA21 PB23 PBO1

6.2.8.5 TCC IOSET Configurations
The following tables lists each IOSET Pins for each TCC instance.

Table 6-28. TCCO |10 SET Configuration

TCC Slgnal IOSET 1 PINs IOSET 2 PINs | IOSET 3 PINs IOSET 4 PINs IOSET 5 PINs IOSET 6 PINs

PAO8 PC04 PC10 PC16 PB12 PA20
WO1 PAO9 PDO8 PC11 PC17 PB13 PA21
W02 PA10 PDO9 PC12 PC18 PB14 PA22
W03 PA11 PD10 PC13 PC19 PB15 PA23
W04 PB10 PD11 PC14 PC20 PA16 PB16
WO5 PB11 PD12 PC15 PC21 PA17 PB17
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........... continued

N/AM N/AM

PA12 PC22 PA18 PB30
WO7 PA13 PC23 PA19 PB31 N/AM N/AM

Note: 1. The signal is available, but the edges are not aligned wrt. the other signals as specified.

Table 6-29. TCC1 10 SET Configuration

TCC Slgnal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs IOSET 4 PINs IOSET 5 PINs

PA16 PD20 PB18 PB10 PC14
WO1 PA17 PD21 PB19 PB11 PC15
e PA18 PB20 PB26 PA12 PA14
W03 PA19 PB21 PB27 PA13 PA15
W04 PA20 PB28 PAO8 PC10 N/A)
W05 PA21 PB29 PA09 PC11 N/AM
W06 PA22 PA10 PC12 N/AM N/AM
W07 PA23 PA11 PC13 N/A() N/AM

Note: 1. The signal is available, but the edges are not aligned wrt. the other signals as specified.

Table 6-30. TCC2 10 SET Configuration

TCC Signal IOSET 1 PINs IOSET 2 PINs

WO0 PA14 PA30
WO1 PA15 PA31
W02 PA24 PB02

Table 6-31. TCC3 |0 SET Configuration

WO0 PB12 PB16
WO1 PB13 PB17

Table 6-32. TCC4 |0 SET Configuration

TCC Signal IOSET 1 PINs IOSET 2 PINs

WO0 PB14 PB30
WO1 PB15 PB31

6.2.8.6 PDEC IOSET Configurations
The following tables lists each IOSET Pins for PDEC instance.

Table 6-33. PDEC IO SET Configuration

PDEC Signal IOSET 1 PINs IOSET 2 PINs IOSET 3 PINs IOSET 4 PINs

PDEC[O] PC16 PB18 PA24 PB23
PDEC[1] PC17 PB19 PA25 PB24
PDEC[2] PC18 PB20 PB22 PB25
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6.2.9 GPIO Clusters

Table 6-34. GPIO Clusters (1.2)

128pins VDDIOB

VDDIO

VDDANA

VSWOUT
120pins VDDIOB

VDDIO

VDDANA

VSWOUT
100pins VDDIOB

VDDIO

VDDANA

VSWOUT
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PA11, PA10, PAQ9, PAO8

PB11, PB10

PCO7, PCO6, PCO5, PCO4

PA31, PA30, PA27, PA25, PA24, PA23, PA22, PA21, PA20, PA19, PA18, PA17, PA16, PA15, PA14, PA13, PA12

PB31, PB30, PB29, PB28, PB27, PB26, PB25, PB24, PB23, PB22, PB21, PB20, PB19, PB18, PB17, PB16, PB15,
PB14, PB13, PB12,

PC31, PC30, PC28, PC27, PC26, PC25, PC24, PC23, PC22, PC21, PC20, PC19, PC18, PC17, PC16, PC15, PC14,
[HE13}, PCH 2, P, PEIT

PD21, PD20, PD12, PD11, PD10, PDO9, PDO8
PAQO7, PAQ6, PAOS5, PAO4, PAO3, PAO2

PB09, PB08, PB0O7, PBO6, PBO5, PB04

PCO03, PC02

PDO1, PDOO

PAO1, PAOO

PBO3, PB02, PBO1, PBOO

PCO1, PCOO

PA11, PA10, PAQ9, PAO8

PB11, PB10

PCO7, PCO6, PCO5, PCO4

PA31, PA30, PA27, PA25, PA24, PA23, PA22, PA21, PA20, PA19, PA18, PA17, PA16, PA15, PA14, PA13, PA12

PB31, PB30, PB29, PB28, PB27, PB26, PB25, PB24, PB23, PB22, PB21, PB20, PB19, PB18, PB17, PB16, PB15,
PB14, PB13, PB12,

PC31, PC30, PC28, PC27, PC26, PC25, PC24, PC23, PC22, PC21, PC20, PC19, PC18, PC17, PC16, PC15, PC14,
[HE13}, PCI 2, P, PEIT

PD21, PD20, PD12, PD11, PD10, PDO9, PDO8

PAQO7, PAQ6, PAOS, PAO4, PAO3, PAO2

PB09, PB08, PB0O7, PBO6, PBO5, PB04

PCO03, PC02

PDO1, PDOO

PAO1, PAOO

PBO3, PB02, PBO1, PBOO

PCO1, PCOO

PA11, PA10, PAQ9, PAO8

PB11, PB10

PCO7, PCO6, PCO5

PA31, PA30, PA27, PA25, PA24, PA23, PA22, PA21, PA20, PA19, PA18, PA17, PA16, PA15, PA14, PA13, PA12
PB31, PB30, PB25, PB24, PB23, PB22, PB21, PB20, PB19, PB18, PB17, PB16, PB15, PB14, PB13, PB12
PC28, PC27, PC26, PC25, PC24, PC21, PC20, PC19, PC18, PC17, PC16, PC15, PC14, PC13, PC12, PC11, PC10
PAO7, PAO6, PAQS5, PAO4, PAO3, PAO2

PBO9, PB08, PB0O7, PB06, PBO5, PB04

PCO03, PC02

PAO1, PAOO

PBO3, PB02, PBO1, PBOO

PCO1, PCOO
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........... continued

64 Pins VDDIOB

VDDIO

VDDANA
VSWOUT
48 pins VDDIO

VDDANA
VSWOUT

Notes:

1. The RESETN pin in all packages are connected to the VDDIO cluster.
2. For VDDIOVDDIOB and VDDANA refer to Table 54-1. Absolute Maximum Ratings.
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PA11, PA10, PAO9, PAO8
PB11, PB10
PB12,PB13,PB14,PB15,PB16,PB17,PB30,PB31

PA12,PA13,PA16,PA17,PA18,PA19, PA20, PA21,PA22,PA23,PA24,PA25,PA27,PA30,PA31

PA14,PA15,PB22,PB23
PA2,PA3,PB4,PB5,PB6,PB7,PB8,PB9,PA4,PA5,PAG,PA7
PBO,PB1,PB2,PB3,PAO,PA1

PA8, PA9,PA10,PA11
PB10,PB11,PA12,PA13,PA14,PA15
PA16,PA17,PA18,P19,PA20,PA21,PA22,PA23,PA24,PA25
PB22,PB23

PA27

PA30, PA31

PA2,PA3,PB8,PB9,PA4,PAS5,PA6,PA7

PB2,PB3,PA0,PA1
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7. Power Supply and Start-Up Considerations

7.1 Power Domain Overview

Figure 7-1. Power Domain Block Diagram

BAT (PBI[3])

VDDANA
GNDANA
VDDIO
PA[31:30]
PA[27:12]
PD[12:8]
PB[31:10]
PC[31:10]
PD[21:20]
VDDANA
VDDIOB

PA[11:8]
PB{11:10]
PC(7:4]
PA[7:2
72l VSWOoUT PC[1:0]
PBI9:4] '
PBL20)

Pols2 ot

PD[1:0]

Digital Logic RTC, PM,
CPU, Peripherals SUPC, RSTC

DFLL48M VDDBU
BACKUP

FDPLL200Mn EAM

The SAM D5x/E5x power domains are not independent of each other:

VDDCORE, VDDIO and VDDIOB share GND, whereas VDDANA uses GNDANA.

VDDANA and VDDIO must share the main supply, VDD.

VDDCORE pin is just an output for monitoring the internal voltage regulator. This is not an input
for an external supply.

VSWOUT, VSW and VDDBU are internal power domains.
The VSW pin is for inductor connection to run the Main Voltage Regulator in switching mode.

7.2 Power Supply Considerations

7.2.1 Power Supplies
The SAM D5x/E5x has the following power supply pins:

VDDIO - Powers I/0O lines, XOSCn and the internal regulator for VDDCORE. Voltage is 1.71V to
3.63V.

VDDIOB - Powers I/0 B lines. Voltage is 1.71V to 3.63V.

VDDANA - Powers 1/0 lines, the Automatic Power Switch, ADC0/1, AC, DAC and PTC. Voltage is
1.71V to 3.63V.

VBAT - Powers the Automatic Power Switch. Voltage is 1.71V to 3.63V

VDDCORE - Serves as the internal voltage regulator output in linear mode, depending on the
powering configuration. It powers the VSW core power domain and the VDDBU backup domain,
memories, peripherals, DFLL48M, FDPLL200Mn, and RAMs. Voltage is 1.2V typical.

@ MICROCHIP
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7.2.2

7.2.3

+ The Automatic Power Switch is a configurable switch that selects between VDD and VBAT as
supply for the internal output VSWOUT, see the figure in 7.1. Power Domain Overview.

The same voltage must be applied to both VDDIO and VDDANA. In this data sheet, this common
voltage applied to both VDDIO and VDDANA, is represented as VDD.

VDDIOB voltage level must be equal or lower than VDDIO.

The ground pins, GND, are common to VDDCORE, and VDDIO. The ground pin for VDDANA is
GNDANA.

For decoupling recommendations for the different power supplies, refer to the schematic checklist.

Related Links

60. Schematic Checklist

6.2.9. GPIO Clusters

7.2.3. Typical Powering Schematic

Voltage Regulator
The SAM D5x/E5x internal Main Voltage Regulator has three different modes:

+ Linear mode: This is the default mode when CPU and peripherals are running. It does not require
an external inductor.

« Switching mode. This is the most power efficient mode when the CPU and peripherals are
running and which requires an external inductor between VSW and VDDCORE. This mode can be
selected by software on the fly.

+ Shutdown mode. When the chip is in backup mode, the internal regulator is off, the VSW core
power domain is OFF. The VDDBU backup domain is powered by the backup regulator (LPVREG).

Note that the Voltage Regulator modes are controlled by the Power Manager.
Typical Powering Schematic
The SAM D5x/E5x uses a single supply from 1.71V to 3.63V.

The following figure shows the recommended power supply connection.

Figure 7-2. Power Supply Connection for Linear Mode Only

VBAT (PB03)

Main Supply
(1.71V — 3.63V)
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Figure 7-3. Power Supply Connection for Switching/Linear Mode

VBAT (PB03)

Main Supply
(1.71V — 3.63V)

Figure 7-4. Power Supply Connection for Battery Backup

VBAT (PB03)

Main Supply
(1.71V — 3.63V)

7.2.4 Power-Up Sequence

7.2.4.1 Supply Order
VDDIO and VDDANA must have the same supply sequence, and must be connected together.

Note that VDDIO supplies the XOSCn, so VDDIO must be present before the applicaion uses the
XOSC feature. This is also applicable to all digital features present on pins supplied by VDDIO.
VDDIOB must be present before the application uses features present on pins supplied by VDDIOB.

7.2.4.2 Minimum Rise Rate
One integrated power-on reset (POR) circuits monitoring VDDANA requires a minimum rise rate. See
54.5. Supply Characteristics.

7.2.4.3 Maximum Rise Rate
The rise rate of the power supplies must not exceed the values described in Electrical
Characteristics. See 54.5. Supply Characteristics.

7.3 Power-Up

This section summarizes the power-up sequence of the SAM D5x/E5x. The behavior after power-up
is controlled by the Power Manager.

Related Links
18. PM - Power Manager
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7.3.1

7.3.2

733

734

7.4

74.1

7.4.2

Starting of Internal Regulator
After power-up, the device is set to its initial state and kept in Reset, until the power has stabilized
throughout the device.

The internal regulator provides VDDCORE. Once the external voltage VDDIO/VDDANA and the
internal VDDCORE reach a stable value, the internal Reset is released.

Related Links
18. PM - Power Manager

Starting of Clocks

Once the power has stabilized and the internal Reset is released, the device will use a 48MHz clock
by default. The clock source for this clock signal is DFLL48M running in open loop mode, which is
enabled after a reset by default. This is also the default time base for Generic Clock Generator 0.
In turn, Generator 0 provides the main clock GCLK_MAIN which is used by the Main Clock module
(MCLK).

Some synchronous system clocks are active after Start-Up, allowing software execution. Refer to
the “Clock Mask Registers” section in the MCLK-Main Clock documentation for the list of clocks that
are running by default. Synchronous system clocks that are running receive the 48MHz clock from
Generic Clock Generator 0. Other generic clocks are disabled.

Related Links

18. PM - Power Manager

1/0 Pins

After power-up, the I/0 pins are tri-stated except: PA24, PA25 and PA30. Pins PA24, PA25 are
configured in input pull-down mode. PA30 is configured in input pull up mode in order to serve
as part of the debug interface.

Fetching of Initial Instructions

After Reset has been released, the CPU starts fetching PC and SP values from the Reset address,
0x00000000. This points to the first executable address in the internal Flash memory. The code read
from the internal Flash can be used to configure the clock system and clock sources. See the related
peripheral documentation for details. Refer to the ARM Architecture Reference Manual for more
information on CPU startup (www.arm.com).

Power-On Reset and Brown-Out Detector

The SAM D5x/E5x embeds three features to monitor, warn and/or reset the device:
+ POR: Power-on Reset on the main supply VDD (VDDANA/VDDIO) and VSWOUT

« BOD33: Brown-out detector on VDD or VBAT

+ Brown-out detector internal to the voltage regulator for VDDCORE. BOD12 is calibrated in
production and its calibration parameters are stored in the NVM User Row. This data should
not be changed if the User Row is written to in order to assure correct behavior.

Power-On Reset on VSWOUT

VSWOUT is monitored by POR. Monitoring is always activated, including startup and all sleep modes.

If VSWOUT goes below the threshold voltage, the entire chip is reset.

Power-On Reset on the main supply VDD (VDDANA/VDDIO)

The Main supply VDD (VDDANA/VDDIO) is monitored by POR. Monitoring is always activated,
including startup and all sleep modes. If VDD goes below the threshold voltage, all I/0s supplied
by VDDIO are reset.
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7.4.3 Brown-Out Detector on VSWOUT/VBAT
BOD33 monitors VSWOUT or VBAT depending on configuration.

Related Links
19. SUPC - Supply Controller

7.4.4 Brown-Out Detector on VDDCORE
Once the device has started up, BOD12 monitors the internal VDDCORE.

Related Links
19. SUPC - Supply Controller
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8.

Product Memory Mapping Overview

Figure 8-1. Product Mapping

Global Memory Space

0x00000000
0x20000000
SRAM
0x20040000
Undefined
0x40000000
0x48000000
Reserved
0xE0000000
System
OXFFFFFFFF
System
0xE0000000
Reserved
0xEOO0E000
SCS
0xE000F000
Reserved
OXEO0FF000
0xE0100000
OxFFFFFFFF

Code
0x00000000
[Flash size]
Reserved
0x03000000
CMCC
0x04000000
0x05000000
Reserved
Ox1FFFFFFF
SRAM
0x20000000
System RAM

0x41000000

AHB-APB
0x40000000
APBA
APBB Peripherals Peripherals
0x41000000

0x41002000
0x41004000
0x41006000
0x41008000
0x4100A000
0x4100C000

Reserved
0x4100E000
0x41010000

Reserved
0x41012000
0x41014000
0x41016000
0x41018000
0x4101A000
0x4101C000
0x4101E000

Reserved

0x41020000

0x41022000

Reserved

0x41FFFFFF

0x42000000

0x43000000

0x44000000

0x45000000

0x46000000

0x47000000

Ox47FFFFFF

Backup RAM

APBA Peripherals
0x40000000
PAC
0x40000400
PM
0x40000800
MCLK
0x40000C00
RSTC
0x40001000
OSCCTRL
0x40001400
OSC32KCTRL
0x40001800
SUPC
0x40001C00
GCLK
0x40002000
WDT
0x40002400
RTC
0x40002800
EIC
0x40002C00
FREQM
0x40003000
SERCOMO
0x40003400
SERCOM1
0x40003800
TCO
0x40003C00
TC1
0x40004000
Reserved
0x40FFFFFF

APBD Peripherals

0x43000000
0x43000400
0x43000800
0x43000C00
0x43001000
0x43001400
0x43001800
0x43001C00
0x43002000
0x43002400
0x43002800

0x43002C00

0x43003000
O0x43FFFFFF

APBC Peripherals
0x42000000

0x42000400
0x42000800
0x42000C00
0x42001000
0x42001400
0x42001800
0x42001C00
0x42002000
0x42002400
0x42002800
0x42002C00
0x42003000
0x42003400

0x42003800

0x42003C00
O0x42FFFFFF
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Related Links
9. Memories
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0. Memories

9.1 Embedded Memories
+ Internal high-speed Flash with Read-While-Write (RWW) capability on a section of the array
+ Internal high-speed RAM, single-cycle access at full speed
+ Internal backup RAM, single-cycle access at full speed

9.2 Physical Memory Map

The high-speed bus is implemented as a bus matrix. All high-speed bus addresses are fixed, and
they are never remapped in any way, even during boot. The 32-bit physical address space is mapped
as follows:

Table 9-1. Physical Memory Map

Size in KB (unless otherwise stated)

Memory

Start Address

SAMD51x20 SAMD51x19
SAMES51x20 SAME51x19 iﬁ“&gg;:}g
SAMES53x20 SAME53x19 AMES3x18
SAME54x20 SAME54x19

Embedded Flash 0x00000000 1024 512 256
Embedded SRAM 0x20000000 256 192 128
Peripheral Bridge A 0x40000000
Peripheral Bridge B 0x41000000
16384 Bytes
Peripheral Bridge C 0x42000000
Peripheral Bridge D 0x43000000
Backup SRAM 0x47000000 8
NVM User Row 0x00804000 512 Bytes

Note:
1. X=G,J, N or P. Refer to Ordering Information for available device part numbers.

9.2.1 Flash Memory Parameters
A single page contains 512 Bytes, which is applicable to all the device part numbers listed in the
Configuration Summary.

Number of pages available in a device part number will vary depending on available maximum Flash
memory size.
Equation 9-1. Calculating Flash Memory

FlashSize(Bytes)
PageSize(Bytes)

NumberofPages =

9.3 SRAM Memory Configuration

Retention

Depending on the application and power budget needs, part of the system memory can be retained
in Standby or Hibernate sleep modes. The amount of the SRAM retained in this mode is software
selectable, by writing the RAMCFG bits in the Power Manager Standby Configuration register and
Hibernate Configuration register respectively (STDBYCFG.RAMCFG and HIBCFG.RAMCFG).

By default, the entire system memory section is retained, but no retention or bottom 32KB memory
retention options are also available.
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Figure 9-1. Retention Options

Full SRAM Size
Full Memory No Memory
Retention Retention
32 KB
32 KB
Retention
0x20000000 0 KB

RAM Error Correction

For safety applications, the SAM D5x/E5x family embeds error correction codes (ECC) to detect
and correct single bit errors, or to enable dual error detection for the system memory. The ECC is
software selectable through the RAM ECCDIS bit in the NVM User Row. For additional information,
refer to Table 9-2.

When enabled, the top half system memory will be reserved to store the ECC, and will not be
available for the application.
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Figure 9-2. Memory with RAM Error Correction
SAMES54x20 SAME54x19

256KB

192KB

128KB

96KB

32KB

0x20000000 O0KB

Note: If the ECC is used, full SRAM retention must be enabled.

CoreSight ETB Connection

When enabled, the bottom 32 KB system memory space is reserved for CoreSight ETB debug usage.
The figure below shows an example where both ECC and CoreSight ETB are enabled.
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Figure 9-3. Memory with ECC and CoreSight ETB
SAME54x20 SAME54x19

256KB

192KB

128KB

96KB

32KB

CoreSight ETB CoreSight ETB
0x20000000 OKB

9.4 NVM User Row Mapping (UROW)
The NVM User Row can be read at address 0x00804000. The size of the NVM User Row is 512 Bytes.

The first eight 32-bit words (32 Bytes) of the Non Volatile Memory (NVM) User Row contain
calibration data that are automatically read at device power on. The remaining 480 Bytes can be
used for storing custom parameters.

To write the NVM User Row, refer to the NVMCTRL (Non-Volatile Memory Controller) documentation.

When writing to the user pages, the new values do not get loaded by the other peripheral on the
device until a device reset occurs.

Note: Before erasing the NVM User Row, ensure that the first 32 Bytes are read to a buffer and later
written back to the same area unless a configuration change is intended.

Table 9-2. NVM User Row Mapping - Dedicated Entries

BOD33 Disable BOD33 Disable at power-on. SUPC.BOD33
8:1 BOD33 Level BOD33 threshold level at power-on. SUPC.BOD33 0x1C
10:9 BOD33 Action BOD33 Action at power-on. SUPC.BOD33 0x1
14:11 BOD33 Hysteresis BOD33 Hysteresis configuration at power-on. SUPC.BOD33 0x2
25:15  BOD12 Calibration Factory settings - do not change.() -
Parameters
29:26  NVM BOOTPROT NVM Bootloader Size: NVMCTRL.STATUS OxF
(15-BOOTPROT)*8KB
31:30  Reserved Factory settings - do not change. -
35:32  SBLK Number of NVM Blocks composing a NVMCTRL.SEESTAT 0x0
SmartEEPROM sector
38:36  PSZ SmartEEPROM Page Size NVMCTRL.SEESTAT 0x0

54
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........... continued

RAM ECCDIS
47:40  Reserved
48 WDT Enable
49 WDT Always-On

53:50 WDT Period
57:54  WDT Window
61:58 WDT EWOFFSET

62 WDT WEN

63 Reserved
95:64  NVM LOCKS
127:96 (fourth word)
159:128 Reserved
Other -

A\ CAUTION

RAM ECC Disable

Factory settings - do not change.

WDT Enable at power-on.

WDT Always-On at power-on.

WDT Period at power-on.

WDT Window mode time-out at power-on.

WDT Early Warning Interrupt Time Offset at
power-on.

WDT Window Mode Enable at power-on.
Factory settings - do not change.

NVM Region Lock Bits.

User page

Factory settings - do not change.

User pages

to ensure the correct device behavior.

Related Links

25. NVMCTRL - Nonvolatile Memory Controller
19. SUPC - Supply Controller

19.8.5. BOD33

20. WDT - Watchdog Timer

20.8.1. CTRLA
20.8.2. CONFIG
20.8.3. EWCTRL

45.6.3.1. Device Temperature Measurement

9.5 NVM Software Calibration Area Mapping (SWO)

The NVM Software Calibration Area contains calibration data that are determined and written during

RAMECC

WDT.CTRLA
WDT.CTRLA
WDT.CONFIG
WDT.CONFIG
WDT.EWCTRL

WDT.CTRLA

NVMCTRL.RUNLOCK

0x0
0x0
0xB
0xB
0xB

0x0

OXFFFF FFFF

production test. These calibration values should be read by the application software and written
back to the corresponding register.

The NVM Software Calibration Area can be read at address 0x00800080.

The NVM Software Calibration Area can not be written.

Table 9-3. NVM Software Calibration Area Mapping

AC Comparator 0/1 Bias Scaling. To be written to the AC CALIB register.

AC BIAS
4:2 ADCO BIASCOMP
7:5 ADCO BIASREFBUF
10:8 ADCO BIASR2R
15:11 Reserved
18:16 ADC1 BIASCOMP
21:19 ADC1 BIASREFBUF

@ MICROCHIP

Bias comparator scaling. To be written to the ADCO CALIB register.

Bias reference buffer scaling. To be written to the ADCO CALIB register.
Bias rail-to-rail amplifier scaling. To be written to the ADCO CALIB register.

Bias comparator scaling. To be written to the ADC1 CALIB register.

Bias reference buffer scaling. To be written to the ADC1 CALIB register.

0x7
0x7
0x7
0x7
0x7

1. BOD12 is calibrated in production, and the calibration parameters must not be changed
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9.6

........... continued

24:22 ADC1 BIASR2R Bias rail-to-rail amplifier scaling. To be written to the ADC1 CALIB register.  0x7
35:25 Reserved - -
36:32 USB TRANSN USB TRANSN calibration value. To be written to the USB PADCAL register. ~ 0x09
41:37 USB TRANSP USB TRANSP calibration value. To be written to the USB PADCAL register. 0x19
44:42 USB TRIM USB TRIM calibration value. To be written to the USB PADCAL register. 0x6

The NVM Software Calibration Area for temperature calibration parameters can not be written.

The NVM Software Calibration Area for temperature calibration parameters can be read at address
0x00800100.

Table 9-4. NVM Software Calibration Area Mapping - Temperature Calibration Parameters

7:0 TLI Integer part of calibration temperature TL
11:8 TLD Decimal part of calibration temperature TL
19:12 THI Integer part of calibration temperature TH
23:20 THD Decimal part of calibration temperature TH
39:24 Reserved Reserved for future use.

51:40 VPL Temperature calibration parameters.
63:52 VPH

75:64 VCL

87:76 VCH

127:88 Reserved Reserved for future use.

Note: Engineering Sample devices have no valid temperature calibration parameters.

Serial Number

Each device has a unique 128-bit serial number which is a concatenation of four 32-bit words
contained at the following addresses:

Word 0: 0x008061FC
Word 1: 0x00806010
Word 2: 0x00806014
Word 3: 0x00806018

The uniqueness of the serial number is guaranteed only when using all 128 bits.
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10.
10.1

10.1.1

Processor and Architecture

Cortex M4 Processor

The ARM®Cortex”-M4 processor is a high performance 32-bit processor designed for the
microcontroller market. It offers the following significant benefits to developers:

+ Outstanding processing performance combined with fast interrupt handling
+ Enhanced system debug with extensive breakpoint and trace capabilities

+ Efficient processor core, system, and memories

« Ultra low-power consumption with integrated sleep modes

+ Platform security robustness, with integrated memory protection unit (MPU).

The implemented ARM Cortex-M4 is revision rOp1
For additional information, refer to http://www.arm.com

The Cortex-M4 processor is built on a high-performance processor core with a 3-stage pipeline
Harvard architecture, making it ideal for demanding embedded applications. The processor delivers
exceptional power efficiency through an efficient instruction set and extensively optimized design,
providing high-end processing hardware including IEEE 754-compliant single-precision floating-
point computation, a range of single-cycle and SIMD multiplication and multiply-with-accumulate
capabilities, saturating arithmetic, and dedicated hardware division.

To facilitate the design of cost-sensitive devices, the Cortex-M4 processor implements tightly-
coupled system components that reduce processor area while significantly improving interrupt
handling and system debug capabilities. The Cortex-M4 processor implements a version of

the Thumb instruction set based on Thumb®-2 technology, ensuring high code density and

reduced program memory requirements. The Cortex-M4 instruction set provides the exceptional
performance expected of a modern 32-bit architecture, with the high code density of 8-bit and 16-bit
microcontrollers.

The Cortex-M4 processor closely integrates a configurable Nested Vector Interrupt Controller (NVIC),
to deliver industry-leading interrupt performance. The NVIC includes a Non-Maskable interrupt (NMI),
and provides up to 8 interrupt priority levels. The tight integration of the processor core and NVIC
provides fast execution of Interrupt Service Routines (ISRs), dramatically reducing interrupt latency.
This is achieved through the hardware stacking of registers, and the ability to suspend load-multiple
and store-multiple operations. Interrupt handlers do not require wrapping in assembler code,
removing any code overhead from the ISRs. A tail-chain optimization also significantly reduces the
overhead when switching from one ISR to another.

To optimize low-power designs, the NVIC integrates with the sleep modes, that include a deep sleep
function that enables the entire device to be rapidly powered down while still retaining program
state.

System Level Interface

The Cortex-M4 processor provides multiple interfaces using AMBA technology to provide high-
speed, low-latency memory accesses. It supports unaligned data accesses and implements atomic
bit manipulation that enables faster peripheral controls, system spinlocks, and thread-safe Boolean
data handling.

The Cortex-M4 processor has a Memory Protection Unit (MPU) that provides fine grain memory
control, enabling applications to utilize multiple privilege levels, separating and protecting code,
data, and stack on a task-by-task basis. Such requirements are becoming critical in many embedded
applications such as automotive.
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10.1.2

10.1.3

Integrated Configurable Debug

The Cortex-M4 processor implements a complete hardware debug solution. This provides high
system visibility of the processor and memory through a 2-pin Serial Wire Debug (SWD) port that is
ideal for microcontrollers and other small package devices.

For system trace the processor integrates an Instrumentation Trace Macrocell (ITM) alongside data

watchpoints and a profiling unit. The Embedded Trace Macrocell (ETM) delivers unrivaled instruction

trace capture in an area far smaller than traditional trace units, enabling many low cost MCUs to
implement full instruction trace for the first time.

To enable simple and cost-effective profiling of the system events these generate, a stream of

software-generated messages, data trace, and profiling information is exported over three different

ways:

« Output off chip using the TPIU, through a single pin, called Serial Wire Viewer (SWV). Limited to ITM

system trace

+ Output off chip using the TPIU, through a 4-bit pin interface. Bandwidth is limited

+ Internally stored in RAM, using the CoreSight ETB. Bandwidth is then optimal but capacity is
limited

The Flash Patch and Breakpoint Unit (FPB) provides up to 8 hardware breakpoint comparators that
debuggers can use. The comparators in the FPB also provide remap functions of up to 8 words in

the program code in the Code memory region. This enables applications stored on a non-erasable,

ROM-based microcontroller to be patched if a small programmable memory, for example Flash, is

available in the device. During initialization, the application in ROM detects, from the programmable

memory, whether a patch is required. If a patch is required, the application programs the FPB to

remap a number of addresses. When those addresses are accessed, the accesses are redirected to

a remap table specified in the FPB configuration, which means the program in the non-modifiable
ROM can be patched.

Cortex-M4 Processor Features and Configuration

« Thumb?® instruction set combines high code density with 32-bit performance

+ |EEE 754-compliant single-precision Floating Point Unit (FPU)

+ Integrated sleep modes for low power consumption

+ Fast code execution permits slower processor clock or increases Sleep mode time

« Hardware division and fast digital-signal-processing orientated multiply accumulate
« Saturating arithmetic for signal processing

+ Deterministic, high-performance interrupt handling for time-critical applications

«  Memory Protection Unit (MPU) for safety-critical applications

+ Extensive debug and trace capabilities: Serial Wire Debug and Serial Wire Trace reduce the
number of pins required for debugging, tracing, and code profiling.

Cortex-M4 Options SAM D5x/E5x Configuration

Interrupts 1to 240 138

Number of priority bits 3 to 8 3 = eight levels of priority
Data endianness Little-endian or big-endian Little-endian

SysTick Timer 0x80000000

calibration value

MPU Present or Not present Present
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........... continued

Cortex-M4 Options SAM D5x/E5x Configuration

Debug support level 0= No debug. No DAP, breakpoints, watchpoints, Flash patch, 3 = Full debug plus DWT data
or halting debug. matching.

1 = Minimum debug. Two breakpoints, one watchpoint, no
Flash patch.

2 = Full debug minus DWT data matching.
3 = Full debug plus DWT data matching.

Trace support level 0 = No trace. No ETM, ITM or DWT triggers and counters. 2 = Full trace. ITM, TPIU, ETM,
1 = Standard trace. ITM and DWT triggers and counters, but no and DWT triggers a,”d counters are
ETM. present. HTM port is not present

2 = Full trace. Standard trace plus ETM.
3 = Full trace plus HTM port.

JTAG Present or Not present Not present
Bit Banding Present or Not present Not present
FPU Present or Not present Present

10.1.4 Cortex-M4 Core Peripherals

Nested Vectored The Nested Vector Interrupt Controller (NVIC) is an embedded interrupt controller that supports low

Interrupt latency interrupt processing.

Controller

System Control  The System Control Block (SCB) is the programmer’s model interface to the processor. It provides system

Block implementation information and system control, including configuration, control, and reporting of
system exceptions. Refer to the Cortex-M4 Technical Reference Manual for details (http://www.arm.com).

System Timer The system timer, SysTick, is a 24-bit count-down timer. Use this as a Real-Time Operating System

(RTOS) tick timer or as a simple counter. The SysTick timer runs on the processor clock and it does
not decrement when the processor is halted for debugging. Refer to the Cortex-M4 Technical Reference
Manual for details (http://www.arm.com).
Memory The Memory Protection Unit (MPU) improves system reliability by defining the memory attributes
Protection Unit  for different memory regions. It provides up to eight different regions, and an optional predefined
background region. Refer to the Cortex-M4 Technical Reference Manual for details (http://www.arm.com).
Floating-Point The Floating Point Unit (FPU) provides IEEE 754-compliant operations on single-precision, 32-bit, floating-
Unit point values. Refer to the Cortex-M4 Technical Reference Manual for details (http://www.arm.com).

10.1.5 Cortex-M4 Address Map

0xEOOOE008-0XxEOOOEQOF System control block
OxEOOOEO10-0xEOOOEOQ1F System timer
OxEOOOE100-0XxEOOOE4EF Nested Vectored Interrupt Controller
0xEOO0OEDO00-0xEOOOED3F System control block
OxEOOOED90-0XxEOOOED93 MPU Type Register
O0xEOOOED90-0XEOOOEDBS8 Memory Protection Unit
O0xEOOOEF00-0xEOOQEFO3 Nested Vectored Interrupt Controller
OxEOOOEF30-OxEOOOEF44 Floating Point Unit

Related Links
8. Product Memory Mapping Overview
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10.2

10.2.1

10.2.2

Nested Vector Interrupt Controller

Overview

The Nested Vectored Interrupt Controller (NVIC) in the SAM D5x/E5x family devices supports 138
interrupts with eight different priority levels. For more details, refer to the Cortex-M4 Technical
Reference Manual (www.arm.com).

Note: Interrupts must be globally enabled usingthe  enable irg() primitive before any
interrupts will fire.

Interrupt Line Mapping

Each of the interrupt lines is connected to one peripheral instance, as shown in the table below.
Each peripheral can have many interrupt flags, located in the peripheral’s Interrupt Flag Status and
Clear (INTFLAG) register.

An interrupt flag is set when the interrupt condition occurs. Each interrupt in the peripheral can be
individually enabled by writing a '1' to the corresponding bit in the peripheral’s Interrupt Enable Set
(INTENSET) register, and disabled by writing '1' to the corresponding bit in the peripheral’s Interrupt
Enable Clear (INTENCLR) register.

An interrupt request is generated from the peripheral when the interrupt flag is set and the
corresponding interrupt is enabled.

Depending on their criticality, the interrupt requests for one peripheral are either ORed together
on system level, generating one interrupt or directly connected to an NVIC interrupt lines. This is
described in the table below.

An interrupt request will set the corresponding interrupt pending bit in the NVIC interrupt pending
registers (SETPEND/CLRPEND bits in ISPR/ICPR).

For the NVIC to activate the interrupt, it must be enabled in the NVIC interrupt enable register
(SETENA/CLRENA bits in ISER/ICER). The NVIC interrupt priority registers IPRO-IPR7 provide a priority
field for each interrupt.

Table 10-1. Interrupt Line Mapping

EIC NMI - External Interrupt Control NMI NMI
PM - Power Manager SLEEPRDY 0
MCLK - Main Clock CKRDY 1
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........... continued

OSCCTRL - Oscillators Control

OSC32KCTRL - 32 kHz Oscillators Control

SUPC - Supply Controller

WDT - Watchdog Timer
RTC - Real-Time Counter

@ MICROCHIP

XOSCFAILO
XOSCRDYO
XOSCFAIL1
XOSCRDY1
DFLLLCKC
DFLLLCKF
DFLLOOB
DFLLRCS
DFLLRDY
DPLLOOLCKF
DPLLOLCKR
DPLLOLDRTO
DPLLOLTO
DPLL1LCKF
DPLL1LCKR
DPLL1LDRTO
DPLL1LTO
XOSC32KFAIL
XOSC32KRDY
BOD33RDY
B33SRDY
VCORERDY
VREGRDY
BOD33DET
EW

CMPO

CMP1

CMP2

CMP3

OVF

PERO

PER1

PER2

PER3

PER4

PER5

PER6

PER7
TAMPER
ALARMO
ALARM1

2

10
11
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........... continued

EIC - External Interrupt Controller

FREQM - Frequency Meter
NVMCTRL - Non-Volatile Memory Controller()

DMAC - Direct Memory Access Controller
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EXTINT O
EXTINT 1
EXTINT 2
EXTINT 3
EXTINT 4
EXTINT 5
EXTINT 6
EXTINT 7
EXTINT 8
EXTINT 9
EXTINT 10
EXTINT 11
EXTINT 12
EXTINT 13
EXTINT 14
EXTINT 15
DONE
DONE
ADDRE
PROGE
LOCKE
ECCSE
ECCDE
NVME
SUSPE
SEESFULL
SEESOVF
SEEWRC
SUSP 0
TCMPL O
TERR O
SUSP 1
TCMPL 1
TERR 1
SUSP 2
TCMPL 2
TERR 2
SUSP 3
TCMPL 3
TERR 3
SUSP 4..31
TCMPL 4..31
TERR 4..31

12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29

30

31

32

33

34

35
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........... continued

EVSYS - Event System Interface EVD 0 36
OVR O
EVD 1 37
OVR 1
EVD 2 38
OVR 2
EVD 3 39
OVR 3
EVD 4..11 40
OVR 4..11

PAC - Peripheral Access Controller ERR 41

RAM ECC SINGLEE 45
DUALE

SERCOMO - Serial Communication Interface 0 0 46
1 47
2 48
3 49
4
5
7

SERCOM1 - Serial Communication Interface 1(" 0 50
1 51
2 52
3 53
4
5
7

SERCOM?2 - Serial Communication Interface 2(V 0 54
1 55
2 56
3 57
4
5
7

SERCOMS3 - Serial Communication Interface 3(W 0 58
1 59

60
61
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........... continued

SERCOM4 - Serial Communication Interface 4 0 62
1 63
2 64
3 65
4
5
7

SERCOMS - Serial Communication Interface 5( 0 66
1 67
2 68
3 69
4
5
7

SERCOMBG - Serial Communication Interface 6( 0 70
1 71
2 72
3 73
4
5
7

SERCOM?7 - Serial Communication Interface 7V 0 74
1 75
2 76
3 77
4
5
7

CANO - Control Area Network 0 LINEO 78
LINE 1

CAN1 - Control Area Network 1 LINEO 79
LINE 1
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........... continued

USB - Universal Serial Bus

GMAC - Ethernet MAC

TCCO - Timer Counter Control 0
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EORSM/DNRSM
EORST/RST
LPM/DCONN
LPMSUSP/DDISC
RAMACER
RXSTP/TXSTP 0..7
STALLO/STALL 0..7
STALL1 0..7
SUSPEND
TRFAILO/TRFAIL 0..7
TRFAIL1/PERR 0..7
UPRSM

WAKEUP
SOF/HSOF
TRCPTO0 0..7
TRCPT1 0..7
GMAC

WOL

CNT

DFS

ERR

FAULTA

FAULTB

FAULTO

FAULT1

OVF

TRG

UFS

MCO

MC1

MC2

MC3

MC4

MC5

80

81
82
83
84

85

86
87
88
89
90
91
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........... continued

TCC1 - Timer Counter Control 1

TCC2 - Timer Counter Control 2

TCC3 - Timer Counter Control 3
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CNT 92
DFS

ERR

FAULTA

FAULTB

FAULTO

FAULT1

OVF

TRG

UFS

MCO 93
MC1 94
MC2 95
MC3 96
CNT 97
DFS

ERR

FAULTA

FAULTB

FAULTO

FAULT1

OVF

TRG

UFS

MCOo 98
MC1 99
MC2 100
CNT 101
DFS

ERR

FAULTA

FAULTB

FAULTO

FAULT1

OVF

TRG

UFS

MCO 102
MC1 103
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........... continued
odwe T e une |
TCC4 - Timer Counter Control 4 CNT 104
DFS
ERR
FAULTA
FAULTB
FAULTO
FAULT1
OVF
TRG
UFS
MCOo 105
MC1 106
TCO - Basic Timer Counter 0 ERR 107
MCo
MC1
OVF
TC1 - Basic Timer Counter 1 ERR 108
MCO
MC1
OVF
TC2 - Basic Timer Counter 2 ERR 109
MCo
MC1
OVF
TC3 - Basic Timer Counter 3 ERR 110
MCo
MC1
OVF
TC4 - Basic Timer Counter 4 ERR 111
MCO
MC1
OVF
TCS5 - Basic Timer Counter 5 ERR 112
MCo
MC1
OVF
TC6 - Basic Timer Counter 6 ERR 113
MCo
MC1
OVF
TC7 - Basic Timer Counter 7 ERR 114
MCO
MC1
OVF
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........... continued

PDEC - Position Decoder DIR 115
ERR
OVF
VLC
MCO 116
MC1 117
ADCO - Analog Digital Converter 0 OVERRUN 118
WINMON
RESRDY 119
ADC1 - Analog Digital Converter 1 OVERRUN 120
WINMON
RESRDY 121
AC - Analog Comparators COMPO 122
COMP1
WINO
DAC - Digital-to-Analog Converter OVERRUNO 123
OVERRUN1
UNDERRUNO
UNDERRUN1
EMPTYO 124
EMPTY1 125
RESRDYO 126
RESRDY1 127
I2S - Inter-IC Sound Interface RXORO 128
RXOR1
RXRDYO
RXRDY1
TXRDYO
TXRDY1
TXURO
TXUR1
PCC - Parallel Capture Controller DRDY 129
OVRE
AES - Advanced Encryption Standard ENCCMP 130
GFMCMP
TRNG - True Random Generator DATARDY 131
ICM - Integrity Check Monitor All ICM Interrupts 132
Reserved Reserved 133
QSPI - Quad SPI interface RXC 134
DRE
TXC
ERROR
CSRISE
INSTREND
SDHCO - SD/MMC Host Controller 0 All SDHCO Interrupts 135
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10.3

10.3.1

10.3.2

........... continued

SDHC1 - SD/MMC Host Controller 1 All SDHC1 Interrupts 136

Note:

1. The integer number specified in the source refers to the respective bit position in the INTFLAG
register of respective peripheral.

Note: Lines not listed here are reserved.
High-Speed Bus System

Features
High-Speed Bus Matrix has the following features:

+  Symmetric crossbar bus switch implementation

+ Allows concurrent accesses from different Hosts to different Clients
* 32-bit data bus

+ Operation at a one-to-one clock frequency with the bus Hosts

FlexRAM Memory has the following features:

+ Unified System Memory area
+ Allows concurrent accesses from different Hosts
« Offers privileged accesses from specific Hosts

Configuration

Figure 10-1. Host-Client Relations High-Speed Bus Matrix
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10.3.3

Table 10-2. High-Speed Bus Matrix Hosts

High-Speed Bus Matrix Hosts Host ID

CMA4S - Cortex M4 Processor 0

CMCC - Cortex-M Cache Controller 1
(Cortex-M4F |Code and DCode Interfaces)

DMAC - Direct Memory Access Controller/Data Write Access

ICM - Integrity Check Monitor

4
DMAC - Direct Memory Access Controller/Data Read Access 5
6
DSU - Device Service Unit 7

Table 10-3. High-Speed Bus Matrix Clients

Internal Flash Memory 0,1
SmartEEPROM 2
SRAM Port 0 - CM4 Access 3
SRAM Port 1 - DSU Access 4
SRAM Port 2 - DMAC Data-Write Access 5
SRAM Port 3 - DMAC Data-Read and ICM Access 6
AHB-APB Bridge A 7
AHB-APB Bridge B 8
AHB-APB Bridge C 9
AHB-APB Bridge D 10
PUKCC 11
SDHCO 12
SDHC1 13
QSPI 14
BACKUP RAM Memory 15

SRAM Quality of Service

To ensure that Hosts with latency requirements get sufficient priority when accessing RAM, priority
levels can be assigned to the Hosts for different types of access.

The Quality of Service (QoS) level is independently selected for each Host accessing the RAM. For any
access to the RAM, the RAM also receives the QoS level. The QoS levels and their corresponding bit
values for the QoS level configuration is shown in the table below.

Table 10-4. Quality of Service

Vave e oepon |

0x0 DISABLE Background (no sensitive operation)
0x1 LOW Sensitive Bandwidth

0x2 MEDIUM Sensitive Latency

0x3 HIGH Critical Latency

If a Host is configured with QoS level DISABLE (0x0) or LOW (0x1) there will be a minimum latency of
one cycle for the RAM access.

The priority order for concurrent accesses are decided by two factors. First, the QoS level for the
Host and second, a static priority given by the port ID. The lowest port ID has the highest static
priority. See the tables below for details.

The CPU QoS level can be written/read, using 32-bit access only, at address 0x4100C11C, bits [1:0].
Its reset value is 0x3.
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The ICM QoS level can be written/read, using 32-bit access only, at address 0x4100C128, bits [1:0]. Its
reset value is 0x1.

Refer to different Host QOS control registers for configuring QoS for the other Hosts (DSU, DMAC,
CAN, USB).

Table 10-5. SRAM Port Connections QoS

SRAM Port Connection Connection Type default QoS

CM4 - Cortex M4 Bus Matrix 0x4100C11C, bits[1:0](" 0x3
Processor

DSU - Device Service 1 Bus Matrix IP-CFG.LQOS 0x2
Unit

DMAC - Direct Memory 2 (WR), 3 (RD) Bus Matrix IP-PRICTRL0O.QOSNn 0x2
Access Controller - Data

Access

ICM - Integrity Check 3 Bus Matrix 0x4100C128, bits[1:0]1M 0x1
Monitor

DMAC - Direct Memory 4,5 Direct IP-PRICTRL0.QOSN 0x2

Access Controller -
Fetch Access

DMAC - Direct Memory 6,7 Direct IP-PRICTRL0.QOSNn 0x2
Access Controller -
Write-Back Access

SDHCO - SD/MMC Host 8 Direct STATIC-1 0x1
Controller

SDHC1 - SD/MMC Host 9 Direct STATIC-1 0x1
Controller

CANO - Control Area 10 Direct IP-MRCFG.QOS 0x1
Network

CAN1 - Control Area 11 Direct IP-MRCFG.QOS 0x1
Network

GMAC - Ethernet MAC 12 Direct STATIC-2 0x2
USB - Universal Serial 13 Direct IP-QOSCTRL.CQOS 0x3
Bus - Configuration

Access

USB - Universal Serial 13 Direct IP-QOSCTRL.DQOS 0x3

Bus - Data Access

Note: 1. Using 32-bit access only.
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11. CMCC - Cortex M Cache Controller

11.1 Overview

The Cortex M Cache Controller provides an L1 cache to the Cortex M CPU. The CMCC sits
transparently between the CPU and the cache leading to improved performance.

The CMCC interfaces with the CPU through the AHB and is connected to the APB bus interface for its
configuration.
11.2 Features
+ Physically addressed and physically tagged
+ L1 data and instruction cache set to 4 KB
* L1 cache line size set to 16 Bytes
« L1 cache integrates 32-bit bus Host interface
« Unified 4-Way set associative cache architecture
+ Lock-Down feature, which allows cached to be locked per way
+ Write through cache operations, read allocate
+ Configurable as data and instruction Tightly Coupled Memory (TCM)
* Round Robin victim selection policy
+ Event Monitoring, with one programmable 32-bit counter
« Cache Interface includes cache maintenance operations registers
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11.3 Block Diagram

Figure 11-1. CMCC Block Diagram
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CMCC - Cortex M Cache Controller
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Figure 11-2. CMCC Organization
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11.4 Signal Description
Not applicable.

11.5 Product Dependencies
Not applicable.

11.5.1 1/0 Lines
Not applicable.

11.5.2 Power Management
The CMCC will continue to function as long as the CPU is not sleeping and the CMCC is enabled.

11.5.3 Clocks
Not applicable.

11.5.4 DMA
Not applicable.

11.5.5 Interrupts
Not applicable.

11.5.6 Events
Not applicable.

11.5.7 Debug Operation

When the CPU is halted in debug mode, the CMCC is halted. Any read access by the debugger in
cached zones are not cached.

11.5.8 Register Access Protection
Not applicable.

11.5.9 Analog Connections
Not applicable.

11.6 Functional Description
11.6.1 Principle of Operation

11.6.2 Initialization and Normal Operation

On reset, the cache controller data entries are all invalidated, and the cache is disabled. The cache
is transparent to processor operations. The cache controller is activated through the use of its
configuration registers. The configuration interface is memory mapped in the APB bus.

Use the following sequence to enable the cache controller:

+ Verify that the CMCC is disabled, reading the value of the SR.CSTS.
+ Enable the CMCC by writing '1' in CTRL.CEN. The MODULE is disabled by writing a '0' in CTRL.CEN.

11.6.3 Change Cache Size

It is possible to change the cache size by writing to the Cache Size Configured By Software bits in the
Cache Configuration register (CFG.CSIZESW).

Use the following sequence to change the cache size:

74
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+ Disable the CMCC controller by writing a zero to the Cache Controller Enable bit in the Cache
Control register (CTRL.CEN=0).

+ Check the Cache Controller Status bit in the Cache Status register to verify that the CMCC is
successfully disabled (SR.CSTS=0).

+ Change CFG.CSIZESW to its new value.
+ Enable the CMCC by writing CTRL.CEN=1.

11.6.4 Data Cache Disable

The Instructions alone can be cached by disabling the Data cache, as described in the following
steps:

Disable the cache controller by writing a ‘0’ to CTRL.CEN.

Check SR.CSTS to verify whether the CMCC is successfully disabled.
Write CFG.DCDIS = 1.

Enable the CMCC by writing CTRL.CEN = 1.

N

11.6.5 Instruction Cache Disable
The Data alone can be cached by disabling the Instruction cache, as described in the following steps:
Disable the cache controller by writing CTRL.CEN = 0.
Check SR.CSTS to verify that the CMCC is successfully disabled.
Write CFG.ICDIS = 1.
Enable the CMCC by writing CTRL.CEN = 1.

AW~

11.6.6 Cache Load and Lock
It is possible to lock a specific way for code optimization by writing the Lock Way register
(LCKWAY.LCKWAY). The locked way will not be updated by the CMCC as part of cache operations.
The load and lock mechanism can be implemented to use cache memory in a deterministic way.
Follow these steps to load and lock a way:
1. Disable cache controller by clearing the CTRL.CEN bit.

2. Invalidate the desired WAY line by line. This will reset the round robin algorithm of the
invalidated line, that will become eligible for the next load operation.

3. Disable the Instruction cache, but keep the Data cache enabled.
Enable the cache by setting the CTRL.CEN bit.

5. Place the respective piece of code and/or data to the corresponding WAY due to simple LOAD
operations. Loading the piece of code and/or data will force the cache to refill the previous
invalidated line in the right way. No need to load all the bytes of the line, only the first byte. The
cache will automatically refill the complete line.

6. Lock the specific WAY by setting LCKWAY.LCKWAY[3:0].

7. Re-enable the instruction cache. The locked WAY is now loaded and ready to operate. The
remaining WAYS can be used as |-cache or D-cache as required.

11.6.7 Tightly Coupled Memory

Users can use a part of the cache as Tightly Coupled Memory (TCM). The cache size is determined
by the Cache Size Configuration by Software bits in the Cache Configuration register (CFG.CSIZESW).
The relation between cache and TCM is as given below:

TCM size = maximum Cache size - configured Cache size.
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The TCM start address can be obtained from the product memory mapping. The cache memory
starts first from the address followed by the TCM memory. Size of the Way is fixed and the number
of ways varies according to the available size for the cache memory. For additional information, refer
to the section Product Memory Mapping.

Table 11-1. TCM Sizes

4 KB 4 KB 0 KB
4 KB 1 KB 3 KB
4 KB 2 KB 2 KB
4 KB 0 KB 4 KB

The TCM is also accessible in its maximum size when the CMCC is disabled. The TCM does not need
to be locked in order to operate.

Note: Writing into the cache DATA RAM region through the CPU can overwrite the valid cache
lines. This can result in data corruption when the cache controller is accessing the data for cache
transactions. Access the DATA RAM region only after configuring it as TCM.

11.6.8 Cache Maintenance

11.6.8.1 Cache Invalidate by Line Operation

When an invalidate by line command is issued, the CMCC resets the valid bit information of the
decoded cache line. As the line is no longer valid, the replacement counter points to that line.

+ Disable the cache controller by writing a zero to the Cache Controller Enable bit in the Cache
Control register (CTRL.CEN).

+ Check SR.CSTS to verify that the CMCC is successfully disabled.

« Perform an invalidate by line by writing the set {index,way} in the Cache Maintenance 1 register
(MAINT1.INDEX, MAINT1.WAY).

+ Enable the CMCC by writing a '1' to CTRL.CEN.

11.6.8.2 Cache Invalidate All Operation

11.6.9

Use the following sequence to invalidate all cache entries.

+ Disable the cache controller by writing a zero to the Cache Enable bit in the Cache Control
register (CTRL.CEN).

+ Check SR.CSTS to verify that the CMCC is successfully disabled.

+ Perform a full invalidate operation by writing a '1' to the Cache Controller Invalidate All bit in the
Cache Maintenance 0 register (MAINTO.INVALL).

+ Enable the CMCC by writing a '1' to CTRL.CEN.

Cache Performance Monitoring

The Cortex M cache controller includes a programmable monitor/32-bit counter. The monitor can be
configured to count the number of clock cycles, the number of data hit or the number of instruction
hit.

It is important to know that the Cortex-M4 processor prefetches instructions ahead of execution. It
performs only 32-bit read access on the Instruction Bus, which means:

« One arm instruction is fetched per bus access
« Two thumb instructions are fetched per bus access

As a consequence, two thumb instructions (e.g., NOP) need one bus access, which results in the HIT
counter incrementing by 1.
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Use the following sequence to activate the counter:

+ Configure the monitor counter by writing the MCFG.MODE.

- CYCLE_COUNT is used to increment the counter along with the program counter, to count
the number of cycles.

- [HIT_COUNT is the instruction Hit counter, which increments the counter when there is a hit
for the instruction in the cache.

- DHIT_COUNT is the data Hit counter which increments the counter when there is a hit for the
data in the cache.

+ Enable the counter by writing a '1' to the Cache Controller Monitor Enable bit in the Cache
Monitor Enable register (MEN.MENABLE).

« If required, reset the counter by writing a '1' to the Cache Controller Software Reset bit in the
Cache Monitor Control register (MCTRL.SWRST).

+ Check the value of the monitor counter by reading the MSR.EVENT_CNT bit field.

11.7 DEBUG Mode

In Debug mode, TAG and METADATA RAM blocks content is read/written through the AHB bus
interface if the CMCC is disabled. When the CMCC is enabled, the TAG and METADATA RAM blocks
are non readable.

Debug access has the same R/W properties as the CPU access for the DATA RAM block.
The TAG, METADATA and DATA RAM blocks' R/W properties are summarized in RAM Properties.
Use the following sequence to perform read access with the Debugger to the three RAM blocks:

+ Disable the cache controller by writing a zero to the Cache Controller Enable bit in the Cache
Control register (CTRL.CEN).

+ Check the Cache Controller Status bit in the Cache Status register (SR.CSTS) to verify that the
CMCC is successfully disabled.

« Perform a read or write access through Debugger:
- @ CMCC_AHB_ADDR for DATA RAM,

- @ CMCC_AHB_ADDR_TAG for TAG RAM,
- @ CMCC_AHB_ADDR_MTDATA for METADATA RAM.

+ If a write access has been performed in the TAG, METADATA, or DATA RAM in the cache section, an
invalid operation must be performed before re-enabling the CMCC.

Related Links
11.8. RAM Properties

11.8 RAM Properties

The following table shows the different access properties of the three RAM blocks, according the
different modes described in the previous chapters.

Table 11-2. Access to RAM

CPU access when CMCC DISABLED no R/W - hardfault  no R/W - hardfault

CPU access when CMCC ENABLED CACHE section configured: R"W(M  no R/W - hardfault no R/W - hardfault
TCM section configured: R/W

Debugger access when CMCC DISABLED R/W R/W R/W

Debugger access when CMCC ENABLED CACHE section configured: R/W( no R/W no R/W

TCM section configured: R/W
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Note:

1. Awrite operation in this zone can corrupt the coherency of the cache. An invalidate operation
may be needed.

Related Links
11.7. DEBUG Mode
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11.9 Register Summary

oifset L Name sitbos L 7 L L s LAl L L e

LCKDOWN WAYNUMI1:0] GCLK

15‘8 CLSIZE[Z.O] CSIZE[2:0]
23:16
31:24

7:0 CSIZESW[2:0] DCDIS ICDIS

15:8
23:16
31:24

7:0 CEN
15:8
23:16
31:24

7:0 CSTS
15:8
23:16
31:24

7:0 LCKWAY([3:0]

15:8
23:16
31:24

0x00 TYPE

0x04 CFG

0x08 CTRL

0x0C SR

0x10 LCKWAY

0x14
Reserved
Ox1F
7:0 INVALL
15:8
23:16
31:24
7:0 INDEX[3:0]
15:8 INDEX[7:4]
23:16
31:24 WAY[3:0]
7:0 MODE[1:0]
15:8
23:16
31:24
7:0 MENABLE
15:8
23:16
31:24
7:0 SWRST
15:8
23:16
31:24
7:0 EVENT_CNT[7:0]
15:8 EVENT_CNT[15:8]
23:16 EVENT_CNT[23:16]
31:24 EVENT_CNT[31:24]

0x20 MAINTO
0x24 MAINT1
0x28 MCFG
0x2C MEN
0x30 MCTRL
0x34 MSR

11.10 Register Description
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11.10.1 Cache Type

Name: TYPE
Offset: 0x00

Reset: 0x000012D2
Property: Read-only

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| CLSIZE[2:0] | CSIZE[2:0] |
Access R R R R R R
Reset 0 1 0 0 1 0
Bit 7 6 5 4 3 2 1 0
LCKDOWN WAYNUMI[1:0] | RRP GCLK
Access R R R R R
Reset 1 1 0 1 1

Bits 13:11 - CLSIZE[2:0] Cache Line Size
This field configures the Cache Line Size.

VEIS Name Description
0x2 CLSIZE_16B Cache Line Size is 16 bytes
0x3-0x7 - Reserved

Bits 10:8 - CSIZE[2:0] Cache Size
This bit field configures the cache size.

Value Name Description

0x0 CSIZE_1KB Cache Size is 1 KB
0x1 CSIZE_2KB Cache Size is 2 KB
0x2 CSIZE_4KB Cache Size is 4 KB
0x3-0x7 - Reserved

Bit 7 - LCKDOWN Lock Down Supported
Writing a '0' to this bit disables the Lock Down feature.
Writing a '1' to this bit enables the Lock Down feature.

Value Description
0 Lock Down feature is not supported.
1 Lock Down feature is supported.

Bits 6:5 - WAYNUM[1:0] Number of Way
This bit field configures the mapping of the cache.

VEIS Name Description

0x0 DMAPPED Direct Mapped Cache
0x1 ARCH2WAY 2-WAY set associative
0x2 ARCH4WAY 4-WAY set associative
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Value Name Description
0x3 - Reserved

Bit 4 - RRP Round Robin Policy Supported
Writing a '0' to this bit disables Round Robin Policy.
Writing a '1' to this bit enables Round Robin Policy.

Value Description

0 Round Robin Policy is disabled.
1 Round Robin Policy is enabled.

Bit 1 - GCLK Dynamic Clock Gating
Writing a '0' to this bit disables the Dynamic Clock Gating feature.
Writing a '1' to this bit enables the Dynamic Clock Gating feature.

Value Description

0 Dynamic Clock Gating is disabled.
1 Dynamic Clock Gating is enabled.
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11.10.2 Cache Configuration

Name: CFG

Offset: 0x04

Reset: 0x00000020
Property: R/W

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
CSIZESW[2:0] DCDIS ICDIS
Access R/W R/W R/W R/W R/W
Reset 0 1 0 0 0

Bits 6:4 - CSIZESW[2:0] Cache Size Configured by Software
This field configures the cache size.

VEIS Name Description

0x0 CONF_CSIZE_1KB The Cache Size is configured to 1KB
0x1 CONF_CSIZE_2KB The Cache Size is configured to 2KB
0x2 CONF_CSIZE_4KB The Cache Size is configured to 4KB
0x3-0x7 - Reserved

Bit 2 - DCDIS Data Cache Disable
Writing a '0' to this bit enables data caching.
Writing a '1' to this bit disables data caching.

0 Data caching is enabled.
1 Data caching is disabled.

Bit 1 - ICDIS Instruction Cache Disable
Writing a '0' to this bit enables instruction caching.
Writing a '1' to this bit disables instruction caching.

Value Description

0 Instruction caching is enabled.
1 Instruction caching is disabled.
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11.10.3 Cache Control

Name: CTRL
Offset: 0x08
Reset: 0x00000000

Property: Write-only

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
CEN
Access W
Reset 0

Bit 0 - CEN Cache Controller Enable
Writing a '0' to this bit disables the CMCC.
Writing a '1' to this bit enables the CMCC.
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11.10.4 Cache Status

Name: SR
Offset: 0x0C
Reset: 0x00000000

Property: Read-only

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
CSTS
Access R
Reset 0

Bit 0 - CSTS Cache Controller Status

Writing to this bit has no effect.
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11.10.5 Cache Lock per Way

Name: LCKWAY
Offset: 0x10

Reset: 0x00000000
Property: Read/Write

Bit 31 30 29 28 27 26 25 24
| | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
LCKWAY[3:0]
Access R/W R/W R/W R/W
Reset 0 0 0 0

Bits 3:0 - LCKWAY[3:0] Lockdown Way Register
This field selects which way is locked.
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11.10.6 Cache Maintenance 0

Name: MAINTO
Offset: 0x20
Reset: 0x00000000

Property: Write-only

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
INVALL
Access W
Reset 0

Bit 0 - INVALL Cache Controller Invalidate All
Writing a '0' to this bit has no effect.
Writing a '1' to this bit invalidates all cache entries.
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11.10.7 Cache Maintenance 1

Name: MAINT1
Offset: 0x24

Reset: 0x00000000
Property: Write-only

Bit 31 30 29 28 27 26 25 24
| WAY[3:0] | | |
Access w W W W
Reset 0 0 0 0
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | INDEX[7:4] |
Access W W W W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
INDEX[3:0]
Access w W W W
Reset 0 0 0 0

Bits 31:28 - WAY[3:0] Invalidate Way

Value Name Description

0x0 WAYO Way 0 is selection for index invalidation
0x1 WAY1 Way 1 is selection for index invalidation
0x2 WAY2 Way 2 is selection for index invalidation
0x3 WAY3 Way 3 is selection for index invalidation
0x4-0xF Reserved

Bits 11:4 - INDEX[7:0] Invalidate Index
This field selects the index value for invalidation
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11.10.8 Cache Monitor Configuration

Name: MCFG
Offset: 0x28

Reset: 0x00000000
Property: Read/Write

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
MODE[1:0]
Access R/W R/W
Reset 0 0
Bits 1:0 - MODE[1:0] Cache Controller Monitor Counter Mode
This field selects the type of data monitored.
Value Name Description
0x0 CYCLE_COUNT Cycle counter
0x1 IHIT_COUNT Instruction hit counter
0x2 DHIT_COUNT Data hit counter
0x3
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11.10.9 Cache Monitor Enable

Name: MEN
Offset: 0x2C

Reset: 0x00000000
Property: Read/Write

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
MENABLE
Access R/W
Reset 0

Bit 0 - MENABLE Cache Controller Monitor Enable
Writing a '0' to this bit disables the monitor counter.
Writing a '1' to this bit enables the monitor counter.

VEIS Description

0 The Monitor counter is disabled.
1 The Monitor counter is enabled.
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11.10.10 Cache Monitor Control

Name:
Offset:
Reset:

MCTRL
0x30
0x00000000

Property: Write-only

Bit 31

30

29

28

27

26

25

24

Access
Reset

Bit 23

22

21

20

19

18

17

16

Access
Reset

Bit 15

14

13

12

11

10

Access
Reset

Bit 7

Access
Reset

Bit 0 - SWRST Cache Controller Software Reset
Writing a '0' to this bit has no effect.

Writing a '1' to this bit resets the event counter register.
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11.10.11 Cache Monitor Status

Name: MSR
Offset: 0x34

Reset: 0x00000000
Property: Read-only

Bit 31 30 29 28 27 26 25 24

| EVENT_CNT[31:24]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16

| EVENT_CNT[23:16]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8

EVENT_CNT[15:8]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0

EVENT_CNT[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - EVENT_CNT[31:0] Monitor Event Counter
This field indicates the Monitor Event Counter value.
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12. DSU - Device Service Unit

12.1 Overview

The Device Service Unit (DSU) provides a means of detecting debugger probes. It enables the ARM
Debug Access Port (DAP) to have control over multiplexed debug pads and CPU Reset. The DSU

also provides system-level services to debug adapters in an ARM debug system. It implements

a CoreSight Debug ROM that provides device identification as well as identification of other

debug components within the system. Hence, it complies with the ARM Peripheral Identification
specification. The DSU also provides system services to applications that need memory testing, as
required for IEC60730 Class B compliance, for example. The DSU can be accessed simultaneously by
a debugger and the CPU, as it is connected on the High-Speed Bus Matrix. For security reasons,
some of the DSU features will be limited or unavailable when the device is protected by the
NVMCTRL security bit.

Related Links
25. NVMCTRL - Nonvolatile Memory Controller

12.2 Features
* CPU Reset Extension
+ Debugger Probe Detection (Cold- and Hot-Plugging)
+ Chip-Erase Command and Status
+ 32-Bit Cyclic Redundancy Check (CRC32) of any Memory Accessible through the Bus Matrix
« ARM?® CoreSight” Compliant Device Identification
+ Two Debug Communications Channels with DMA Connection
+ Debug Access Port Security Filter
+ Onboard Memory Built-in Self-test (MBIST)

12.3 Block Diagram

Figure 12-1. DSU Block Diagram

DSU
_ . debugger_present
RESET DEBUGGER PROBE DMA request
SWCLK - INTERFACE cpu_reset_extension
l

DAP

:> DAP SECURITY FILTER <¢#> DMA NVMCTRL

G
CORESIGHT ROM @ ji ji

M 8 S
CRC-32
SWDIO HIGH-SPEED
Y <ﬁ#> i BUS MATRIX
CHIP ERASE
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12.4

12.5

12.5.1

12.5.2

1253

1254

1255

12.5.6

Signal Description
The DSU uses three signals to function.

RESET Digital Input External Reset (RESETN pin)
SWCLK Digital Input SW clock pin
SWDIO Digital 1/0 SW bidirectional data pin

Related Links
6. 1/0 Multiplexing and Considerations

Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

1/0 Lines

The SWCLK pin is by default assigned to the DSU module to allow debugger probe detection and to
stretch the CPU Reset phase. For more information, refer to 12.6.3. Debugger Probe Detection. The
Hot-Plugging feature depends on the PORT configuration. If the SWCLK pin function is changed in
the port or if the PORT_MUX is disabled, the Hot-Plugging feature is disabled until a power reset or
an external Reset is performed.

Power Management
The DSU will continue to operate in Idle mode.

Related Links
18. PM - Power Manager

Clocks

The DSU bus clocks (CLK_DSU_APB and CLK_DSU_AHB) can be enabled and disabled by the Main
Clock Controller.

Related Links

18. PM - Power Manager

15. MCLK - Main Clock

15.6.2.6. Peripheral Clock Masking

DMA

The DMA request lines are connected to the DMA Controller (DMAC). In order to use DMA requests
with this peripheral the DMAC must be configured first. Refer to DMAC - Direct Memory Access
Controller for details.

Related Links

22. DMAC - Direct Memory Access Controller

Interrupts
Not applicable.

Events
Not applicable.
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12.5.7

12.5.8

12.6

12.6.1

12.6.2

Register Access Protection
Registers with write access can be optionally write-protected by the Peripheral Access Controller
(PAC), except for the following:

+ Debug Communication Channel 0 register (DCCO)
+ Debug Communication Channel 1 register (DCC1)

Note: Optional write protection is indicated by the "PAC Write Protection" property in the register
description.

Write protection does not apply for accesses through an external debugger.

Related Links
27. PAC - Peripheral Access Controller

Analog Connections
Not applicable.

Debug Operation

Principle of Operation

The DSU provides basic services to allow on-chip debug using the ARM Debug Access Port and the
ARM processor debug resources:

* CPU Reset extension
+ Debugger probe detection

For more details on the ARM debug components, refer to the ARM Debug Interface v5 Architecture
Specification.

CPU Reset Extension

“CPU Reset extension” refers to the extension of the Reset phase of the CPU core after the external
Reset is released. This ensures that the CPU is not executing code at start-up while a debugger is
connects to the system. The debugger is detected on a RESET release event when SWCLK is low. At
start-up, SWCLK is internally pulled up to avoid false detection of a debugger if the SWCLK pin is left
unconnected. When the CPU is held in the Reset extension phase, the CPU Reset Extension bit of
the Status A register (STATUSA.CRSTEXT) is set. To release the CPU, write a '1' to STATUSA.CRSTEXT.
STATUSA.CRSTEXT will then be set to '0". Writing a '0' to STATUSA.CRSTEXT has no effect. For security
reasons, it is not possible to release the CPU Reset extension when the device is protected by the
NVMCTRL security bit (See NVMCTRL.CTRLB.CMD's Set Security Bit (SSB) command.). Trying to do so
sets the Protection Error bit (PERR) of the Status A register (STATUSA.PERR).
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Figure 12-2. Typical CPU Reset Extension Set and Clear Timing Diagram

SWCLK [ T O

RESET

DSU CRSTEXT
Clear &
CPU reset

extension 4U

N

CPU_STATE reset X running

Related Links
25. NVMCTRL - Nonvolatile Memory Controller

12.6.3 Debugger Probe Detection

12.6.3.1 Cold Plugging
Cold-Plugging is the detection of a debugger when the system is in Reset. Cold-Plugging is detected
when the CPU Reset extension is requested, as described above.

12.6.3.2 Hot Plugging
Hot-Plugging is the detection of a debugger probe when the system is not in Reset. Hot-Plugging
is not possible under Reset because the detector is reset when POR or RESET are asserted. Hot-
Plugging is active when a SWCLK falling edge is detected. The SWCLK pad is multiplexed with other
functions and the user must ensure that its default function is assigned to the debug system. If
the SWCLK function is changed, the Hot-Plugging feature is disabled until a power reset or external
Reset occurs. Availability of the Hot-Plugging feature can be read from the Hot-Plugging Enable bit of
the Status B register (STATUSB.HPE).

Figure 12-3. Hot-Plugging Detection Timing Diagram

SWCLK [ I S R
RESET

CPU_STATE reset X running

Hot-Plugging []

The presence of a debugger probe is detected when either Hot-Plugging or Cold-Plugging is
detected. Once detected, the Debugger Present bit of the Status B register (STATUSB.DBGPRES) is
set. For security reasons, Hot-Plugging is not available when the device is protected by the NVMCTRL

security bit.

This detection requires that pads are correctly powered. Thus, at cold start-up, this detection cannot
be done until POR is released. If the device is protected, Cold-Plugging is the only way to detect a
debugger probe, and so the external Reset timing must be longer than the POR timing. If external
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12.7

12.8

Reset is deasserted before POR release, the user must retry the procedure above until it gets
connected to the device.

Related Links

25. NVMCTRL - Nonvolatile Memory Controller

Chip Erase

Chip erase consists of removing all sensitive information stored in the chip and clearing the
NVMCTRL security bit. Therefore, all volatile memories and the Flash memory (including the
SmartEEPROM emulation area) will be erased. The Flash auxiliary rows, including the user row, will
not be erased.

When the device is protected, the debugger must first reset the device in order to be detected.

This ensures that internal registers are reset after the Protected state is removed. The chip erase
operation is triggered by writing a '1' to the chip erase bit in the Control register (CTRL.CE). This
command will be discarded if the DSU is protected by the Peripheral Access Controller (PAC) or when
the chip erase command is locked (STATUSB.CELCK = 1). Once issued, the module clears volatile
memories prior to erasing the Flash array. To ensure that the chip erase operation is completed,
check the Done bit of the Status A register (STATUSA.DONE).

The chip erase operation depends on clocks and power management features that can be altered by
the CPU. For that reason, it is recommended to issue a chip erase after a Cold-Plugging procedure to
ensure that the device is in a known and Safe state.
The recommended sequence is as follows:
1. lIssue the Cold-Plugging procedure (refer to 12.6.3.1. Cold Plugging). The device then:
a. Detects the debugger probe.
b. Holds the CPU in Reset.
2. lIssue the chip erase command by writing a '1' to CTRL.CE. The device then:
a. Clears the system volatile memories.
b. Erases the whole Flash array (including the SmartEEPROM emulation area, not including
auxiliary rows).
c. Erases the lock row, removing the NVMCTRL security bit protection.
3. Check for completion by polling STATUSA.DONE (read as '1' when completed).

4. Reset the device to let the NVMCTRL update the fuses.

Programming

Programming the Flash or RAM memories is only possible when the device is not protected by the
NVMCTRL security bit. The programming procedure is as follows:

1. At power-up, RESET is driven low by a debugger. The on-chip regulator holds the system in a
POR state until the input supply is above the POR threshold (refer to Power-on Reset (POR)
characteristics). The system continues to be held in this Static state until the internally regulated
supplies have reached a safe Operating state.

2. The PM starts, clocks are switched to the slow clock (Core Clock, System Clock, Flash Clock and
any Bus Clocks that do not have clock gate control). Internal Resets are maintained due to the
external Reset.

3. The debugger maintains a low level on SWCLK. RESET is released, resulting in a debugger Cold-
Plugging procedure.

4. The debugger generates a clock signal on the SWCLK pin, the Debug Access Port (DAP) receives a
clock.

5. The CPU remains in Reset due to the Cold-Plugging procedure; meanwhile, the rest of the system
is released.
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12.9

6. A chip erase is issued to ensure that the Flash is fully erased prior to programming.
Programming is available through the AHB-AP.

8. After the operation is completed, the chip can be restarted either by asserting RESET or toggling
power. Make sure that the SWCLK pin is high when releasing RESET to prevent extending the
CPU Reset.

Related Links
25. NVMCTRL - Nonvolatile Memory Controller

Intellectual Property Protection

Intellectual property protection consists of restricting access to internal memories from external
tools when the device is protected, and this is accomplished by setting the NVMCTRL security bit.
This Protected state can be removed by issuing a chip erase (refer to 12.7. Chip Erase). When the
device is protected, read/write accesses using the AHB-AP are limited to the DSU address range
and DSU commands are restricted. When issuing a chip erase, sensitive information is erased from
volatile memory and Flash.

The DSU implements a security filter that monitors the AHB transactions inside the DAP. If the
device is protected, then AHB-AP read/write accesses outside the DSU external address range are
discarded, causing an error response that sets the ARM AHB-AP sticky error bits (refer to the ARM
Debug Interface v5 Architecture Specification on www.arm.com).

The DSU is intended to be accessed either:

+ Internally from the CPU, without any limitation, even when the device is protected

+ Externally from a debug adapter, with some restrictions when the device is protected
For security reasons, DSU features have limitations when used from a debug adapter. To

differentiate external accesses from internal ones, the first 0x100 bytes of the DSU register map
has been mirrored at offset 0x100:

« The first 0x100 bytes form the internal address range
+ The next 0x100 bytes form the external address range

When the device is protected, the DAP can only issue MEM-AP accesses in the DSU range
0x0100-0x2000.

The DSU Operating registers are located in the 0x0000-0x00FF area and remapped in 0x0100-0x01FF
to differentiate accesses coming from a debugger and the CPU. If the device is protected and

an access is issued in the region 0x0100-0x01FF, it is subject to security restrictions. For more
information, refer to Table 12-1.
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Figure 12-4. APB Memory Mapping

0x0000
DSU operating Internal address range
registers (cannot be accessed from debug tools when the device is
protected by the NVMCTRL security bit)
0x00FF
0x0100
Mirrored
DSU operating
registers
0x01FF
Empty External address range
(can be accessed from debug tools with some restrictions)
0x1000
DSU CoreSight
ROM
Ox1FFF

Some features not activated by APB transactions are not available when the device is protected:

Table 12-1. Feature Availability Under Protection

CPU Reset Extension Yes
Clear CPU Reset Extension No
Debugger Cold-Plugging Yes
Debugger Hot-Plugging No

Related Links
25. NVMCTRL - Nonvolatile Memory Controller

12.10 Device Identification
Device identification relies on the ARM CoreSight component identification scheme, which allows the
chip to be identified as a SAM device implementing a DSU. The DSU contains identification registers
to differentiate the device.

12.10.1 CoreSight Identification

A system-level ARM® CoreSight™ ROM table is present in the device to identify the vendor and the
chip identification method. Its address is provided in the MEM-AP BASE register inside the ARM
Debug Access Port. The CoreSight ROM implements a 64-bit conceptual ID composed as follows
from the PIDO to PID7 CoreSight ROM Table registers:
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Figure 12-5. Conceptual 64-bit Peripheral ID

Conceptual 64-bit Perpheral ID
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Table 12-2. Conceptual 64-Bit Peripheral ID Bit Descriptions

JEP-106 CC code 4 Continuation code: 0x0 PID4
JEP-106 ID code 7  Device ID: Ox1F PID1+PID2
4KB count 4 Indicates that the CoreSight component is a ROM: 0x0 PID4
RevAnd 4 Notused; read as 0 PID3
CUSMOD 4 Notused; read as 0 PID3
PARTNUM 12 Contains 0xCDO to indicate that DSU is present PIDO+PID1
REVISION 4 DSU revision (starts at 0x0 and increments by 1 at both major and minor revisions). PID2

Identifies DSU identification method variants. If 0x0, this indicates that device
identification can be completed by reading the Device Identification register (DID)

For more information, refer to the ARM Debug Interface Version 5 Architecture Specification.

12.10.2 Chip Identification Method
The DSU DID register identifies the device by implementing the following information:
+ Processor identification
+ Product family identification
« Product series identification
+ Device select

12.11 Functional Description

12.11.1 Principle of Operation

The DSU provides memory services, such as CRC32 or MBIST that require almost the same
interface. Hence, the Address, Length and Data registers (ADDR, LENGTH, DATA) are shared. These
shared registers must be configured first; then a command can be issued by writing the Control
register. When a command is ongoing, other commands are discarded until the current operation is
completed. Hence, the user must wait for the STATUSA.DONE bit to be set prior to issuing another
one.

12.11.2 Basic Operation

12.11.2.1 Initialization

The module is enabled by enabling its clocks. For more details, refer to 12.5.3. Clocks. The DSU
registers can be PAC write-protected.

Related Links
27. PAC - Peripheral Access Controller
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12.11.2.2 Operation From a Debug Adapter
Debug adapters should access the DSU registers in the external address range 0x100 - 0x2000.
If the device is protected by the NVMCTRL security bit, accessing the first 0x100 bytes causes the
system to return an error. Refer to 12.9. Intellectual Property Protection.
Related Links
25. NVMCTRL - Nonvolatile Memory Controller

12.11.2.3 Operation From the CPU

There are no restrictions when accessing DSU registers from the CPU. However, the user should
access DSU registers in the internal address range (0x0 - 0x100) to avoid external security
restrictions. Refer to 12.9. Intellectual Property Protection.

12.11.3 32-bit Cyclic Redundancy Check CRC32

The DSU unit provides support for calculating a cyclic redundancy check (CRC32) value for a memory
area (including Flash and AHB RAM).

When the CRC32 command is issued from:
+ Theinternal range, the CRC32 can be operated at any memory location

+ The external range, the CRC32 operation is restricted; DATA, ADDR, and LENGTH values are forced
(see below)

Table 12-3. AMOD Bit Descriptions when Operating CRC32

AMODIT) Short namel Eterna range resrions

0 ARRAY CRC32 is restricted to the full Flash array area (SmartEEPROM emulation area not included) DATA
forced to OXFFFFFFFF before calculation (no seed)

1 EEPROM CRC32 of the whole SmartEEPROM emulation area DATA forced to OxFFFFFFFF before calculation
(no seed)

2-3 Reserved

The algorithm employed is the industry standard CRC32 algorithm using the generator polynomial
OXEDB88320 (reversed representation).

12.11.3.1 Starting CRC32 Calculation
CRC32 calculation for a memory range is started after writing the start address into the Address
register (ADDR) and the size of the memory range into the Length register (LENGTH). Both must be
word-aligned.

The initial value used for the CRC32 calculation must be written to the Data register (DATA). This
value will usually be OxFFFFFFFF, but can be, for example, the result of a previous CRC32 calculation
if generating a common CRC32 of separate memory blocks.

Once completed, the calculated CRC32 value can be read out of the Data register. The read value
must be complemented to match standard CRC32 implementations or kept noninverted if used as
starting point for subsequent CRC32 calculations.

The actual test is started by writing a '1' in the 32-bit Cyclic Redundancy Check bit of the Control
register (CTRL.CRC). A running CRC32 operation can be canceled by resetting the module (writing '1'
to CTRL.SWRST).

Related Links
25. NVMCTRL - Nonvolatile Memory Controller

12.11.3.2 Interpreting the Results

The user should monitor the Status A register. When the operation is completed, STATUSA.DONE is
set. Then the Bus Error bit of the Status A register (STATUSA.BERR) must be read to ensure that no
bus error occurred.
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12.11.4 Debug Communication Channels

The Debug Communication Channels (DCCO and DCC1) consist of a pair of registers with associated
handshake logic, accessible by both CPU and debugger even if the device is protected by the
NVMCTRL security bit. The registers can be used to exchange data between the CPU and the
debugger, during run time as well as in Debug mode. This enables the user to build a custom
debug protocol using only these registers.

The DCCO and DCC1 registers are accessible when the Protected state is active. When the
device is protected, however, it is not possible to connect a debugger while the CPU is running
(STATUSA.CRSTEXT is not writable and the CPU is held under Reset).

Two Debug Communication Channel status bits in the Status B registers (STATUS.DCCDx) indicate
whether a new value has been written in DCCO or DCC1. These bits, DCCOD and DCC1D, are located
in the STATUSB registers. They are automatically set on write and cleared on read.

Note: The DCCO and DCC1 registers are shared with the on-board memory testing logic (MBIST).
Accordingly, DCCO and DCC1 must not be used while performing MBIST operations.

Related Links
25. NVMCTRL - Nonvolatile Memory Controller

12.11.5 Debug Communication Channels DMA connection

The DCCO and DCC1 registers can be used as a source or a destination of a DMA channel. The DSU
generates one DMA request per Debug Communication Channels. The level of this DMA request is
selectable writing the CFG.DCCDMALEVELX bit. Writing a 0 to this bit will configure the DMA request
to trig on DCCx register empty. Writing a 1 to this bit will configure the DMA request to trig on DCCx
register full.

12.11.6 Testing of On-Board Memories MBIST

The DSU implements a feature for automatic testing of memory, also known as MBIST (memory
built-in self test). This is primarily intended for production test of on-board memories. MBIST cannot
be operated from the external address range when the device is protected by the NVMCTRL security
bit. If an MBIST command is issued when the device is protected, a protection error is reported in
the Protection Error bit in the Status A register (STATUSA.PERR).

1. Algorithm
The algorithm used for testing is a type of March algorithm called "March LR". This algorithm
is able to detect a wide range of memory defects, while still keeping a linear run time. The
algorithm is:

Write entire memory to '0', in any order.

Bit by bit read '0', write '1', in descending order.

Bit by bit read '1', write '0', read '0', write '1', in ascending order.
Bit by bit read '1', write '0', in ascending order.

A

Bit by bit read '0', write '1', read '1', write '0', in ascending order.
f. Read '0' from entire memory, in ascending order.

The specific implementation used as a run time which depends on the CPU clock frequency and
the number of bytes tested in the RAM. The detected faults are:

- Address decoder faults
- Stuck-at faults

- Transition faults

- Coupling faults

- Linked Coupling faults
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2. Starting MBIST
To test a memory, you need to write the start address of the memory to the ADDR.ADDR bit field,
and the size of the memory into the Length register.

For best test coverage, an entire physical memory block should be tested at once. It is possible to
test only a subset of a memory, but the test coverage will then be somewhat lower.

The actual test is started by writing a '1' to CTRL.MBIST. A running MBIST operation can be
canceled by writing a '1' to CTRL.SWRST.

3. Interpreting the Results
The tester should monitor the STATUSA register. When the operation is completed,
STATUSA.DONE is set. There are two different modes:
- ADDR.AMOD-=0: exit-on-error (default)

In this mode, the algorithm terminates either when a fault is detected or on successful
completion. In both cases, STATUSA.DONE is set. If an error was detected, STATUSA.FAIL will
be set. User then can read the DATA and ADDR registers to locate the fault.

- ADDR.AMOD=1: pause-on-error

In this mode, the MBIST algorithm is paused when an error is detected. In such a situation,
only STATUSA.FAIL is asserted. The state machine waits for user to clear STATUSA.FAIL by
writing a '1' in STATUSA.FAIL to resume. Prior to resuming, user can read the DATA and ADDR
registers to locate the fault.

4. Locating Faults
If the test stops with STATUSA.FAIL set, one or more bits failed the test. The test stops at the first
detected error. The position of the failing bit can be found by reading the following registers:

- ADDR: Address of the word containing the failing bit
- DATA: contains data to identify which bit failed, and during which phase of the test it failed.
The DATA register will in this case contains the following bit groups:

Figure 12-6. DATA bits Description When MBIST Operation Returns an Error

Bit 31 30 29 28 27 26 25 24

| | | | | | | | |
Bit 23 22 21 20 19 18 17 16

| | | | | | | | |
Bit 15 14 13 12 11 10 9 8

| | | | | | phase |
Bit 7 6 5 4 3 2 1 0

| | | | bit_index |

+ bit_index: contains the bit number of the failing bit
+ phase: indicates which phase of the test failed and the cause of the error, as listed in the
following table.

Table 12-4. MBIST Operation Phases

0 Write all bits to zero. This phase cannot fail.

1 Read '0', write '1', increment address
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........... continued

Table 12-5. AMOD Bit Descriptions for MBIST

AMODI1:0]
0x0

0x1

0x2, 0x3

Related Links

25. NVMCTRL - Nonvolatile Memory Controller
8. Product Memory Mapping Overview

Read '1', write '0'
Read '0', write '1', decrement address
Read '1', write '0', decrement address
Read '0', write '1'
Read '1', write '0', decrement address

Read all zeros. bit_index is not used

Exit on Error
Pause on Error

Reserved

12.11.7 System Services Availability when Accessed Externally and Device is Protected
External access: Access performed in the DSU address offset 0x200-0x1FFF range.

Internal access: Access performed in the DSU address offset 0x000-0x100 range.

Table 12-6. Available Features when Operated From The External Address Range and Device is Protected

Features Availability From The External Address Range and Device is
Protected

Chip erase command and status

CRC32

CoreSight Compliant Device identification
Debug communication channels

Testing of onboard memories (MBIST)
STATUSA.CRSTEXT clearing

@ MICROCHIP

Yes

Yes, only full array or full SmartEEPROM

Yes

Yes

No

No (STATUSA.PERR is set when attempting to do so)
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12.12 Register Summary

I S T T S

0x00 CTRL MBIST SWRST
0x01 STATUSA 7:0 PERR FAIL BERR CRSTEXT DONE
0x02 STATUSB 7:0 CELCK HPE DCCD1 DCCDO DBGPRES PROT
0x03 Reserved
7:0 ADDR[5:0] AMODI1:0]
0x04 ADDR 15:8 ADDRI[13:6]
23:16 ADDR[21:14]
31:24 ADDR[29:22]
7:0 LENGTH[5:0]
0x08 LENGTH 15:8 LENGTH[13:6]
23:16 LENGTH[21:14]
31:24 LENGTH[29:22]
7:0 DATA[7:0]
0x0C DATA 15:8 DATA[15:8]
23:16 DATA[23:16]
31:24 DATA[31:24]
7:0 DATA[7:0]
0x10 DCCO 15:8 DATA[15:8]
23:16 DATA[23:16]
31:24 DATA[31:24]
7:0 DATA[7:0]
0x14 DCC 15:8 DATA[15:8]
23:16 DATA[23:16]
31:24 DATA[31:24]
7:0 DEVSEL[7:0]
0x18 DID 15:8 DIE[3:0] REVISIONI[3:0]
23:16 FAMILY[0] SERIES[5:0]
31:24 PROCESSOR[3:0] FAMILY[4:1]
7:0 ETBRAMEN DCCDMALEVEL[1:0] LQOS[1:0]
15:8
0x1C CFG 3316
31:24
0x20
Reserved
OxEF
7:0 DCFGI[7:0]
15:8 DCFG[15:8]
OxFO DCFGO 23:16 DCFG[23:16]
31:24 DCFG[31:24]
7:0 DCFGI[7:0]
OxF4 DCFG 15:8 DCFG[15:8]
23:16 DCFG[23:16]
31:24 DCFG[31:24]
O0xF8
Reserved
OxOFFF
7:0 FMT EPRES
15:8 ADDOFF[3:0]
0x1000 ENTRYO 23:16 ADDOFF[11:4]
31:24 ADDOFF[19:12]
7:0 Reserved Reserved
0x1004 ENTRY1 15:8 Reserved[3:0]
23:16 Reserved[11:4]
31:24 Reserved[19:12]
7:0 END[7:0]
15:8 END[15:8]
0x1008 END 23116 END[23:16]
31:24 ENDI[31:24]
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........... continued

Coser | wame Jmeron| 7 | 6 | s | 4 | 3 | 2 | 1 | o

0x100C

0x1FCB

Ox1FCC

O0x1FDO

O0x1FD4

O0x1FD8

0x1FDC

Ox1FEO

Ox1FE4

Ox1FE8

Ox1FEC

Ox1FFO

Ox1FF4

Ox1FF8

Ox1FFC
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Reserved

MEMTYPE

PID4

PID5

PID6

PID7

PIDO

PID1

PID2

PID3

CIDO

CID1

CID2

CID3

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

FKBC[3:0]

PARTNBL[7:0]
JEPIDCL(3:0]
REVISION[3:0] JEPU
REVAND[3:0]
PREAMBLEBO[7:0]
CCLASS[3:0]
PREAMBLEB2[7:0]
PREAMBLEB3[7:0]

JEPCC[3:0]

PARTNBH[3:0]

JEPIDCH[2:0]

CUSMOD[3:0]

PREAMBLE[3:0]

SMEMP
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12.13 Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 12.5.7. Register Access Protection.
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12.13.1 Control

Name: CTRL

Offset: 0x0000

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | CE | MBIST | CRC | | SWRST |

Access W W W W

Reset 0 0 0 0

Bit 4 - CE Chip-Erase
Writing a '0' to this bit has no effect.
Writing a '1' to this bit starts the Chip-Erase operation.

Bit 3 - MBIST Memory Built-In Self-Test
Writing a '0' to this bit has no effect.
Writing a '1' to this bit starts the memory BIST algorithm.

Bit 2 - CRC 32-bit Cyclic Redundancy Check
Writing a '0' to this bit has no effect.
Writing a '1' to this bit starts the cyclic redundancy check algorithm.

Bit 0 - SWRST Software Reset
Writing a '0' to this bit has no effect.
Writing a '1' to this bit resets the module.
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12.13.2 Status A

Name: STATUSA

Offset: 0x0001

Reset: 0x00

Property: PAC Write Protection

Bit 7 6 5 4 3 2 1 0
| | | PERR | FAL | BERR | CRSTEXT | DONE |
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 4 - PERR Protection Error
Writing a '0" to this bit has no effect.
Writing a '1" to this bit clears the Protection Error bit.
This bit is set when a command that is not allowed in Protected state is issued.

Bit 3 - FAIL Failure
Writing a '0" to this bit has no effect.
Writing a '1' to this bit clears the Failure bit.
This bit is set when a DSU operation failure is detected.

Bit 2 - BERR Bus Error
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Bus Error bit.
This bit is set when a bus error is detected.

Bit 1 - CRSTEXT CPU Reset Phase Extension
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the CPU Reset Phase Extension bit.

This bit is set when a debug adapter Cold-Plugging is detected, which extends the CPU Reset phase.

Bit 0 - DONE Done
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Done bit.
This bit is set when a DSU operation is completed.
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12.13.3 Status B

Name: STATUSB
Offset: 0x0002

Reset: 0x0x
Property: -
Bit 7 6 5 4 3 2 1 0
| | CELCK | HPE | DCCD1 | DCCDO | DBGPRES | PROT |
Access R R R R R R
Reset 0 0 0 0 X X

Bit 5 - CELCK Chip Erase Locked
Writing a '0' to this bit has no effect.
Writing a '1' to this bit has no effect.
This bit is set when Chip Erase is locked.
This bit is cleared when Chip Erase is unlocked.

Bit 4 - HPE Hot-Plugging Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit has no effect.
This bit is set when Hot-Plugging is enabled.
This bit is cleared when Hot-Plugging is disabled. This is the case when the SWCLK function is
changed. Only a power-reset or a external reset can set it again.

Bits 2, 3 - DCCD Debug Communication Channel x Dirty
Writing a '0' to this bit has no effect.
Writing a '1' to this bit has no effect.
This bit is set when DCC is written.
This bit is cleared when DCC is read.

Bit 1 - DBGPRES Debugger Present
Writing a '0' to this bit has no effect.
Writing a '1' to this bit has no effect.
This bit is set when a debugger probe is detected.
This bit is never cleared.

Bit 0 - PROT Protected
Writing a '0' to this bit has no effect.
Writing a '1' to this bit has no effect.
This bit is set at power-up when the device is protected (meaning the Security Bit is set).
This bit is reset at power-up when the device is not protected.
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12.13.4 Address

Name: ADDR
Offset: 0x0004
Reset: 0x00000000
Property: PAC Write Protection
Bit 31 30 29 28 27 26 25 24
| ADDR[29:22]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| ADDR[21:14]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
ADDRI[13:6]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
ADDR[5:0] AMOD[1:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:2 - ADDR[29:0] Address
Initial word start address needed for memory operations.

Bits 1:0 - AMODI[1:0] Access Mode
The functionality of these bits is dependent on the operation mode.
Bit description when operating CRC32: refer to 12.11.3. 32-bit Cyclic Redundancy Check CRC32
Bit description when testing onboard memories (MBIST): refer to 12.11.6. Testing of On-Board
Memories MBIST
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12.13.5 Length

Name: LENGTH
Offset: 0x0008

Reset: 0x00000000

Property: PAC Write Protection

Bit 31 30 29 28 27 26 25 24
| LENGTH[29:22]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| LENGTH[21:14]
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
LENGTH[13:6]
Access R/W R/W RIW R/W R/W R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
LENGTH[5:0]
Access R/W R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0

Bits 31:2 - LENGTH[29:0] Length

Length in words needed for memory operations.
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12.13.6 Data

Name: DATA
Offset: 0x000C
Reset: 0x00000000
Property: PAC Write Protection
Bit 31 30 29 28 27 26 25 24
| DATA[31:24]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| DATA[23:16]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
DATA[15:8]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
DATA[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - DATA[31:0] Data
Memory operation initial value or result value.
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12.13.7 Debug Communication Channel x

Name: DCC
Offset: 0x10 + n*0x04 [n=0..1]
Reset: 0x00000000
Property: -
Bit 31 30 29 28 27 26 25 24
| DATA[31:24]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| DATA[23:16]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
DATA[15:8]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
DATA[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - DATA[31:0] Data
Data register.
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12.13.8 Device Identification
Name: DID
Offset: 0x0018
Property: -

The information in this register is related to the Ordering Information.

Bit 31 30 29 28 27 26 25 24
| PROCESSOR[3:0] | FAMILY[4:1] |
Access R R R R R R R R
Reset p p p p f f f f
Bit 23 22 21 20 19 18 17 16
| FAMILY[0] | | SERIES[5:0] |
Access R
Reset f S S S S S S
Bit 15 14 13 12 11 10 9 8
| DIE[3:0] | REVISION[3:0]
Access R R R R R R R R
Reset d d d d r r r r
Bit 7 6 5 4 3 2 1 0
| DEVSEL[7:0]
Access R R R R R R R
Reset X X X X X X X X

Bits 31:28 - PROCESSORI[3:0] Processor
The value of this field defines the processor used on the device.
Note: For this device, the value of this field is 0x6, corresponding to the Arm Cortex-M4F processor.

Bits 27:23 - FAMILY[4:0] Product Family
The value of this field corresponds to the product family part of the ordering code.
Note: For this device, the value of this field is 0x0 for SAM D5x and 0x3 for SAM E5x Family of base
line microcontrollers.

Bits 21:16 - SERIES[5:0] Product Series
The value of this field corresponds to the product series part of the ordering code.

0x00 Reserved
0x01 SAM E51
0x02 Reserved
0x03 SAM E53
0x04 SAM E54
0x05 Reserved
0x06 SAM D51
0x07 - Ox3F Reserved

Bits 15:12 - DIE[3:0] Die Number
Identifies the die family.
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Bits 11:8 - REVISION[3:0] Revision Number
Identifies the die revision number. Refer the product family silicon errata and data sheet clarification
document for further information.
Note: The device variant (last letter of the ordering number) is independent of the die revision
(DSU.DID.REVISION): The device variant denotes functional differences, whereas the die revision
marks evolution of the die.

Bits 7:0 - DEVSEL[7:0] Device Selection
This bit field identifies a device within a product family and product series.

Table 12-7. SAM D51 Device Selection

0x00 1 MB Flash /256 KB SRAM / 120-pin or 128-pin
0x01 512 KB Flash / 192 KB SRAM / 120-pin or 128-pin
0x02 1 MB Flash /256 KB SRAM / 100-pin

0x03 512 KB Flash / 192 KB SRAM / 100-pin

0x04 1 MB Flash /256 KB SRAM / 64-pin

0x05 512 KB Flash / 192 KB SRAM / 64-pin

0x06 256 KB Flash /128 KB SRAM / 64-pin

0x07 512 KB Flash / 192 KB SRAM / 48-pin

0x08 256 KB Flash /128 KB SRAM / 48-pin

0x09 - OxFF Reserved

Table 12-8. SAM E51 Device Selection

0x00 1 MB Flash /256 KB SRAM / 100-pin
0x01 512 KB Flash / 192 KB SRAM / 100-pin
0x02 512 KB Flash / 192 KB SRAM / 64-pin
0x03 256 KB Flash / 128 KB SRAM / 64-pin
0x04 1 MB Flash / 256 KB SRAM / 64-pin
0x05 Reserved

0x06 256 KB Flash /128 KB SRAM / 48-pin
0x07 - OXFF Reserved

Table 12-9. SAM E53 Device Selection

0x00 - 0x01 Reserved

0x02 1 MB Flash / 256 KB SRAM / 100-pin
0x03 512 KB Flash / 192 KB SRAM / 100-pin
0x04 1 MB Flash / 256 KB SRAM / 64-pin
0x05 512 KB Flash / 192 KB SRAM / 64-pin
0x06 256 KB Flash / 128 KB SRAM / 64-pin
0x07 - OXFF Reserved

Table 12-10. SAM E54 Device Selection

0x00 1 MB Flash / 256 KB SRAM / 120-pin or 128-pin
0x01 512 KB Flash / 192 KB SRAM / 120-pin or 128-pin
0x02 1 MB Flash / 256 KB SRAM / 100-pin

0x03 512 KB Flash / 192 KB SRAM / 100-pin

0x04 - OxFF Reserved

Related Links
2. Ordering Information
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12.13.9 Configuration

Name: CFG

Offset: 0x1C

Reset: 0x00000002
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
ETBRAMEN DCCDMALEVEL[1:0] | LQOS[1:0]
Access R/W R/W R/W R/W R/W
Reset 0 0 0 1 0

Bit 4 - ETBRAMEN Trace Control
ETB Ram Enable Writing a one to this bit will reserve the first 32KB of the RAM for the Trace ETB ram
buffer. Refer to Memories / SRAM Memory Configuration section for details.

Bits 3:2 - DCCDMALEVEL[1:0] DMA Trigger Level

0x0 DMA Trigger rises when DCC is empty.
0x1 DMA Trigger rises when DCC is full.
0x2 - 0x3 Reserved

Bits 1:0 - LQOS[1:0] Latency Quality Of Service
These bits define the priority access during the memory access. Refer to SRAM Quality of Service.
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12.13.10 Device Configuration

Name: DCFG

Offset: OxFO + n*0x04 [n=0..1]
Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| DCFG[31:24]
Access  R/W R/W R/W R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| DCFG[23:16]
Access  R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
DCFG[15:8]
Access  R/W R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
DCFG[7:0]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - DCFG[31:0] Device Configuration
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12.13.11 CoreSight ROM Table Entry x

Name: ENTRYO
Offset: 0x1000
Reset: 0Ox9FOFC002

Property: -
Bit 31 30 29 28 27 26 25 24
| ADDOFF[19:12]
Access R R R R R R R R
Reset X X X X X X X X
Bit 23 22 21 20 19 18 17 16
| ADDOFF[11:4] |
Access R R R R R R R R
Reset X X X X X X X X
Bit 15 14 13 12 11 10 9 8
ADDOFF[3:0]
Access R R R R
Reset X X X X
Bit 7 6 5 4 3 2 1 0
FMT EPRES
Access R R
Reset

Bits 31:12 - ADDOFF[19:0] Address Offset

The base address of the component, relative to the base address of this ROM table.

Bit 1 - FMT Format

Always reads as '1', indicating a 32-bit ROM table.

Bit 0 - EPRES Entry Present

This bit indicates whether an entry is present at this location in the ROM table.

This bit is set at power-up if the device is not protected indicating that the entry is not present.
This bit is cleared at power-up if the device is not protected indicating that the entry is present.
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12.13.12 CoreSight ROM Table Entry 1

Name: ENTRY1
Offset: 0x1004

Reset: -
Property: -
Bit 31 30 29 28 27 26 25 24
| Reserved[19:12]
Access R R R R R R R R
Reset X X X X X X X X
Bit 23 22 21 20 19 18 17 16
| Reserved[11:4]
Access R R R R R R R R
Reset X X X X X X X X
Bit 15 14 13 12 11 10 9 8
Reserved[3:0]
Access R R R R
Reset X X X X
Bit 7 6 5 4 3 2 1 0
Reserved | Reserved |
Access R R
Reset X X

Bits 31:12 - Reserved[19:0]

Bit 1 - Reserved

Bit 0 - Reserved
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12.13.13 CoreSight ROM Table End

Name: END
Offset: 0x1008
Reset: 0x00000000
Property: -
Bit 31 30 29 28 27 26 25 24
| END[31:24]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| END[23:16]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
END[15:8]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
END[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - END[31:0] End Marker
Indicates the end of the CoreSight ROM table entries.
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12.13.14 CoreSight ROM Table Memory Type

Name: MEMTYPE
Offset: Ox1FCC
Reset: 0x0000000x
Property: -
Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
SMEMP
Access R
Reset X

Bit 0 - SMEMP System Memory Present
This bit indicates whether system memory is present on the bus that connects to the ROM table.
This bit is set at power-up if the device is not protected, indicating that the system memory is
accessible from a debug adapter.
This bit is cleared at power-up if the device is protected, indicating that the system memory is not
accessible from a debug adapter.
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12.13.15 Peripheral

Identification 4

Name: PID4
Offset: 0x1FDO
Reset: 0x00000000
Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
FKBC[3:0] JEPCC[3:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 7:4 - FKBC[3:0] 4KB Count

These bits will always return zero when read, indicating that this debug component occupies one

4KB block.

Bits 3:0 - JEPCC[3:0] JEP-106 Continuation Code

These bits will always return zero when read.
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12.13.16 Peripheral Identification 7

Name: PID7
Offset: Ox1FDC
Reset: 0x00000000
Property: Read-Only

Bit 31 30 29

28

27

26

25

24

Access
Reset

Bit 23 22 21

20

19

18

17

16

Access
Reset

Bit 15 14 13

12

11

10

Access
Reset

Bit 7 6 5

Access
Reset
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12.13.17 Peripheral Identification 6

Name: PID6
Offset: Ox1FD8
Reset: 0x00000000
Property: Read-Only

Bit 31 30 29

28

27

26

25

24

Access
Reset

Bit 23 22 21

20

19

18

17

16

Access
Reset

Bit 15 14 13

12

11

10

Access
Reset

Bit 7 6 5

Access
Reset
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12.13.18 Peripheral Identification 5

Name: PID5
Offset: Ox1FD4
Reset: 0x00000000
Property: Read-Only

Bit 31 30 29

28

27

26

25

24

Access
Reset

Bit 23 22 21

20

19

18

17

16

Access
Reset

Bit 15 14 13

12

11

10

Access
Reset

Bit 7 6 5

Access
Reset
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12.13.19 Peripheral Identification 0

Name: PIDO
Offset: Ox1FEO
Reset: 0x00000000
Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
PARTNBL[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 7:0 - PARTNBL[7:0] Part Number Low
These bits will always return 0xDO when read, indicating that this device implements a DSU module

instance.
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12.13.20 Peripheral Identification 1

Name: PID1
Offset: Ox1FE4
Reset: 0x000000FC

Property: -
Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
JEPIDCLI[3:0] PARTNBHI3:0]
Access R R R R R R R R
Reset 1 1 1 1 1 1 0 0

Bits 7:4 - JEPIDCL[3:0] Low Part of the JEP-106 Identity Code
These bits will always return OxF when read (JEP-106 identity code is 0x1F).

Bits 3:0 - PARTNBH[3:0] Part Number High

These bits will always return 0xC when read, indicating that this device implements a DSU module
instance.

@ MICROCHIP

127



12.13.21 Peripheral Identification 2

Name: PID2
Offset: Ox1FE8
Reset: 0x00000009

Property: -
Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
REVISION[3:0] | JEPU JEPIDCHI[2:0]
Access R R R R R R R R
Reset 0 0 0 0 1 0 0 1

Bits 7:4 - REVISION[3:0] Revision Number

Revision of the peripheral. Starts at 0x0 and increments by one at both major and minor revisions.

Bit 3 - JEPU JEP-106 Identity Code is Used
This bit will always return one when read, indicating that JEP-106 code is used.

Bits 2:0 - JEPIDCH[2:0] JEP-106 Identity Code High
These bits will always return 0x1 when read, (JEP-106 identity code is Ox1F).
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12.13.22 Peripheral

Identification 3

Name: PID3
Offset: Ox1FEC
Reset: 0x00000000
Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
REVANDI3:0] CUSMODI3:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 7:4 - REVANDI[3:0] Revision Number
These bits will always return 0x0 when read.

Bits 3:0 - CUSMODI[3:0] ARM CUSMOD
These bits will always return 0x0 when read.
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12.13.23 Component Identification 0

Name: CIDO
Offset: Ox1FFO
Reset: 0x0000000D

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
PREAMBLEBO[7:0]
Access R R R R R R R R
Reset 0 0 0 0 1 1 0 1

Bits 7:0 - PREAMBLEBO[7:0] Preamble Byte 0
These bits will always return 0x0000000D when read.
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12.13.24 Component Identification 1

Name:
Offset: Ox1FF4
Reset: 0x00000010
Property:
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
CCLASS[3:0] PREAMBLE[3:0]
Access R R R R R R R R
Reset 0 0 0 1 0 0 0 0

Bits 7:4 - CCLASS[3:0] Component Class

These bits will always return 0x1 when read indicating that this ARM CoreSight component is ROM
table (refer to the ARM Debug Interface v5 Architecture Specification at http://www.arm.com).

Bits 3:0 - PREAMBLE[3:0] Preamble
These bits will always return 0x00 when read.
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12.13.25 Component Identification 2

Name: CID2
Offset: Ox1FF8
Reset: 0x00000005

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
PREAMBLEB2[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 1 0 1

Bits 7:0 - PREAMBLEB2[7:0] Preamble Byte 2
These bits will always return 0x00000005 when read.
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12.13.26 Component Identification 3

Name: CID3
Offset: Ox1FFC
Reset: 0x000000B1

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
PREAMBLEB3[7:0]
Access R R R R R R R R
Reset 1 0 1 1 0 0 0 1

Bits 7:0 - PREAMBLEB3[7:0] Preamble Byte 3
These bits will always return 0x000000B1 when read.
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13. Clock System

This chapter summarizes the clock distribution and terminology in the SAM D5x/E5x device. It
does not explain every detail of its configuration. For in-depth documentation, see the respective
peripherals descriptions and the Generic Clock documentation.

Related Links
14. GCLK - Generic Clock Controller
15. MCLK - Main Clock

13.1 Clock Distribution

Figure 13-1. Clock Distribution
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The SAM D5x/E5x clock system consists of:

+ Clock sources, i.e. oscillators controlled by OSCCTRL and OSC32KCTRL

- Aclock source provides a time base that is used by other components, such as Generic Clock
Generators. Example clock sources include the external crystal oscillators (XOSCO and XOSC1)
and the Digital Frequency Locked Loop (DFLL48M).

+ Generic Clock Controller (GCLK), which generates, controls and distributes asynchronous clocks
consisting of:
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- Generic Clock Generators: These are programmable prescalers that can use any of the system
clock sources as a time base. The Generic Clock Generator 0 generates the clock signal
GCLK_MAIN, which is used by the Power Manager and the Main Clock (MCLK) module, which
in turn generates synchronous clocks.

- Generic Clocks: These are clock signals generated by Generic Clock Generators and output
by the Peripheral Channels, and serve as clocks for the peripherals of the system. Multiple
instances of a peripheral will typically have a separate Generic Clock for each instance.

Generic Clock 0 serves as the clock source for the DFLL48M clock input (when multiplying
another clock source).

*  Main Clock Controller (MCLK)

- The MCLK generates and controls the synchronous clocks on the system. This includes the
CPU, bus clocks (APB, AHB) as well as the synchronous (to the CPU) user interfaces of the

peripherals. It contains clock masks that can turn on/off the user interface of a peripheral as
well as prescalers for the CPU and bus clocks.

The next figure shows an example where SERCOMO is clocked by the DFLL48M in
open loop mode. The DFLL48M is enabled, the Generic Clock Generator 1 uses

the DFLL48M as its clock source and feeds into Peripheral Channel 7. The Generic
Clock 7, also called GCLK_SERCOMO_CORE, is connected to SERCOMO. The SERCOMO
interface, clocked by CLK_SERCOMO_APB, has been unmasked in the APBC Mask
register in the MCLK.

Figure 13-2. Example of SERCOM Clock

MCLK

Syncronous Clock
Controller

CLK_SERCOMO_APB
OSCCTRL CCLK
Generic Clock Peripheral GCLK_SERCOMO_CORE
IDIFLLAAY Generator 1 ™ Channel 7 = = >

To customize the clock distribution, refer to these registers and bit fields:

+ The source oscillator for a Generic Clock Generator n is selected by writing to the
Source bit field in the Generator Control n register (GCLK.GENCTRLN.SRC).

+ A Peripheral Channel m can be configured to use a specific Generic Clock
Generator by writing to the Generic Clock Generator bit field in the respective
Peripheral Channel m register (GCLK.PCHCTRLmM.GEN)

+ The Peripheral Channel number, m, is fixed for a given peripheral. See Table
‘PCHCTRLmM Mapping' in the description of GCLK.PCHCTRLm.

+ The AHB clocks are enabled and disabled by writing to the respective bit in the
AHB Mask register (MCLK.AHBMASK).

« The APB clocks are enabled and disabled by writing to the respective bit in the
APB x Mask registers (MCLK.APBxMASK).

Related Links
13.7. Clocks after Reset

13.2 Synchronous and Asynchronous Clocks

As the CPU and the peripherals can be in different clock domains, i.e. they are clocked from different
clock sources and/or with different clock speeds, some peripheral accesses by the CPU need to be
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synchronized. In this case the peripheral includes a Synchronization Busy (SYNCBUSY) register that
can be used to check if a sync operation is in progress.

For a general description, see 13.3. Register Synchronization. Some peripherals have specific
properties described in their individual sub-chapter “Synchronization”.

In the datasheet, references to Synchronous Clocks are referring to the CPU and bus clocks (MCLK),
while asynchronous clocks are generated by the Generic Clock Controller (GCLK).

Related Links
14.6.6. Synchronization

13.3 Register Synchronization

13.3.1 Overview

All peripherals are composed of one digital bus interface connected to the APB or AHB bus and
running from a corresponding clock in the Main Clock domain, and one peripheral core running
from the peripheral Generic Clock (GCLK).

Communication between these clock domains must be synchronized. This mechanism is
implemented in hardware, so the synchronization process takes place even if the peripheral generic
clock is running from the same clock source and on the same frequency as the bus interface.

All registers in the bus interface are accessible without synchronization.

All registers in the peripheral core are synchronized when written. Some registers in the peripheral
core are synchronized when read.

Each individual register description will have the properties "Read-Synchronized" and/or "Write-
Synchronized" if a register is synchronized.

As shown in the figure below, each register that requires synchronization has its individual
synchronizer and its individual synchronization status bit in the Synchronization Busy register
(SYNCBUSY).

Note: For registers requiring both read- and write-synchronization, the corresponding bit in
SYNCBUSY is shared.
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Figure 13-3. Register Synchronization Overview
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13.3.2 General Write Synchronization

Write-Synchronization is triggered by writing to a register in the peripheral clock domain (GCLK).
The respective bit in the Synchronization Busy register (SYNCBUSY) will be set when the write-
synchronization starts and cleared when the write-synchronization is complete. Refer also to
13.3.7. Synchronization Delay.

When write-synchronization is ongoing for a register, any subsequent write attempts to this register
will be discarded, and an error will be reported though the Peripheral Access Controller (PAC).

Example:
REGA, REGB are 8-bit core registers. REGC is a 16-bit core register.

0x00 REGA
0x01 REGB
0x02 REGC
0x03

Synchronization is per register, so multiple registers can be synchronized in parallel. Consequently,
after REGA (8-bit access) was written, REGB (8-bit access) can be written immediately without error.

REGC (16-bit access) can be written without affecting REGA or REGB. If REGC is written to in two
consecutive 8-bit accesses without waiting for synchronization, the second write attempt will be
discarded and an error is generated through the PAC.
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A 32-bit access to offset 0x00 will write all three registers. Note that REGA, REGB and REGC can be
updated at different times because of independent write synchronization.

13.3.3 General Read Synchronization

Read-synchronized registers are synchronized each time the register value is updated but the
corresponding SYNCBUSY bits are not set. Reading a read-synchronized register does not start a
new synchronization, it returns the last synchronized value.

Note: The corresponding bits in SYNCBUSY will automatically be set when the device wakes up
from sleep because read-synchronized registers need to be synchronized. Therefore reading a
read-synchronized register before its corresponding SYNCBUSY bit is cleared will return the last
synchronized value before sleep mode.

However, if a register is also write-synchronized, any write access while the SYNCBUSY bit is set will
be executed successfully. If concurrent read and write access is detected, the read is discarded and a
new synchronization will start.

13.3.4 Completion of Synchronization

In order to check if synchronization is complete, the user can either poll the relevant bits in
SYNCBUSY or use the Synchronisation Ready interrupt (if available). The Synchronization Ready
interrupt flag will be set when all ongoing synchronizations are complete, i.e. when all bits in
SYNCBUSY are '0'.

13.3.5 Write Synchronization for CTRLA.ENABLE

Setting the Enable bit in a module's Control A register (CTRLA.ENABLE) will trigger write-
synchronization and set SYNCBUSY.ENABLE.

CTRLA.ENABLE will read its new value immediately after being written.
SYNCBUSY.ENABLE will be cleared by hardware when the operation is complete.

The Synchronization Ready interrupt (if available) cannot be used to enable write-synchronization.

13.3.6 Write-Synchronization for Software Reset Bit

Setting the Software Reset bit in CTRLA (CTRLA.SWRST=1) will trigger write-synchronization and set
SYNCBUSY.SWRST. When writing a ‘1" to the CTRLA.SWRST bit it will immediately read as "1".

CTRL.SWRST and SYNCBUSY.SWRST will be cleared by hardware when the peripheral has been reset.
Writing a '0' to the CTRL.SWRST bit has no effect.
The Ready interrupt (if available) cannot be used for Software Reset write-synchronization.

Note: Not all peripherals have the SWRST bit in the respective CTRLA register.

13.3.7 Synchronization Delay

The synchronization will delay write and read accesses by a certain amount. This delay D is within
the range of:

5xPgcik + 2XPapg < D < 6XPge ik + 3%Papg

Where PgcLk is the period of the generic clock and Papg is the period of the peripheral bus clock. A
normal peripheral bus register access duration is 2xPapg.

13.4 Enabling a Peripheral

In order to enable a peripheral that is clocked by a Generic Clock, the following parts of the system
needs to be configured:

* Arunning Clock Source

+ Aclock from the Generic Clock Generator must be configured to use one of the running Clock
Sources, and the Generator must be enabled.
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« The Peripheral Channel that provides the Generic Clock signal to the peripheral must be
configured to use a running Generic Clock Generator, and the Generic Clock must be enabled.

+ The user interface of the peripheral needs to be unmasked in the PM. If this is not done the
peripheral registers will read all 0's and any writing attempts to the peripheral will be discarded.

13.5 On Demand Clock Requests

Figure 13-4. Clock Request Routing

Clock request Clock request Clock request

DFLL48M |[<——— Generic Clock S —— Generic Clock —— Peripheral

Generator Periph. Channel

All clock sources in the system can be run in an on-demand mode: the clock source isin a
stopped state unless a peripheral is requesting the clock source. Clock requests propagate from
the peripheral, via the GCLK, to the clock source. If one or more peripheral is using a clock source,
the clock source will be started/kept running. As soon as the clock source is no longer needed and
no peripheral has an active request, the clock source will be stopped until requested again.

The clock request can reach the clock source only if the peripheral, the generic clock and the clock
from the Generic Clock Generator in-between are enabled. The time taken from a clock request
being asserted to the clock source being ready is dependent on the clock source startup time, clock
source frequency as well as the divider used in the Generic Clock Generator. The total startup time
Tstart from a clock request until the clock is available for the peripheral is between:

Tstart_max = Clock source startup time + 2 x clock source periods + 2 x divided clock source periods
Tstart_min = Clock source startup time + 1 x clock source period + 1 x divided clock source period

The time between the last active clock request stopped and the clock is shut down, Tgop, is between:
Tstop_min = 1 % divided clock source period + 1 x clock source period

Tstop_max = 2 x divided clock source periods + 2 x clock source periods

The On-Demand function can be disabled individually for each clock source by clearing the
ONDEMAND bit located in each clock source controller. Consequently, the clock will always run
whatever the clock request status is. This has the effect of removing the clock source startup time at
the cost of power consumption.

The clock request mechanism can be configured to work in standby mode by setting the RUNSDTBY
bits of the modules, see Figure 13-4.
13.6 Power Consumption vs. Speed

When targeting for either a low-power or a fast acting system, some considerations have to be taken
into account due to the nature of the asynchronous clocking of the peripherals:

If clocking a peripheral with a very low clock, the active power consumption of the peripheral will be
lower. At the same time the synchronization to the synchronous (CPU) clock domain is dependent
on the peripheral clock speed, and will take longer with a slower peripheral clock. This will cause
worse response times and longer synchronization delays.

13.7 Clocks after Reset

On any Reset the synchronous clocks start to their initial state:
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+ DFLL48M is enabled and configured to run at 48MHz
* Generic Generator 0 uses DFLL48M as source and generates GCLK_MAIN
« CPU and BUS clocks are undivided

On a Power-on Reset, the 32KHz clock sources are reset and the GCLK module starts to its initial
state:

+ All Generic Clock Generators are disabled except
- Generator 0 is using DFLL48M at 48MHz as source and generates GCLK_MAIN

+ All Peripheral Channels in GCLK are disabled.
On a User Reset the GCLK module starts to its initial state, except for:
+ Generic Clocks that are write-locked, i.e., the according WRTLOCK is set to 1 prior to Reset

Related Links
16. RSTC - Reset Controller
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14. GCLK - Generic Clock Controller

14.1 Overview

Depending on the application, peripherals may require specific clock frequencies to operate
correctly. The Generic Clock controller (GCLK) features 12 Generic Clock Generators [11:0] that can
provide a wide range of clock frequencies.

Generators can be set to use different external and internal oscillators as source. The clock of each
Generator can be divided. The outputs from the Generators are used as sources for the Peripheral
Channels, which provide the Generic Clock (GCLK_PERIPH) to the peripheral modules, as shown in
Figure 14-2. The number of Peripheral Clocks depends on how many peripherals the device has.
Note: The Generator 0 is always the direct source of the GCLK_MAIN signal.
14.2 Features

+ Provides a device-defined, configurable number of Peripheral Channel clocks
«  Wide frequency range:

- Various clock sources

- Embedded dividers

14.3 Block Diagram

The generation of Peripheral Clock signals (GCLK_PERIPH) and the Main Clock (GCLK_MAIN) can be
seen in Device Clocking Diagram.

Figure 14-1. Device Clocking Diagram
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The GCLK block diagram is shown below:
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14.4

14.5

14.5.1

14.5.2

14.5.3

Figure 14-2. Generic Clock Controller Block Diagram
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Signal Description

Table 14-1. GCLK Signal Description

GCLK_IO[7:0] Digital I1/0 Clock source for Generators when input
Generic Clock signal when output

Note: One signal can be mapped on several pins.

Related Links
6. I/0 Multiplexing and Considerations

Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

1/0 Lines
Using the GCLK 1/0 lines requires the 1/0 pins to be configured.

Related Links
32. PORT - 1/0 Pin Controller

Power Management

The GCLK can operate in sleep modes, if required. Refer to the Sleep mode description in the Power
Manager (PM) section.

Related Links

18. PM - Power Manager

Clocks
The GCLK bus clock (CLK_GCLK_APB) can be enabled and disabled in the Main Clock Controller.

Related Links
15.6.2.6. Peripheral Clock Masking
29. OSC32KCTRL - 32KHz Oscillators Controller
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14.5.4 DMA
Not applicable.

14.5.5 Interrupts
Not applicable.

14.5.6 Events
Not applicable.

14.5.7 Debug Operation

When the CPU is halted in debug mode the GCLK continues normal operation. If the GCLK is
configured in a way that requires it to be periodically serviced by the CPU through interrupts or
similar, improper operation or data loss may result during debugging.

14.5.8 Register Access Protection
All registers with write access can be optionally write-protected by the Peripheral Access Controller
(PAC).
Note: Optional write protection is indicated by the "PAC Write Protection" property in the register
description.

Write protection does not apply for accesses through an external debugger.

Related Links
27. PAC - Peripheral Access Controller

14.5.9 Analog Connections
Not applicable.

14.6 Functional Description

14.6.1 Principle of Operation

The GCLK module is comprised of twelve Generic Clock Generators (Generators) sourcing up to 48
Peripheral Channels and the Main Clock signal CLK_MAIN.

A clock source selected as input to a Generator can either be used directly, or it can be prescaled
in the Generator. A generator output is used by one or more Peripheral Channels to provide a
peripheral generic clock signal (GCLK_PERIPH[m]) to the peripherals.

14.6.2 Basic Operation

14.6.2.1 Initialization
Before a Generator is enabled, the corresponding clock source should be enabled. The Peripheral
clock must be configured as outlined by the following steps:

1. The Generator must be enabled (GENCTRLN.GENEN=1) and the division factor must be set
(GENTRLN.DIVSEL and GENCTRLN.DIV) by performing a single 32-bit write to the Generator
Control register (GENCTRLN).

2. The Generic Clock for a peripheral must be configured by writing to the Peripheral Channel
Control register (PCHCTRLm) belonging to the peripheral. The Generator used as the source
for the Peripheral Clock must be written to the GEN bit field in the Peripheral Channel Control
register (PCHCTRLmM.GEN).

Note: Each Generator n is configured by one dedicated register GENCTRLn.
Note: Each Peripheral Channel m is configured by one dedicated register PCHCTRLm.
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14.6.2.2 Enabling, Disabling, and Resetting
The GCLK module has no enable/disable bit to enable or disable the whole module.

The GCLK is reset by setting the Software Reset bit in the Control A register (CTRLA.SWRST) to 1. All
registers in the GCLK will be reset to their initial state, except for Peripheral Channels and associated
Generators that have their Write Lock bit set to 1 (PCHCTRLM.WRTLOCK). For further details, refer to
14.6.3.4. Configuration Lock.

14.6.2.3 Generic Clock Generator
Each Generator (GCLK_GEN) can be set to run from one of eight different clock sources except
GCLK_GEN[1], which can be set to run from one of seven sources. GCLK_GEN[1] is the only
Generator that can be selected as source to others Generators.

Each generator GCLK_GENI[x] can be connected to one specific pin GCLK_IO[X]. A pin GCLK_IO[x]
can be set either to act as source to GCLK_GENIXx] or to output the clock signal generated by
GCLK_GEN[X].

The selected source can be divided. Each Generator can be enabled or disabled independently.

Each GCLK_GEN clock signal can then be used as clock source for one or more Peripheral Channels.
Each Generator output is allocated to one or several Peripherals.

GCLK_GEN[O0] is used as GCLK_MAIN for the synchronous clock controller inside the Main Clock
Controller. Refer to the Main Clock Controller description for details on the synchronous clock
generation.

Figure 14-3. Generic Clock Generator

Clock Sources

v
o

GCLKGENSRC Clock GCLKGEN
N I — —

Gate
- » DIVIDER

o]

A 4
-

Related Links
15. MCLK - Main Clock

14.6.2.4 Enabling a Generator
A Generator is enabled by writing a '1' to the Generator Enable bit in the Generator Control register
(GENCTRLN.GENEN=1).

14.6.2.5 Disabling a Generator
A Generator is disabled by writing a '0' to GENCTRLN.GENEN. When GENCTRLN.GENEN=0, the
GCLK_GEN[n] clock is disabled and gated.

14.6.2.6 Selecting a Clock Source for the Generator
Each Generator can individually select a clock source by setting the Source Select bit group in the
Generator Control register (GENCTRLN.SRC).

Changing from one clock source, for example A, to another clock source, B, can be done on the fly: If
clock source B is not ready, the Generator will continue using clock source A. As soon as source B is
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ready, the Generator will switch to it. During the switching operation, the Generator maintains clock
requests to both clock sources A and B, and will release source A as soon as the switch is done. The
according bit in SYNCBUSY register (SYNCBUSY.GENCTRLN) will remain '1' until the switch operation
is completed.

The available clock sources are device dependent (usually the oscillators, RC oscillators, DPLL). Only
Generator 1 can be used as a common source for all other generators.

14.6.2.7 Changing the Clock Frequency

The selected source for a Generator can be divided by writing a division value in the Division
Factor bit field of the Generator Control register (GENCTRLN.DIV). How the actual division factor is
calculated is depending on the Divide Selection bit (GENCTRLN.DIVSEL).

If GENCTRLN.DIVSEL=0 and GENCTRLN.DIV is either 0 or 1, the output clock will be undivided.

Note: The number of available DIV bits may vary from Generator to Generator.

14.6.2.8 Duty Cycle

When dividing a clock with an odd division factor, the duty-cycle will not be 50/50. Setting the
Improve Duty Cycle bit of the Generator Control register (GENCTRLN.IDC) will result in a 50/50 duty
cycle.

14.6.2.9 External Clock
The output clock (GCLK_GEN) of each Generator can be sent to I/0 pins (GCLK_IO).
If the Output Enable bit in the Generator Control register is set (GENCTRLN.OE = 1) and the generator
is enabled (GENCTRLN.GENEN=1), the Generator requests its clock source and the GCLK_GEN clock is
output to an I/0 pin.

Note: The I/0 pin (GCLK/IO[Nn]) must first be configured as output by writing the corresponding
PORT registers.

If GENCTRLN.OE is 0, the according I/0 pin is set to an Output Off Value, which is selected by
GENCTRLN.OOV: If GENCTRLN.OOV is '0', the output clock will be low. If this bit is '1', the output clock
will be high.

In Standby mode, if the clock is output (GENCTRLN.OE=1), the clock on the I/O pin is frozen to the
OOV value if the Run In Standby bit of the Generic Control register (GENCTRLN.RUNSTDBY) is zero. If
GENCTRLN.RUNSTDBY is '1', the GCLKGEN clock is kept running and output to the 1/0 pin.

Related Links
18.6.3.5. Power Domain Controller

14.6.3 Peripheral Clock
Figure 14-4. Peripheral Clock
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GCLKGEN[1] ——»

GCLKGEN[2] ——»
| g'otc" | GCLK_PERIPH[m]
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i
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14.6.3.1 Enabling a Peripheral Clock

Before a Peripheral Clock is enabled, one of the Generators must be enabled (GENCTRLN.GENEN)
and selected as source for the Peripheral Channel by setting the Generator Selection bits in the
Peripheral Channel Control register (PCHCTRLmM.GEN). Any available Generator can be selected as
clock source for each Peripheral Channel (See ‘PCHCTRLm Mapping' for the mapping of peripheral to
index m.).

When a Generator has been selected, the peripheral clock is enabled by setting the Channel Enable
bit in the Peripheral Channel Control register, PCHCTRLmM.CHEN = 1. The PCHCTRLmM.CHEN bit must
be synchronized to the generic clock domain. PCHCTRLmM.CHEN will continue to read as its previous
state until the synchronization is complete.

14.6.3.2 Disabling a Peripheral Clock

A Peripheral Clock is disabled by writing PCHCTRLmM.CHEN=0. The PCHCTRLm.CHEN bit must be
synchronized to the Generic Clock domain. PCHCTRLmM.CHEN will stay in its previous state until the
synchronization is complete. The Peripheral Clock is gated when disabled.

Related Links
14.8.4. PCHCTRLmM

14.6.3.3 Selecting the Clock Source for a Peripheral

When changing a peripheral clock source by writing to the PCHCTRLmM.GEN bit, the peripheral clock
must be disabled before re-enabling it with the new clock source setting. This prevents glitches
during the transition:

1. Disable the Peripheral Channel by writing PCHCTRLmM.CHEN = 0.

Verify that PCHCTRLmM.CHEN reads '0'.

Change the source of the Peripheral Channel by writing PCHCTRLmM.GEN.
Re-enable the Peripheral Channel by writing PCHCTRLM.CHEN = 1.
Assert that PCHCTRLM.CHEN reads '1".

Related Links
14.8.4. PCHCTRLmM

vk N

14.6.3.4 Configuration Lock

The peripheral clock configuration can be locked for further write accesses by setting the Write Lock
bit in the Peripheral Channel Control register PCHCTRLM.WRTLOCK=1). All writing to the PCHCTRLmM
register will be ignored. It can only be unlocked by a Power Reset.

The Generator source of a locked Peripheral Channel will be locked, too: The corresponding
GENCTRLn register is locked, and can be unlocked only by a Power Reset.

Regarding the configuration lock, there is one exception concerning the Generator 0. As it is used as
GCLK_MAIN, it cannot be locked. It is reset by any Reset and will start up in a known configuration.
The software reset (CTRLA.SWRST) can not unlock the registers.

In case of an external Reset (RESETN grounded), the Generator source will be disabled. Even if the
WRTLOCK bit is written to '1' the peripheral channels are disabled (PCHCTRLm.CHEN set to '0") until
the Generator source is enabled again. Then, the PCHCTRLM.CHEN are set to '1' again.

Related Links
14.8.1. CTRLA
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14.6.4 Additional Features

14.6.4.1 Peripheral Clock Enable after Reset
The Generic Clock Controller must be able to provide a generic clock to some specific peripherals
after a Reset. That means that the configuration of the Generators and Peripheral Channels after
Reset is device-dependent.

Refer to GENCTRLN.SRC for details on GENCTRLnN reset.
Refer to PCHCTRLmM.SRC for details on PCHCTRLm reset.

14.6.5 Sleep Mode Operation

14.6.5.1 SleepWalking
The GCLK module supports the SleepWalking feature.

If the system is in a sleep mode where the Generic Clocks are stopped, a peripheral that needs its
clock in order to execute a process must first request it from the Generic Clock Controller.

The Generic Clock Controller receives this request, determines which Generic Clock Generator is
involved and which clock source needs to be awakened. It then wakes up the respective clock
source, enables the Generator and Peripheral Channel stages successively, and delivers the clock to
the peripheral.

The RUNSTDBY bit in the Generator Control register controls clock output to pin during standby
sleep mode. If the bit is cleared, the Generator output is not available on a pin. When set, the GCLK
can continuously output the generator output to GCLK_IO[n]. Refer to a 14.6.2.9. External Clock for
details.

Related Links
18. PM - Power Manager

14.6.5.2 Minimize Power Consumption in Standby
The following table identifies when a Clock Generator is off in Standby Mode, minimizing the power
consumption:

Table 14-2. Clock Generator n Activity in Standby Mode

Request for Clock n present GENCTRLN.RUNSTDBY GENCTRLN.OE Clock Generator n
yes - -

active
no active
no OFF
OFF

1
0
1
0 OFF

1
1
no 0
no 0

14.6.5.3 Entering Standby Mode
There may occur a delay when the device is put into Standby before the power is turned off. This
delay is caused by running Clock Generators: if the Run in Standby bit in the Generator Control
register (GENCTRLN.RUNSTDBY) is '0', GCLK must verify that the clock is turned of properly. The
duration of this verification is frequency-dependent.
Related Links
18. PM - Power Manager

14.6.6 Synchronization
Due to asynchronicity between the main clock domain and the peripheral clock domains, some
registers need to be synchronized when written or read.

An exception is the Channel Enable bit in the Peripheral Channel Control registers
(PCHCTRLmM.CHEN). When changing this bit, the bit value must be read-back to ensure the
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synchronization is complete and to assert glitch free internal operation. Note that changing the
bit value under ongoing synchronization will not generate an error.

The following registers are synchronized when written:
+ Generic Clock Generator Control register (GENCTRLnN)
+ Control A register (CTRLA)

Required write synchronization is denoted by the "Write-Synchronized" property in the register
description.

Related Links

14.8.1. CTRLA

14.8.4. PCHCTRLmM
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14.7 Register Summary
[Offset | Name |mitpos| 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0 _
0x00 CTRLA 7:0 SWRST
0x01
Reserved
0x03
7:0 GENCTRLS GENCTRL4 GENCTRL3 GENCTRL2 GENCTRL1 GENCTRLO SWRST
15:8 GENCTRL11 GENCTRL10 GENCTRL9 = GENCTRL8 = GENCTRL7 GENCTRL6
0x04 SYNCBUSY
23:16
31:24
0x08
Reserved
Ox1F
7:0 SRC[3:0]
0520 GENCTRLO 15:8 RUNSTDBY DIVSEL OE oov IDC GENEN
23:16 DIV[7:0]
31:24 DIV[15:8]
7:0 SRC[3:0]
15:8 RUNSTDBY DIVSEL OE oov IDC GENEN
0x4C GENCTRL11
23:16 DIV[7:0]
31:24 DIV[15:8]
0x50
Reserved
Ox7F
7:0 WRTLOCK CHEN GEN[3:0]
15:8
0x80 PCHCTRLO
23:16
31:24
7:0 WRTLOCK CHEN GEN[3:0]
15:8
0x013C PCHCTRL47 2316
31:24
14.8 Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 14.5.8. Register Access Protection.

Some registers are synchronized when read and/or written. Synchronization is denoted by the
"Write-Synchronized" or the "Read-Synchronized" property in each individual register description.
For details, refer to 14.6.6. Synchronization.
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14.8.1 Control A

Name: CTRLA

Offset: 0x00

Reset: 0x00

Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0
| | | | | _SWRST |
Access R/W
Reset 0

Bit 0 - SWRST Software Reset
Writing a zero to this bit has no effect.
Setting this bit to 1 will reset all registers in the GCLK to their initial state after a Power Reset, except
for generic clocks and associated Generators that have their WRTLOCK bit in PCHCTRLm set to 1.
Refer to GENCTRL Reset Value for details on GENCTRL register reset.
Refer to PCHCTRL Reset Value for details on PCHCTRL register reset.
Due to synchronization, there is a waiting period between setting CTRLA.SWRST and a completed
Reset. CTRLA.SWRST and SYNCBUSY.SWRST will both be cleared when the reset is complete.

Value Description
0 There is no Reset operation ongoing.
1 A Reset operation is ongoing.
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14.8.2 Synchronization Busy

Name: SYNCBUSY
Offset: 0x04
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
| GENCTRL11 | GENCTRL10 | GENCTRLY | GENCTRL8 | GENCTRL7 | GENCTRL6 |
Access R R R R R R
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
GENCTRL5 | GENCTRL4 | GENCTRL3 | GENCTRL2 | GENCTRL1 | GENCTRLO SWRST
Access R R R R R R R
Reset 0 0 0 0 0 0 0

Bits 2,3,4,5,6,7,8,9,10, 11, 12, 13 - GENCTRLn Generator Control n Synchronization Busy
This bit is cleared when the synchronization of the Generator Control n register (GENCTRLnN)
between clock domains is complete, or when clock switching operation is complete.
This bit is set when the synchronization of the Generator Control n register (GENCTRLN) between
clock domains is started.

Bit 0 - SWRST Software Reset Synchronization Busy
This bit is cleared when the synchronization of the CTRLA.SWRST register bit between clock domains
is complete.
This bit is set when the synchronization of the CTRLA.SWRST register bit between clock domains is
started.
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14.8.3 Generator Control

Name: GENCTRLN

Offset: 0x20 + n*0x04 [n=0..11]

Reset: 0x00000106

Property: PAC Write-Protection, Write-Synchronized

GENCTRLn controls the settings of Generic Generator n (n=[11:0]). The reset value is 0x00000106 for
Generator n=0, else 0x00000000

Bit 31 30 29 28 27 26 25 24
| DIV[15:8] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| DIV[7:0] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
RUNSTDBY DIVSEL OE oov IDC GENEN
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 1
Bit 7 6 5 4 3 2 1 0
SRC[3:0]
Access R/W R/W R/W R/W
Reset 0 0 0 0

Bits 31:16 - DIV[15:0] Division Factor
These bits represent a division value for the corresponding Generator. The actual division factor is
dependent on the state of DIVSEL. The number of relevant DIV bits for each Generator can be seen
in this table. Written bits outside of the specified range will be ignored.

Table 14-3. Division Factor Bits

Generic Clock Generator Division Factor Bits Maximum Division Factor

Generator 0 8 division factor bits - DIV[7:0] 512
Generator 1 16 division factor bits - DIV[15:0] 131072
Generator 2 - 11 8 division factor bits - DIV[7:0] 512

Bit 13 - RUNSTDBY Run in Standby
This bit is used to keep the Generator running in Standby as long as it is configured to output to a
dedicated GCLK_IOn pin. If GENCTRLN.OE is zero, this bit has no effect and the generator will only be
running if a peripheral requires the clock.

0 The Generator is stopped in Standby and the GCLK_IOn pin state (one or zero) will be dependent on the setting
in GENCTRL.OOV.
1 The Generator is kept running and output to its dedicated GCLK_IOn pin during Standby mode.

Bit 12 - DIVSEL Divide Selection
This bit determines how the division factor of the clock source of the Generator will be calculated
from DIV. If the clock source should not be divided, DIVSEL must be 0 and the GENCTRLn.DIV value
must be either 0 or 1.
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Value Description
The Generator clock frequency equals the clock source frequency divided by GENCTRLN.DIV.

The Generator clock frequency equals the clock source frequency divided by 2A(N+1), where N is the Division
Factor Bits for the selected generator (refer to GENCTRLN.DIV).

= O

Bit 11 - OE Output Enable
This bit is used to output the Generator clock output to the corresponding pin (GCLK_IO[7..0]), as
long as GCLK_IOn is not defined as the Generator source in the GENCTRLN.SRC bit field.

Value Description
0 No Generator clock signal on pin GCLK_|On.
1 The Generator clock signal is output on the corresponding GCLK_IOn, unless GCLK_IOn is selected as a

generator source in the GENCTRLN.SRC bit field.

Bit 10 - OOV Output Off Value
This bit is used to control the clock output value on pin (GCLK_IO[7..0]) when the Generator is

turned off or the OE bit is zero, as long as GCLK_IOn is not defined as the Generator source in the
GENCTRLN.SRC bit field.

Value Description
0 The GCLK_IOn will be LOW when generator is turned off or when the OE bit is zero.
1 The GCLK_IOn will be HIGH when generator is turned off or when the OE bit is zero.

Bit 9 - IDC Improve Duty Cycle
This bit is used to improve the duty cycle of the Generator output to 50/50 for odd division factors.

Value Description
0 Generator output clock duty cycle is not balanced to 50/50 for odd division factors.
1 Generator output clock duty cycle is 50/50.

Bit 8 - GENEN Generator Enable
This bit is used to enable and disable the Generator.

Value Description
0 Generator is disabled.
1 Generator is enabled.

Bits 3:0 - SRC[3:0] Generator Clock Source Selection
These bits select the Generator clock source, as shown in this table.

Table 14-4. Generator Clock Source Selection

0x00 X0SCo XOSC 0 oscillator output

0x01 XOSC1 XOSC 1 oscillator output

0x02 GCLK_IN Generator input pad (GCLK_IO)
0x03 GCLK_GEN1 Generic clock generator 1 output
0x04 OSCULP32K OSCULP32K oscillator output
0x05 XOSC32K XOSC32K oscillator output

0x06 DFLL DFLL48M oscillator output

0x07 DPLLO FDPLL200MO output

0x08 DPLL1 FDPLL200M1 output

0x09-0x0F Reserved Reserved

A Power Reset will reset all GENCTRLn registers. the Reset values of the GENCTRLn registers are
shown in table below.

Table 14-5. GENCTRLn Reset Value after a Power Reset

GCLK Generator Reset Value after a Power Reset
0

0x00000106
others 0x00000000
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A User Reset will reset the associated GENCTRL register unless the Generator is the source of a
locked Peripheral Channel (PCHCTRLM WRTLOCK=1). The reset values of the GENCTRL register are
as shown in the table below.

Table 14-6. GENCTRLn Reset Value after a User Reset

GCLK Generator Reset Value after a User Reset

0 0x00000106

others No change if the generator is used by a Peripheral Channel m with PCHCTRLmM.WRTLOCK=1
else 0x00000000

Related Links
14.8.4. PCHCTRLmM
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14.8.4 Peripheral Channel Control

Name: PCHCTRLmM

Offset: 0x80 + m*0x04 [m=0..47]
Reset: 0x00000000

Property: PAC Write-Protection

PCHTRLm controls the settings of Peripheral Channel number m (m=[47:0]).

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
WRTLOCK CHEN GEN[3:0]
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0

Bit 7 - WRTLOCK Write Lock
After this bit is set to '1', further writes to the PCHCTRLm register will be discarded. The control
register of the corresponding Generator n (GENCTRLn), as assigned in PCHCTRLmM.GEN, will also be
locked. It can only be unlocked by a Power Reset.
Note that Generator O cannot be locked.

0 The Peripheral Channel register and the associated Generator register are not locked
1 The Peripheral Channel register and the associated Generator register are locked
Bit 6 - CHEN Channel Enable

This bit is used to enable and disable a Peripheral Channel.

Value Description
0 The Peripheral Channel is disabled

1 The Peripheral Channel is enabled

Bits 3:0 - GEN[3:0] Generator Selection
This bit field selects the Generator to be used as the source of a peripheral clock, as shown in the
table below:

Table 14-7. Generator Selection

0x0 Generic Clock Generator 0
0x1 Generic Clock Generator 1
0x2 Generic Clock Generator 2
0x3 Generic Clock Generator 3
0x4 Generic Clock Generator 4
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........... continued

0x5 Generic Clock Generator 5
0x6 Generic Clock Generator 6
0x7 Generic Clock Generator 7
0x8 Generic Clock Generator 8
0x9 Generic Clock Generator 9
O0xA Generic Clock Generator 10
0xB Generic Clock Generator 11

Table 14-8. Reset Value after a User Reset or a Power Reset

0x0 0x0 0x0

Power Reset

User Reset If WRTLOCK =0 If WRTLOCK =0

: 0x0 : 0x0
If WRTLOCK = 1: no change If WRTLOCK = 1: no change

No change

A Power Reset will reset all the PCHCTRLm registers.

A User Reset will reset a PCHCTRL if WRTLOCK=0, or else, the content of that PCHCTRL remains
unchanged.

The PCHCTRL register Reset values are shown in the table below, PCHCTRLmM Mapping.

Table 14-9. PCHCTRLmM Mapping

e hame ————  peserpion

0 GCLK_OSCCTRL_DFLL48 DFLL48 input clock source

1 GCLK_OSCCTRL_FDPLLO Reference clock for FDPLLO

2 GCLK_OSCCTRL_FDPLL1 Reference clock for FDPLL1

3 GCLK_OSCCTRL_FDPLLO_32K FDPLLO 32KHz clock for internal lock timer

GCLK_OSCCTRL_FDPLL1_32K
GCLK_SDHCO_SLOW
GCLK_SDHC1_SLOW
GCLK_SERCOMIO..7]_SLOW

4 GCLK_EIC

5 GCLK_FREQM_MSR

6 GCLK_FREQM_REF

7 GCLK_SERCOMO_CORE
8 GCLK_SERCOM1_CORE
9 GCLK_TCO, GCLK_TC1
10 GCLK_USB

22:11 GCLK_EVSYS[0..11]

23 GCLK_SERCOM2_CORE
24 GCLK_SERCOM3_CORE
25 GCLK_TCCO, GCLK_TCC1
26 GCLK_TC2, GCLK_TC3
27 GCLK_CANO

28 GCLK_CAN1

29 GCLK_TCC2, GCLK_TCC3
30 GCLK_TC4, GCLK_TC5
31 GCLK_PDEC

32 GCLK_AC

33 GCLK_CCL

34 GCLK_SERCOM4_CORE
35 GCLK_SERCOM5_CORE
36 GCLK_SERCOM6_CORE
37 GCLK_SERCOM7_CORE
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FDPLL1 32KHz clock for internal lock timer
SDHCO Slow

SDHC1 Slow

SERCOMI[O0..7] Slow

EIC

FREQM Measure
FREQM Reference
SERCOMO Core
SERCOM1 Core
TCO, TC1

USB
EVSYS[0..11]
SERCOM?2 Core
SERCOMS3 Core
TCCO, TCC1
TC2, TC3

CANO

CAN1

TCC2, TCC3
TC4, TC5

PDEC

AC

CCL

SERCOM4 Core
SERCOMS Core
SERCOMG6 Core
SERCOM7 Core
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........... continued

(ndex—[Mame " peserprion ]

38
39
40
41
42
44:43
45
46
47
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GCLK_TCC4
GCLK_TC6, GCLK_TC7
GCLK_ADCO
GCLK_ADC1
GCLK_DAC

GCLK_I2S
GCLK_SDHCO
GCLK_SDHC1
GCLK_CM4_TRACE

TCC4

TC6, TC7
ADCO
ADC1

DAC

12S

SDHCO
SDHC1
CM4 Trace
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15. MCLK - Main Clock

15.1 Overview
The Main Clock (MCLK) controls the synchronous clock generation of the device.

Using a clock provided by the Generic Clock Module (GCLK_MAIN), the Main Clock Controller
provides synchronous system clocks to the CPU and the modules connected to the AHBx and the
APBx buses. The synchronous system clocks are divided into a number of clock domains. Each clock
domain can run at different frequencies, enabling the user to save power by running peripherals at
a relatively low clock frequency, while maintaining high CPU performance or vice versa. In addition,
the clock can be masked for individual modules, enabling the user to minimize power consumption
by disabling individual modules.
15.2 Features

+ Generates CPU, AHB, and APB system clocks

- Clock source and division factor from GCLK

- Clock prescaler with 1x to 128x division
+ Safe run-time clock switching from GCLK

+ Module-level clock gating through maskable peripheral clocks
15.3 Block Diagram

Figure 15-1. MCLK Block Diagram

GCLK_MAIN MAIN
CLOCK CONTROLLER

x=A,B,CorD

15.4 Signal Description
Not applicable.

15.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

15.5.1 1/0 Lines
Not applicable.

15.5.2 Power Management
The MCLK will operate in all sleep modes if a synchronous clock is required in these modes.
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Related Links
18. PM - Power Manager

15.5.3 Clocks

The MCLK bus clock (CLK_MCLK_APB) can be enabled and disabled in the Main Clock module, and
the default state of CLK_MCLK_APB can be found in the Peripheral Clock Masking section. If this
clock is disabled, it can only be re-enabled by a reset.

The Generic Clock GCLK_MAIN is required to generate the Main Clocks. GCLK_MAIN is configured in
the Generic Clock Controller, and can be re-configured by the user if needed.

Related Links

14. GCLK - Generic Clock Controller

15.5.3.1 Main Clock
The main clock CLK_MAIN is the common source for the synchronous clocks. This is fed into the
common 8-bit prescaler that is used to generate synchronous clocks to the CPU, AHBx, and APBx
modules.

15.5.3.2 CPU Clock
The CPU clock (CLK_CPU) is routed to the CPU. Halting the CPU clock inhibits the CPU from executing
instructions.

15.5.3.3 APBx and AHBXx Clock

The APBXx clocks (CLK_APBXx) and the AHBX clocks (CLK_AHBX) are the root clock source used by
modules requiring a clock on the APBx and the AHBX bus. These clocks are always synchronous to
the CPU clock, and can run even when the CPU clock is turned off in sleep mode. A clock gater is
inserted after the common APB clock to gate any APBx clock of a module on APBXx bus, as well as the
AHBX clock.

15.5.3.4 Clock Domains
The device has these synchronous clock domains:
+ High-Speed synchronous clock domain (HS Clock Domain). Frequency is fys.
+ CPU synchronous clock domain (CPU Clock Domain). Frequency is fcpy.

See also the related links for the clock domain partitioning.

15.5.4 DMA
Not applicable.

15.5.5 Interrupts

The interrupt request line is connected to the Interrupt Controller. Using the MCLK interrupt
requires the Interrupt Controller to be configured first.

15.5.6 Events
Not applicable.

15.5.7 Debug Operation

When the CPU is halted in debug mode, the MCLK continues normal operation. In sleep mode, the
clocks generated from the MCLK are kept running to allow the debugger accessing any module. As a
consequence, power measurements are incorrect in debug mode.

15.5.8 Register Access Protection

All registers with write access can be write-protected optionally by the Peripheral Access Controller
(PAC), except for the following registers:
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« Interrupt Flag register (INTFLAG)

Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

PAC write protection does not apply to accesses through an external debugger.

Related Links
27. PAC - Peripheral Access Controller

15.5.9 Analog Connections
Not applicable.

15.6 Functional Description

15.6.1 Principle of Operation

The CLK_MAIN clock signal from the GCLK module is the source for the main clock, which in turn is
the common root for the synchronous clocks for the CPU, APBx, and AHBx modules. The CLK_MAIN
is divided by an 8-bit prescaler. Each of the derived clocks can run from any divided or undivided
main clock, ensuring synchronous clock sources for each clock domain. The clock domain (CPU) can
be changed on the fly to respond to variable load in the application. The clocks for each module

in a clock domain can be masked individually to avoid power consumption in inactive modules.
Depending on the sleep mode, some clock domains can be turned off.

15.6.2 Basic Operation

15.6.2.1 Initialization

After a Reset, the default clock source of the CLK_MAIN clock (GCLK_MAIN) is started and calibrated
before the CPU starts running. The GCLK_MAIN clock is selected as the main clock without any
prescaler division.

By default, only the necessary clocks are enabled.

15.6.2.2 Enabling, Disabling, and Resetting
The MCLK module is always enabled and cannot be reset.

15.6.2.3 Selecting the Main Clock Source

Refer to the Generic Clock Controller description for details on how to configure the clock source of
the GCLK_MAIN clock.

Related Links
14. GCLK - Generic Clock Controller

15.6.2.4 Selecting the Synchronous Clock Division Ratio
The main clock GCLK_MAIN feeds an 8-bit prescaler, which can be used to generate the synchronous
clocks. By default, the synchronous clocks run on the undivided main clock. The user can select
a prescaler division for the CPU clock domain by writing the Division (DIV) bits in the CPU Clock
Division register CPUDIV, resulting in a CPU clock domain frequency determined by this equation:

f main

ferv = CpupIv

Frequencies must never exceed the specified maximum frequency for each clock domain given in
the electrical characteristics specifications.

If the application attempts to write forbidden values in CPUDIV register, register is written but these
bad values are not used and a violation is reported to the PAC module.
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Division bits (DIV) can be written without halting or disabling peripheral modules. Writing DIV bits
allows a new clock setting to be written to all synchronous clocks belonging to the corresponding

clock domain at the same time.

Figure 15-2. Synchronous Clock Selection and Prescaler
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Sleep Controller
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Note: A FAST clock for QSPI (CLK_QSPI2X_AHB) is derived from high-speed synchronous fys.

Related Links
27. PAC - Peripheral Access Controller

15.6.2.5 Clock Ready Flag

There is a slight delay between writing to CPUDIV until the new clock settings become effective.

During this interval, the Clock Ready flag in the Interrupt Flag Status and Clear register
(INTFLAG.CKRDY) will return zero when read. If CKRDY in the INTENSET register is set to '1', the
Clock Ready interrupt will be triggered when the new clock setting is effective. The new CPUDIV
value must not be re-written while INTFLAG.CKRDY reads '0'. The system may become unstable or
hang, and a violation is reported to the PAC module.

Related Links
27. PAC - Peripheral Access Controller

15.6.2.6 Peripheral Clock Masking

The user can disable or enable the AHB or APB clock for a peripheral by writing the corresponding
bit in the Clock Mask registers (APBxMASK) to '0' or '1'. The default state of the peripheral clocks is

given in the table below:

Table 15-1. Peripheral Clock Default State
CPU Clock Domain

Peripheral Clock Default State

CLK_AC_APB
CLK_ADCO_APB
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Disabled
Disabled
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........... continued

CPU Clock Domain
Peripheral Clock Default State

CLK_ADC1_APB Disabled
CLK_AES_APB Disabled
CLK_BRIDGE_A_AHB Enabled
CLK_BRIDGE_B_AHB Enabled
CLK_BRIDGE_C_AHB Enabled
CLK_BRIDGE_D_AHB Enabled
CLK_CANO_AHB Enabled
CLK_CAN1_AHB Enabled
CLK_CMCC_AHB Enabled
CLK_DMAC_AHB Enabled
CLK_DSU_AHB Enabled
CLK_EIC_APB Enabled
CLK_EVSYS_APB Disabled
CLK_FREQM_APB Disabled
CLK_GCLK_APB Enabled
CLK_GMAC_AHB Enabled
CLK_GMAC_APB Disabled
CLK_ICM_AHB Enabled
CLK_I2S_AHB Disabled
CLK_MCLK_APB Enabled
CLK_NVMCTRL_AHB Enabled
CLK_NVMCTRL_APB Enabled
CLK_NVMCTRL_CACHE Enabled
CLK_NVMCTRL_SMEEPROM Enabled
CLK_OSCCTRL_APB Enabled
CLK_PAC_AHB Enabled
CLK_PAC_APB Enabled
CLK_PDEC_APB Disabled
CLK_PORT_APB Enabled
CLK_PUKCC_AHB Enabled
CLK_QSPI_AHB Enabled
CLK_QSPI2X_AHB Enabled
CLK_SDHCO_AHB Enabled
CLK_SDHC1_AHB Enabled
CLK_SERCOMO_APB Disabled
CLK_SERCOM1_APB Disabled
CLK_SERCOM2_APB Disabled
CLK_SERCOM3_APB Disabled
CLK_SERCOM4_APB Disabled
CLK_SERCOMS5_APB Disabled
CLK_SERCOM6_APB Disabled
CLK_SERCOM7_APB Disabled
CLK_TCO_APB Disabled
CLK_TC1_APB Disabled
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15.6.3

15.6.4

........... continued
CPU Clock Domain

Peripheral Clock Default State

CLK_TC2_APB Disabled
CLK_TC3_APB Disabled
CLK_TC4_APB Disabled
CLK_TC5_APB Disabled
CLK_TC6_APB Disabled
CLK_TC7_APB Disabled
CLK_TCCO_APB Disabled
CLK_TCC1_APB Disabled
CLK_TCC2_APB Disabled
CLK_TCC3_APB Disabled
CLK_TCC4_APB Disabled
CLK_USB_AHB Enabled
CLK_USB_APB Disabled
CLK_WDT_APB Enabled
CLK_DAC_APB Disabled
CLK_DSU_APB Enabled
CLK_CCL_APB Disabled
CLK_QSPI_APB Enabled
CLK_ICM_APB Disabled
CLK_TRNG_APB Disabled

Backup Clock Domain

Peripheral Clock Default State

CLK_OSC32KCTRL_APB Enabled
CLK_PM_APB Enabled
CLK_SUPC_APB Enabled
CLK_RSTC_APB Enabled
CLK_RTC_APB Enabled

When the APB clock is not provided to a module, its registers cannot be read or written. The module
can be re-enabled later by writing the corresponding mask bit to '1".

A module may be connected to several clock domains (for example, AHB and APB), in which case it
will have several mask bits.

The clocks should only be switched off if it is certain that the module will not be used: Switching
off the clock for the NVM Controller (NVMCTRL) will cause a problem if the CPU needs to read from
the Flash memory. Switching off the clock to the MCLK module (which contains the mask registers)
or the corresponding APBx bridge, will make it impossible to write the mask registers again. In this
case, they can only be re-enabled by a system reset.

DMA Operation
Not applicable.

Interrupts
The peripheral has the following interrupt sources:

+ Clock Ready (CKRDY): indicates that CPU clocks are ready. This interrupt is a synchronous wake-
up source.
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Each interrupt source has an interrupt flag associated with it. The interrupt flag in the Interrupt Flag
Status and Clear (INTFLAG) register is set when the interrupt condition occurs. Each interrupt can
be enabled individually by writing a '1' to the corresponding enabling bit in the Interrupt Enable Set
(INTENSET) register, and disabled by writing a '1' to the corresponding clearing bit in the Interrupt
Enable Clear (INTENCLR) register.

An interrupt request is generated when the interrupt flag is set and the corresponding interrupt
is enabled. The interrupt request remains active until the interrupt flag is cleared, the interrupt is
disabled or the peripheral is reset. An interrupt flag is cleared by writing a '1' to the corresponding
bit in the INTFLAG register. Each peripheral can have one interrupt request line per interrupt
source or one common interrupt request line for all the interrupt sources.|f the peripheral has
one common interrupt request line for all the interrupt sources, the user must read the INTFLAG
register to determine which interrupt condition is present.

Related Links

18. PM - Power Manager

10.2.1. Overview

15.6.5 Events
Not applicable.

15.6.6 Sleep Mode Operation
In IDLE sleep mode, the MCLK is still running on the selected main clock.

In STANDBY sleep mode, the MCLK is frozen if no synchronous clock is required.
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15.7

Cofset | Name loitposl 7 |6 | 5 | 4 | 3 | 2 | 1 | o

0x00
0x01
0x02
0x03
0x04
0x05
0x06

OxOF

0x10

0x14

0x18

0x1C

0x20

15.8
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Register Summary

Reserved
INTENCLR
INTENSET
INTFLAG
HSDIV
CPUDIV

Reserved

AHBMASK

APBAMASK

APBBMASK

APBCMASK

APBDMASK

7:0
7:0
7:0
7:0
7:0

7:0
15:8

23:16

31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

DIV[7:0]
DIV[7:0]
Reserved NVMCTRL Reserved DSU HPB3
SDHCO GMAC QSPI PAC Reserved
NVMCTRL_CA NVMCTRL_SM
CHE EEPROM QSPI_2X PUKCC ICM
GCLK SUPC OSC32KCTRL ~ OSCCTRL RSTC
TC1 TCO SERCOM1 SERCOMO FREQM
EVSYS PORT
TC3 TC2 TCC1 TCCO
PDEC TC5 TC4 TCC3 TCC2
CCL QSPI ICM
ADCO TC7 TC6 TCC4 SERCOM7
PCC

Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16-, and 32-bit accesses are supported. In addition,

HPB2
usB

CAN1

MCLK
EIC

NVMCTRL
SERCOM3

GMAC
TRNG

SERCOM6
12S

CKRDY
CKRDY
CKRDY
HPB1 HPBO
DMAC CMCC
CANO SDHC1
PM PAC
RTC WDT
DSU USB
SERCOM2
RAMECC
AES AC

SERCOM5 SERCOM4
DAC ADC1

the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can

be accessed directly.

Some registers can be write-protected optionally by the Peripheral Access Controller (PAC). This is
denoted by the property "PAC Write-Protection" in each individual register description. Refer to the
15.5.8. Register Access Protection for details.

165



15.8.1 Interrupt Enable Clear

Name: INTENCLR
Offset: 0x01
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | | CKRDY |
Access R/W
Reset 0

Bit 0 - CKRDY Clock Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Clock Ready Interrupt Enable bit and the corresponding interrupt

request.
0 The Clock Ready interrupt is enabled and will generate an interrupt request when the Clock Ready Interrupt
Flag is set.
1 The Clock Ready interrupt is disabled.
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15.8.2 Interrupt Enable Set

Name: INTENSET
Offset: 0x02
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | | CKRDY |
Access R/W
Reset 0

Bit 0 - CKRDY Clock Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Clock Ready Interrupt Enable bit and enable the Clock Ready
interrupt.

Value Description

0 The Clock Ready interrupt is disabled.
1 The Clock Ready interrupt is enabled.
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15.8.3 Interrupt Flag Status and Clear

Name: INTFLAG
Offset: 0x03
Reset: 0x01
Property: -
Bit 7 6 5 4 3 2 1 0
| | | | [ CKROY |
Access R/W
Reset 1

Bit 0 - CKRDY Clock Ready
This flag is cleared by writing a '1' to the flag.
This flag is set when the synchronous CPU, APBx, and AHBX clocks are stable and will generate an
interrupt if INTENCLR/SET.CKRDY is '1".
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Clock Ready interrupt flag.

168

@ MICROCHIP



15.8.4 High-Speed Clock Division

Name: HSDIV
Offset: 0x04

Reset: 0x01
Bit 7 6 5 4 3 2 1 0
| DIV[7:0] |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 1

Bits 7:0 - DIV[7:0] HS Clock Division Factor
These bits define the division ratio of the main clock prescaler related to the HS clock domain

(HSDIV).

Value Name Description
0x01 DIV1 Divide by 1
others - Reserved
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15.8.5 CPU Clock Division

Name: CPUDIV

Offset: 0x05

Reset: 0x01

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| DIV[7:0] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 1

Bits 7:0 - DIV[7:0] CPU Clock Division Factor
These bits define the division ratio of the main clock prescaler related to the CPU clock domain
(CPUDIV).
To ensure correct operation, frequencies must be selected so that fys > fcpy (i.e. CPUDIV = HSDIV).
Frequencies must never exceed the specified maximum frequency for each clock domain.

Value Name Description
0x01 DIV1 Divide by 1
0x02 DIV2 Divide by 2
0x04 DIv4 Divide by 4
0x08 DIV8 Divide by 8
0x10 DIV16 Divide by 16
0x20 DIV32 Divide by 32
0x40 DIV64 Divide by 64
0x80 DIV128 Divide by 128
others - Reserved
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15.8.6 AHB Mask

Name: AHBMASK

Offset: 0x10

Reset: OXOOFFFFFF
Property: PAC Write-Protection

Note: All "Reserved" bits should be set to 1.

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
NVMCTRL_CA| NVMCTRL_S |  QSPI_2X PUKCC ICM CANT CANO SDHCT
CHE MEEPROM
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 1 1 1 1 1 1 1 1
Bit 15 14 13 12 11 10 9 8
SDHCO GMAC | QSPI | PAC Reserved |  USB | DMAC | CMCC |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 1 1 1 1 1 1 1 1
Bit 7 6 5 4 3 2 1 0
Reserved | NVMCTRL | Reserved |  DSU HPB3 HPB2 HPB1 HPBO
Access R/W R/W R/W R/W RIW R/W R/W RIW
Reset 1 1 1 1 1 1 1 1

Bit 23 - NVMCTRL_CACHE NVMCTRL_CACHE AHB Clock Enable

Value Description
0 The AHB clock for the NVMCTRL_CACHE is stopped.
1 The AHB clock for the NVMCTRL_CACHE is enabled.

Bit 22 - NVMCTRL_SMEEPROM NVMCTRL_SMEEPROM AHB Clock Enable

Value Description
0 The AHB clock for the NVMCTRL_SMEEPROM is stopped.
1 The AHB clock for the NVMCTRL_SMEEPROM is enabled.

Bit 21 - QSPI_2X QSPI_2X AHB Clock Enable

Value Description
0 The AHB clock for the QSPI_2X is stopped.
1 The AHB clock for the QSPI_2X is enabled.

Bit 20 - PUKCC PUKCC AHB Clock Enable

Value Description
0 The AHB clock for the PUKCC is stopped.
1 The AHB clock for the PUKCC is enabled.

Bit 19 - ICM ICM AHB Clock Enable

Value Description
0 The AHB clock for the ICM is stopped.
1 The AHB clock for the ICM is enabled.
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Bits 17, 18 - CANn CANn AHB Clock Enable
Value Description
0 The AHB clock for the CANn is stopped.
1 The AHB clock for the CANnN is enabled.

Bits 15, 16 - SDHCn SDHCn AHB Clock Enable

Value Description
0

1

The AHB clock for the SDHCn is stopped.
The AHB clock for the SDHCn is enabled.

Bit 14 - GMAC GMAC AHB Clock Enable

Description

<
°B

c

0]

The AHB clock for the GMAC is stopped.
The AHB clock for the GMAC is enabled.

Bit 13 - QSPI QSPI AHB Clock Enable

Value Description
0
1

iy

The AHB clock for the QSPI is stopped.
The AHB clock for the QSPI is enabled.

Bit 12 - PAC PAC AHB Clock Enable

Description

<
el &
c
m

The AHB clock for the PAC is stopped.
The AHB clock for the PAC is enabled.

i

Bits 11,7,5 - Reserved Reserved bits

Reserved bits are unused and reserved for future use. For compatibility with future devices, always
write reserved bits to their reset value. If no reset value is given, write 0.

Bit 10 - USB USB AHB Clock Enable

Description

<
°B

c

0]

The AHB clock for the USB is stopped.
The AHB clock for the USB is enabled.

iy

Bit 9 - DMAC DMAC AHB Clock Enable

Value Description

0 The AHB clock for the DMAC is stopped.
1 The AHB clock for the DMAC is enabled.

Bit 8 - CMCC CMCC AHB Clock Enable

Value
0
1

Description

The AHB clock for the CMCC is stopped.
The AHB clock for the CMCC is enabled.

Bit 6 - NVMCTRL NVMCTRL AHB Clock Enable

Description

<
°B

c

0]

The AHB clock for the NVMCTRL is stopped.
The AHB clock for the NVMCTRL is enabled.

iy

Bit 4 - DSU DSU AHB Clock Enable

Value Description

0 The AHB clock for the DSU is stopped.
1 The AHB clock for the DSU is enabled.

Bit 3 - HPB3 AHB-APB Bridge D AHB Clock Enable AHB Clock Enable

Description

<
el &
c
m

The AHB clock for the APBD is stopped.
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Value Description
1 The AHB clock for the APBD is enabled.

Bit 2 - HPB2 AHB-APB Bridge C AHB Clock Enable AHB Clock Enable

0 The AHB clock for the APBC is stopped.
1 The AHB clock for the APBC is enabled.

Bit 1 - HPB1 AHB-APB Bridge B AHB Clock Enable AHB Clock Enable

Value Description
0 The AHB clock for the APBB is stopped.
1 The AHB clock for the APBB is enabled.

Bit 0 - HPBO AHB-APB Bridge A AHB Clock Enable AHB Clock Enable

Value Description
0 The AHB clock for the APBA is stopped.
1 The AHB clock for the APBA is enabled.
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15.8.7 APBA Mask

Name: APBAMASK

Offset: 0x14

Reset: 0Ox000007FF
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
TC1 TCO | SERCOM1 | SERCOMO | FREQM | EC | RTC | WDT |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 1 1 1
Bit 7 6 5 4 3 2 1 0
GCLK SUPC  [OSC32KCTRL| OSCCTRL RSTC MCLK PM PAC
Access RIW R/W RIW R/W R/W R/W R/W R/W
Reset 1 1 1 1 1 1 1 1

Bits 14, 15 - TCn TCn APBA Clock Enable

VEIS Description
0 The APBA clock for the TCn is stopped.
1 The APBA clock for the TCn is enabled.

Bits 12, 13 - SERCOM SERCOMnN APBA Clock Enable

Value Description
0 The APBA clock for the SERCOMn is stopped.
1 The APBA clock for the SERCOMn is enabled.

Bit 11 - FREQM FREQM APBA Clock Enable

Value Description
0 The APBA clock for the FREQM is stopped.
1 The APBA clock for the FREQM is enabled.

Bit 10 - EIC EIC APBA Clock Enable

VEIS Description
0 The APBA clock for the EIC is stopped.
1 The APBA clock for the EIC is enabled.

Bit 9 - RTC RTC APBA Clock Enable

Value Description
0 The APBA clock for the RTC is stopped.
1 The APBA clock for the RTC is enabled.

Bit 8 - WDT WDT APBA Clock Enable

@ MICROCHIP

174



Value Description
0 The APBA clock for the WDT is stopped.
1 The APBA clock for the WDT is enabled.

Bit 7 - GCLK GCLK APBA Clock Enable

Value Description
0 The APBA clock for the GCLK is stopped.
1 The APBA clock for the GCLK is enabled.

Bit 6 - SUPC SUPC APBA Clock Enable

Description

The APBA clock for the SUPC is stopped.
The APBA clock for the SUPC is enabled.

<
=
c
o

= o

Bit 5 - OSC32KCTRL OSC32KCTRL APBA Clock Enable

Value Description
0 The APBA clock for the OSC32KCTRL is stopped.
1 The APBA clock for the OSC32KCTRL is enabled.

Bit 4 - OSCCTRL OSCCTRL APBA Clock Enable

0 The APBA clock for the OSCCTRL is stopped.
1 The APBA clock for the OSCCTRL is enabled.

Bit 3 - RSTC RSTC APBA Clock Enable

Value Description
0 The APBA clock for the RSTC is stopped.
1 The APBA clock for the RSTC is enabled.

Bit 2 - MCLK MCLK APBA Clock Enable

Value Description
0 The APBA clock for the MCLK is stopped.
1 The APBA clock for the MCLK is enabled.

Bit 1 - PM PM APBA Clock Enable

Description

The APBA clock for the PM is stopped.
The APBA clock for the PM is enabled.

<
L
c
o

R o

Bit 0 - PAC PAC APBA Clock Enable

Value Description
0 The APBA clock for the PAC is stopped.
1 The APBA clock for the PAC is enabled.
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15.8.8 APBB Mask

Name: APBBMASK

Offset: 0x18

Reset: 0x00018056
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | [ RAMECC_|
Access R/W
Reset 1
Bit 15 14 13 12 11 10 9 8
TC3 TC2 TCC1 TCCO | SERCOM3 | SERCOM2 | |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
EVSYS PORT NVMCTRL DSU USB
Access RIW R/W R/W R/W RIW
Reset 0 1 1 1 0

Bit 16 - RAMECC RAMECC APBB Clock Enable

Value Description
0 The APBB clock for the RAMECC is stopped.
1 The APBB clock for the RAMECC is enabled.

Bits 13, 14 - TCn TCn APBB Clock Enable
Value Description
0 The APBB clock for the TCn is stopped.
1 The APBB clock for the TCn is enabled.

Bits 11, 12 - TCCn TCCn APBB Clock Enable

Value Description
0 The APBB clock for the TCCn is stopped.
1 The APBB clock for the TCCn is enabled.

Bits 9, 10 - SERCOMn SERCOMnN APBB Clock Enable

Value Description
0 The APBB clock for the SERCOMn is stopped.
1 The APBB clock for the SERCOMn is enabled.

Bit 7 - EVSYS EVSYS APBB Clock Enable

Value Description
0 The APBB clock for the EVSYS is stopped.
1 The APBB clock for the EVSYS is enabled.

Bit 4 - PORT PORT APBB Clock Enable
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Value Description
0 The APBB clock for the PORT is stopped.
1 The APBB clock for the PORT is enabled.

Bit 2 - NVMCTRL NVMCTRL APBB Clock Enable

0 The APBB clock for the NVMCTRL is stopped.
1 The APBB clock for the NVMCTRL is enabled.

Bit 1 - DSU DSU APBB Clock Enable

Value Description
0 The APBB clock for the DSU is stopped.
1 The APBB clock for the DSU is enabled.

Bit 0 - USB USB APBB Clock Enable

Value Description
0 The APBB clock for the USB is stopped.
1 The APBB clock for the USB is enabled.
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15.8.9 APBC Mask

Reset:

APBCMASK
0Ox1C
0x00002000

Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
ccL | aqset | | IcM | TRNG | AES [ AC |
Access R/W R/W R/W R/W R/W R/W
Reset 0 1 0 0 0 0
Bit 7 6 5 4 3 2 1 0
PDEC TC5 TC4 TCC3 TCC2 GMAC
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0

Bit 14 - CCL CCL APBC Mask Clock Enable

VEIS Description
0 The APBC clock for the CCL is stopped.
1 The APBC clock for the CCL is enabled.

Bit 13 - QSPI QSPI APBC Mask Clock Enable

0 The APBC clock for the QSPI is stopped.
1 The APBC clock for the QSPI is enabled.

Bit 11 - ICM ICM APBC Mask Clock Enable

Value Description
0 The APBC clock for the ICM is stopped.
1 The APBC clock for the ICM is enabled.

Bit 10 - TRNG TRNG APBC Mask Clock Enable

VEIS Description
0 The APBC clock for the TRNG is stopped.
1 The APBC clock for the TRNG is enabled.

Bit 9 - AES AES APBC Mask Clock Enable

Value Description
0 The APBC clock for the AES is stopped.
1 The APBC clock for the AES is enabled.

Bit 8 - AC AC APBC Mask Clock Enable
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Value Description
The APBC clock for the AC is stopped.
The APBC clock for the AC is enabled.

= O

Bit 7 - PDEC PDEC APBC Mask Clock Enable

Value Description
0 The APBC clock for the PDEC is stopped.
1 The APBC clock for the PDEC is enabled.

Bits 5, 6 - TCn TCn APBC Mask Clock Enable

Value Description
0 The APBC clock for the TCn is stopped.
1 The APBC clock for the TCn is enabled.

Bits 3, 4 - TCCn TCCn APBC Mask Clock Enable

Value Description
0 The APBC clock for the TCCn is stopped.
1 The APBC clock for the TCCn is enabled.

Bit 2 - GMAC GMAC APBC Mask Clock Enable

0 The APBC clock for the GMAC is stopped.
1 The APBC clock for the GMAC is enabled.
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15.8.10 APBD Mask

Name: APBDMASK

Offset: 0x20

Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | Ppcc | 12s | DAC [ ADCT |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
ADCO TC7 TC6 TCC4 SERCOM7 SERCOM®6 SERCOMS5 SERCOM4
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 11 - PCC PCC APBD Mask Clock Enable
VEIS Description
0 The APBD clock for the PCC is stopped.
1 The APBD clock for the PCC is enabled.

Bit 10 - 12S 12S APBD Mask Clock Enable

Value Description
0 The APBD clock for the I12S is stopped.
1 The APBD clock for the I12S is enabled.

Bit 9 - DAC DAC APBD Mask Clock Enable

Value Description
0 The APBD clock for the DAC is stopped.
1 The APBD clock for the DAC is enabled.

Bits 7, 8 - ADCn ADCn APBD Mask Clock Enable
VEIS Description
0 The APBD clock for the ADCn is stopped.
1 The APBD clock for the ADCn is enabled.

Bits 5, 6 - TCn TCn APBD Mask Clock Enable

Value Description
0 The APBD clock for the TCn is stopped.
1 The APBD clock for the TCn is enabled.

Bit 4 - TCC4 TCC4 APBD Mask Clock Enable
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Value Description
The APBD clock for the TCC4 is stopped.

0
1 The APBD clock for the TCC4 is enabled.

Bits 0, 1, 2, 3 - SERCOM SERCOMnN APBD Mask Clock Enable
The APBD clock for the SERCOMN is stopped.

0
1 The APBD clock for the SERCOMn is enabled.
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16. RSTC — Reset Controller

16.1 Overview

The Reset Controller (RSTC) manages the reset of the microcontroller. It issues a microcontroller
reset, sets the device to its initial state and allows the reset source to be identified by software.

16.2 Features
+ Reset the microcontroller and set it to an initial state according to the reset source
+ Reset cause register for reading the reset source from the application code
« Multiple reset sources
- Power supply reset sources: POR, BOD12, BOD33
- User reset sources: External reset (RESETN pin), Watchdog reset, and System Reset Request
- Backup exit sources: Real-Time Counter (RTC) and Battery Backup Power Switch (BBPS)

16.3 Block Diagram

Figure 16-1. Reset System

RESET SOURCES RESET CONTROLLER

RESETN

BACKUP EXIT

16.4 Signal Description

RESETN Digital input External reset pin

One signal can be mapped on several pins.

Related Links
6. 1/0 Multiplexing and Considerations

16.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.
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16.5.1 1/0 Lines
Not applicable.

16.5.2 Power Management
The Reset Controller module is always on.

16.5.3 Clocks
The RSTC bus clock (CLK_RSTC_APB) can be enabled and disabled in the Main Clock Controller.

Related Links
15. MCLK - Main Clock
15.6.2.6. Peripheral Clock Masking

16.5.4 DMA
Not applicable.

16.5.5 Interrupts
Not applicable.

16.5.6 Events
Not applicable.

16.5.7 Debug Operation
When the CPU is halted in debug mode, the RSTC continues normal operation.

16.5.8 Register Access Protection

All registers with write access can be optionally write-protected by the Peripheral Access Controller
(PAC).

Note: Optional write protection is indicated by the "PAC Write Protection" property in the register
description.

Write protection does not apply for accesses through an external debugger.

16.5.9 Analog Connections
Not applicable.

16.6 Functional Description

16.6.1 Principle of Operation
The Reset Controller collects the various Reset sources and generates Reset for the device.

16.6.2 Basic Operation

16.6.2.1 Initialization

After a power-on Reset, the RSTC is enabled and the Reset Cause (RCAUSE) register indicates the
POR source.

16.6.2.2 Enabling, Disabling, and Resetting
The RSTC module is always enabled.

16.6.2.3 Reset Causes and Effects

The latest Reset cause is available in RCAUSE register, and can be read during the application boot
sequence that followed the reset in order to determine proper action.
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These are the groups of Reset sources:

+ Power supply Reset: Resets caused by an electrical issue. It covers POR and BODs Resets

+ User Reset: Resets caused by the application. It covers external Resets, system Reset requests
and watchdog Resets

+ Backup reset: Resets caused by a Backup Mode exit condition

The following table lists the parts of the device that are reset, depending on the Reset type.

Table 16-1. Effects of the Different Reset Causes

RTC, OSC32KCTRL, RSTC Reset

GCLK with WRTLOCK Reset - - Reset
Debug logic Reset Reset - Reset
Others Reset Reset Reset Reset

The external Reset is generated when pulling the RESETN pin low.

The POR, BOD12, and BOD33 Reset sources are generated by their corresponding module in the
Supply Controller Interface (SUPC).

The WDT Reset is generated by the Watchdog Timer.

The System Reset Request is a Reset generated by the CPU when asserting the SYSRESETREQ bit
located in the Reset Control register of the CPU (for details refer to the ARM® Cortex” Technical
Reference Manual on http://www.arm.com).

The NVM Reset is a Reset generated by the NVMCTRL when for example a BKSWRST command is
performed (for details refer to NVMCTRL chapter).

From Backup Mode, the chip can be waken-up upon these conditions:

+ Battery Backup Power Switch (BBPS): generated by the SUPC controller when the 3.3V VDDIO is
restored.

* Real-Time Counter interrupt. For details refer to the applicable INTFLAG in the RTC for details.

If one of these conditions is triggered in Backup Mode, the RCAUSE.BACKUP bit is set and the
Backup Exit Register (BKUPEXIT) is updated.

Note: Refer to the Timing Characteristics section of the Electrical Characteristics chapter.

Related Links

20. WDT - Watchdog Timer

19. SUPC - Supply Controller

19.6.3. Battery Backup Power Switch

16.6.3 Additional Features
Not applicable.

16.6.4 DMA Operation
Not applicable.

16.6.5 Interrupts
Not applicable.
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16.6.6 Events
Not applicable.

16.6.7 Sleep Mode Operation
The RSTC module is active in all sleep modes.
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16.7 Register Summary

offset L Name  sithos L 7 L6 L s L L s L 2 L Lo

0x00 RCAUSE BACKUP SYST BOD33 BOD12
0x01 Reserved
0x02 BKUPEXIT 7:0 HIB BBPS RTC

16.8 Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 16.5.8. Register Access Protection.
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16.8.1 Reset Cause

Name: RCAUSE
Offset: 0x00

Property: -
When a Reset occurs, the bit corresponding to the Reset source is set to '1' and all other bits are
written to '0".
Bit 7 6 5 4 3 2 1 0
| BACKUP | SYST | WDT EXT | NYM | BOD33 | BOD12 | POR |
Access R R R R R R R R
Reset X X X X X X X X

Bit 7 - BACKUP Backup Reset
This bit is set if either a Backup or Hibernate Reset has occurred. Refer to BKUPEXIT register to
identify the source of the Backup Reset.

Bit 6 - SYST System Reset Request
This bit is set if a System Reset Request has occurred. Refer to the Cortex processor documentation
for more details.

Bit 5 - WDT Watchdog Reset
This bit is set if a Watchdog Timer Reset has occurred.

Bit 4 - EXT External Reset
This bit is set if an external Reset has occurred.

Bit 3 - NVM NVM Reset
This bit is set if an NVM Reset has occurred.

Bit 2 - BOD33 Brown Out 33 Detector Reset
This bit is set if a BOD33 Reset has occurred.

Bit 1 - BOD12 Brown Out 12 Detector Reset
This bit is set if a BOD12 Reset has occurred.

Bit 0 - POR Power On Reset
This bit is set if a POR has occurred.
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16.8.2 Backup Exit Source

Name: BKUPEXIT
Offset: 0x02
Property: -

When either a Hibernate ora Backup Reset occurs, the bit corresponding to the exit condition is set
to '1', the other bits are written to '0'.

In some specific cases, the RTC and BBPS bits can be set together, e.g. when the device leaves
the battery Backup Mode caused by a BBPS condition, and a RTC event was generated during the
Battery Backup Mode period.

Bit 7 6 5 4 3 2 1 0
| HIB | | | | BBPS | RTC | |
Access R R R
Reset X X X

Bit 7 - HIB Hibernate
This bit is set if an Hibernate reset occurs. This bit is zero if a backup reset occurs.

Bit 2 - BBPS Battery Backup Power Switch
This bit is set if the Battery Backup Power Switch of the Supply Controller changes back from battery

mode to main power mode.

Bit 1 - RTC Real Timer Counter Interrupt
This bit is set if an RTC interrupt flag is set in Backup Mode.
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17. RAMECC — RAM Error Correction Code (ECC)

17.1 Overview

For safety applications, the SAM D5x/E5x family can embed error correction codes (ECC) to detect
and correct single bit errors or to enable dual error detection in SRAM. As discussed in Memories
chapter, when the RAMECC is enabled, the top half of SRAM memory will be reserved to store error
correction codes and will not be available for the application.

ECC calculation is software selectable through the RAM ECCDIS bit in the NVM User Row. For
additional information, refer to Table 9-2.

17.2 Features
+ Single bit correction and dual bit detection.
* Error Interrupt.

17.3 Block Diagram

Figure 17-1. RAMECC Block Diagram

Write data ECC
calculation

32
4x5

Y

HADDR

EERADRR RAM Block

32 4x5

ECC logic

ECCERR and

ECCDIS ECCDUAL status

HRDATA

17.4 Signal Description
Not applicable.

17.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

17.5.1 1/0 Lines
Not applicable.
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17.5.2 Power Management

The RAMECC will continue to operate in any sleep mode where the selected source clock is running.
The RAMECC's interrupts can be used to wake up the device from sleep modes. Refer to the Power
Manager chapter for details on the different sleep modes.

Related Links
18. PM - Power Manager

17.5.3 Clocks

The RAMECC bus clock is provided by the Main Clock Controller (MCLK) through the AHB-APB B
bridge. The clock is enabled and disabled by writing RAMECC bit the in the APB B Mask register
(MCLK.APBBMASK.RAMECC). See the register description for the default state of the RAMECC bus
clock.

Related Links
15.6.2.6. Peripheral Clock Masking

17.5.4 DMA
Not applicable.

17.5.5 Interrupts
The interrupt request line is connected to the interrupt controller. Using the RAMECC interrupt(s)
requires the interrupt controller to be configured first.

Related Links
10.2. Nested Vector Interrupt Controller

17.5.6 Events
Not applicable.

Related Links
31. Event System (EVSYS)

17.5.7 Debug Operation

When the CPU is halted in debug mode the RAMECC will correct and log ECC errors based on the
table below.

Table 17-1. ECC Debug Operation

DBGCTRL.ECCELOG DBGCTRL.ECCDIS

0 0 ECC errors from debugger reads are
corrected but not logged in INTFLAG.

1 0 ECC errors from debugger reads are
corrected and logged in INTFLAG.

X 1 ECC errors from debugger reads are not
corrected or logged in INTFLAG.

If the RAMECC is configured in a way that requires it to be periodically serviced by the CPU through
interrupts or similar, improper operation or data loss may result during debugging.

17.5.8 Register Access Protection

All registers with write-access are optionally write-protected by the peripheral access controller
(PAC), except the following registers:

+ Interrupt Flag Status and Clear (INTFLAG) register
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+ Status (STATUS) register.
Write-protection is denoted by the Write-Protected property in the register description.

Write-protection does not apply to accesses through an external debugger. Refer to the Peripheral
Access Controller chapter for details.

17.5.9 Analog Connections
Not applicable.

17.6 Functional Description

17.6.1 Principle of Operation
Error Correcting Code (ECC) is implemented to detect and correct errors that may arise in the RAM
arrays. The ECC logic is capable of double error detection and single error correction per 8-bit byte.

Upon single bit error detection, the Single Bit Error interrupt flag is raised (INTFLAG.SINGLEE). If

a dual error is detected, the Dual Error interrupt flag (INTFLAG.DUALE) is raised. When the first
error is detected, the ERRADDR register is frozen with the failing address and remains frozen until
INTFLAG.DUALE and INTFLAG.SINGLEE are cleared. If a dual bit error occurs while INTFLAG.SINGLEE
is set, the ERRADDR register is updated with the dual bit error information and INTFLAG.DUALE is
also set.

The INTFLAG.SINGLEE and INTFLAG.DUALE bits are both cleared on ERRADDR read.

The block diagram shows the ECC interface. When ECC is disabled (CTRLA.ECCDIS=1), the ECC field in
RAM is left unchanged on writes. On reads, ECC errors are not corrected or flagged.

Related Links
17.3. Block Diagram

17.6.2 Interrupts
The RAMECC has the following interrupt sources:

* Dual Bit Error (DUALE): Indicates that a dual bit error has been detected.
+ Single Bit Error (SINGLEE): Indicates that a single bit error has been detected.

Each interrupt source has an interrupt flag associated with it. The interrupt flag in the Interrupt Flag
Status and Clear (INTFLAG) register is set when the interrupt condition occurs.

Each interrupt can be individually enabled by writing a '1' to the corresponding bit in the Interrupt
Enable Set (INTENSET) register, and disabled by writing a '1' to the corresponding bit in the Interrupt
Enable Clear (INTENCLR) register.

An interrupt request is generated when the interrupt flag is set and the corresponding interrupt is
enabled. The interrupt request remains active until the ERRADDR register is read, the interrupt is
disabled, or the RAMECC is reset.

All interrupt requests from the peripheral are ORed together on system level to generate one
combined interrupt request to the NVIC. The user must read the INTFLAG register to determine
which interrupt condition is present.

Note: Interrupts must be globally enabled for interrupt requests to be generated.

Related Links
10.2. Nested Vector Interrupt Controller
17.8.3. INTFLAG
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17.7

Register Summary

I S T B T N S S S N

0x00 INTENCLR DUALE SINGLEE
0x01 INTENSET 7:0 DUALE SINGLEE
0x02 INTFLAG 7:0 DUALE SINGLEE
0x03 STATUS 7:0 ECCDIS
7:0 ERRADDR[7:0]
0x04 ERRADDR 15:8 ERRADDR[15:8]
23:16 ERRADDR[16]
31:24
0x08
Reserved
0xO0E
OxOF DBGCTRL 7:0 ECCELOG ECCDIS
17.8 Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,

the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 17.5.8. Register Access Protection.

@ MICROCHIP

192



17.8.1 Interrupt Enable Clear

Name: INTENCLR
Offset: 0x00
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | DUALE | SINGLEE |
Access R/W R/W
Reset 0 0

Bit 1 - DUALE Dual Bit Error Interrupt Enable Clear
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Dual Bit Error Interrupt Enable bit, which disables the Dual Bit
Error interrupt.

Value Description

0 The Dual Bit Error interrupt is disabled.
1 The Dual Bit Error interrupt is enabled.

Bit 0 - SINGLEE Single Bit Error Interrupt Enable Clear
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Single Bit Error Interrupt Enable bit, which disables the Single Bit
Error interrupt.

Value Description

0 The Single Bit Error interrupt is disabled.
1 The Single Bit Error interrupt is enabled.
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17.8.2 Interrupt Enable Set

Name: INTENSET
Offset: 0x01
Reset: 0x00

Property: Write-Protected

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | DUALE | SINGLEE |
Access R/W R/W
Reset 0 0

Bit 1 - DUALE Dual Bit Error Interrupt Enable Set
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Dual Bit Error Interrupt Enable bit, which enables the Dual Bit Error
interrupt.

Value Description

0 The Dual Bit Error interrupt is disabled.
1 The Dual Bit Error interrupt is enabled.

Bit 0 - SINGLEE Single Bit Error Interrupt Enable Set
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Single Bit Error Interrupt Enable bit, which disables the Single Bit
Error interrupt.

Value Description

0 The Single Bit Error interrupt is disabled.
1 The Single Bit Error interrupt is enabled.
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17.8.3 Interrupt Flag Status and Clear

Name: INTFLAG
Offset: 0x02
Reset: 0x00
Bit 7 6 5 4 3 2 1 0
| | | | | DUALE | SINGLEE |
Access R/W R/W
Reset 0 0

Bit 1 - DUALE Dual Bit ECC Error Interrupt
This flag is set on the occurrence of a dual bit ECC error.
Writing a '0' to this bit has no effect.
Reading the ECCADDR register will clear the Dual Bit Error interrupt flag.

0 No dual bit errors have been received since the last clear.
1 At least one dual bit error has occurred since the last clear.

Bit 0 - SINGLEE Single Bit ECC Error Interrupt
This flag is set on the occurrence of a single bit ECC error.
Writing a '0' to this bit has no effect.
Reading the ECCADDR register will clear the Single Bit Error interrupt flag.

0 No errors have been received since the last clear.
1 At least one single bit error has occurred since the last clear.
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17.8.4 Status

Name: STATUS
Offset: 0x03
Reset: 0x00
Property: Read-only

Bit 7 6 5 4 3 2 1 0

| | | | | ECCDIS |
Access R
Reset 0

Bit 0 - ECCDIS ECC Disable
This bit is fuse updated at startup. When enabled, the calculated ECC is written to RAM along with
data. ECC correction and detection is enabled for reads.

0 ECC detection and correction is enabled.
1 ECC detection and correction is disabled.
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17.8.5 Error Address

Name: ERRADDR
Offset: 0x04

Reset: 0x00000000
Property: Read-only

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | [ERRADDR[16]|
Access
Reset 0
Bit 15 14 13 12 11 10 9 8
ERRADDR[15:8]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
ERRADDRJ[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 16:0 - ERRADDR[16:0] ECC Error Address
The RAM address offset from RAM start that caused an ECC error. If a single bit error is followed
by a dual bit error, this register will be updated with the address of the dual bit error, otherwise it
stalls on the first error occurrence. This register will read as zero unless INTFLAG.SINGLEE and/or

INTFLAG.DUALE are 1.
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17.8.6 Debug Control

Name: DBGCTRL

Offset: OxOF

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0

| | | | | ECCELOG | ECCDIS |
Access R/W R/W
Reset 0 0

Bit 1 - ECCELOG ECC Error Log
When DBGCTRL.ECCDIS=0, This bit controls whether ECC errors are logged in the INTFLAG register.
When DBGCTRL.ECCDIS=1, this bit has no meaning.

0 ECC errors for debugger reads are not logged.
1 ECC errors for debugger reads are logged if DBGCTRL.ECCDIS=0.

Bit 0 - ECCDIS ECC Disable
By default, ECC errors during debugger reads are corrected and logged based on
DBGCTRL.ECCELOG. Setting this bit will disable ECC correction and logging.

Value Description
0 ECC errors are are corrected for debugger reads and logged based on DBGCTRL.ECCELOG.
1

ECC errors are masked for debugger reads.

198

@ MICROCHIP



18. PM - Power Manager

Related Links
39.6.9. Sleep Mode Operation

18.1 Overview
The Power Manager (PM) controls the sleep modes and the power domain gating of the device.

Various sleep modes are provided in order to fit power consumption requirements. This enables the
PM to stop unused modules in order to save power. In active mode, the CPU is executing application
code. When the device enters a sleep mode, program execution is stopped and some modules

and clock domains are automatically switched off by the PM according to the sleep mode. The
application code decides which sleep mode to enter and when. Interrupts from enabled peripherals
and all enabled reset sources can restore the device from a sleep mode to active mode.

The user manually controls which power domains will be turned on and off in standby, hibernate
and backup sleep mode.

In backup and hibernate mode, the PM allows retaining the state of the I/O lines, preventing I/0O lines
from toggling during wake-up.

18.2 Features
+ Power management control
- Sleep modes: Idle, Hibernate, Standby, Backup, and Off
- SleepWalking available in standby mode.
- 1/0 lines retention in Backup mode

18.3 Block Diagram

Figure 18-1. PM Block Diagram

POWER MANAGER
POWER LEVEL SWITCHES
POWER DOMAIN FOR POWER DOMAINS
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18.4 Signal Description
Not applicable.

18.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

18.5.1 1/0 Lines
Not applicable.

18.5.2 Clocks

The PM bus clock (CLK_PM_APB) can be enabled and disabled in the Main Clock module. If this clock
is disabled, it can only be re-enabled by a system reset.
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18.5.3 DMA
Not applicable.

18.5.4 Interrupts

The interrupt request line is connected to the interrupt controller. Using the PM interrupt requires
the interrupt controller to be configured first.

18.5.5 Events
Not applicable.

18.5.6 Debug Operation

When the CPU is halted in debug mode, the PM continues normal operation. If standby sleep mode
is requested by the system while in debug mode, the power domains are not turned off. As a
consequence, power measurements while in debug mode are not relevant.

If Hibernate or Backup sleep mode is requested by the system while in debug mode, the core
domains are kept on, and the debug modules are kept running to allow the debugger to access
internal registers. When exiting the hibernate or backup mode upon a reset condition, the core
domains are reset except the debug logic, allowing users to keep using their current debug session.

If OFF sleep mode is requested while in debug mode, the core domains are reset.
Hot plugging in standby mode is supported.

Hot plugging in Hibernate or backup mode or OFF mode is not supported as the DSU module is not
powered.

Cold plugging in Hibernate or backup or OFF mode is supported if the external reset duration is
superior to the corresponding sleep mode wakeup time (See Electrical characteristic chapter).

Backup wakeup time is less than 200us in typical case. This value can be higher if voltage scaling in SUPC
is enabled. Refers to SUPC for details.

18.5.7 Register Access Protection

Registers with write access can be write-protected optionally by the Peripheral Access Controller
(PAC).

PAC write protection is not available for the following registers:
+ Interrupt Flag register (INTFLAG). Refer to 18.8.5. INTFLAG for details

Optional PAC write protection is denoted by the "PAC Write-Protection" property in each individual
register description.

Write-protection does not apply to accesses through an external debugger.

18.5.8 Analog Connections
Not applicable.

18.6 Functional Description

18.6.1 Terminology

The following is a list of terms used to describe the Power Managemement features of this
microcontroller.

18.6.1.1 Power Domains

Leaving aside the supply domains, such as VDDANA and VDDIO, the device is split into these power
domains: PDCORESW, PDBACKUP, PDSYSRAM and PDBKUPRAM.
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PDCORESW, PDSYSRAM and PDBKUPRAM are "switchable power domains". In Standby, Hibernate or

Backup mode, these power domains can be turned OFF to save leakage consumption according to
user configuration.

+ PDCORESW: contains the CPU and all the peripherals, except those located in the backup power

domain.
+ PDBACKUP: contains the backup peripherals: OSC32KCTRL, SUPC, RSTC, RTC and the PM itself.

«  PDSYSRAM: contains the system RAM. It can be partially or fully turned OFF in Standby or
Hibernate mode according to user configuration.

« PDBKUPRAM: contains the backup RAM. It can be partially or fully turned OFF in Backup mode.

18.6.1.2 Sleep Modes

18.6.2

The device can be set in a sleep mode. In sleep mode, the CPU is stopped and the peripherals are
either active or idle, according to the sleep mode depth:

+ Idle sleep mode: The CPU is stopped. Synchronous clocks are stopped except when requested.
The logic is retained.

+ Standby sleep mode: The CPU is stopped as well as the peripherals. The logic is retained, and
power domain gating can be used to fully or partially turn off the PDSYSRAM power domain.

+ Hibernate sleep mode: PDCORESW power domain is turned OFF. The backup power domain is

kept powered to allow few features to run (RTC, 32KHz clock sources, and wake-up from external

pins). The PDSYSRAM power domain can be retained according to software configuration.

« Backup sleep mode: Only the backup domain is kept powered to allow few features to run (RTC,

32KHz clock sources, and wake-up from external pins). The PDBKUPRAM power domain can be
retained according to software configuration.

+ Off sleep mode: The entire device is powered off.

Principle of Operation

In active mode, all clock domains and power domains are active, allowing software execution and
peripheral operation. The PM Sleep Mode Controller allows to save power by choosing between

different sleep modes depending on application requirements, see 18.6.3.3. Sleep Mode Controller.

The PM Power Domain Controller allows to reduce the power consumption in standby mode even

further.

18.6.3 Basic Operation

18.6.3.1 Initialization
After a Power-on Reset (POR), the PM is enabled, the device is in Active mode.

18.6.3.2 Enabling, Disabling and Resetting
The PM is always enabled and can not be reset.

18.6.3.3 Sleep Mode Controller

A Sleep mode is entered by executing the Wait For Interrupt instruction (WFI). The Sleep Mode bits in

the Sleep Configuration register (18.8.2. SLEEPCFG.SLEEPMODE) select the level of the sleep mode.

Note: A small latency happens between the store instruction and actual writing of the
SLEEPCFG.18.8.2. SLEEPCFG register due to bridges. Software must ensure that the
18.8.2. SLEEPCFG register reads the desired value before executing a WFI instruction.

Note: After power-up, the MAINVREG low power mode takes some time to stabilize. Once stabilized,

the INTFLAG.SLEEPRDY bit is set. Before entering Standby, Hibernate or Backup mode, software
must ensure that the INTFLAG.SLEEPRDY bit is set.
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Table 18-1. Sleep Mode Entry and Exit Table

m Mode Entry Wake-Up Sources

IDLE SLEEPCFG.SLEEPMODE = IDLE Synchronous ) (APB, AHB), asynchronous
STANDBY SLEEPCFG.SLEEPMODE = STANDBY Synchronous ), asynchronous (1)
HIBERNATE SLEEPCFG.SLEEPMODE = HIBERNATE Hibernate reset detected by the RSTC
BACKUP SLEEPCFG.SLEEPMODE = BACKUP Backup reset detected by the RSTC

OFF SLEEPCFG.SLEEPMODE = OFF External Reset
Notes:

1. Asynchronous: interrupt generated on generic clock, external clock, or external event.
2. Synchronous: interrupt generated on synchronous (APB or AHB) clock.
3. Synchronous interrupt only for peripherals configured to run in standby.

Note: The type of wake-up sources (synchronous or asynchronous) is given in each module
interrupt section.

The sleep modes (idle, standby, hibernate, backup, and off) and their effect on the clocks activity,
the regulator and the NVM state are described in the table and the sections below. Refer to
18.6.3.5. Power Domain Controller for the power domain gating effect.

Table 18-2. Sleep Mode Overview

Main clock| CPU| AHBx and | GCLK cIocks Regulator NVM
APBx clock ONDEMAND = 0 ONDEMAND = 1
Run®

Active Run Run Run if requested MAINVREG active

IDLE Run Stop Stop®@ Run® Run Run if requested MAINVREG active

STANDBY  Stop Stop Stop®@ Stop®@ Run if requested or  Run if requested MAINVREG in low Ultra Low

RUNSTDBY=1 power mode power

HIBERNATE Stop Stop Stop Stop Stop Stop MAINVREG in low Ultra Low
power mode power+

BACKUP Stop Stop Stop Stop Stop Stop Backup regulator OFF
(LPVREG)

OFF Stop Stop Stop OFF OFF OFF OFF OFF

Notes:

1. Running if requested by peripheral during SleepWalking
2. Running during SleepWalking

18.6.3.3.1 IDLE Mode
IDLE mode allows power optimization with the fastest wake-up time.

The CPU is stopped, and peripherals are still working. As in Active mode, the AHBx and APBx clocks
for peripheral are still provided if requested. As the main clock source is still running, wake-up time
is very fast.

+ Entering Idle mode: The Idle mode is entered by executing the WFI instruction. Additionally, if the
SLEEPONEXIT bit in the Cortex System Control register (SCR) is set, the Idle mode will be entered
when the CPU exits the lowest priority ISR (Interrupt Service Routine, refer to the ARM Cortex
documentation for details). This mechanism can be useful for applications that only require the
processor to run when an interrupt occurs. Before entering the Idle mode, the user must select
the Idle Sleep mode in the Sleep Configuration register (SLEEPCFG.SLEEPMODE=IDLE).

+ Exiting Idle mode: The processor wakes the system up when it detects any non-masked interrupt
with sufficient priority to cause exception entry. The system goes back to the Active mode. The
CPU and affected modules are restarted.
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GCLK clocks, regulators and RAM are not affected by the Idle Sleep mode and operate in normal
mode.

18.6.3.3.2 STANDBY Mode

The STANDBY mode is the lowest power configuration while keeping the state of the logic and the
content of the RAM.

In this mode, all clocks are stopped except those configured to be running sleepwalking tasks.

The clocks can also be active on request or at all times, depending on their on-demand and run-in-
standby settings. Either synchronous (CLK_APBx or CLK_AHBXx) or generic (GCLK_x) clocks or both
can be involved in sleepwalking tasks. This is the case when for example the SERCOM RUNSTDBY bit
is written to '1".

+ Entering STANDBY mode: This mode is entered by executing the WFI instruction after writing the
Sleep Mode bit in the Sleep Configuration register (18.8.2. SLEEPCFG.SLEEPMODE=STANDBY).
The SLEEPONEXIT feature is also available as in IDLE mode.

+ Exiting STANDBY mode: Any peripheral able to generate an asynchronous interrupt can wake up
the system. For example, a peripheral running on a GCLK clock can trigger an interrupt. When the
enabled asynchronous wake-up event occurs and the system is woken up, the device will either
execute the interrupt service routine or continue the normal program execution according to the
Priority Mask Register (PRIMASK) configuration of the CPU.

Refer to the section about the Power Domain Controller for the RAM state.

The regulator operates in low-power mode by default and switches automatically to the normal
mode in case of a sleepwalking task requiring more power. It returns automatically to low power
mode when the sleepwalking task is completed.

Related Links
18.6.3.5. Power Domain Controller

18.6.3.3.3 Hibernate and Backup Mode

Hibernate and Backup mode allow achieving the lowest power consumption aside from OFF. The
device is entirely powered off except for the backup domain. All peripherals in backup domain are
allowed to run, for example, the RTC can be clocked by a 32.768 kHz oscillator. All PM registers are
retained except INTENCLR, INTENSET, INTFLAG, and SLEEPCFG registers.

+ Entering Hibernate or Backup mode: This mode is entered by executing the WFI instruction
after selecting the Hibernate or Backup mode by writing the Sleep Mode bits in the Sleep
Configuration register (18.8.2. SLEEPCFG.SLEEPMODE=HIBERNATE or =BACKUP).

+ Exiting Hibernate or Backup mode: is triggered when a Hibernate or Backup Reset is detected by
the Reset Controller (RSTC).
Note: In Hibernate mode, the MAINVREG (in low-power mode) regulator is used to allow
powering the PDRAM power domain which can be fully retained according to software
configuration.

Note: In Backup mode, the backup regulator (LPVREG) is used, unless VREG.RUNBKUP = 1. When
VREG.RUNBKUP is set, the Main regulator is used in backup mode. The PDBKUPRAM power
domain can be fully retained according to software configuration.

Refer to the 18.6.3.5. Power Domain Controller for the RAM state.

18.6.3.3.4 OFF Mode
In Off mode, the device is entirely powered-off.

+ Entering Off mode: This mode is entered by selecting the Off mode in the Sleep Configuration
register by writing the Sleep Mode bits (SLEEPCFG.SLEEPMODE=O0FF), and subsequent execution
of the WFI instruction.

+ Exiting Off mode: This mode is left by pulling the RESET pin low, or when a power Reset is done.
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18.6.3.4 1/0 Lines Retention in HIBERNATE or BACKUP Mode

When entering HIBERNATE or BACKUP mode, the PORT is powered off but the pin configuration
is retained. When the device exits the HIBERNATE or BACKUP mode, the I/0 line configuration
can either be released or stretched, based on the 1/0 Retention bit in the Control A register
(CTRLA.IORET).

+ If IORET=0 when exiting HIBERNATE or BACKUP mode, the I/0 lines configuration is released and
driven by the reset value of the PORT.

+ If the IORET=1 when exiting HIBERNATE or BACKUP mode, the configuration of the I/0O lines
is retained until the IORET bit is written to 0. It allows the I/0O lines to be retained until the
application has programmed the PORT.

18.6.3.5 Power Domain Controller

The Power Domain Controller provides several ways of how power domains are handled while the
device is in standby, hibernate or backup mode:

+ Standby mode:
When entering standby mode, the PDSYSRAM power domain can be either fully or partially
retained or be fully off according to STDBYCFG.RAMCFG bits. When running sleepwalking task,
PDSYSRAM power domain is active whatever the STDBYCFG.RAMCFG bits are.

* Hibernate mode:
When entering hibernate mode, the PDCORESW power domain is off. As in standby mode, the
PDSYSRAM power domain can be selectively turned ON or OFF by using the HIBCFG.RAMCFG bits.
PDBKUPRAM power domain can be either fully or partially retained or be fully off according to
HIBCFG.BRAMCEFG bits. If partial option is selected, only the lowest 4KBytes section is retained

+ Backup mode:
When entering backup mode, the PDCORESW and PDSYSRAM power domains are off. PDBACKUP
is still active. As in hibernate mode, PDBKUPRAM power domain can be either fully or partially
retained or be fully off according to BKUPCFG.BRAMCFG bits.

+ OFF mode:
When entering OFF mode, all the power domains are off.

The table below illustrates the PDRAM state:

Table 18-3. Sleep Mode versus PDSYSRAM Power Domain State Overview
Power Domain State

Sleep Mode STDBYCFG RAM HIBCFG RAMCF | PDCORESW PDBACKUP PDSYSRAM
CFG

Active active active active

Idle N/A N/A active active active
Standby with N/A N/A active active active
sleepwalking

Standby - case 1 RET N/A active active retained
Standby - case 2 PARTIAL N/A active active 32K retained
Standby - case 3 OFF N/A active active off
Hibernate - case 1 N/A RET off active retained
Hibernate - case 2 N/A PARTIAL off active 32K retained
Hibernate - case 3 N/A OFF off active off

Backup N/A N/A off active off

Off N/A N/A off off off

The table below illustrates the PDBKUPRAM state:
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Table 18-4. Sleep Mode versus PDBKUPRAM Power Domain State Overview
Power Domain State

Sleep Mode HIBCFG BRAMC| BKUPCFG.BRA | PDCORESW PDBACKUP PDBKUPRAM
FG MCFG

Active active active active

Idle N/A N/A active active active
Standby N/A N/A active active retained
Hibernate - case 1 RET N/A off active retained
Hibernate - case 2 PARTIAL N/A off active 4KB retained
Hibernate - case 3 OFF N/A off active off

Backup N/A RET off active retained
Backup N/A PARTIAL off active 4KB retained
Backup N/A OFF off active off

Off N/A N/A off off off

18.6.3.6 Regulators, RAMs, and NVM State in Sleep Mode
By default, in standby sleep mode and backup sleep mode, the RAMs, NVM, and regulators are
automatically set in low-power mode in order to reduce power consumption:
+ The RAM is in low-power mode if the device is in standby mode.

+ Non-Volatile Memory - the NVM is automatically set in low power mode in these conditions:

- When the device is in standby sleep mode and the NVM is not accessed. This behavior can
be changed by software by configuring the SLEEPPRM bit group of the CTRLB register in the
NVMCTRL peripheral.

- When the device is in idle sleep mode and the NVM is not accessed. This behavior can be
changed by software by configuring the SLEEPPRM bit group of the CTRLB register in the
NVMCTRL peripheral.

* Regulators: by default, in standby sleep mode, the PM analyzes the device activity to use either
the main or the low-power voltage regulator to supply the VDDCORE.

GCLK clocks, regulators and RAM are not affected in idle sleep mode and will operate as normal.

Table 18-5. Regulators RAMs, and NVM state in Sleep Mode

VDDCORE VDDBU

Act|ve normal normal on
Idle auto™ on on on on
Standby - case 1 normal auto! auto® on on
Standby - case 2 low power low power auto®@ on on
Standby - case 3 low power low power auto@ on on
Standby - case 4 low power low power off on on
Backup off off off off on
OFF off off off off off
Notes:

1. auto: by default, NVM is in low-power mode if not accessed.

2. auto: by default, the main voltage regulator is on if GCLK, APBx, or AHBx clock is running during
SleepWalking.
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Related Links
18.6.3.5. Power Domain Controller

18.6.4 Advanced Features
18.6.4.1 SleepWalking

SleepWalking is the capability for a device to temporarily wake up clocks for a peripheral to perform
a task without waking up the CPU from STANDBY sleep mode. At the end of the sleepwalking task,
the device can either be woken p by an interrupt (from a peripheral involved in SleepWalking) or
enter again into STANDBY sleep mode. In this device, SleepWalking is supported only on GCLK clocks
by using the on-demand clock principle of the clock sources.

In standby, when SleepWalking is ongoing:

+ All the power domains are turned ON including PDRAM power domain.

+ The MAINVREG regulator used to execute the sleepwalking task is the selected regulator used in
active mode (LDO or Buck converter). Low power mode of the MAINVREG is not activated during
sleepwalking.

These are illustrated in the figure below.

Figure 18-2. Operating Conditions and SleepWalking

Sleep modes Regulator modes System RAM Backup RAM PDCORESW
N

ACTIVE ACTIVE

SleepWalking

SR
—
—
)
—

[ ACTIVE

ACTIVE

LDO
(low power mode)

BUCK

ACTIVE
low power mode

STANDBY

bo
2

SELECTABLE
1 0/32KB/FULL

Retention

BUCK
low power mode

RESET
B — BACKUP LPVREG OFF

RESET LDO
e  HIBERNATE (low power mode)

~—————— Sleep Mode

SELECTABLE
0/4/8KB

Retention

18.6.4.2 Wake-Up Time

As shown in the figure below, total wake-up time depends on:

+ Latency due to Power Domain Gating:
Usually, wake-up time is measured with the assumption that the power domains are already in
active state. When using Power Domain Gating, changing a power domain from OFF to active
state will take a certain time, refer to Electrical Characteristics. If all power domains were already
in active state in standby sleep mode, this latency is zero.
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« Latency due to Regulator effect:
As example, if the device is in standby sleep mode using the main voltage regulator (MAINVREG)
in low power mode, the voltage level is lower than the one used in active mode. When the device
wakes up, it takes a certain amount of time for the main regulator to transition to the voltage
level corresponding to active mode, causing additional wake-up time.

+ Latency due to the CPU clock source wake-up time.

+ Latency due to the NVM memory access.
Note: NVM and MAINVREG latencies can be reduced by setting the Fast Wake-Up bits in the
Standby Configuration register (STDBYCFG.FASTWKUP).

Figure 18-3. Total Wake-up Time from Standby Sleep Mode

1: latency due to power domain gating

2: latency due to regulator wakeup time

3: latency due to clock source wakeup time IRQ from module
4: latency due to flash memory code access

PDRAM [ active \ OFF active |
A 1
VDDCORE [— ) ;
Main regulatork Main regulator Main regulator
Normal mode Low Power mode 2 Normal mode
e -
3
—
CLK_CPU [ ON | OFF ON ]
T 3
WFI instruction interrupt handler
CPU state [runJ standby sleep mode ] run_ |

Related Links
18.6.1.1. Power Domains

18.6.5 DMA Operation
Not applicable.

18.6.6 Interrupts
The peripheral has the following interrupt sources:

+ Sleep Mode Entry Ready (SLEEPRDY): indicates that the device is ready to enter standby,
hibernate or backup sleep mode.
This interrupt is a synchronous wake-up source.

Each interrupt source has an interrupt flag associated with it. The interrupt flag in the Interrupt
Flag Status and Clear (INTFLAG) register is set when the interrupt condition occurs. Each interrupt
can be individually enabled by writing a '1' to the corresponding bit in the Interrupt Enable Set
(INTENSET) register, and disabled by writing a '1' to the corresponding bit in the Interrupt Enable
Clear (INTENCLR) register.

An interrupt request is generated when the interrupt flag is set and the corresponding interrupt
is enabled. The interrupt request remains active until the interrupt flag is cleared, the interrupt is
disabled or the peripheral is reset.

An interrupt flag is cleared by writing a '1' to the corresponding bit in the INTFLAG register. Each
peripheral can have one interrupt request line per interrupt source or one common interrupt
request line for all the interrupt sources. If the peripheral has one common interrupt request line
for all the interrupt sources, the user must read the INTFLAG register to determine which interrupt
condition is present.
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18.6.7 Events
Not applicable.

18.6.8 Sleep Mode Operation
The Power Manager is always active.
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18.7

Loffset L Name  sithos L7 L s L s L L s L 2 Lo

0x00
0x01
0x02
0x03
0x04
0x05
0x06
0x07
0x08
0x09
0x0A
0x0B
0x11
0x12

18.8

Register Summary

CTRLA IORET
SLEEPCFG 7.0 SLEEPMODE[2:0]
Reserved
INTENCLR 7:0 SLEEPRDY
INTENSET 7:0 SLEEPRDY
INTFLAG 7:0 SLEEPRDY
Reserved
STDBYCFG 7:0 FASTWKUP[1:0] RAMCFGI1:0]
HIBCFG 7:0 BRAMCFG[1:0] RAMCFGI1:0]
BKUPCFG 7:0 BRAMCFGI[1:0]
Reserved
PWSAKDLY 7:0 IGNACK DLYVAL[6:0]

Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to Register Access Protection section.

Related Links

18.5.7. Register Access Protection
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18.8.1 Control A

Name: CTRLA

Offset: 0x00

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | IORET | | |
Access R/W
Reset 0

Bit 2 - IORET 1/O Retention
Note: This bit is not reset by a hibernate or backup reset. When the IORET feature is used, the
debugger access to the chip will not be allowed until the IORET bit is cleared after waking up from
hibernate or backup sleep. When the IORET is set in active mode, the PORT can still be controlled by
peripherals and the PORT registers. It is only when the device wakes up from hibernate or backup
sleep mode that the IORET= 1 will prevent the PORT from being controlled by the peripherals or
PORT registers. POR and BOD33 resets can clear the IORET bit.

Value Description

0 After waking up from Hibernate or Backup mode, I/0 lines are not held.
1 After waking up from Hibernate or Backup mode, I/0 lines are held until IORET is written to 0.
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18.8.2 Sleep Configuration

Name:
Offset:
Reset:

SLEEPCFG
0x01
0x02

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | SLEEPMODE[2:0] |
Access R/W R/W R/W
Reset 0 0 0

Bits 2:0 - SLEEPMODE[2:0] Sleep Mode
Note: A small latency happens between the store instruction and actual writing of the SLEEPCFG
register due to bridges. Software has to make sure the SLEEPCFG register reads the wanted value
before executing WFI instruction.

T [

0x0
0x1
0x2
0x3
0x4
0x5
0x6
0x7

Reserved -

Reserved -

IDLE CPU, AHBX, and APBx clocks are OFF

Reserved Reserved

STANDBY All Clocks are OFF

HIBERNATE Backup domain is ON as well as some PDRAMs
BACKUP Only Backup domain is powered ON

OFF All power domains are powered OFF
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18.8.3 Interrupt Enable Clear

Name: INTENCLR
Offset: 0x04
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 7 6 5 4 3 2 1 0

| | | | | | | | SLEEPRDY |
Access W
Reset 0

Bit 0 - SLEEPRDY Sleep Mode Entry Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Sleep Mode Entry Ready Interrupt Enable bit and the
corresponding interrupt request.

Value Description

0 The Sleep Mode Entry Ready interrupt is disabled.

1 The Sleep Mode Entry Ready interrupt is enabled and will generate an interrupt request when the Sleep Mode
Entry Ready Interrupt Flag is set.
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18.8.4 Interrupt Enable Set

Name: INTENSET
Offset: 0x05
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | | SLEEPRDY |
Access R/W
Reset 0

Bit 0 - SLEEPRDY Sleep Mode Entry Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Sleep Mode Entry Ready Interrupt Enable bit and enable the Sleep
Mode Entry Ready interrupt.

Value Description
0 The Sleep Mode Entry Ready interrupt is disabled.

1 The Sleep Mode Entry Ready interrupt is enabled.
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18.8.5 Interrupt Flag Status and Clear

Name: INTFLAG
Offset: 0x06
Reset: 0x00
Property: -
Bit 7 6 5 4 3 2 1 0
| | | | | SLEEPRDY |
Access R/W
Reset 0

Bit 0 - SLEEPRDY Sleep Mode Entry Ready
This flag is set when the main very low power mode is ready and will generate an interrupt if
INTENCLR/SET.SLEEPRDY is '1'. See this Note for details.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Performance Ready interrupt flag.
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18.8.6 Hibernate Configuration

Name: HIBCFG

Offset: 0x09

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | BRAMCFG[1:0] | RAMCFG[1:0] |
Access R/W R/W R/W R/W
Reset 0 0 0 0

Bits 3:2 - BRAMCFG[1:0] Backup RAM Configuration

Value Name Description

0x0 RET In hibernate mode, all the backup RAM is retained.

0x1 PARTIAL In hibernate mode, only the first 4Kbytes of the backup RAM is retained.
0x2 OFF In hibernate mode, all the backup RAM is turned OFF.

0x3 Reserved Reserved.

Bits 1:0 - RAMCFG[1:0] RAM Configuration

Value Name Description

0x0 RET In hibernate mode, all the system RAM is retained.

0x1 PARTIAL In hibernate mode, only the first 32Kbytes of the system RAM is retained.
0x2 OFF In hibernate mode, all the system RAM is turned OFF.

0x3 Reserved Reserved.
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18.8.7 Standby Configuration

Name: STDBYCFG

Offset: 0x08

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | FASTWKUP[1:0] | | | RAMCFG[1:0] |
Access RIW R/W R/W R/W
Reset 0 0 0 0

Bits 5:4 - FASTWKUP[1:0] Fast Wakeup

Value Name Description

0x0 NO Fast Wakeup is disabled.

0x1 NVM Fast Wakeup is enabled on NVM.

0x2 MAINVREG Fast Wakeup is enabled on the main voltage regulator (MAINVREG).
0x3 BOTH Fast Wakeup is enabled on both NVM and MAINVREG..

Bits 1:0 - RAMCFG[1:0] RAM Configuration

Value Name Description

0x0 RET In standby mode, all the system RAM is retained.

0x1 PARTIAL In standby mode, only the first 32Kbytes of the system RAM is retained.
0x2 OFF In standby mode, all the system RAM is turned OFF.

0x3 Reserved Reserved.
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18.8.8 Backup Configuration

Name: BKUPCFG

Offset: 0x0A

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | | BRAMCFG[1:0] |
Access R/W R/W
Reset 0 0
Bits 1:0 - BRAMCFG[1:0] Backup RAM Configuration

Value Name Description
0x0 RET In backup mode, all the backup RAM is retained.
0x1 PARTIAL In backup mode, only the first 4Kbytes of the backup RAM is retained.
0x2 OFF In backup mode, all the backup RAM is turned OFF.
0x3 Reserved Reserved.
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18.8.9 Global Status

Name: PWSAKDLY
Offset: 0x12
Reset: 0x00

Property: -
Bit 7 6 5 4 3 2 1 0
| IGNACK | DLYVAL[6:0] |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bit 7 - IGNACK Ignore Acknowledge signal

Value Description

0 Power Switch acknowledge signal is taken into account when entering/exiting retention mode. According to the
DLYVAL field, a supplementary delay is also added (from 0 to 127 digital ring oscillator period).
1 Power Switch acknowledge signal is ignored when entering/exiting retention mode, and is replaced by a

overflow counter signal clocked on internal digital ring oscillator. The overflow counter is programmable by
using the DLYVAL field.

Bits 6:0 - DLYVAL[6:0] Delay value
Value of the counter overflow. See the IGNACK bit description to get more details.
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19. SUPC - Supply Controller

19.1 Overview
The Supply Controller (SUPC) manages the voltage reference, power supply, and supply monitoring
of the device. It is also able to control two output pins.

The SUPC controls the voltage regulators for the core (VDDCORE) and backup (VDDBU) domains. It
sets the voltage regulators according to the sleep modes, or the user configuration. In active mode,
the voltage regulators can be selected on-the-fly between LDO (low-dropout) type regulator or Buck
converter.

The SUPC supports connection of a battery backup to the VBAT power pin. It includes functionality
that enables automatic power switching between main power and battery backup power. This
ensures power to the backup domain when the main battery or power source is unavailable.

The SUPC embeds two Brown-Out Detectors: BOD33 monitors the voltage applied to the device
(VDD or VBAT) and BOD12 monitors the internal voltage to the core (VDDCORE). The BOD33 can
monitor the supply voltage continuously (continuous mode) or periodically (sampling mode), in
normal or low power mode.

The SUPC generates also a selectable reference voltage and a voltage dependent on the
temperature which can be used by analog modules such as the ADC and DAC.

19.2 Features

+ Voltage Regulator System

- Main voltage regulator: LDO or Buck Converter in Active, Standby or Hibernate mode
(MAINVREG)

- Low-Power voltage regulator in Backup mode (LPVREG)
- Controlled VDDCORE voltage slope when changing VDDCORE
« Battery Backup Power Switch
- Automatic switching from main power to battery backup power
+ Automatic entry to backup mode when switched to battery backup power

- Automatic switching from battery backup power to main power
+ Automatic exit from backup mode when switched back to main power

+ Stay in backup mode when switched back to main power
+ Voltage Reference System
- Reference voltage for ADC and DAC
- Temperature sensor

+ 3.3V Brown-Out Detector (BOD33)
- Programmable threshold

- Threshold value loaded from NVM User Row at startup

- Triggers resets, interrupts, or Battery Backup Power Switch. Action loaded from NVM User
Row

- Operating modes:
+ Continuous mode

+ Low power and Sampled mode for low power applications with programmable sample
frequency

- Hysteresis value from Flash User Calibration

219

@ MICROCHIP



- Monitor VDD or VBAT
* 1.2V Brown-Out Detector (BOD12)
+ Output pins

- Pin toggling on RTC event

19.3 Block Diagram

Figure 19-1. SUPC Block Diagram

VDD VBAT

Wakeup from RTC
X X 1
BKOUT =X

Battery Backup

><* Power Switch

Backup Regulator
(LPVREG)

BOD33 BOD33
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BOD12 BOD12
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VREG VDDCORE

Buck
Converter

sleep mode >
PM ' Core

domain

|, temperature sensor

VREF
VREF » reference voltage (ADC, DAC)

19.4 Signal Description

OUT[1:0] Digital Output SUPC Outputs

One signal can be mapped on several pins.

Related Links
6. I/0 Multiplexing and Considerations

19.5 Product Dependencies
In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

19.5.1 1/0 Lines

170 lines are configured by SUPC when the SUPC output (signal OUT) is enabled. The I/0 lines need
no user configuration.
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19.5.2 Power Management
The SUPC can operate in all sleep modes except backup sleep mode. BOD33 and Battery backup
Power Switch can operate in backup mode.

Related Links
18. PM - Power Manager

19.5.3 Clocks
The SUPC bus clock (CLK_SUPC_APB) can be enabled and disabled in the Main Clock module.

A 32KHz clock, asynchronous to the user interface clock (CLK_SUPC_APB), is required to run
BOD33 and in sampled mode. Due to this asynchronicity, writing to certain registers will require
synchronization between the clock domains. Refer to 19.6.7. Synchronization for further details.

Related Links
29. OSC32KCTRL - 32KHz Oscillators Controller
15.6.2.6. Peripheral Clock Masking

19.54 DMA
Not applicable.

19.5.5 Interrupts

The interrupt request lines are connected to the interrupt controller. Using the SUPC interrupts
requires the interrupt controller to be configured first.

Related Links
10.2. Nested Vector Interrupt Controller

19.5.6 Events
Not applicable.

19.5.7 Debug Operation

When the CPU is halted in debug mode, the SUPC continues normal operation. If the SUPC is
configured in a way that requires it to be periodically serviced by the CPU through interrupts or
similar, improper operation or data loss may result during debugging.

If a cold plug-in is detected by the system, BOD33 and BOD12 will use the factory calibration setting
instead of the user calibration. In hot plug-in, the BODs resets keep running.

19.5.8 Register Access Protection

Registers with write access can be write-protected optionally by the Peripheral Access Controller
(PAC).

Note: Not all registers with write access can be write-protected.
PAC write protection is not available for the following registers:
+ Interrupt Flag Status and Clear register (INTFLAG)

Optional PAC write protection is denoted by the "PAC Write-Protection" property in each individual
register description.

Related Links
27. PAC - Peripheral Access Controller

19.5.9 Analog Connections
Not applicable.
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19.6 Functional Description

19.6.1 Voltage Regulator System Operation

19.6.1.1 Enabling, Disabling, and Resetting

The LDO main voltage regulator is enabled after a power-reset. The main voltage regulator output
supply level is automatically defined by the sleep mode selected in the Power Manager module
(PM.SLEEPCFG.SLEEPMODE).

19.6.1.2 Initialization
After a power-reset, the LDO voltage regulator supplying VDDCORE is enabled.

19.6.1.3 Selecting a Voltage Regulator

In Active mode, the type of the main voltage regulator supplying VDDCORE can be switched on the
fly. The two alternatives are a LDO regulator and a Buck converter.

The main voltage regulator switching sequences are as follows:

+ The user changes the value of the Voltage Regulator Selection bit in the Voltage Regulator System
Control register (VREG.SEL)

+ The start of the switching sequence is indicated by clearing the Voltage Regulator Ready bit in the
STATUS register (STATUS.VREGRDY=0)

+ Once the switching sequence is completed, STATUS.VREGRDY will read '1"

The Voltage Regulator Ready (VREGRDY) interrupt can also be used to detect a zero-to-one transition
of the STATUS.VREGRDY bit.

19.6.1.4 Voltage Scaling Control
The VDDCORE supply will change under certain circumstances:
* When a Sleep mode (Standby, Hibernate, Backup) is entered or exited

*  When a sleepwalking task is requested in Standby Sleep mode

To prevent high peak current on the main power supply and to have a smooth transition of
VDDCORE, the Voltage Scaling Period field in VREG (VREG.VSPER) can be controlled: VDDCORE is
changed by a typical 5 mV of the selected voltage scaling period (2V°PER) * T until the target voltage is
reached.

The smooth transition of VDDCORE is enabled/disabled by setting/clearing the Voltage Scaling
Enable bit in VREG (VREG.VSEN).

The following waveform shows an example of exiting the Standby Sleep mode.
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The STATUS.VCORERDY bit is set to '1' as soon as the VDDCORE voltage has reached the
target voltage. During voltage transition, STATUS.VCORERDY will read '0". The Voltage Ready

interrupt (VCORERDY) can be used to detect a 0-to-1 transition of STATUS.VCORERDY, see also
19.5.5. Interrupts.

When entering the Standby, Hibernate, or Backup Sleep mode, and when no sleepwalking task is
requested, the VDDCORE Voltage scaling control is not used. This means that the voltage scale rise
rate control (smooth transition) operates only when the device exits from sleep modes, and when
the device is already in standby sleep mode and sleep walking is requested.

19.6.1.5 Sleep Mode Operation

In Standby and Hibernate mode, the main voltage regulator (MAINVREG) operates in low power
mode.

In backup mode, the low-power voltage regulator (LPVREG) is used to supply VDDCORE.

19.6.2 Voltage Reference System Operation
Different reference voltages are generated by the SUPC:
+ Afixed-voltage source: BANDGAP=1.1V
* Avariable voltage: VREF

19.6.2.1 Initialization
The voltage reference output and the temperature sensor are disabled after any Reset.

19.6.2.2 Enabling, Disabling, and Resetting
The voltage reference output is enabled/disabled by setting/clearing the Voltage Reference Output
Enable bit in the Voltage Reference register (VREF.VREFOE).

The temperature sensor is enabled/disabled by setting/clearing the Temperature Sensor Enable bit
in the Voltage Reference register (VREF.TSEN).

Note: When VREF.ONDEMAND-=0, it is not recommended to enable both voltage reference output
and temperature sensor at the same time - only the voltage reference output will be present at both
ADC inputs.

19.6.2.3 Selecting a Voltage Reference

The Voltage Reference Selection bit field in the VREF register (VREF.SEL) selects the voltage of VREF to
be applied to analog modules, e.g. the ADC.
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19.6.2.4 Sleep Mode Operation
The Voltage Reference output and the Temperature Sensor output behavior during sleep mode can
be configured using the Run in Standby bit and the On Demand bit in the Voltage Reference register
(VREF.RUNSTDBY, VREF.ONDEMAND), refer to the table below:

Table 19-1. VREF Sleep Mode Operation

VREF.ONDEMAND | VREF.RUNSTDBY | Voltage Reference Sleep behavior

0 0 Always run in all sleep modes except Standby Sleep mode

0 1 Always run in all sleep modes including Standby Sleep mode

1 0 Only run if requested by the ADC, in all sleep modes except Standby Sleep mode

1 1 Only run if requested by the ADC, in all sleep modes including Standby Sleep mode

19.6.3 Battery Backup Power Switch

19.6.3.1 Initialization
The Battery Backup Power Switch (BBPS) is disabled at power-up, and the backup domain is
supplied by main power.

19.6.3.2 Automatic Battery Backup Power Switch
The supply of the backup domain can be switched automatically to VBAT supply pin by the Battery
Backup Power Switch when the BOD33 detects that the VDD supply is below the VDD threshold level
(BOD33.LEVEL). It is switched back to VDD supply pin when the BOD33 detects that VDD is above the
VDD threshold level (BOD33.LEVEL).

To enable this feature, the following configuration is required: BOD33.ACTION=BKUP.

19.6.3.3 Sleep Mode Operation
The Battery Backup Power Switch is not stopped in any sleep mode.

19.6.3.3.1 Entering Battery Backup Mode
Entering battery backup mode can be triggered by either:

«  Wait-for-interrupt (WFI) instruction in case battery backup is forced in backup mode
(BBPS.CONF=0x1)

+ BOD33 detection: When the BOD33 detects loss of Main Power, the Backup Domain will be
powered by battery and the device will enter the backup mode. For this trigger, the following
register configuration is required: BOD33.ACTION=BKUP.

Related Links

18. PM - Power Manager

19.6.3.3.2 Leaving Battery Backup Mode
Leaving battery backup mode is triggered by the RSTC when a Backup Mode Exit condition occurs.
See RSTC module for details.

+ BOD33 exit condition: When the BOD33 detects Main Power is restored and
BOD33.ACTION=BKUP:

- When BBPS.WAKEEN=1, the device will leave backup mode and wake up.

- When BBPS.WAKEEN=0, the backup domain will be powered by Main Power, but the device
will stay in backup mode.

+ For other exit condition (RTC): The device is kept in battery-powered backup mode until Main
Power is restored to supply the device. Then, the backup domain will be powered by Main Power.

19.6.4 Output Pins

The SUPC can drive two outputs. By writing a '1' to the corresponding Output Enable bit in the
Backup Output Control register (BKOUT.EN), the OUTx pin is driven by the SUPC.
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The OUT pin can be set by writing a '1' to the corresponding Set Output bit in the Backup Output
Control register (BKOUT.SETx).

The OUT pin can be cleared by writing a '1' to the corresponding CLR bit (BKOUT.CLRXx).

If a RTC Toggle Enable bit is written to '1' (BKOUT.RTCTGLX), the corresponding OUTx pin will toggle
when an RTC event occurs.

19.6.5 Brown-Out Detectors

19.6.5.1 Initialization
Before a Brown-Out Detector (BOD33) is enabled, it must be configured, as outlined by the following:
+ Set the BOD threshold level (BOD33.LEVEL)

+ Set the configuration in Active, Standby, Hibernate, and Backup modes (BOD33.ACTION,
BOD33.STDBYCFG, BOD33.BKUP, BOD33.RUNHIB, and BOD33.RUNBKUP)

+ Set the prescaling value if the BOD will run in sampling mode (BOD33.PSEL)
+ Set the action and hysteresis (BOD33.ACTION and BOD33.HYST)

The BOD33 register is Enable-Protected, meaning that they can only be written when the BOD is
disabled (BOD33.ENABLE=0 and STATUS.B33SRDY=0). As long as the Enable bit is '1', any writes to
Enable-Protected registers will be discarded, and an APB error will be generated. The Enable bits are
not Enable-Protected.

19.6.5.2 Enabling, Disabling, and Resetting
After power on or user reset, the BOD33 register values are loaded from the NVM User Row.

The BOD33 is enabled by writing a '1' to the Enable bit in the BOD control register (BOD33.ENABLE).
The BOD33 is disabled by writing a '0' to the BOD33.ENABLE.

Related Links
18. PM - Power Manager
9.4. NVM User Row Mapping (UROW)

19.6.5.3 3.3V Brown-Out Detector (BOD33)

The 3.3V Brown-Out Detector (BOD33) is able to monitor either the VDD or the VBAT supply and
compares the voltage with the brown-out threshold levels.

In all mode except battery backup mode, the BOD33 compares the VDD voltage with the brown-out
threshold level. This level is set in the BOD33 Level field in the BOD33 register (BOD33.LEVEL). When
VDD crosses below the brown-out threshold level, the BOD33 can generate either an interrupt,or

a Reset, or an Automatic Battery Backup Power Switch, depending on the BOD33 Action bit field
(BOD33.ACTION).

In battery backup mode, the BOD33 monitors both the VBAT and VDD supplies alternatively. When
VBAT crosses below the backup brown-out threshold level (BOD33.VBATLEVEL), the BOD33 generates
a Power Supply Reset. When VDD crosses above the brown-out threshold level (BOD33.LEVEL), the
device will leave battery backup mode and will wakeup from backup mode if the BBPS.WAKEEN bit is
set.

The BOD33 detection status can be read from the BOD33 Detection bit in the Status register
(STATUS.BOD33DET).

At start-up or at Power-On Reset (POR), the BOD33 register values are loaded from the NVM User
Row.

Related Links
9.4. NVM User Row Mapping (UROW)

225

@ MICROCHIP



19.6.5.3.1 BOD33 Sampling Mode

The Sampling Mode is a low-power mode where the BOD33 is being repeatedly enabled on a
sampling clock’s ticks. The BOD33 will monitor the supply voltage (VDD or VBAT) for a short period of
time and then go to a low-power disabled state until the next sampling clock tick.

Sampling mode is enabled in Backup or Hibernate mode by writing to the BOD33 bits
(BOD33.BKUPCFG = 1 or BOD33.HIBCFG = 1). The frequency of the clock ticks (Fejksampling) IS
controlled by the Prescaler Select bit groups in the BOD33 register (BOD33.PSEL).

F _ Fclkprescaler
clksampling = m

The prescaler signal (Fejprescaler) is @ 32.768 kHz clock, output by the 32 kHz Ultra Low-Power
Oscillator OSCULP32K.
Note: If (BOD33.PSEL) is 0, sampling mode is disabled.

As the sampling clock is different from the APB clock domain, synchronization among the clocks is
necessary. See 19.6.7. Synchronization for additional information.

Related Links
9.4. NVM User Row Mapping (UROW)

19.6.5.3.2 BOD33 Low Power Mode
BOD33 Low Power mode is automatically enabled in Backup or Hibernate sleep mode.

BOD33 Low Power mode can be enabled in Standby sleep mode by writting to '1' the
BOD33.STDBYCFG bit.

Related Links
9.4. NVM User Row Mapping (UROW)

19.6.5.3.3 BOD33 Hysteresis
A hysteresis on the trigger threshold of a BOD will reduce the sensitivity to ripples on the monitored

voltage: instead of switching RESET at each crossing of Vgop, the thresholds for switching RESET on
and off are separated (Vgop. and Vgop+, respectively).
Figure 19-2. BOD Hysteresis Principle

Hysteresis OFF:

1 1
1 1
Voo N
VBOD ___I _: _________
1
1

RESET
Hysteresis ON:

VDD

RESET

Enabling the BOD33 hysteresis by writing the Hysteresis bit field in the BOD33 register
(BOD33.HYST) to a non-null value will add hysteresis to the BOD33 threshold level.

The hysteresis functionality can be used in Sampling Mode.

Related Links
9.4. NVM User Row Mapping (UROW)
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19.6.5.3.4 Standby Sleep Mode
The BOD33 can be used in standby mode if the BOD is enabled and the Run in Standby bit is written
to '"1' (BOD33.RUNSTDBY).

It is set in Low Power mode if the BOD33.STDBYCFG bit is written to '1".

Related Links
9.4. NVM User Row Mapping (UROW)

19.6.5.3.5 Backup and Hibernate sleep Modes
To enable the BOD33 in Backup or Hibernate sleep mode, the Run in Backup or Hibernate sleep
mode bits in the BOD33 register (BOD33.RUNBKUP, BOD33.RUNHIB) must be written to '1'. The
BOD33 is automatically set in BOD33 Ultra Low-Power mode. Additionnaly, the BOD33 will operate
in Sampling mode if the BOD33.PSEL bit is non-null. In this state, the voltage monitored by BOD33 is
always the supply of the backup domain, i.e. VDD or VBAT.

Related Links
9.4. NVM User Row Mapping (UROW)

19.6.5.4 1.2V Brown-Out Detector (BOD12)

The BOD12 is calibrated in production and its calibration configuration is stored in the NVM User
Row. This configuration must not be changed to assure the correct behavior of the BOD12. The
BOD12 generates a reset when 1.2V crosses below the preset brown-out level. The BOD12 is always
disabled in Standby, Hibernate, and Backup Sleep modes.

Related Links
9.4. NVM User Row Mapping (UROW)

19.6.6 Interrupts
The SUPC has the following interrupt sources, which are either synchronous or asynchronous wake-
up sources:
+ VDDCORE Voltage Ready (VCORERDY), asynchronous
+ Voltage Regulator Ready (VREGRDY) asynchronous
+ BOD33 Ready (BOD33RDY), synchronous
+ BOD33 Detection (BOD33DET), asynchronous
+ BOD33 Synchronization Ready (B33SRDY), synchronous

Each interrupt source has an interrupt flag associated with it. The interrupt flag in the Interrupt Flag
Status and Clear register (INTFLAG) is set when the interrupt condition occurs.

Each interrupt can be individually enabled by writing a '1' to the corresponding bit in the Interrupt
Enable Set register (INTENSET), and disabled by writing a '1' to the corresponding bit in the Interrupt
Enable Clear register (INTENCLR).

An interrupt request is generated when the interrupt flag is set and the corresponding interrupt is
enabled. The interrupt request remains active until either the interrupt flag is cleared, the interrupt
is disabled, or the SUPC is reset. See the INTFLAG register for details on how to clear interrupt flags.
The user must read the INTFLAG register to determine which interrupt condition is present.

Note: Interrupts must be globally enabled for interrupt requests to be generated.

19.6.7 Synchronization

The prescaler counters that are used to trigger brown-out detections operate asynchronously from
the peripheral bus. As a consequence, the BOD33 Enable bit (BOD33.ENABLE) need synchronization
when written.
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The Write-Synchronization of the Enable bit is triggered by writing a '1' to the Enable bit of the
BOD33 Control register. The Synchronization Ready bit (STATUS.B33SRDY) in the STATUS register will
be cleared when the Write-Synchronization starts, and set again when the Write-Synchronization is

complete. Writing to the same register while the Write-Synchronization is ongoing (STATUS.B33SRDY
is '0") will generate a PAC error without stalling the APB bus.

o 228
@ MICROCHIP



19.7

[Offset | Name [ Bitpos| 7| 6 | 5 | 4 | 3 | 2 | 1 | o |
7:0

0x00

0x04

0x08

0x0C

0x10

0x14

0x17

0x18

0x1C

0x20

0x24

0x28

19.8

Register Summary

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

INTENCLR

INTENSET

INTFLAG

STATUS

7:0 RUNBKUP

15:8
23:16
31:24

BOD

Reserved

7.0 RUNBKUP

15:8
23:16
31:24

VREG

7.0 ONDEMAND RUNSTDBY

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

VREF

BBPS

BKOUT

BKIN

Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16-, and 32-bit accesses are supported. In addition,

RUNHIB

1

B33SRDY ~ BOD33DET = BOD33RDY
VCORERDY VREGRDY
B33SRDY ~ BOD33DET BOD33RDY
VCORERDY VREGRDY
B33SRDY ~ BOD33DET BOD33RDY
VCORERDY VREGRDY
B33SRDY ~ BOD33DET BOD33RDY
VCORERDY VREGRDY
STDBYCFG ACTION[1:0] ENABLE
HYST[3:0]
LEVEL[7:0]
VBATLEVEL[7:0]
SEL ENABLE
VSEN
VSPER[2:0]
TSSEL VREFOE TSEN
SEL[3:0]
WAKEEN CONF
EN1 ENO
CLR1 CLRO
SET1 SETO
RTCTGL1 RTCTGLO
BKIN1 BKINO

the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can

be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). PAC Write-
protection is denoted by the "PAC Write-Protection" property in each individual register description.
Refer to 19.5.8. Register Access Protection for details.

Some registers require synchronization when read and/or written. Synchronization is denoted by the

"Write-Synchronized" or the "Read-Synchronized" property in each individual register description.

Refer to 19.6.7. Synchronization for details.
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19.8.1 Interrupt Enable Clear

Name: INTENCLR

Offset: 0x00

Reset: 0x00000000
Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set register (INTENSET).

Bit 31 30 29 28 27 26 25 24
| | | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | VCORERDY | | VREGRDY |
Access R/W R/W
Reset 0 0
Bit 7 6 5 4 3 2 1 0
B33SRDY BOD33DET | BOD33RDY
Access R/W R/W R/W
Reset 0 0 0

Bit 10 - VCORERDY VDDCORE Voltage Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the VDDCORE Ready Interrupt Enable bit, which disables the
VDDCORE Ready interrupt.

VEIS Description

0 The VDDCORE Ready interrupt is disabled.
1

The VDDCORE Ready interrupt is enabled and an interrupt request will be generated when the VCORERDY
Interrupt Flag is set.

Bit 8 - VREGRDY Voltage Regulator Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Voltage Regulator Ready Interrupt Enable bit, which disables the
Voltage Regulator Ready interrupt.

Value Description

0 The Voltage Regulator Ready interrupt is disabled.
1

The Voltage Regulator Ready interrupt is enabled and an interrupt request will be generated when the Voltage
Regulator Ready Interrupt Flag is set.

Bit 2 - B33SRDY BOD33 Synchronization Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the BOD33 Synchronization Ready Interrupt Enable bit, which
disables the BOD33 Synchronization Ready interrupt.

Value Description

0 The BOD33 Synchronization Ready interrupt is disabled.
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Value Description
1

The BOD33 Synchronization Ready interrupt is enabled, and an interrupt request will be generated when the
BOD33 Synchronization Ready Interrupt flag is set.

Bit 1 - BOD33DET BOD33 Detection Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the BOD33 Detection Interrupt Enable bit, which disables the BOD33
Detection interrupt.

Value Description
0 The BOD33 Detection interrupt is disabled.
1

The BOD33 Detection interrupt is enabled, and an interrupt request will be generated when the BOD33
Detection Interrupt flag is set.

Bit 0 - BOD33RDY BOD33 Ready Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the BOD33 Ready Interrupt Enable bit, which disables the BOD33
Ready interrupt.

Value Description
0 The BOD33 Ready interrupt is disabled.
1

The BOD33 Ready interrupt is enabled, and an interrupt request will be generated when the BOD33 Ready
Interrupt flag is set.
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19.8.2 Interrupt Enable Set

Name: INTENSET

Offset: 0x04

Reset: 0x00000000
Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear register (INTENCLR).

Bit 31 30 29 28 27 26 25 24
| | | | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | VCORERDY | | VREGRDY |
Access R/W R/W
Reset 0 0
Bit 7 6 5 4 3 2 1 0
B33SRDY BOD33DET | BOD33RDY
Access R/W R/W R/W
Reset 0 0 0

Bit 10 - VCORERDY VDDCORE Voltage Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the VDDCORE Ready Interrupt Enable bit, which enables the VDDCORE
Ready interrupt.

VEIS Description

0 The VDDCORE Ready interrupt is disabled.
1

The VDDCORE Ready interrupt is enabled and an interrupt request will be generated when the VCORERDY
Interrupt Flag is set.

Bit 8 - VREGRDY Voltage Regulator Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Voltage Regulator Ready Interrupt Enable bit, which enables the
Voltage Regulator Ready interrupt.

Value Description

0 The Voltage Regulator Ready interrupt is disabled.
1

The Voltage Regulator Ready interrupt is enabled and an interrupt request will be generated when the Voltage
Regulator Ready Interrupt Flag is set.

Bit 2 - B33SRDY BOD33 Synchronization Ready Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the BOD33 Synchronization Ready Interrupt Enable bit, which enables
the BOD33 Synchronization Ready interrupt.

Value Description

0 The BOD33 Synchronization Ready interrupt is disabled.
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Value Description
1

The BOD33 Synchronization Ready interrupt is enabled, and an interrupt request will be generated when the
BOD33 Synchronization Ready Interrupt flag is set.

Bit 1 - BOD33DET BOD33 Detection Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will set the BOD33 Detection Interrupt Enable bit, which enables the BOD33
Detection interrupt.

Value Description
0 The BOD33 Detection interrupt is disabled.
1

The BOD33 Detection interrupt is enabled, and an interrupt request will be generated when the BOD33
Detection Interrupt flag is set.

Bit 0 - BOD33RDY BOD33 Ready Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will set the BOD33 Ready Interrupt Enable bit, which enables the BOD33
Ready interrupt.

Value Description
0 The BOD33 Ready interrupt is disabled.
1

The BOD33 Ready interrupt is enabled, and an interrupt request will be generated when the BOD33 Ready
Interrupt flag is set.
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19.8.3 Interrupt Flag Status and Clear

Name: INTFLAG
Offset: 0x08

Reset: 0x0000010X
Property: -

In the reset value: X= determined from NVM User Row (0xX=0bx00y)

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | VCORERDY | | VREGRDY |
Access R/W R/W
Reset 0 0
Bit 7 6 5 4 3 2 1 0
B33SRDY | BOD33DET | BOD33RDY |
Access R/W R/W R/W
Reset 0 0 y

Bit 10 - VCORERDY VDDCORE Voltage Ready
This flag is cleared by writing a '1 to it.
This flag is set on a zero-to-one transition of the VDDCORE Ready bit in the Status register
(STATUS.VCORERDY) and will generate an interrupt request if INTENSET.VCORERDY=1.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the VCORERDY interrupt flag.

Bit 8 - VREGRDY Voltage Regulator Ready
This flag is cleared by writing a '1' to it.
This flag is set on a zero-to-one transition of the Voltage Regulator Ready bit in the Status register
(STATUS.VREGRDY) and will generate an interrupt request if INTENSET.VREGRDY=1.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the VREGRDY interrupt flag.

Bit 2 - B33SRDY BOD33 Synchronization Ready
This flag is cleared by writing a '1' to it.
This flag is set on a zero-to-one transition of the BOD33 Synchronization Ready bit in the Status
register (STATUS.B33SRDY) and will generate an interrupt request if INTENSET.B33SRDY=1.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the BOD33 Synchronization Ready interrupt flag.

Bit 1 - BOD33DET BOD33 Detection
This flag is cleared by writing a '1' to it.
This flag is set on a zero-to-one transition of the BOD33 Detection bit in the Status register
(STATUS.BOD33DET) and will generate an interrupt request if INTENSET.BOD33DET=1.
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Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the BOD33 Detection interrupt flag.

Bit 0 - BOD33RDY BOD33 Ready
This flag is cleared by writing a '1' to it.
This flag is set on a zero-to-one transition of the BOD33 Ready bit in the Status register
(STATUS.BOD33RDY) and will generate an interrupt request if INTENSET.BOD33RDY=1.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the BOD33 Ready interrupt flag.
The BOD33 can be enabled.
Related Links

9.4. NVM User Row Mapping (UROW)
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19.8.4 Status

Name STATUS
Offset 0x0C
Reset: Determined from NVM User Row
Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
| VCORERDY | | VREGRDY |
Access R R
Reset 1 1
Bit 7 6 5 4 3 2 1 0
B33SRDY | BOD33DET | BOD33RDY |
Access R R R
Reset 1 0 y

Bit 10 - VCORERDY VDDCORE Voltage Ready
VEIS Description
0 the VDDCORE voltage is not as expected.
1 the VDDCORE voltage is the target voltage.

Bit 8 - VREGRDY Voltage Regulator Ready
Value Description
0 The selected voltage regulator in VREG.SEL is not ready.
1 The voltage regulator selected in VREG.SEL is ready and the core domain is supplied by this voltage regulator.

Bit 2 - B33SRDY BOD33 Synchronization Ready

Value Description
0 BOD33 synchronization is ongoing.
1 BOD33 synchronization is complete.

Bit 1 - BOD33DET BOD33 Detection
VEIS Description
0 No BOD33 detection.
1 BOD33 has detected that the I/O power supply is going below the BOD33 reference value.
Bit 0 - BOD33RDY BOD33 Ready
The BOD33 can be enabled at start-up from NVM User Row.
Value Description
0 BOD33 is not ready.
1 BOD33 is ready.
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Related Links
9.4. NVM User Row Mapping (UROW)
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19.8.5 3.3V Brown-Out Detector (BOD33) Control

Name: BOD33

Offset: 0x10

Reset: Determined from NVM User Row
Property: Write-Synchronized, PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| VBATLEVEL[7:0] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| LEVEL[7:0] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 X X X X X X
Bit 15 14 13 12 11 10 9 8
PSEL[2:0] HYST[3:0]
Access R/W R/W R/W RIW R/W RIW R/W
Reset 0 0 0 X X X X
Bit 7 6 5 4 3 2 1 0
RUNBKUP [ RUNHIB [ RUNSTDBY | STDBYCFG | ACTION[1:0] | ENABLE
Access R/W R/W RIW R/W R/W R/W R/W
Reset 0 0 0 0 y y z

Bits 31:24 - VBATLEVEL[7:0] BOD33 Threshold Level on VBAT
This field sets the triggering voltage threshold for the BOD33 when the BOD33 monitors VBAT in
battery backup sleep mode.
This field is not synchronized.

Bits 23:16 - LEVEL[7:0] BOD33 Threshold Level on VDD
This field sets the triggering voltage threshold for the BOD33 when the BOD33 monitors VDD. If an
hysteresis value is programmed (BOD33.HYST), this field corresponds to the lower threshold (Vgop.).
These bits are loaded from NVM User Row at start-up.
This field is not synchronized.
The VBOD- input voltage can be calculated as follows: VBOD- = 1.5 + LEVEL[7:0) x VBOD33| gvg| sTep
And the upper threshold (VBOD+) is then: VBOD+ = VBOD- + N x VBOD33}yst step, With N=0to 15
according to HYST[3:0] value and VBOD33yyst step = VBOD33 gyl step, (refer to Bits 11:8 - HYST[3:0]:
BOD33 Hysteresis voltage value on VDD).
If a hysteresis value is programmed, the following equation must be respected to avoid any overflow
on VBOD33(max):
LEVEL[7:0] value < 255 - HYST[3:0] value.

Bits 14:12 - PSEL[2:0] Prescaler Select
Selects the prescaler divide-by output for the BOD33 sampling mode available in hibernate, backup
or battery backup mode. The input clock comes from the OSCULP32K 32.768 kHz output.

Value Name Description

0x0 NODIV Not divided: Sampling mode is OFF.
0x1 DIV4 Divide clock by 4

0x2 DIV8 Divide clock by 8

0x3 DIV16 Divide clock by 16

0x4 DIV32 Divide clock by 32
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Value Name Description

0x5 DIV64 Divide clock by 64
0x6 DIV128 Divide clock by 128
0x7 DIV256 Divide clock by 256

Bits 11:8 - HYST[3:0] BOD33 Hysteresis Voltage Value on Vpp
This field sets the hysteresis voltage value related to "BOD33 Threshold Level on VDD" field when
the BOD33 monitors VDD.
These bits are loaded from NVM User Row at start-up.
This field is not synchronized.

Value Description
0 No hysteresis.
N Hysteresis value is set to N*HYST_STEP.

See the Electrical Characteristics section for the HYST_STEP voltage level.

Bit 7 - RUNBKUP BOD33 Configuration in Backup Sleep Mode
This field is not synchronized.

Value Description
0 In backup sleep mode, the BOD33 is disabled.
1 In backup sleep mode, the BOD33 is enabled and configured in sampling mode.

Bit 6 - RUNHIB BOD33 Configuration in Hibernate Sleep Mode
This field is not synchronized.
Value Description
0 In hibernate sleep mode, the BOD33 is disabled.
1 In hibernate sleep mode, the BOD33 is enabled and configured in sampling mode.

Bit 5 - RUNSTDBY Run in Standby
This bit is not synchronized.

Value Description
0 In standby sleep mode, the BOD33 is disabled.
1 In standby sleep mode, the BOD33 is enabled.

Bit 4 - STDBYCFG BOD33 Configuration in Standby Sleep Mode
If the RUNSTDBY bit is set to '1', the STDBYCFG bit sets the BOD33 configuration in standby sleep

mode.
This field is not synchronized.
Value Description
0 In standby sleep mode, the BOD33 is enabled and configured in normal mode.
1 In standby sleep mode, the BOD33 is enabled and configured in low power mode.

Bits 3:2 - ACTION[1:0] BOD33 Action
These bits are used to select the BOD33 action when the supply voltage crosses below the BOD33
threshold.
These bits are loaded from NVM User Row at start-up.
This field is not synchronized.

Value Description

0x0 NONE No action

0x1 RESET  The BOD33 generates a reset

0x2 INT The BOD33 generates an interrupt

0x3 BKUP The BOD33 puts the device in battery backup sleep mode.

Bit 1 - ENABLE Enable
This bit is loaded from NVM User Row at start-up.
This bit is not enable-protected.
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Value Description

0 BOD33 is disabled.
1 BOD33 is enabled.

Related Links
9.4. NVM User Row Mapping (UROW)
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19.8.6 Voltage Regulator System (VREG) Control

Name: VREG

Offset: 0x18

Reset: 0x00000002
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| | | | | | VSPER[2:0] |
Access R/W R/W R/W
Reset 0 0 0
Bit 23 22 21 20 19 18 17 16
| | | | | | | [ VSEN ]
Access R/W
Reset 0
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
RUNBKUP SEL ENABLE
Access R/W R/W R/W
Reset 0 0 1

Bits 26:24 - VSPER[2:0] Voltage Scaling Period
This bitfield defines the time between the voltage steps when the VDDCORE voltage scaling is
enabled.
The time is (2V5PER) * T, where T is an internal period (typ 250 ns).

Bit 16 - VSEN Voltage Scaling Enable

0 The voltage scaling is disabled.
1 The voltage scaling is enabled.

Bit 7 - RUNBKUP Run in Backup
This bit controls how the main voltage regulator behaves in backup sleep mode.

Value Description

0 The main voltage regulator is halted during backup sleep mode.
1 The main voltage regulator is not stopped during backup sleep mode.

Bit 2 - SEL Voltage Regulator Selection
This bit is loaded from NVM User Row at start-up. Refer to NVM User Row Mapping section for more

details.
0 The main voltage regulator is a LDO voltage regulator.
1 The main voltage regulator is a buck converter.

Bit 1 - ENABLE Must be setto 1.
Related Links

9.4. NVM User Row Mapping (UROW)
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19.8.7 Voltage References System (VREF) Control

Name: VREF

Offset: 0x1C

Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | SEL30) |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
ONDEMAND | RUNSTDBY TSSEL VREFOE TSEN
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bits 19:16 - SEL[3:0] Voltage Reference Selection
These bits select the Voltage Reference for the ADC/DAC.

VEIS Name Description

0x0 1V0 1.0V voltage reference typical value
0x1 V1 1.1V voltage reference typical value
0x2 1v2 1.2V voltage reference typical value
0x3 1v25 1.25V voltage reference typical value
0x4 2V0 2.0V voltage reference typical value
0x5 2V2 2.2V voltage reference typical value
0x6 2v4 2.4V voltage reference typical value
0x7 2V5 2.5V voltage reference typical value
Others Reserved

Bit 7- ONDEMAND On Demand Control
The On Demand operation mode allows to enable or disable the voltage reference depending on
peripheral requests.

Value Description

0 The voltage reference is always on, if enabled.

1 The voltage reference is enabled when a peripheral is requesting it. The voltage reference is disabled if no
peripheral is requesting it.

Bit 6 - RUNSTDBY Run In Standby
The bit controls how the voltage reference behaves during standby sleep mode.

VEIS Description

0 The voltage reference is halted during standby sleep mode.
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Value Description

The voltage reference is not stopped in standby sleep mode. If VREFFONDEMAND=1, the voltage reference
will be running when a peripheral is requesting it. If VREFONDEMAND=0, the voltage reference will always be
running in standby sleep mode.

Bit 3 - TSSEL Temperature Sensor Channel Selection

Value Description

0 The Temperature Sensor PTAT channel is selected.
1 The Temperature Sensor CTAT channel is selected.

Bit 2 - VREFOE Voltage Reference Output Enable

Value Description
0 The Voltage Reference output (INTREF) is not available as an ADC input channel.
1

The Voltage Reference output (INTREF) is routed to an ADC input channel.

Bit 1 - TSEN Temperature Sensor Enable
Value Description
0 Temperature Sensor is disabled.
1

Temperature Sensor is enabled and routed to an ADC input channel.
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19.8.8 Battery Backup Power Switch (BBPS) Control

Name: BBPS

Offset: 0x20

Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
WAKEEN CONF
Access R/W R/W
Reset 0 0

Bit 2 - WAKEEN Wake Enable

The device is not woken up when switched from battery backup power to Main Power.

0
1 The device is woken up when switched from battery backup power to Main Power.

Bit 0 - CONF Battery Backup Power Switch Configuration

Value Name Description
0x0 BOD33  The power switch is handled by the BOD33 according to the BOD33.ACTION bit field.
0x1 FORCED In backup sleep mode, the backup domain is always supplied by Battery Backup Power.
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19.8.9 Backup Output (BKOUT) Control

Name: BKOUT

Offset: 0x24

Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| | | | | | | RTCTGL1 | RTCTGLO |
Access R/W R/W
Reset 0 0
Bit 23 22 21 20 19 18 17 16
| | | | | | [ Sem | seo ]
Access W w
Reset 0 0
Bit 15 14 13 12 11 10 9 8
CLR1 CLRO
Access W w
Reset 0 0
Bit 7 6 5 4 3 2 1 0
EN1 ENO
Access R/W R/W
Reset 0 0

Bits 24, 25 - RTCTGL RTC Toggle Output

0 The output will not toggle on RTC event.
1 The output will toggle on RTC event.

Bits 16, 17 - SET Set Output
Writing a '0' to a bit has no effect.
Writing a '1' to a bit will set the corresponding output.
Reading this bit returns '0".

Bits 8, 9 - CLR Clear Output
Writing a '0' to a bit has no effect.
Writing a '1' to a bit will clear the corresponding output.
Reading this bit returns '0".

Bits 0, 1 - EN Enable Output

0 The output is not enabled.
1 The output is enabled and driven by the SUPC.
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19.8.10 Backup Input (BKIN) Value

Name: BKIN
Offset: 0x28
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
BKIN1 BKINO
Access R R
Reset 0 0

Bits 0, 1 - BKIN Backup Input Value
These bits are cleared when the corresponding backup I/0 pin detects a logical low level on the
input pin or when the backup 1/0 is not enabled.
These bits are set when the corresponding backup I/0 pin detects a logical high level on the input
pin when the backup 1/0 is enabled.
VEIS Name Description
BKIN[O] OUTI[0] If BKOUT.EN[0]=1, BKIN[O] will give the input value of the OUT[0] pin
BKIN[1] OUT[1] If BKOUT.EN[11=1, BKIN[1] will give the input value of the OUT[1] pin
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20.
20.1

20.2

20.3

WDT - Watchdog Timer

Overview

The Watchdog Timer (WDT) is a system function for monitoring correct program operation. It makes
it possible to recover from error situations such as runaway or deadlocked code. The WDT is
configured to a predefined time-out period, and is constantly running when enabled. If the WDT

is not cleared within the time-out period, it will issue a system reset. An early-warning interrupt is
available to indicate an upcoming watchdog time-out condition.

The window mode makes it possible to define a time slot (or window) inside the total time-out
period during which the WDT must be cleared. If the WDT is cleared outside this window, either too
early or too late, a system reset will be issued. Compared to the normal mode, this can also catch
situations where a code error causes the WDT to be cleared too frequently.

When enabled, the WDT will run in active mode and any sleep modes, except Hibernate, Backup and
OFF sleep mode. It is asynchronous and runs from a CPU-independent clock source (OSCULP32K).
The WDT will continue operation and issue a system reset or interrupt even if the main clocks fail.
Features

+ Issues a system reset if the Watchdog Timer is not cleared before its time-out period

+ Early Warning interrupt generation

« Asynchronous operation from dedicated oscillator

« Two types of operation
- Normal

- Window mode

+ Selectable time-out periods
- From 8 cycles to 16,384 cycles in Normal mode

- From 16 cycles to 32,768 cycles in Window mode
+ Always-On capability

Block Diagram

Figure 20-1. WDT Block Diagram

OxA5
0
CLEAR E—
CLK_ WDT_OSC
OSC32KCTRL COUNT

L

I—» Early Warning Interrupt

Reset

PER/WINDOWS/EWOFFSET
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20.4 Signal Description
Not applicable.

20.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

20.5.1 1/0 Lines
Not applicable.

20.5.2 Power Management
The WDT can continue to operate in any sleep modes where the selected source clock is running.
The WDT interrupts can be used to wake up the device from sleep modes. The events can trigger
other operations in the system without exiting sleep modes.
Related Links
18. PM - Power Manager

20.5.3 Clocks
The WDT bus clock (CLK_WDT_APB) can be enabled and disabled (masked) in the Main Clock module
(MCLK).

A 1.024 kHz clock (CLK_WDT_OSC) is used to clock the WDT internal counter from the internal Ultra
Low-Power Oscillator (OSCULP32K).

Due to ultra low-power design, the oscillator is not very accurate, therefore the exact time-out
period may vary from device-to-device. This variation must be considered when designing software
that uses the WDT to ensure that the time-out periods used are valid for all devices.

The counter clock CLK_WDT_OSC is asynchronous to the bus clock (CLK_WDT_APB). Due to this
asynchronicity, writing to certain registers will require synchronization between the clock domains.
Refer to 20.6.7. Synchronization for further details.

Related Links
15.6.2.6. Peripheral Clock Masking
29. OSC32KCTRL - 32KHz Oscillators Controller

20.5.4 DMA
Not applicable.

20.5.5 Interrupts

The interrupt request line is connected to the interrupt controller. Using the WDT interrupt(s)
requires the interrupt controller to be configured first.

Related Links
10.2. Nested Vector Interrupt Controller

20.5.6 Events
Not applicable.

20.5.7 Debug Operation
When the CPU is halted in debug mode the WDT will halt normal operation.

20.5.8 Register Access Protection

All registers with write access can be write-protected optionally by the Peripheral Access Controller
(PAC), except for the following registers:
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+ Interrupt Flag Status and Clear (INTFLAG) register

Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

PAC write protection does not apply to accesses through an external debugger.

20.5.9 Analog Connections
Not applicable.

20.6 Functional Description

20.6.1 Principle of Operation

The Watchdog Timer (WDT) is a system for monitoring correct program operation, making it possible
to recover from error situations such as runaway code, by issuing a Reset. When enabled, the WDT is
a constantly running timer that is configured to a predefined time-out period. Before the end of the
time-out period, the WDT should be set back, or else, a system Reset is issued.

The WDT has two modes of operation, Normal mode and Window mode. Both modes offer the
option of Early Warning interrupt generation. The description for each of the basic modes is given
below. The settings in the Control A register (CTRLA) and the Interrupt Enable register (handled by
INTENCLR/INTENSET) determine the mode of operation:

Table 20-1. WDT Operating Modes

0 X X

Stopped
Normal mode

1
1
1 Window mode
1

- = O O

0
1 Normal mode with Early Warning interrupt
0
1

Window mode with Early Warning interrupt

20.6.2 Basic Operation

20.6.2.1 Initialization

The following bits are enable-protected, meaning that they can only be written when the WDT is
disabled (CTRLA.ENABLE=0):

+ Control A register (CTRLA), except the Enable bit (CTRLA.ENABLE)
« Configuration register (CONFIG)
« Early Warning Interrupt Control register (EWCTRL)

Enable-protected bits in the CTRLA register can be written at the same time as CTRLA.ENABLE is
written to '1', but not at the same time as CTRLA.ENABLE is written to '0'.

The WDT can be configured only while the WDT is disabled. The WDT is configured by defining the
required Time-Out Period bits in the Configuration register (CONFIG.PER). If Window mode operation
is desired, the Window Enable bit in the Control A register must be set (CTRLAWEN=1) and the
Window Period bits in the Configuration register (CONFIGWINDOW) must be defined.

Enable-protection is denoted by the "Enable-Protected" property in the register description.
20.6.2.2 Configurable Reset Values

After a Power-on Reset, some registers will be loaded with initial values from the NVM User Row.

This includes the following bits and bit groups:

+ Enable bit in the Control A register, CTRLA.ENABLE
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+ Always-On bit in the Control A register, CTRLA.ALWAYSON
+ Watchdog Timer Windows Mode Enable bit in the Control A register, CTRLAWEN

+ Watchdog Timer Windows Mode Time-Out Period bits in the Configuration register,
CONFIG.WINDOW

+ Time-Out Period bits in the Configuration register, CONFIG.PER

« Early Warning Interrupt Time Offset bits in the Early Warning Interrupt Control register,
EWCTRL.EWOFFSET

20.6.2.3 Enabling, Disabling, and Resetting

The WDT is enabled by writing a '1' to the Enable bit in the Control A register (CTRLA.ENABLE). The
WDT is disabled by writing a '0' to CTRLA.ENABLE.

The WDT can be disabled only if the Always-On bit in the Control A register (CTRLA.ALWAYSON) is '0".

20.6.2.4 Normal Mode

In Normal mode operation, the length of a time-out period is configured in CONFIG.PER. The WDT is
enabled by writing a '1' to the Enable bit in the Control A register (CTRLA.ENABLE). Once enabled, the
WDT will issue a system reset if a time-out occurs. This can be prevented by clearing the WDT at any
time during the time-out period.

The WDT is cleared and a new WDT time-out period is started by writing OxA5 to the Clear register
(CLEAR). Writing any other value than 0xA5 to CLEAR will issue an immediate system reset.

There are 12 possible WDT time-out (TOwpt) periods, selectable from 8ms to 16s.

By default, the early warning interrupt is disabled. If it is desired, the Early Warning Interrupt Enable
bit in the Interrupt Enable register (INTENSET.EW) must be written to '1'. The Early Warning Interrupt
is disabled again by writing a '1' to the Early Warning Interrupt bit in the Interrupt Enable Clear
register (INTENCLR.EW).

If the Early Warning Interrupt is enabled, an interrupt is generated prior to a WDT time-out
condition. In Normal mode, the Early Warning Offset bits in the Early Warning Interrupt Control
register, ENCTRL.EWOFFSET, define the time when the early warning interrupt occurs. The Normal
mode operation is illustrated in the figure Normal-Mode Operation.

Figure 20-2. Normal-Mode Operation

WDT Count

Timely WDT Clear

PER[3:0] = 1 Co
“-~WDT Timeout
/ « System Reset
EWOFFSET[3:0] = 0 >

Early Warning Interrupt

—t A1+t

20.6.2.5 Window Mode

In Window mode operation, the WDT uses two different time specifications: the WDT can only be
cleared by writing OxA5 to the CLEAR register after the closed window time-out period (TOwpTw),
during the subsequent Normal time-out period (TOwpr7). If the WDT is cleared before the time
window opens (before TOwptw is over), the WDT will issue a system reset.

Both parameters TOwptw and TOwpr are periods in a range from 8ms to 16s, so the total duration of
the WDT time-out period is the sum of the two parameters.
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20.6.3

20.6.4

20.6.5

The closed window period is defined by the Window Period bits in the Configuration register
(CONFIG.WINDOW), and the open window period is defined by the Period bits in the Configuration
register (CONFIG.PER).

By default, the Early Warning interrupt is disabled. If it is desired, the Early Warning Interrupt Enable
bit in the Interrupt Enable register (INTENSET.EW) must be written to '1'. The Early Warning Interrupt
is disabled again by writing a '1' to the Early Warning Interrupt bit in the Interrupt Enable Clear
(INTENCLR.EW) register.

If the Early Warning interrupt is enabled in Window mode, the interrupt is generated at the start
of the open window period, i.e. after TOwprw. The Window mode operation is illustrated in figure
Window-Mode Operation.

Figure 20-3. Window-Mode Operation

WDT Count
h
Timely WDT Clear
PER[3:0] =0 i
I S WDT Timeout
2
? Early WDT Clear
WINDOW[3:0] = 0 i v v.

t Vs 2 Early Warning Interrupt
2 v
<]
? System Reset

I I } ! ! } } tims]

5 10 15 20 25 30 35

[~ TOworw—+—TOuwor—

DMA Operation
Not applicable.

Interrupts
The WDT has the following interrupt source:

« Early Warning (EW): Indicates that the counter is approaching the time-out condition.
- This interrupt is an asynchronous wake-up source.

Each interrupt source has an interrupt flag associated with it. The interrupt flag in the Interrupt Flag
Status and Clear (INTFLAG) register is set when the interrupt condition occurs.

Each interrupt can be individually enabled by writing a '1' to the corresponding bit in the Interrupt
Enable Set (INTENSET) register, and disabled by writing a '1' to the corresponding bit in the Interrupt
Enable Clear (INTENCLR) register.

An interrupt request is generated when the interrupt flag is set and the corresponding interrupt

is enabled. The interrupt request remains active until the interrupt flag is cleared, the interrupt is
disabled, or the WDT is reset. See the 20.8.6. INTFLAG register description for details on how to
clear interrupt flags. All interrupt requests from the peripheral are ORed together on system level to
generate one combined interrupt request to the NVIC. The user must read the INTFLAG register to
determine which interrupt condition is present.

Note: Interrupts must be globally enabled for interrupt requests to be generated.

Related Links
10.2. Nested Vector Interrupt Controller
18. PM - Power Manager

Events
Not applicable.
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20.6.6 Sleep Mode Operation

The WDT will continue to operate in any sleep mode where the source clock is active except backup
mode. The WDT interrupts can be used to wake up the device from a sleep mode. An interrupt
request will be generated after the wake-up if the Interrupt Controller is configured accordingly.
Otherwise the CPU will wake up directly, without triggering an interrupt. In this case, the CPU will
continue executing from the instruction following the entry into sleep.

Related Links

20.8.1. CTRLA

20.6.7 Synchronization

Due to asynchronicity between the main clock domain and the peripheral clock domains, some
registers need to be synchronized when written or read.

The following registers are synchronized when written:

« Enable bit in Control A register (CTRLA.ENABLE)

+  Window Enable bit in Control A register (CTRLAWEN)
+ Always-On bit in control Control A (CTRLA.ALWAYSON)
+ Watchdog Clear register (CLEAR)

Required write synchronization is denoted by the "Write-Synchronized" property in the register
description.

Required read synchronization is denoted by the "Read-Synchronized" property in the register
description.

20.6.8 Additional Features

20.6.8.1 Always-On Mode
The Always-On mode is enabled by setting the Always-On bit in the Control A register
(CTRLA.ALWAYSON=1). When the Always-On mode is enabled, the WDT runs continuously, regardless
of the state of CTRLA.ENABLE. Once written, the Always-On bit can only be cleared by a power-
on reset. The Configuration (CONFIG) and Early Warning Control (EWCTRL) registers are read-
only registers while the CTRLA.ALWAYSON bit is set. Thus, the time period configuration bits
(CONFIG.PER, CONFIG.WINDOW, EWCTRL.EWOFFSET) of the WDT cannot be changed.

Enabling or disabling Window mode operation by writing the Window Enable bit (CTRLAWEN) is
allowed while in Always-On mode, but note that CONFIG.PER cannot be changed.

The Interrupt Clear and Interrupt Set registers are accessible in the Always-On mode. The Early
Warning interrupt can still be enabled or disabled while in the Always-On mode, but note that
EWCTRL.EWOFFSET cannot be changed.

Table WDT Operating Modes With Always-On shows the operation of the WDT for
CTRLA.ALWAYSON=1.

Table 20-2. WDT Operating Modes With Always-On

0 0 Always-on and normal mode
0 1 Always-on and normal mode with Early Warning interrupt
1 0 Always-on and window mode
1 1 Always-on and window mode with Early Warning interrupt

20.6.8.2 Early Warning

The Early Warning interrupt notifies that the WDT is approaching its time-out condition. The Early
Warning interrupt behaves differently in Normal mode and in Window mode.
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In Normal mode, the Early Warning interrupt generation is defined by the Early Warning Offset

in the Early Warning Control register (EWCTRL.EWOFFSET). The Early Warning Offset bits define
the number of CLK_WDT_OSC clocks before the interrupt is generated, relative to the start of the
watchdog time-out period.

The user must take caution when programming the Early Warning Offset bits. If these bits define an
Early Warning interrupt generation time greater than the watchdog time-out period, the watchdog
time-out system reset is generated prior to the Early Warning interrupt. Consequently, the Early
Warning interrupt will never be generated.

In window mode, the Early Warning interrupt is generated at the start of the open window period. In
a typical application where the system is in sleep mode, the Early Warning interrupt can be used to
wake up and clear the Watchdog Timer, after which the system can perform other tasks or return to
sleep mode.

Example: If the WDT is operating in Normal mode with CONFIG.PER = 0x2 and EWCTRL.EWOFFSET

= 0x1, the Early Warning interrupt is generated 16 CLK_WDT_OSC clock cycles after the start of the
time-out period. The time-out system reset is generated 32 CLK_WDT_OSC clock cycles after the start
of the watchdog time-out period.
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20.7

offset L Name sithos L 7 Ls L s L L s Lz L Lo

Register Summary

0x00 CTRLA ALWAYSON ENABLE
0x01 CONFIG 7.0 WINDOWI[3:0] PER[3:0]
0x02 EWCTRL 7:0 EWOFFSET[3:0]
0x03 Reserved
0x04 INTENCLR 7:0 EW
0x05 INTENSET 7:0 EW
0x06 INTFLAG 7:0 EW
0x07 Reserved

7:0 CLEAR ALWAYSON WEN ENABLE

15:8
0x08 SYNCBUSY 3316

31:24
0x0C CLEAR 7:0 CLEAR[7:0]
20.8 Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 20.5.8. Register Access Protection.

Some registers are synchronized when read and/or written. Synchronization is denoted by the
"Write-Synchronized" or the "Read-Synchronized" property in each individual register description.
For details, refer to 20.6.7. Synchronization.

Some registers are enable-protected, meaning they can only be written when the peripheral is

disabled. Enable-protection is denoted by the "Enable-Protected" property in each individual register
description.
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20.8.1 Control A

Name: CTRLA

Offset: 0x00

Reset: x initially determined from NVM User Row after reset
Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0
| ALWAYSON | | | | WEN ENABLE | |
Access R/W R/W R/W
Reset X X X

Bit 7 - ALWAYSON Always-On
This bit allows the WDT to run continuously. After being set, this bit cannot be written to '0', and
the WDT will remain enabled until a power-on Reset is received. When this bit is '1', the Control
A register (CTRLA), the Configuration register (CONFIG) and the Early Warning Control register
(EWCTRL) will be read-only, and any writes to these registers are not allowed.
Writing a '0' to this bit has no effect.
This bit is not Enable-Protected.
This bit is loaded from NVM User Row at start-up.

Value Description

0 The WDT is enabled and disabled through the ENABLE bit.
1 The WDT is enabled and can only be disabled by a power-on reset (POR).

Bit 2 - WEN Watchdog Timer Window Mode Enable
This bit enables Window mode. It can only be written if the peripheral is disabled unless
CTRLA.ALWAYSON=1.
This bit is loaded from NVM User Row at startup.

Value Description

0 Window mode is disabled (normal operation).
1 Window mode is enabled.

Bit 1 - ENABLE Enable
This bit enables or disables the WDT. It can only be written if CTRLA.ALWAYSON=0.
Due to synchronization, there is delay between writing CTRLA.ENABLE until the peripheral is
enabled/disabled. The value written to CTRLA.ENABLE will read back immediately, and the Enable
bit in the Synchronization Busy register (SYNCBUSY.ENABLE) will be set. SYNCBUSY.ENABLE will be
cleared when the operation is complete.
This bit is not Enable-Protected.
This bit is loaded from NVM User Row at startup.

VEIS Description

0 The WDT is disabled.
1 The WDT is enabled.
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20.8.2 Configuration

Name: CONFIG
Offset: 0x01

Reset: x initially determined from NVM User Row after reset

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
WINDOW[3:0] | PER[3:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset X X X X X X X X

Bits 7:4 - WINDOWI[3:0] Window Mode Time-Out Period

In Window mode, these bits determine the watchdog closed window period as a number of cycles of

the 1.024kHz CLK_WDT_OSC clock.

These bits are loaded from NVM User Row at start-up.

Value Name
0x0 CYC8
0x1 cYcie
0x2 CYC32
0x3 CYC64
0x4 CyC128
0x5 CYC256
0x6 CYC512
0x7 CYC1024
0x8 CYC2048
0x9 CYC4096
0xA CYC8192
0xB CYC16384

0xC-0xF Reserved

Bits 3:0 - PER[3:0] Time-Out Period

These bits determine the watchdog time-out period as a number of 1.024 kHz CLK_WDTOSC clock

Description

8 clock cycles

16 clock cycles
32 clock cycles
64 clock cycles
128 clock cycles
256 clock cycles
512 clock cycles
1024 clock cycles
2048 clock cycles
4096 clock cycles
8192 clock cycles
16384 clock cycles
Reserved

cycles. In Window mode operation, these bits define the open window period.
These bits are loaded from NVM User Row at startup.

Value Name
0x0 CYc8
0x1 CYC16
0x2 CYC32
0x3 CYce4
0x4 Ccyc128
0x5 CYC256
0x6 CYC512
0x7 CYC1024
0x8 CYC2048
0x9 CYC4096
0xA CYC8192
0xB CYC16384
0xC - OxF -

@ MICROCHIP

Description

8 clock cycles

16 clock cycles
32 clock cycles
64 clock cycles
128 clock cycles
256 clock cycles
512 clock cycles
1024 clock cycles
2048 clock cycles
4096 clock cycles
8192 clock cycles
16384 clock cycles
Reserved
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20.8.3 Early Warning Control

Name: EWCTRL

Offset: 0x02

Reset: x initially determined from NVM User Row after reset
Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | EWOFFSET[3:0] |
Access R/W R/W R/W R/W
Reset X X X X

Bits 3:0 - EWOFFSET[3:0] Early Warning Interrupt Time Offset
These bits determine the number of GCLK_WDT clock cycles between the start of the watchdog
time-out period and the generation of the Early Warning interrupt. These bits are loaded from NVM
User Row at start-up.

Value Name Description

0x0 cycs 8 clock cycles
0x1 CyC16 16 clock cycles
0x2 CYC32 32 clock cycles
0x3 Cyce4 64 clock cycles
0x4 CyC128 128 clock cycles
0x5 CYC256 256 clock cycles
0x6 CYC512 512 clock cycles
0x7 CYC1024 1024 clock cycles
0x8 CYC2048 2048 clock cycles
0x9 CYC4096 4096 clock cycles
0xA CYC8192 8192 clock cycles
0xB - OxF Reserved Reserved
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20.8.4 Interrupt Enable Clear

Name: INTENCLR
Offset: 0x04
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | | Ew |
Access R/W
Reset 0

Bit 0 - EW Early Warning Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Early Warning Interrupt Enable bit, which disables the Early Warning
interrupt.

Value Description

0 The Early Warning interrupt is disabled.
1 The Early Warning interrupt is enabled.
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20.8.5 Interrupt Enable Set

Name: INTENSET
Offset: 0x05
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 7 6 5 4 3 2 1 0
| | | | | | | | Ew |
Access R/W
Reset 0

Bit 0 - EW Early Warning Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit sets the Early Warning Interrupt Enable bit, which enables the Early Warning
interrupt.

Value Description

0 The Early Warning interrupt is disabled.
1 The Early Warning interrupt is enabled.
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20.8.6 Interrupt Flag Status and Clear

Name: INTFLAG
Offset: 0x06
Reset: 0x00

Property: N/A

Bit 7 6 5 4 3 2 1 0
| | | | | Ew |
Access R/W
Reset 0

Bit 0 - EW Early Warning
This flag is cleared by writing a '1' to it.
This flag is set when an Early Warning interrupt occurs, as defined by the EWOFFSET bit group in
EWCTRL.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Early Warning interrupt flag.
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20.8.7 Synchronization Busy

Name: SYNCBUSY
Offset: 0x08
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
CLEAR ALWAYSON WEN ENABLE
Access R R R R
Reset 0 0 0 0
Bit 4 - CLEAR Clear Synchronization Busy
VEIS Description
0 Write synchronization of the CLEAR register is complete.
1 Write synchronization of the CLEAR register is ongoing.

Bit 3 - ALWAYSON Always-On Synchronization Busy
Value Description
0 Write synchronization of the CTRLA.ALWAYSON bit is complete.
1 Write synchronization of the CTRLA.ALWAYSON bit is ongoing.

Bit 2 - WEN Window Enable Synchronization Busy

Value Description
0 Write synchronization of the CTRLAWEN bit is complete.
1 Write synchronization of the CTRLAWEN bit is ongoing.

Bit 1 - ENABLE Enable Synchronization Busy

VEIS Description
0 Write synchronization of the CTRLA.ENABLE bit is complete.
1 Write synchronization of the CTRLA.ENABLE bit is ongoing.
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20.8.8 Clear

Name: CLEAR

Offset: 0x0C

Reset: 0x00

Property: Write-Synchronized

Bit 7 6 5 4 3 2 1 0

| CLEAR[7:0] |
Access W W W W W W W W
Reset 0 0 0 0 0 0 0 0

Bits 7:0 - CLEAR[7:0] Watchdog Clear
In Normal mode, writing OxAS5 to this register during the watchdog time-out period will clear the
Watchdog Timer and the watchdog time-out period is restarted.
In Window mode, any writing attempt to this register before the time-out period started (i.e., during
TOwprw) Will issue an immediate system Reset. Writing 0xA5 during the time-out period TOwpr
will clear the Watchdog Timer and the complete time-out sequence (first TOwprw then TOwpr) is
restarted.
In both modes, writing any other value than OxA5 will issue an immediate system Reset.
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21. RTC - Real-Time Counter

21.1 Overview

The Real-Time Counter (RTC) is a 32-bit counter with a 10-bit programmable prescaler that typically
runs continuously to keep track of time. The RTC can wake up the device from sleep modes using
the alarm/compare wake up, periodic wake up, or overflow wake up mechanisms, or from the wake
inputs.

The RTC can generate periodic peripheral events from outputs of the prescaler, as well as alarm/
compare interrupts and peripheral events, which can trigger at any counter value. Additionally, the
timer can trigger an overflow interrupt and overflow event, and can be reset on the occurrence of
an alarm/compare match. This allows periodic interrupts and peripheral events at very long and
accurate intervals.

The 10-bit programmable prescaler can scale down the clock source. By this, a wide range of
resolutions and time-out periods can be configured. With a 32.768kHz clock source, the minimum
counter tick interval is 30.5ps, and time-out periods can range up to 36 hours. For a counter tick
interval of 1s, the maximum time-out period is more than 136 years.

21.2 Features
+ 32-bit counter with 10-bit prescaler
+ Multiple clock sources
+ 32-bit or 16-bit counter mode
« Two 32-bit or four 16-bit compare values

+ Clock/Calendar mode
- Time in seconds, minutes, and hours (12/24)
- Date in day of month, month, and year
- Leap year correction
+ Digital prescaler correction/tuning for increased accuracy
+ Overflow, alarm/compare match and prescaler interrupts and events
- Optional clear on alarm/compare match
+ 8 backup registers with retention capability

+ Tamper Detection
- Timestamp on event or up to 5 inputs with debouncing

- Active layer protection
21.3 Block Diagram

Figure 21-1. RTC Block Diagram (Mode 0 — 32-Bit Counter)

0x00000000
«——— MATCHCLR
PR
PR
-
CLK_RTC_OSC CLK_RTC_CNT
OSC32KCTRL COUNT > OVF

= > CMPn

Periodic Events I—}

COMPn
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Figure 21-2. RTC Block Diagram (Mode 1 — 16-Bit Counter)
0x0000

]

CLK_RTC_OSC CLK_RTC_CNT

OSC32KCTRL PRESCALER | COUNT
Periodic Events PER
= ——>CMPn

COMPRN

Figure 21-3. RTC Block Diagram (Mode 2 — Clock/Calendar)

0x00000000

<«— MATCHCLR
-
-
CLK_RTC_OSC CLK_RTC_CNT <—‘
OSC32KCTRL PRESCALER CLOCK ‘ - OVF

Periodic Events MASKn = »ALARMn

ALARMn

Related Links

21.6.2.3. 32-Bit Counter (Mode 0)
21.6.2.4. 16-Bit Counter (Mode 1)
21.6.2.5. Clock/Calendar (Mode 2)
21.6.8.5. Tamper Detection

21.4 Signal Description

Table 21-1. Signal Description

INn [n=0..4] Tamper Detection Input Digital input
ouT Tamper Detection Output Digital output
One signal can be mapped to one of several pins.

Related Links
6. I/0 Multiplexing and Considerations

21.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

21.5.1 1/0 Lines
For more information on I/0 configurations, refer to the "RTC Pinout" section.

Related Links: I/0 Multiplexing and Considerations
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21.5.2 Power Management

The RTC will continue to operate in any sleep modes where the selected source clock is running. The
RTC interrupts can be used to wake up the device from sleep modes. Events connected to the event
system can trigger other operations in the system without exiting sleep modes. Refer to the Power
Manager for details on the different sleep modes.

The RTC can only be reset by a power on reset (POR) or by setting the Software Reset bit in the
Control A register (CTRLA.SWRST=1).

Related Links

18. PM - Power Manager

21.5.3 Clocks
The RTC bus clock (CLK_RTC_APB) can be enabled and disabled in the Main Clock module MCLK, and
the default state of CLK_RTC_APB can be found in Peripheral Clock Masking section.

A 32.768 kHz or 1.024 kHz oscillator clock (CLK_RTC_OSC) is required to clock the RTC. This clock
must be configured and enabled in the 32.768 kHz oscillator controller (OSC32KCTRL.RTCCTRL)
before using the RTC.

This oscillator clock is asynchronous to the bus clock (CLK_RTC_APB). Due to this asynchronicity,
writing to certain registers will require synchronization between the clock domains. Refer to
21.6.7. Synchronization for further details.

Related Links
29. OSC32KCTRL - 32KHz Oscillators Controller
15.6.2.6. Peripheral Clock Masking

21.5.4 DMA
The DMA request lines (or line if only one request) are connected to the DMA Controller (DMAC).
Using the RTC DMA requests requires the DMA Controller to be configured first.

Related Links
22. DMAC - Direct Memory Access Controller

21.5.5 Interrupts
The interrupt request line is connected to the Interrupt Controller. Using the RTC interrupt requires
the Interrupt Controller to be configured first.

Related Links
10.2. Nested Vector Interrupt Controller

21.5.6 Events
The events are connected to the Event System.

Related Links
31. Event System (EVSYS)

21.5.7 Debug Operation

When the CPU is halted in debug mode the RTC will halt normal operation. The RTC can be forced to
continue operation during debugging. Refer to 21.8.7. DBGCTRL for details.

21.5.8 Register Access Protection

All registers with write-access are optionally write-protected by the peripheral access controller
(PAC), except the following registers:

+ Interrupt Flag Status and Clear (INTFLAG) register
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Write-protection is denoted by the "PAC Write-Protection" property in the register description.

Write-protection does not apply to accesses through an external debugger. Refer to the PAC -
Peripheral Access Controller for details.

Related Links
27. PAC - Peripheral Access Controller

21.5.9 Analog Connections

A 32.768 kHz crystal can be connected to the XIN32 and XOUT32 pins, along with any required
load capacitors. See the Electrical Characteristics Chapters for details on recommended crystal
characteristics and load capacitors.

21.6 Functional Description

21.6.1 Principle of Operation

The RTC keeps track of time in the system and enables periodic events, as well as interrupts and
events at a specified time. The RTC consists of a 10-bit prescaler that feeds a 32-bit counter. The
actual format of the 32-bit counter depends on the RTC operating mode.

The RTC can function in one of these modes:

+ Mode 0 - COUNT32: RTC serves as 32-bit counter

+ Mode 1 - COUNT16: RTC serves as 16-bit counter

* Mode 2 - CLOCK: RTC serves as clock/calendar with alarm functionality

21.6.2 Basic Operation

21.6.2.1 Initialization

The following bits are enable-protected, meaning that they can only be written when the RTC is
disabled (CTRLA.ENABLE=0):

+ Operating Mode bits in the Control A register (CTRLA.MODE)

+ Prescaler bits in the Control A register (CTRLA.PRESCALER)

+ Clear on Match bit in the Control A register (CTRLA.MATCHCLR)

+ Clock Representation bit in the Control A register (CTRLA.CLKREP)
The following registers are enable-protected:

+ Control B register (CTRLB)

+ Event Control register (EVCTRL)

« Tamper Control register (TAMPCTRL)

Enable-protected bits and registers can be changed only when the RTC is disabled
(CTRLA.ENABLE=0). If the RTC is enabled (CTRLA.ENABLE=1), these operations are necessary: first
write CTRLA.ENABLE=0 and check whether the write synchronization has finished, then change the
desired bit field value. Enable-protected bits in CTRLA register can be written at the same time as
CTRLA.ENABLE is written to '1', but not at the same time as CTRLA.ENABLE is written to '0'.

Enable-protection is denoted by the "Enable-Protected" property in the register description.
The RTC prescaler divides the source clock for the RTC counter.

Note: In Clock/Calendar mode, the prescaler must be configured to provide a 1.024 kHz clock to the
counter for correct operation.

The frequency of the RTC clock (CLK_RTC_CNT) is given by the following formula:
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_ fak RTC 0sC
fcLK RTCCNT = ~PRESCALER

The frequency of the oscillator clock, CLK_RTC_OSC, is given by fcik rrc_osc, and feik rre ont is the
frequency of the internal prescaled RTC clock, CLK_RTC_CNT.

21.6.2.2 Enabling, Disabling, and Resetting

The RTC is enabled by setting the Enable bit in the Control A register (CTRLA.ENABLE=1). The RTC is
disabled by writing CTRLA.ENABLE=0.

The RTC is reset by setting the Software Reset bit in the Control A register (CTRLA.SWRST=1). All
registers in the RTC, except DEBUG, will be reset to their initial state, and the RTC will be disabled.
The RTC must be disabled before resetting it.

21.6.2.3 32-Bit Counter (Mode 0)

When the RTC Operating Mode bits in the Control A register (CTRLA.MODE) are written to 0x0, the
counter operates in 32-bit Counter mode. The block diagram of this mode is shown in Figure 21-1.
When the RTC is enabled, the counter will increment on every 0-to-1 transition of CLK_RTC_CNT. The
counter will increment until it reaches the top value of OxFFFFFFFF, and then wrap to 0x00000000.
This sets the Overflow Interrupt flag in the Interrupt Flag Status and Clear register (INTFLAG.OVF).

The RTC counter value can be read from or written to the Counter Value register (COUNT) in 32-bit
format.

The counter value is continuously compared with the 32-bit Compare registers (COMPn, n=0-1).
When a compare match occurs, the Compare n Interrupt flag in the Interrupt Flag Status and Clear
register (INTFLAG.CMPn) is set on the next 0-to-1 transition of CLK_RTC_CNT.

If the Clear on Match bit in the Control A register (CTRLA.MATCHCLR) is '1', the counter is cleared

on the next counter cycle when a compare match with COMPn occurs. This allows the RTC to
generate periodic interrupts or events with longer periods than the prescaler events. Note that
when CTRLA.MATCHCLR is 1", INTFLAG.CMPn and INTFLAG.OVF will both be set simultaneously on a
compare match with COMPn.

21.6.2.4 16-Bit Counter (Mode 1)
When the RTC Operating Mode bits in the Control A register (CTRLA.MODE) are written to Ox1, the
counter operates in 16-bit Counter mode as shown in Figure 21-2. When the RTC is enabled, the
counter will increment on every 0-to-1 transition of CLK_RTC_CNT. In 16-bit Counter mode, the 16-bit
Period register (PER) holds the maximum value of the counter. The counter will increment until
it reaches the PER value, and then wrap to 0x0000. This sets the Overflow Interrupt flag in the
Interrupt Flag Status and Clear register (INTFLAG.OVF).

The RTC counter value can be read from or written to the Counter Value register (COUNT) in 16-bit
format.

The counter value is continuously compared with the 16-bit Compare registers (COMPn, n=0..).
When a compare match occurs, the Compare n Interrupt flag in the Interrupt Flag Status and Clear
register (INTFLAG.CMPn, n=0..) is set on the next 0-to-1 transition of CLK_RTC_CNT.

21.6.2.5 Clock/Calendar (Mode 2)

When the RTC Operating Mode bits in the Control A register (CTRLA.MODE) are written to 0x2, the
counter operates in Clock/Calendar mode, as shown in Figure 21-3. When the RTC is enabled, the
counter will increment on every 0-to-1 transition of CLK_RTC_CNT. The selected clock source and
RTC prescaler must be configured to provide a 1Hz clock to the counter for correct operation in this
mode.

The time and date can be read from or written to the Clock Value register (CLOCK) in a 32-bit time/
date format. Time is represented as:

+ Seconds
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*  Minutes
* Hours

Hours can be represented in either 12- or 24-hour format, selected by the Clock Representation bit
in the Control A register (CTRLA.CLKREP). This bit can be changed only while the RTC is disabled.

The date is represented in this form:

+ Day as the numeric day of the month (starting at 1)
+ Month as the numeric month of the year (1 = January, 2 = February, etc.)

+ Year as a value from 0x00 to Ox3F. This value must be added to a user-defined reference year.
The reference year must be a leap year (2016, 2020 etc). Example: the year value 0x2D, added to
a reference year 2016, represents the year 2061.

The RTC will increment until it reaches the top value of 23:59:59 December 31 of year value 0x3F,
and then wrap to 00:00:00 January 1 of year value 0x00. This will set the Overflow Interrupt flag in
the Interrupt Flag Status and Clear registers (INTFLAG.OVF).

The clock value is continuously compared with the 32-bit Alarm registers (ALARMn, n=0-1). When
an alarm match occurs, the Alarm n Interrupt flag in the Interrupt Flag Status and Clear registers
(INTFLAG.ALARMN, n=0..1) is set on the next 0-to-1 transition of CLK_RTC_CNT. E.g. For a 1Hz clock
counter, it means the Alarm 0 Interrupt flag is set with a delay of 1s after the occurrence of alarm
match.

Avalid alarm match depends on the setting of the Alarm Mask Selection bits in the Alarm n Mask
register (MASKn.SEL). These bits determine which time/date fields of the clock and alarm values are
valid for comparison and which are ignored.

If the Clear on Match bit in the Control A register (CTRLA.MATCHCLR) is set, the counter is cleared on
the next counter cycle when an alarm match with ALARMn occurs. This allows the RTC to generate
periodic interrupts or events with longer periods than it would be possible with the prescaler events
only (see 21.6.8.1. Periodic Intervals).

Note: When CTRLA.MATCHCLR is 1, INTFLAG.ALARMO and INTFLAG.OVF will both be set
simultaneously on an alarm match with ALARMn.

21.6.3 DMA Operation
The RTC generates the following DMA request:

« Tamper (TAMPER): The request is set on capture of the timestamp. The request is cleared when
the Timestamp register is read.

If the CPU accesses the registers which are source for DMA request set/clear condition, the DMA
request can be lost or the DMA transfer can be corrupted, if enabled.

21.6.4 Interrupts
The RTC has the following interrupt sources:
+ Overflow (OVF): Indicates that the counter has reached its top value and wrapped to zero.
+ Tamper (TAMPER): Indicates detection of valid signal on a tamper input pin or tamper event input.
+ Compare (CMPn): Indicates a match between the counter value and the compare register.
+ Alarm (ALARMN): Indicates a match between the clock value and the alarm register.

« Period n (PERN): The corresponding bit in the prescaler has toggled. Refer to 21.6.8.1. Periodic
Intervals for details.

Each interrupt source has an interrupt flag associated with it. The interrupt flag in the Interrupt
Flag Status and Clear (INTFLAG) register is set when the interrupt condition occurs. Each interrupt
can be individually enabled by setting the corresponding bit in the Interrupt Enable Set register
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(INTENSET=1), and disabled by setting the corresponding bit in the Interrupt Enable Clear register
(INTENCLR=1).

An interrupt request is generated when the interrupt flag is raised and the corresponding interrupt
is enabled. The interrupt request remains active until either the interrupt flag is cleared, the
interrupt is disabled or the RTC is reset. See the description of the INTFLAG registers for details

on how to clear interrupt flags.

All interrupt requests from the peripheral are ORed together on system level to generate one
combined interrupt request to the NVIC. Refer to the Nested Vector Interrupt Controller for details.
The user must read the INTFLAG register to determine which interrupt condition is present.

Note: Interrupts must be globally enabled for interrupt requests to be generated. Refer to the
Nested Vector Interrupt Controller for details.

Related Links
10.2. Nested Vector Interrupt Controller

21.6.5 Events
The RTC can generate the following output events:

+ Overflow (OVF): Generated when the counter has reached its top value and wrapped to zero.

+ Tamper (TAMPER): Generated on detection of valid signal on a tamper input pin or tamper event
input.

+ Compare (CMPn): Indicates a match between the counter value and the compare register.

« Alarm (ALARM): Indicates a match between the clock value and the alarm register.

+ Period n (PERN): The corresponding bit in the prescaler has toggled. Refer to 21.6.8.1. Periodic
Intervals for details.

+ Periodic Daily (PERD): Generated when the COUNT/CLOCK has incremented at a fixed period of
time.

Setting the Event Output bit in the Event Control Register (EVCTRL.xxXEO=1) enables the
corresponding output event. Writing a zero to this bit disables the corresponding output event.
Refer to the EVSYS - Event System for details on configuring the event system.

The RTC can take the following actions on an input event:
+ Tamper (TAMPEVT): Capture the RTC counter to the timestamp register. See Tamper Detection.

Writing a one to an Event Input bit into the Event Control register (EVCTRL.xxxEI) enables the
corresponding action on input event. Writing a zero to this bit disables the corresponding action on
input event.

Related Links
31. Event System (EVSYS)

21.6.6 Sleep Mode Operation

The RTC will continue to operate in any sleep mode where the source clock is active. The RTC
interrupts can be used to wake up the device from a sleep mode. RTC events can trigger other
operations in the system without exiting the sleep mode.

An interrupt request will be generated after the wake-up if the Interrupt Controller is configured
accordingly. Otherwise the CPU will wake up directly, without triggering any interrupt. In this case,
the CPU will continue executing right from the first instruction that followed the entry into sleep.

The periodic events can also wake up the CPU through the interrupt function of the Event System. In
this case, the event must be enabled and connected to an event channel with its interrupt enabled.
See Event System for more information.
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21.6.7 Synchronization

Due to asynchronicity between the main clock domain and the peripheral clock domains, some
registers need to be synchronized when written or read.

The following bits are synchronized when written:

+ Software Reset bit in Control A register, CTRLA.SWRST

+ Enable bitin Control A register, CTRLA.ENABLE

+ Count Read Synchronization bit in Control A register (CTRLA.COUNTSYNC)
+ Clock Read Synchronization bit in Control A register (CTRLA.COUNTSYNC)

The following registers are synchronized when written:

« Counter Value register, COUNT

+ Clock Value register, CLOCK

+ Counter Period register, PER

+ Compare n Value registers, COMPn

« Alarm n Value registers, ALARMn

+ Frequency Correction register, FREQCORR

+ Alarm n Mask register, MASKn

* The General Purpose n registers (GPn)

The following registers are synchronized when read:

+ The Counter Value register, COUNT, if the Counter Read Sync Enable bit in CTRLA
(CTRLA.COUNTSYNC) is "1"

+ The Clock Value register, CLOCK, if the Clock Read Sync Enable bit in CTRLA (CTRLA.CLOCKSYNC) is
oy

+ The Timestamp Value register (TIMESTAMP)

Required write synchronization is denoted by the "Write-Synchronized" property in the register
description.

Required read synchronization is denoted by the "Read-Synchronized" property in the register
description.

Related Links
13.3. Register Synchronization

21.6.8 Additional Features

21.6.8.1 Periodic Intervals
The RTC prescaler can generate interrupts and events at periodic intervals, allowing flexible system
tick creation. Any of the upper eight bits of the prescaler (bits 2 to 9) can be the source of an
interrupt/event. When one of the eight Periodic Event Output bits in the Event Control register
(EVCTRL.PEREO[N=0..7]) is '1', an event is generated on the 0-to-1 transition of the related bit in the
prescaler, resulting in a periodic event frequency of:

_ feLk RTC OSC
fPERIODIC(N) = B

fcuk rTc osc is the frequency of the internal prescaler clock CLK_RTC_OSC, and n is the position of the
EVCTRL.PEREON bit. For example, PERO will generate an event every eight CLK_RTC_OSC cycles, PER1
every 16 cycles, etc. This is shown in the figure below.
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Periodic events are independent of the prescaler setting used by the RTC counter, except if
CTRLA.PRESCALER is zero. Then, no periodic events will be generated.

Figure 21-4. Example Periodic Events

S T T T T T e T R TR T AT TR T
PERo N M N N N N M i
iy M M M M
PER2 H H

PER3 H

Note: This example also applies to interrupts. Just replace EVCTRL.PEREOnN with the PERn fields of
INTENCLR, INTENSET, and INTFLAG. For Modes 0 and 2, n =0,..7. For Mode 1 n=2...7.

21.6.8.2 Frequency Correction
The RTC Frequency Correction module employs periodic counter corrections to compensate for a
too-slow or too-fast oscillator. Frequency correction requires that CTRLA.PRESCALER is greater than
1.

The digital correction circuit adds or subtracts cycles from the RTC prescaler to adjust the frequency
in approximately 1ppm steps. Digital correction is achieved by adding or skipping a single count in
the prescaler once every 8192 CLK_RTC_OSC cycles. The Value bit group in the Frequency Correction
register (FREQCORR.VALUE) determines the number of times the adjustment is applied over 128 of
these periods. The resulting correction is as follows:

FREQCORR.VALUE

I _ 106
Correction in ppm = 8192 - 128 10 "ppm

This results in a resolution of 0.95367ppm.

The Sign bit in the Frequency Correction register (FREQCORR.SIGN) determines the direction of the
correction. A positive value will add counts and increase the period (reducing the frequency), and a
negative value will reduce counts per period (speeding up the frequency).

Digital correction also affects the generation of the periodic events from the prescaler. When the
correction is applied at the end of the correction cycle period, the interval between the previous
periodic event and the next occurrence may also be shortened or lengthened depending on the
correction value.

21.6.8.3 Backup Registers
The RTC includes eight Backup registers (BKUPN). These registers maintain their content in Backup
sleep mode. They can be used to store user-defined values.

If more user-defined data must be stored than the eight Backup registers can hold, the General
Purpose registers (GPn) can be used.

Related Links
18. PM - Power Manager

21.6.8.4 General Purpose Registers
The RTC includes four General Purpose registers (GPn). These registers are reset only when the RTC
is reset or when tamper detection occurs while CTRLA.GPTRST=1, and remain powered while the
RTC is powered. They can be used to store user-defined values while other parts of the system are
powered off.

The general purpose registers 2*n and 2*n+1 are enabled by writing a '1' to the General Purpose
Enable bit n in the Control B register (CTRLB.GPnEN).

The GP registers share internal resources with the COMPARE/ALARM features. Each COMPARE/
ALARM register have a separate read buffer and write buffer. When the general purpose feature
is enabled the even GP uses the read buffer while the odd GP uses the write buffer.
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When the COMPARE/ALARM register is written, the write buffer hold temporarily the COMPARE/
ALARM value until the synchronisation is complete (bit SYNCBUSY.COMPn going to Q). After the write
is completed the write buffer can be used as a odd general purpose register whithout affecting the
COMPARE/ALARM function.

If the COMPARE/ALARM function is not used, the read buffer can be used as an even general
purpose register. In this case writing the even GP will temporarirely use the write buffer until the
synchronisation is complete (bit SYNCBUSY.GPn going to 0). Thus an even GP must be written before
writing the odd GP. Changing or writing an even GP needs to temporarily save the value of the odd
GP.

Before using an even GP, the associated COMPARE/ALARM feature must be disabled by writing a

'"1" to the General Purpose Enable bit in the Control B register (CTRLB.GPnEN). To re-enable the
compare/alarm, CTRLB.GPNnEN must be written to zero and the associated COMPn/ALARMn must be
written with the correct value.

An example procedure to write the general purpose registers GP0 and GP1 is:
1. Wait for any ongoing write to COMPO to complete (SYNCBUSY.COMPO = 0). If the RTC is operating
in Mode 1, wait for any ongoing write to COMP1 to complete as well (SYNCBUSY.COMP1 = 0).
. Write CTRLB.GPOEN = 1 if GPO is needed.
3. Write GPO if needed.

Wait for any ongoing write to GP0O to complete (SYNCBUSY.GPO = 0). Note that GP1 will also show
as busy when GPO is busy.

5. Write GP1 if needed.

The following table provides the correspondence of General Purpose Registers and the COMPARE/
ALARM read or write buffer in all RTC modes.

Table 21-2. General Purpose Registers Versus Compare/Alarm Registers: nin 0, 2, 4, 6...

COMPN/2 write buffer  (COMPn, COMPNn+1) ALARMN/2 write buffer GPn+1
write buffer

GPn+1 COMPN/2 read buffer ~ (COMPn, COMPn+1) ALARMN/2 read buffer
read buffer

21.6.8.5 Tamper Detection
The RTC provides five tamper channels that can be used for tamper detection.

The action of each tamper channel is configured using the Input n Action bits in the Tamper Control
register (TAMPCTRL.INNACT):

+ Off: Detection for tamper channel n is disabled.

+ Wake: A transition on INn input (tamper channel n) matching TAMPCTRL.TAMPLVLn will be
detected and the tamper interrupt flag (INTFLAG.TAMPER) will be set. The RTC value will not
be captured in the TIMESTAMP register.

+ Capture: A transition on INn input (tamper channel n) matching TAMPCTRL.TAMPLVLnN will be
detected and the tamper interrupt flag (INTFLAG.TAMPER) will be set. The RTC value will be
captured in the TIMESTAMP register.

+ Active Layer Protection: A mismatch of an internal RTC signal routed between INn and OUTn pins
will be detected and the tamper interrupt flag (INTFLAG.TAMPER) will be set. The RTC value will be
captured in the TIMESTAMP register.

In order to determine which tamper source caused a tamper event, the Tamper ID register (TAMPID)
provides the detection status of each tamper channel. These bits remain active until cleared by
software.

272

@ MICROCHIP



A single interrupt request (TAMPER) is available for all tamper channels.

The RTC also supports an input event (TAMPEVT) for generating a tamper condition within the Event
System. The tamper input event is enabled by the Tamper Input Event Enable bit in the Event Control
register (EVCTRL.TAMPEVTEI).

Up to five polarity external inputs (INn) can be used for tamper detection. The polarity for each input
is selected with the Tamper Level bits in the Tamper Control register (TAMPCTRL.TAMPLVLn).

Separate debouncers are embedded for each external input. The debouncer for each

input is enabled/disabled with the Debounce Enable bits in the Tamper Control register
(TAMPCTRL.DEBNCn). The debouncer configuration is fixed for all inputs as set by the Control B
register (CTRLB). The debouncing period duration is configurable using the Debounce Frequency
field in the Control B register (CTRLB.DEBF). The period is set for all debouncers (i.e., the duration
cannot be adjusted separately for each debouncer).

When TAMPCTRL.DEBNCn = 0, INn is detected asynchronously. See Figure 21-5 for an example.

When TAMPCTRL.DEBNCnh = 1, the detection time depends on whether the debouncer operates
synchronously or asynchronously, and whether majority detection is enabled or not. Refer to the
table below for more details. Synchronous versus asynchronous stability debouncing is configured
by the Debounce Asynchronous Enable bit in the Control B register (CTRLB.DEBASYNC):

+ Synchronous (CTRLB.DEBASYNC = 0): INn is synchronized in two CLK_RTC periods and then must
remain stable for four CLK_RTC_DEB periods before a valid detection occurs. See Figure 21-6 for
an example.

* Asynchronous (CTRLB.DEBASYNC = 1): The first edge on INn is detected. Further detection is
blanked until INn remains stable for four CLK_RTC_DEB periods. See Figure 21-7 for an example.

Majority debouncing is configured by the Debounce Majority Enable bit in the Control B register
(CTRLB.DEBMAY)). INn must be valid for two out of three CLK_RTC_DEB periods. See Figure 21-8 for
an example.

Table 21-3. Debouncer Configuration

TAMPCTRL. CTRLB. DEBMA]J | CTRLB. Description
DEBNCn DEBASYNC

Detect edge on INn with no debouncing. Every edge detected is
immediately triggered.

1 0 0 Detect edge on INn with synchronous stability debouncing. Edge
detected is only triggered when INn is stable for 4 consecutive
CLK_RTC_DEB periods.

1 0 1 Detect edge on INn with asynchronous stability debouncing.
First detected edge is triggered immediately. All subsequent
detected edges are ignored until INn is stable for 4 consecutive
CLK_RTC_DEB periods.

1 1 X Detect edge on INn with majority debouncing. Pin INn is sampled
for 3 consecutive CLK_RTC_DEB periods. Signal level is determined
by majority-rule (LLL, LLH, LHL, HLL ='0' and LHH, HLH, HHL, HHH
='1").
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Figure 21-5. Edge Detection with Debouncer Disabled
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Figure 21-6. Edge Detection with Synchronous Stability Debouncing
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Figure 21-7. Edge Detection with Asynchronous Stability Debouncing
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Figure 21-8. Edge Detection with Majority Debouncing
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Related Links

21.3. Block Diagram

21.6.8.5.1. Timestamp

21.6.8.5.2. Active Layer Protection

21.6.8.5.1 Timestamp

As part of tamper detection the RTC can capture the counter value (COUNT/CLOCK) into the
TIMESTAMP register. Three CLK_RTC periods are required to detect the tampering condition and
capture the value. The TIMESTAMP value can be read once the Tamper flag in the Interrupt Flag
register INTFLAG.TAMPER) is set. If the DMA Enable bit in the Control B register (CTRLB.DMAEN) is
1", a DMA request will be triggered by the timestamp. In order to determine which tamper source
caused a capture, the Tamper ID register (TAMPID) provides the detection status of each tamper
channel and the tamper input event. A DMA transfer can then read both TIMESTAMP and TAMPID in
succession.

A new timestamp value cannot be captured until the Tamper flag is cleared, either by reading the
timestamp or by writing a ‘1’ to INTFLAG.TAMPER. If several tamper conditions occur in a short
window before the flag is cleared, only the first timestamp may be logged. However, the detection of
each tamper will still be recorded in TAMPID.

The Tamper Input Event (TAMPEVT) will always perform a timestamp capture. To capture on

the external inputs (INn), the corresponding Input Action field in the Tamper Control register
(TAMPCTRL.INNACT) must be written to ‘1". If an input is set for wake functionality it does not capture
the timestamp; however the Tamper flag and TAMPID will still be updated.

Note: The TIMESTAMP value should be read once, and INTFLAG.TAMPER must be cleared. The next
value should be read only after the INTFLAG.TAMPER is set again.

Related Links
21.6.8.5. Tamper Detection

21.6.8.5.2 Active Layer Protection
The RTC provides a mean of detecting broken traces on the PCB, also known as Active layer
Protection. In this mode, a generated internal RTC signal can be directly routed over critical
components on the board using RTC OUT output pin to one of the RTC INn input pins. A tamper
condition is detected if there is a mismatch on the generated RTC signal.

The Active Layer Protection mode and the generation of the RTC signal is enabled by setting the
RTCOUT bit in the Control B register (CTRLB.RTCOUT).

Enabling active layer protection requires the following steps:

+ Enable the RTC prescaler output by writing a one to the RTC Out bit in the Control B register
(CTRLB.RTCOUT). The I/0 pins must also be configured to correctly route the signal to the
external pins.

+ Select the frequency of the output signal by configuring the RTC Active Layer Frequency field in
the Control B register (CTRLB.ACTF).

CLK_RTC

+ Enable the tamper input n (INn) in active layer mode by writing 3 to the corresponding Input
Action field in the Tamper Control register (TAMPCTRL.INNACT). When active layer protection is
enabled and INn and OUTn pin are used, the value of INn is sampled on the falling edge of
CLK_RTC and compared to the expected value of OUTn. Therefore up to one half of a CLK_RTC
period is available for propagation delay through the trace.

+ Enable Active Layer Protection by setting CTRLB.RTCOUT bit.

Related Links
21.6.8.5. Tamper Detection
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21.7

COffset | Name | 5itpos.
7:0

Register Summary - Mode 0 - 32-Bit Counter

0x00 CTRLA
0x02 CTRLB
0x04 EVCTRL
0x08 INTENCLR
0x0A INTENSET
0x0C INTFLAG
0xO0E DBGCTRL
OxOF Reserved
0x10 SYNCBUSY
0x14 FREQCORR
0x15

Reserved
0x17
0x18 COUNT
0x1C

Reserved
Ox1F
0x20 COMPO
0x24 COMP1
0x28

Reserved
0x3F
0x40 GPO
0x44 GP1
0x48 GP2
0x4C GP3

@ MICROCHIP

15:8
7:0
15:8
7:0
15:8
23:16
31:24
7:0
15:8
7:0
15:8
7:0
15:8
7:0

7:0

15:8
23:16
31:24

7:0

7:0

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7 | 6 | s | 4 0 3 | 20 1 | 0 |

MATCHCLR
COUNTSYNC
DMAEN

PEREO7
OVFEO

PER7
OVF
PER7
OVF
PER7
OVF

COUNTSYNC

SIGN

GPTRST
RTCOUT

PEREO6
TAMPEREO

PER6
TAMPER
PER6
TAMPER
PER6
TAMPER

COMP1

MODE[1:0]

BKTRST
DEBASYNC DEBMA|
ACTF[2:0]

PEREO5 PEREO4 PEREO3
PERS PER4 PER3
PER5S PER4 PER3
PERS PER4 PER3

COMPO COUNT

GP3
VALUE[6:0]
COUNT[7:0]

COUNT[15:8]
COUNT[23:16]
COUNT[31:24]

COMP[7:0]
COMP[15:8]
COMP[23:16]
COMP[31:24]
COMP[7:0]
COMP[15:8]
COMP[23:16]
COMP[31:24]

GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]

1
ENABLE

PRESCALER[3:0]

PEREO2

PER2

PER2

PER2

FREQCORR

GP2

GP2EN

DEBF[2:0]

PEREO1
CMPEO1

PER1
CMP1
PER1
CMP1
PER1
CMP1

ENABLE

GP1

SWRST

GPOEN

PEREOO
CMPEOO
TAMPEVEI

PERO
CMPO
PERO
CMPO
PERO
CMPO
DBGRUN

SWRST

GPO
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........... continued

Cofsee | Name lowposl 7 | 6 | 5 | 4 | 3 | 2 | 1 | o

0x50
Ox5F
0x60

0x64

0x68

0x6C

Ox7F

0x80

0x84

0x88

0x8C

0x90

0x94

0x98

0x9C

21.8
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Reserved
7:0 IN3ACT[1:0] IN2ACT[1:0] INTACT[1:0] INOACT[1:0]
15:8 IN4ACT[1:0]
TAMPCTRL
23:16 TAMLVL4 TAMLVL3 TAMLVL2 TAMLVL1 TAMLVLO
31:24 DEBNC4 DEBNC3 DEBNC2 DEBNC1 DEBNCO
7:0 COUNT[7:0]
15:8 COUNT[15:8]
TIMESTAMP
23:16 COUNT[23:16]
31:24 COUNT[31:24]
7:0 TAMPID4 TAMPID3 TAMPID2 TAMPID1 TAMPIDO
15:8
TAMPID
23:16
31:24 TAMPEVT
Reserved
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUPO
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP1
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP2
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP3
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP4
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP5
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP6
23:16 BKUP[23:16]
31:24 BKUP[31:24]
7:0 BKUP[7:0]
15:8 BKUP[15:8]
BKUP7
23:16 BKUP[23:16]
31:24 BKUP[31:24]

Register Description - Mode 0 - 32-Bit Counter
This Register Description section is valid if the RTC is in COUNT32 mode (CTRLA.MODE=0).

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16-, and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers require synchronization when read and/or written. Synchronization is denoted by the
"Read-Synchronized" and/or "Write-Synchronized" property in each individual register description.
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Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

Some registers are enable-protected, meaning they can only be written when the module is
disabled. Enable protection is denoted by the "Enable-Protected" property in each individual register
description.
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21.8.1 Control A in COUNT32 mode (CTRLA.MODE=0)

Name: CTRLA

Offset: 0x00

Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected, Write-Synchronized

Bit 15 14 13 12 11 10 9 8

[COUNTSYNC| GPTRST | BKTRST | | PRESCALER[3:0] |
Access R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0

| MATCHCLR | | | | MODE[1:0] | ENABLE | SWRST |
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 15 - COUNTSYNC COUNT Read Synchronization Enable
The COUNT register requires synchronization when reading. Disabling the synchronization will
prevent reading valid values from the COUNT register.
This bit is not enable-protected.

Value Description

0 COUNT read synchronization is disabled
1 COUNT read synchronization is enabled

Bit 14 - GPTRST GP Registers Reset On Tamper Enable
Only GP registers enabled by the CTRLB.GPnEN bits are affected. This bit can be written only when
the peripheral is disabled.
This bit is not synchronized.

Bit 13 - BKTRST BKUP Registers Reset On Tamper Enable
All BKUPnN registers are affected. This bit can be written only when the peripheral is disabled.
This bit is not synchronized.

Value Description

0 BKUPnN registers will not reset when a tamper condition occurs.
1 BKUPnN registers will reset when a tamper condition occurs.

Bits 11:8 - PRESCALER[3:0] Prescaler
These bits define the prescaling factor for the RTC clock source (GCLK_RTC) to generate the counter
clock (CLK_RTC_CNT). Periodic events and interrupts are not available when the prescaler is off.
These bits are not synchronized.

Value Name Description

0x0 OFF CLK_RTC_CNT = GCLK_RTC/1
0x1 DIV1 CLK_RTC_CNT = GCLK_RTC/1
0x2 DIV2 CLK_RTC_CNT = GCLK_RTC/2
0x3 DIV4 CLK_RTC_CNT = GCLK_RTC/4
0x4 DIV8 CLK_RTC_CNT = GCLK_RTC/8
0x5 DIV16 CLK_RTC_CNT = GCLK_RTC/16
0x6 DIV32 CLK_RTC_CNT = GCLK_RTC/32
0x7 DIVe4 CLK_RTC_CNT = GCLK_RTC/64
0x8 DIV128 CLK_RTC_CNT = GCLK_RTC/128
0x9 DIV256 CLK_RTC_CNT = GCLK_RTC/256
OxA DIV512 CLK_RTC_CNT = GCLK_RTC/512
0xB DIV1024 CLK_RTC_CNT = GCLK_RTC/1024
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Value Name Description
0xC-0xF - Reserved

Bit 7 - MATCHCLR Clear on Match

This bit defines if the counter is cleared or not on a match.
This bit is not synchronized.

Value Description
0 The counter is not cleared on a Compare/Alarm 0 match
1 The counter is cleared on a Compare/Alarm 0 match

Bits 3:2 - MODE[1:0] Operating Mode
This bit group defines the operating mode of the RTC.
This bit is not synchronized.

Value Name Description

0x0 COUNT32 Mode 0: 32-bit counter
0x1 COUNT16 Mode 1: 16-bit counter
0x2 CLOCK Mode 2: Clock/calendar
0x3 - Reserved

Bit 1 - ENABLE Enable
Due to synchronization there is a delay between writing CTRLA.ENABLE and until the peripheral is
enabled/disabled. The value written to CTRLA.ENABLE will read back immediately and the Enable

bit in the Synchronization Busy register (SYNCBUSY.ENABLE) will be set. SYNCBUSY.ENABLE will be
cleared when the operation is complete.

Value Description
0 The peripheral is disabled
1

The peripheral is enabled

Bit 0 - SWRST Software Reset
Writing a '0' to this bit has no effect.

Writing a '1' to this bit resets all registers in the RTC (except DBGCTRL) to their initial state, and the
RTC will be disabled.

Writing a '1' to CTRLA.SWRST will always take precedence, meaning that all other writes in the same
write-operation will be discarded.

Due to synchronization there is a delay between writing CTRLA.SWRST and until the reset is

complete. CTRLA.SWRST will be cleared when the reset is complete.
Value Description

0 There is not reset operation ongoing
1 The reset operation is ongoing
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21.8.2 Control B in COUNT32 mode (CTRLA.MODE=0)

Name: CTRLB

Offset: 0x02

Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected

Bit 15 14 13 12 11 10 9 8
| ACTF[2:0] | | DEBF[2:0] |

Access R/W R/W R/W R/W R/W R/W

Reset 0 0 0 0 0 0

Bit 7 6 5 4 3 2 1 0
DMAEN | RTCOUT | DEBASYNC | DEBMA] | | | GP2EN | GPOEN |

Access R/W R/W RIW R/W R/W R/W

Reset 0 0 0 0 0 0

Bits 14:12 - ACTF[2:0] Active Layer Frequency
These bits define the prescaling factor for the RTC clock output (OUT) used during active layer
protection in terms of the CLK_RTC.

Value Name Description

0x0 DIV2 CLK_RTC_OUT = CLK_RTC/2
0x1 DIv4 CLK_RTC_OUT = CLK_RTC /4
0x2 DIV8 CLK_RTC_OUT = CLK_RTC/ 8
0x3 DIV16 CLK_RTC_OUT = CLK_RTC/ 16
0x4 DIV32 CLK_RTC_OUT = CLK_RTC/ 32
0x5 DIve4 CLK_RTC_OUT = CLK_RTC/ 64
0x6 DIV128 CLK_RTC_OUT = CLK_RTC/ 128
0x7 DIV256 CLK_RTC_OUT = CLK_RTC / 256

Bits 10:8 - DEBF[2:0] Debounce Frequency
These bits define the prescaling factor for the input debouncers in terms of the CLK_RTC.

Value Name Description

0x0 DIV2 CLK_RTC_DEB = CLK_RTC/2
0x1 DIV4 CLK_RTC_DEB = CLK_RTC/ 4
0x2 DIV8 CLK_RTC_DEB = CLK_RTC/8
0x3 DIV16 CLK_RTC_DEB = CLK_RTC/ 16
0x4 DIV32 CLK_RTC_DEB = CLK_RTC/ 32
0x5 DIV64 CLK_RTC_DEB = CLK_RTC/ 64
0x6 DIV128 CLK_RTC_DEB = CLK_RTC /128
0x7 DIV256 CLK_RTC_DEB = CLK_RTC/ 256

Bit 7- DMAEN DMA Enable
The RTC can trigger a DMA request when the timestamp is ready in the TIMESTAMP register.

Value Description
0 Tamper DMA request is disabled. Reading TIMESTAMP has no effect on INTFLAG.TAMPER.
1 Tamper DMA request is enabled. Reading TIMESTAMP will clear INTFLAG.TAMPER.

Bit 6 - RTCOUT RTC Output Enable

0 The RTC active layer output is disabled.
1 The RTC active layer output is enabled.

Bit 5 - DEBASYNC Debouncer Asynchronous Enable
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Value Description
0 The tamper input debouncers operate synchronously.
1 The tamper input debouncers operate asynchronously.

Bit 4 - DEBMA) Debouncer Majority Enable

0 The tamper input debouncers match three equal values.
1 The tamper input debouncers match majority two of three values.

Bit 1 - GP2EN General Purpose 2 Enable

Value Description
0 COMP1 compare function enabled. GP2/GP3 disabled.
1 COMP1 compare function disabled. GP2/GP3 enabled.

Bit 0 - GPOEN General Purpose 0 Enable

Value Description
0 COMPO compare function enabled. GPO/GP1 disabled.
1 COMPO compare function disabled. GPO/GP1 enabled.
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21.8.3 Event Control in COUNT32 mode (CTRLA.MODE=0)

Reset:

Property: PAC Write-Protection, Enable-Protected

EVCTRL
0x04
0x00000000

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | TAMPEVEI |
Access R/W
Reset 0
Bit 15 14 13 12 11 10 9 8
OVFEO | TAMPEREO | | CMPEO1 | CMPEOO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
PEREOQ7 PEREO6 PEREO5 PEREO4 PEREO3 PEREO2 PEREO1 PEREOO
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 16 - TAMPEVEI Tamper Event Input Enable
Value Description
0 Tamper event input is disabled and incoming events will be ignored.
1 Tamper event input is enabled and incoming events will capture the COUNT value.

Bit 15 - OVFEO Overflow Event Output Enable
Value Description
0 Overflow event is disabled and will not be generated.
1 Overflow event is enabled and will be generated for every overflow.

Bit 14 - TAMPEREO Tamper Event Output Enable

Value Description
0 Tamper event output is disabled and will not be generated.
1 Tamper event output is enabled and will be generated for every tamper input.

Bits 8, 9 - CMPEOn Compare n Event Output Enable [n = 1..0]

Value Description
0 Compare n event is disabled and will not be generated.
1 Compare n event is enabled and will be generated for every compare match.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PEREON Periodic Interval n Event Output Enable [n =7..0]

Value Description
0 Periodic Interval n event is disabled and will not be generated.
1 Periodic Interval n event is enabled and will be generated.
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21.8.4 Interrupt Enable Clear in COUNT32 mode (CTRLA.MODE=0)

Name: INTENCLR

Offset: 0x08

Reset: 0x0000

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | | | cwmp1 | CMPO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PERS PER4 | PER3 | PER2 | PERT [ PERO |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Overflow Interrupt Enable bit, which disables the Overflow
interrupt.

Value Description

0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

Bit 14 - TAMPER Tamper Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this but will clear the Tamper Interrupt Enable bit, which disables the Tamper

interrupt.

Value Description

0 The Tamper interrupt is disabled.
1 The Tamper interrupt is enabled.

Bits 8, 9 - CMPn Compare n Interrupt Enable [n = 1..0]
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Compare n Interrupt Enable bit, which disables the Compare n
interrupt.

Value Description

0 The Compare n interrupt is disabled
1 The Compare n interrupt is enabled.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n Interrupt Enable [n = 7..0]
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Periodic Interval n Interrupt Enable bit, which disables the
Periodic Interval n interrupt.

Value Description

0 Periodic Interval n interrupt is disabled.
1 Periodic Interval n interrupt is enabled.
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21.8.5 Interrupt Enable Set in COUNT32 mode (CTRLA.MODE=0)
Name INTENSET
Offset 0x0A
Reset: 0x0000
Property: PAC Write-Protection
This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.
Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | | | cwmp1 | CMPO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PERS PER4 | PER3 | PER2 | PERT [ PERO |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Overflow Interrupt Enable bit, which enables the Overflow
interrupt.

Value Description

0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

Bit 14 - TAMPER Tamper Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Tamper Interrupt Enable bit, which enables the Tamper interrupt.

Value Description
0 The Tamper interrupt is disabled.
1 The Tamper interrupt is enabled.

Bits 8, 9 - CMPn Compare n Interrupt Enable [n = 1..0]
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Compare n Interrupt Enable bit, which and enables the Compare n
interrupt.

Value Description

0 The Compare n interrupt is disabled.
1 The Compare n interrupt is enabled.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n Interrupt Enable [n = 7..0]
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Periodic Interval n Interrupt Enable bit, which enables the Periodic
Interval n interrupt.

Value Description

0 Periodic Interval n interrupt is disabled.
1 Periodic Interval n interrupt is enabled.
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21.8.6 Interrupt Flag Status and Clear in COUNT32 mode (CTRLA.MODE=0)

Name: INTFLAG
Offset: 0x0C
Reset: 0x0000

Property: -
Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | | cwmp1 | CMPO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PER5 | PER4 | PER3 | PER2 | PERT | PERO |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow
This flag is cleared by writing a '1' to the flag.
This flag is set on the next CLK_RTC_CNT cycle after an overflow condition occurs, and an interrupt
request will be generated if INTENCLR/SET.OVFis '1'.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Overflow interrupt flag.

Bit 14 - TAMPER Tamper event
This flag is set after a damper condition occurs, and an interrupt request will be generated if
INTENCLR.TAMPER/INTENSET.TAMPER is '1'. Writing a '0' to this bit has no effect. Writing a '1' to this
bit clears the Tamper interrupt flag.

Bits 8, 9 - CMPn Comparen[n=1..0]
This flag is cleared by writing a '1' to the flag.
This flag is set on the next CLK_RTC_CNT cycle after a match with the compare condition, and an
interrupt request will be generated if INTENCLR/SET.COMPn is one.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Compare n interrupt flag.

Bits 0,1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n [n = 7..0]
This flag is cleared by writing a '1' to the flag.
This flag is set on the 0-to-1 transition of prescaler bit [n+2], and an interrupt request will be
generated if INTENCLR/SET.PERnN is one.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Periodic Interval n interrupt flag.
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21.8.7 Debug Control

Name: DBGCTRL

Offset: 0x0E

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | | DBGRUN |
Access R/W
Reset 0

Bit 0 - DBGRUN Debug Run
This bit is not reset by a software reset.
This bit controls the functionality when the CPU is halted by an external debugger.

Value Description

0 The RTC is halted when the CPU is halted by an external debugger.
1 The RTC continues normal operation when the CPU is halted by an external debugger.
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21.8.8 Synchronization Busy in COUNT32 mode (CTRLA.MODE=0)

Name: SYNCBUSY
Offset: 0x10
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | GP3 | GP2 | GP1 | GPO |
Access R R R R
Reset 0 0 0 0
Bit 15 14 13 12 11 10 9 8
COUNTSYNC | | | | |
Access R
Reset 0
Bit 7 6 5 4 3 2 1 0
COMP1 COMPO COUNT | FREQCORR | ENABLE SWRST
Access R R R R R R
Reset 0 0 0 0 0 0

Bits 16, 17, 18, 19 - GPn General Purpose n Synchronization Busy Status

Value Description
0 Write synchronization for GPn register is complete.
1 Write synchronization for GPn register is ongoing.

Bit 15 - COUNTSYNC Count Read Sync Enable Synchronization Busy Status
Value Description
0 Write synchronization for CTRLA.COUNTSYNC bit is complete.
1 Write synchronization for CTRLA.COUNTSYNC bit is ongoing.

Bits 5, 6 - COMPn Compare n Synchronization Busy Status [n = 1..0]

Value Description
0 Write synchronization for COMPx register is complete.
1 Write synchronization for COMPXx register is ongoing.

Bit 3 - COUNT Count Value Synchronization Busy Status

Value Description
0 Read/write synchronization for COUNT register is complete.
1 Read/write synchronization for COUNT register is ongoing.

Bit 2 - FREQCORR Frequency Correction Synchronization Busy Status

Value Description
0 Write synchronization for FREQCORR register is complete.
1 Write synchronization for FREQCORR register is ongoing.

Bit 1 - ENABLE Enable Synchronization Busy Status
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Value Description

0 Write synchronization for CTRLA.ENABLE bit is complete.
1 Write synchronization for CTRLA.ENABLE bit is ongoing.

Bit 0 - SWRST Software Reset Synchronization Busy Status

0 Write synchronization for CTRLA.SWRST bit is complete.
1 Write synchronization for CTRLA.SWRST bit is ongoing.
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21.8.9 Frequency Correction

Name: FREQCORR

Offset: 0x14

Reset: 0x00

Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0
| SIGN | VALUE[6:0] |
Access  R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 7 - SIGN Correction Sign

0 The correction value is positive, i.e., frequency will be decreased.
1 The correction value is negative, i.e., frequency will be increased.

Bits 6:0 - VALUE[6:0] Correction Value
These bits define the amount of correction applied to the RTC prescaler.

Value Description

0 Correction is disabled and the RTC frequency is unchanged.
1 - 127 The RTC frequency is adjusted according to the value.
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21.8.10 Counter Value in COUNT32 mode (CTRLA.MODE=0)

Name: COUNT

Offset: 0x18

Reset: 0x00000000

Property: PAC Write-Protection, Write-Synchronized

Notes:
1. This register is read-synchronized when CTRLA.COUNTSYNC = 1: SYNCBUSY.COUNT must be
checked to ensure the COUNT register synchronization is complete.

2. This register is write-synchronized: SYNCBUSY.COUNT must be checked to ensure the COUNT
register synchronization is complete.

Bit 31 30 29 28 27 26 25 24
| COUNT[31:24] |
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| COUNTI[23:16] |
Access  R/W R/W R/W R/W R/W RIW R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
| COUNT[15:8] |
Access  R/W R/W R/W R/W R/W R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| COUNT[7:0] |
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - COUNT[31:0] Counter Value
These bits define the value of the 32-bit RTC counter in mode 0.
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21.8.11 Compare n Value in COUNT32 mode (CTRLA.MODE=0)

Name: COMPN
Offset: 0x20 + n*0x04 [n=0..1]
Reset: 0x00000000
Property: PAC Write-Protection, Write-Synchronized
Bit 31 30 29 28 27 26 25 24
| COMP[31:24]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| COMP[23:16]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
COMP[15:8]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
COMP[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - COMP[31:0] Compare Value

The 32-bit value of COMPn is continuously compared with the 32-bit COUNT value. When a match
occurs, the Compare n interrupt flag in the Interrupt Flag Status and Clear register (INTFLAG.CMPn)
is set on the next counter cycle, and the counter value is cleared if CTRLA.MATCHCLR is one.
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21.8.12 General Purpose n

Name: GPn
Offset: 0x40 + n*0x04 [n=0..3]
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| GP[31:24]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| GP[23:16]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
GP[15:8]
Access  R/W RIW R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
GP[7:0]
Access  R/W R/W RIW R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - GP[31:0] General Purpose

These bits are for user-defined general purpose use, see 21.6.8.4.
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21.8.13 Tamper Control

Name: TAMPCTRL

Offset: 0x60

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| | | | DEBNC4 | DEBNC3 | DEBNC2 | DEBNC1 | DEBNCO |
Access
Reset 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| | | | TAMLVL4 | TAMLVL3 | TAMLVL2 | TAMLVL1 | TAMLVLO |
Access
Reset 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
| | | | | IN4ACT[1:0]
Access
Reset 0 0
Bit 7 6 5 4 3 2 1 0
IN3ACT[1:0] | IN2ACT[1:0] | INTACT[1:0] | INOACT([1:0]
Access
Reset 0 0 0 0 0 0 0 0

Bits 24, 25, 26, 27, 28 - DEBNC Debounce Enable of Tamper Input INn

Note: Debounce feature does not apply to the Active Layer Protection mode (TAMPCTRL.INACT =
ACTL).

VEINS Description

0 Debouncing is disabled for Tamper input INn
1 Debouncing is enabled for Tamper input INn
Bits 16, 17, 18, 19, 20 - TAMLVL Tamper Level Select of Tamper Input INn
Note: Tamper Level feature does not apply to the Active Layer Protection mode (TAMPCTRL.INACT =

ACTL).

Value Description
0 A falling edge condition will be detected on Tamper input INn.
1 A rising edge condition will be detected on Tamper input INn.

Bits 0:1, 2:3, 4:5, 6:7, 8:9 - INACT Tamper Channel n Action
These bits determine the action taken by Tamper Channel n.

Value Name Description

0x0 OFF Off (Disabled)

0x1 WAKE Wake and set Tamper flag

0x2 CAPTURE Capture timestamp and set Tamper flag

0x3 ACTL Compare RTC signal routed between INn and OUT pins . When a mismatch occurs, capture

timestamp and set Tamper flag
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21.8.14 Timestamp

Name: TIMESTAMP
Offset: 0x64
Reset: 0x0
Property: Read-Only

Bit 31 30 29 28 27 26 25 24

| COUNT[31:24]
Access RO RO RO RO RO RO RO RO
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16

| COUNT[23:16]
Access RO RO RO RO RO RO RO RO
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8

COUNT[15:8]
Access RO RO RO RO RO RO RO RO
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0

COUNT[7:0]
Access RO RO RO RO RO RO RO RO
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - COUNT[31:0] Count Timestamp Value
The 32-bit value of COUNT is captured by the TIMESTAMP when a tamper condition occurs
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21.8.15 Tamper ID

Name: TAMPID
Offset:
Reset: 0x00000000
Bit 31 30 29 28 27 26 25 24
| TAMPEVT |
Access R/W
Reset 0
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
TAMPID4 TAMPID3 TAMPID2 TAMPID1 TAMPIDO
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 31 - TAMPEVT Tamper Event Detected
Writing a '0' to this bit has no effect. Writing a '1' to this bit clears the tamper detection bit.

VEIS Description

0
1

Bits 0, 1, 2, 3, 4 - TAMPID Tamper on Channel n Detected
Writing a '0' to this bit has no effect. Writing a '1' to this bit clears the tamper detection bit.

A tamper input event has not been detected
A tamper input event has been detected

Value Description

0
1
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A tamper condition has not been detected on Channel n
A tamper condition has been detected on Channel n
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21.8.16 Backupn

Name: BKUP

Offset: 0x80 + n*0x04 [n=0..7]
Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| BKUP[31:24]
Access  R/W R/W R/W R/W RIW RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| BKUP[23:16]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
BKUP[15:8]
Access  R/W R/W R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
BKUP[7:0]
Access  R/W RIW RIW R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - BKUP[31:0] Backup

These bits are user-defined for general purpose use in the Backup domain.
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21.9 Register Summary - Mode 1 - 16-Bit Counter
7:0 MODE[1:0] ENABLE SWRST
0x00 CTRLA
15:8  COUNTSYNC  GPTRST BKTRST PRESCALER[3:0]
7:0 DMAEN RTCOUT  DEBASYNC  DEBMAJ GP2EN GPOEN
0x02 CTRLB
15:8 ACTF[2:0] DEBF[2:0]
7:0 PEREO7 PEREO6 PEREOS PEREO4 PEREO3 PEREO2 PEREO1 PEREOO
15: VFE
004 — 5:8 OVFEO  TAMPEREO CMPEO3 ~ CMPEO2 = CMPEOT  CMPEQO
23:16 TAMPEVEI
31:24
7:0 PER7 PER6 PERS PER4 PER3 PER2 PER PERO
0x08 INTENCLR
15:8 OVF TAMPER CMP3 CMP2 CMP1 CMPO
7:0 PER7 PER6 PERS PER4 PER3 PER2 PER PERO
0x0A INTENSET
15:8 OVF TAMPER CMP3 CMP2 CMP1 CMPO
7:0 PER7 PER6 PERS PER4 PER3 PER2 PER PERO
0x0C INTFLAG
15:8 OVF TAMPER CMP3 CMP2 CMP1 CMPO
0XOE DBGCTRL 7:0 DBGRUN
OxO0F Reserved
7:0 COMP2 COMP1 COMPO PER COUNT  FREQCORR  ENABLE SWRST
15:
010 SYNCBUSY 5:8  COUNTSYNC comP3
23:16 GP3 GP2 GP1 GPO
31:24
0x14 FREQCORR 7:0 SIGN VALUE[6:0]
0x15
- Reserved
0x17
7:0 COUNT[7:0]
0x18 COUNT
X 15:8 COUNT[15:8]
ox1A
. Reserved
0x1B
7:0 PER[7:0]
0x1C PER
15:8 PER[15:8]
Ox1E
e Reserved
Ox1F
7:0 COMP[7:0]
0x20 COMPO
X 15:8 COMP[15:8]
7:0 COMP[7:0]
0x22 COMP1
15:8 COMP[15:8]
7:0 COMP[7:0]
0x24 COMP2
X 15:8 COMP[15:8]
7:0 COMP[7:0]
0x26 COMP3
15:8 COMP[15:8]
0x28
e Reserved
0x3F
7:0 GP[7:0]
15:8 GP[15:8]
4 P
0x40 GPO 23116 GP[23:16]
31:24 GP[31:24]
7:0 GP[7:0]
15: .
Ox44 GP1 >8 GPLT5:8]
23:16 GP[23:16]
31:24 GP[31:24]
7:0 GP[7:0]
15:8 GP[15:8]
4 P2
0x48 G 23116 GP[23:16]
31:24 GP[31:24]
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........... continued

I S T R

0x4C

0x50
Ox5F
0x60

0x64

0x68

0x6C

Ox7F

0x80

0x84

0x88

0x8C

0x90

0x94

0x98

0x9C

21.10
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GP3

Reserved

TAMPCTRL

TIMESTAMP

TAMPID

Reserved

BKUPO

BKUP1

BKUP2

BKUP3

BKUP4

BKUP5

BKUP6

BKUP7

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

GP[7:0]
GP[15:8]

GP[23:16]

GP[31:24]

IN3ACT[1:0] IN2ACT[1:0] INTACT[1:0]

TAMLVL4 ~ TAMLVL3 = TAMLVL2
DEBNC4 DEBNC3 DEBNC2
COUNT[7:0]
COUNT[15:8]

TAMPID4 TAMPID3 TAMPID2

TAMPEVT

BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]

Register Description - Mode 1 - 16-Bit Counter

This Register Description section is valid if the RTC is in COUNT16 mode (CTRLA.MODE=1).

I N N R

INOACT[1:0]
IN4ACT[1:0]

TAMLVL1
DEBNC1

TAMPID1

TAMLVLO
DEBNCO

TAMPIDO
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Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16-, and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers require synchronization when read and/or written. Synchronization is denoted by the
"Read-Synchronized" and/or "Write-Synchronized" property in each individual register description.

Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

Some registers are enable-protected, meaning they can only be written when the module is
disabled. Enable protection is denoted by the "Enable-Protected" property in each individual register
description.
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21.10.1 Control A in COUNT16 mode (CTRLA.MODE=1)

Name: CTRLA

Offset: 0x00

Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected, Write-Synchronized

Bit 15 14 13 12 11 10 9 8
[COUNTSYNC| GPTRST | BKTRST | | PRESCALER[3:0] |
Access R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| | | | | MODE[1:0] | ENABLE | SWRST |
Access R/W R/W R/W R/W
Reset 0 0 0 0

Bit 15 - COUNTSYNC COUNT Read Synchronization Enable
The COUNT register requires synchronization when reading. Disabling the synchronization will
prevent reading valid values from the COUNT register.
This bit is not enable-protected.

Value Description

0 COUNT read synchronization is disabled
1 COUNT read synchronization is enabled

Bit 14 - GPTRST GP Registers Reset On Tamper Enable
Only GP registers enabled by the CTRLB.GPnEN bits are affected. This bit can be written only when
the peripheral is disabled.
This bit is not synchronized.

Value Description
0 GPn registers will not reset when a tamper condition occurs.
1 GPn registers will reset when a tamper condition occurs.

Bit 13 - BKTRST BKUP Registers Reset On Tamper Enable
All BKUPnN registers are affected. This bit can be written only when the peripheral is disabled.
This bit is not synchronized.

Value Description

0 BKUPnN registers will not reset when a tamper condition occurs.
1 BKUPn registers will reset when a tamper condition occurs.

Bits 11:8 - PRESCALERI[3:0] Prescaler
These bits define the prescaling factor for the RTC clock source (GCLK_RTC) to generate the counter
clock (CLK_RTC_CNT). Periodic events and interrupts are not available when the prescaler is off.
These bits are not synchronized.

Value Name Description
0x0 OFF CLK_RTC_CNT = GCLK_RTC/1
0x1 DIV1 CLK_RTC_CNT = GCLK_RTC/1
0x2 DIV2 CLK_RTC_CNT = GCLK_RTC/2
0x3 DIV4 CLK_RTC_CNT = GCLK_RTC/4
0x4 DIV8 CLK_RTC_CNT = GCLK_RTC/8
0x5 DIV16 CLK_RTC_CNT = GCLK_RTC/16
0x6 DIV32 CLK_RTC_CNT = GCLK_RTC/32
0x7 DIV64 CLK_RTC_CNT = GCLK_RTC/64
0x8 DIV128 CLK_RTC_CNT = GCLK_RTC/128
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Value Name Description

0x9 DIV256 CLK_RTC_CNT = GCLK_RTC/256
0xA DIV512 CLK_RTC_CNT = GCLK_RTC/512
0xB DIV1024 CLK_RTC_CNT = GCLK_RTC/1024
0xC-0xF - Reserved

Bits 3:2 - MODE[1:0] Operating Mode
This field defines the operating mode of the RTC. This bit is not synchronized.

Value Name Description

0x0 COUNT32 Mode 0: 32-bit counter
0x1 COUNT16 Mode 1: 16-bit counter
0x2 CLOCK Mode 2: Clock/calendar
0x3 - Reserved

Bit 1 - ENABLE Enable
Due to synchronization there is delay from writing CTRLA.ENABLE until the peripheral is enabled/
disabled. The value written to CTRLA.ENABLE will read back immediately and the Enable bit in the

Synchronization Busy register (SYNCBUSY.ENABLE) will be set. SYNCBUSY.ENABLE will be cleared
when the operation is complete.

Value Description
0 The peripheral is disabled
1 The peripheral is enabled

Bit 0 - SWRST Software Reset
Writing a '0' to this bit has no effect.
Writing a '1' to this bit resets all registers in the RTC (except DBGCTRL) to their initial state, and the
RTC will be disabled.
Writing a '1' to CTRLA.SWRST will always take precedence, meaning that all other writes in the same
write-operation will be discarded.
Due to synchronization there is a delay from writing CTRLA.SWRST until the reset is complete.
CTRLA.SWRST will be cleared when the reset is complete.

Value Description
0 There is not reset operation ongoing
1 The reset operation is ongoing
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21.10.2 Control B in COUNT16 mode (CTRLA.MODE=1)

Name: CTRLB

Offset: 0x02

Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected

Bit 15 14 13 12 11 10 9 8
| ACTF[2:0] | | DEBF[2:0] |

Access R/W R/W R/W R/W R/W R/W

Reset 0 0 0 0 0 0

Bit 7 6 5 4 3 2 1 0
DMAEN | RTCOUT | DEBASYNC | DEBMA] | | | GP2EN | GPOEN |

Access R/W R/W RIW R/W R/W R/W

Reset 0 0 0 0 0 0

Bits 14:12 - ACTF[2:0] Active Layer Frequency
These bits define the prescaling factor for the RTC clock output (OUT) used during active layer
protection in terms of the CLK_RTC.

Value Name Description

0x0 DIV2 CLK_RTC_OUT = CLK_RTC/2
0x1 DIv4 CLK_RTC_OUT = CLK_RTC /4
0x2 DIV8 CLK_RTC_OUT = CLK_RTC/ 8
0x3 DIV16 CLK_RTC_OUT = CLK_RTC/ 16
0x4 DIV32 CLK_RTC_OUT = CLK_RTC/ 32
0x5 DIve4 CLK_RTC_OUT = CLK_RTC/ 64
0x6 DIV128 CLK_RTC_OUT = CLK_RTC/ 128
0x7 DIV256 CLK_RTC_OUT = CLK_RTC / 256

Bits 10:8 - DEBF[2:0] Debounce Frequency
These bits define the prescaling factor for the input debouncers in terms of the CLK_RTC.

Value Name Description

0x0 DIV2 CLK_RTC_DEB = CLK_RTC/2
0x1 DIV4 CLK_RTC_DEB = CLK_RTC/ 4
0x2 DIV8 CLK_RTC_DEB = CLK_RTC/8
0x3 DIV16 CLK_RTC_DEB = CLK_RTC/ 16
0x4 DIV32 CLK_RTC_DEB = CLK_RTC/ 32
0x5 DIV64 CLK_RTC_DEB = CLK_RTC/ 64
0x6 DIV128 CLK_RTC_DEB = CLK_RTC /128
0x7 DIV256 CLK_RTC_DEB = CLK_RTC/ 256

Bit 7- DMAEN DMA Enable
The RTC can trigger a DMA request when the timestamp is ready in the TIMESTAMP register.

Value Description
0 Tamper DMA request is disabled. Reading TIMESTAMP has no effect on INTFLAG.TAMPER.
1 Tamper DMA request is enabled. Reading TIMESTAMP will clear INTFLAG.TAMPER.

Bit 6 - RTCOUT RTC Output Enable

0 The RTC active layer output is disabled.
1 The RTC active layer output is enabled.

Bit 5 - DEBASYNC Debouncer Asynchronous Enable
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Value Description
0 The tamper input debouncers operate synchronously.
1 The tamper input debouncers operate asynchronously.

Bit 4 - DEBMA) Debouncer Majority Enable

0 The tamper input debouncers match three equal values.
1 The tamper input debouncers match majority two of three values.

Bit 1 - GP2EN General Purpose 2 Enable

Value Description
0 COMP1 compare function enabled. GP2/GP3 disabled.
1 COMP1 compare function disabled. GP2/GP3 enabled.

Bit 0 - GPOEN General Purpose 0 Enable

Value Description
0 COMPO compare function enabled. GPO/GP1 disabled.
1 COMPO compare function disabled. GPO/GP1 enabled.
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21.10.3 Event Control in COUNT16 mode (CTRLA.MODE=1)

Name: EVCTRL

Offset: 0x04

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | [ TAMPEVET |
Access R/W
Reset 0
Bit 15 14 13 12 11 10 9 8
OVFEO | TAMPEREO CMPEO3 | CMPEO2 | CMPEO1 | CMPEOO |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
PEREO7 PEREO6 PEREO5 PEREO4 PEREO3 PEREO2 PEREO1 PEREOO
Access RIW RIW RIW R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 16 - TAMPEVEI Tamper Event Input Enable

Value Description
0 Tamper event input is disabled, and incoming events will be ignored
1 Tamper event input is enabled, and incoming events will capture the COUNT value

Bit 15 - OVFEO Overflow Event Output Enable
Value Description
0 Overflow event is disabled and will not be generated.
1 Overflow event is enabled and will be generated for every overflow.

Bit 14 - TAMPEREO Tamper Event Output Enable

Value Description
0 Tamper event output is disabled, and will not be generated.
1 Tamper event output is enabled, and will be generated for every tamper input.

Bits 8, 9, 10, 11 - CMPEOn Compare n Event Output Enable [n = 3..0]

Value Description
0 Compare n event is disabled and will not be generated.
1 Compare n event is enabled and will be generated for every compare match.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PEREON Periodic Interval n Event Output Enable [n =7..0]

Value Description
0 Periodic Interval n event is disabled and will not be generated.
1 Periodic Interval n event is enabled and will be generated.
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21.10.4 Interrupt Enable Clear in COUNT16 mode (CTRLA.MODE=1)

Name: INTENCLR

Offset: 0x08

Reset: 0x0000

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | cwp3 | CmMP2 | CMP1 [ CMPO |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PERS PER4 | PER3 | PER2 | PERT [ PERO |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Overflow Interrupt Enable

bit, which disables the Overflow interrupt.

Value Description

0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

Bit 14 - TAMPER Tamper Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Tamper Interrupt Enable bit,

which disables the Tamper interrupt.

Value Description
0 The Tamper interrupt is disabled.
1 The Tamper interrupt is enabled.

Bits 8, 9, 10, 11 - CMPn Compare n Interrupt Enable [n = 3..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Compare n Interrupt Enable

bit, which disables the Compare n interrupt.

Value Description

0 The Compare n interrupt is disabled.
1 The Compare n interrupt is enabled.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n Interrupt Enable [n = 7..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Periodic Interval n Interrupt
Enable bit, which disables the Periodic Interval n interrupt.

Value Description

0 Periodic Interval n interrupt is disabled.
1 Periodic Interval n interrupt is enabled.
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21.10.5 Interrupt Enable Set in COUNT16 mode (CTRLA.MODE=1)

Name: INTENSET

Offset: 0x0A

Reset: 0x0000

Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | cwp3 | CmMP2 | CMP1 [ CMPO |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PERS PER4 | PER3 | PER2 | PERT [ PERO |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Overflow Interrupt Enable bit,

which enables the Overflow interrupt.

Value Description

0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

Bit 14 - TAMPER Tamper Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Tamper Interrupt Enable bit,

which enables the Tamper interrupt.

Value Description
0 The Tamper interrupt is disabled.
1 The Tamper interrupt is enabled.

Bits 8, 9, 10, 11 - CMPn Compare n Interrupt Enable [n = 3..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Compare n Interrupt Enable

bit, which and enables the Compare n interrupt.

Value Description

0 The Compare n interrupt is disabled.
1 The Compare n interrupt is enabled.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n Interrupt Enable [n = 7..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Periodic Interval n Interrupt
Enable bit, which enables the Periodic Interval n interrupt.

Value Description

0 Periodic Interval n interrupt is disabled.
1 Periodic Interval n interrupt is enabled.
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21.10.6 Interrupt Flag Status and Clear in COUNT16 mode (CTRLA.MODE=1)

Name: INTFLAG
Offset: 0x0C
Reset: 0x0000

Property: -
Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | cwp3 | CmMP2 | CMP1 [ CMPO |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PER5 | PER4 | PER3 | PER2 | PERT | PERO |
Access RIW R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow
This flag is cleared by writing a '1' to the flag.
This flag is set on the next CLK_RTC_CNT cycle after an overflow condition occurs, and an interrupt
request will be generated if INTENCLR/SET.OVFis '1'.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Overflow interrupt flag.

Bit 14 - TAMPER Tamper
This flag is set after a tamper condition occurs, and an interrupt request will be generated if
INTENCLR.TAMPER/ INTENSET.TAMPER is one.
Writing a '0' to this bit has no effect.
Writing a one to this bit clears the Tamper interrupt flag.

Bits 8,9, 10, 11 - CMPn Compare n[n =3..0]
This flag is cleared by writing a '1' to the flag.
This flag is set on the next CLK_RTC_CNT cycle after a match with the compare condition, and an
interrupt request will be generated if INTENCLR/SET.COMPn is one.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Compare n interrupt flag.

Bits 0, 1, 2, 3,4, 5, 6, 7 - PERn Periodic Interval n [n =7..0]
This flag is cleared by writing a '1' to the flag.
This flag is set on the 0-to-1 transition of prescaler bit [n+2], and an interrupt request will be
generated if INTENCLR/SET.PERX is one.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Periodic Interval n interrupt flag.
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21.10.7 Debug Control

Name: DBGCTRL

Offset: 0x0E

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | | DBGRUN |
Access R/W
Reset 0

Bit 0 - DBGRUN Debug Run
This bit is not reset by a software reset.
This bit controls the functionality when the CPU is halted by an external debugger.

Value Description

0 The RTC is halted when the CPU is halted by an external debugger.
1 The RTC continues normal operation when the CPU is halted by an external debugger.
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21.10.8 Synchronization Busy in COUNT16 mode (CTRLA.MODE=1)

Name: SYNCBUSY
Offset: 0x10
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | 63 | G2 | Gkt [ GPO |
Access R R R R
Reset 0 0 0 0
Bit 15 14 13 12 11 10 9 8
COUNTSYNC | | | | comp3 |
Access R R
Reset 0 0
Bit 7 6 5 4 3 2 1 0
COMP2 COMP1 COMPO PER COUNT | FREQCORR | ENABLE SWRST
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 16, 17, 18, 19 - GPn General Purpose n Synchronization Busy Status

Value Description
0 Write synchronization for GPn register is complete.
1 Write synchronization for GPn register is ongoing.

Bit 15 - COUNTSYNC Count Read Sync Enable Synchronization Busy Status
Value Description
0 Write synchronization for CTRLA.COUNTSYNC bit is complete.
1 Write synchronization for CTRLA.COUNTSYNC bit is ongoing.

Bits 5, 6, 7, 8 - COMPn Compare n Synchronization Busy Status [n = 3..0]

Value Description
0 Write synchronization for COMPn register is complete.
1 Write synchronization for COMPn register is ongoing.

Bit 4 - PER Period Synchronization Busy Status

Value Description
0 Write synchronization for PER register is complete.
1 Write synchronization for PER register is ongoing.

Bit 3 - COUNT Count Value Synchronization Busy Status

Value Description
0 Read/write synchronization for COUNT register is complete.
1 Read/write synchronization for COUNT register is ongoing.

Bit 2 - FREQCORR Frequency Correction Synchronization Busy Status
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Value Description

0 Write synchronization for FREQCORR register is complete.
1 Write synchronization for FREQCORR register is ongoing.

Bit 1 - ENABLE Enable Synchronization Busy Status

0 Write synchronization for CTRLA.ENABLE bit is complete.
1 Write synchronization for CTRLA.ENABLE bit is ongoing.

Bit 0 - SWRST Software Reset Synchronization Busy Status

0 Write synchronization for CTRLA.SWRST bit is complete.
1 Write synchronization for CTRLA.SWRST bit is ongoing.
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21.10.9 Frequency Correction

Name: FREQCORR

Offset: 0x14

Reset: 0x00

Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0
| SIGN | VALUE[6:0] |
Access  R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 7 - SIGN Correction Sign

0 The correction value is positive, i.e., frequency will be decreased.
1 The correction value is negative, i.e., frequency will be increased.

Bits 6:0 - VALUE[6:0] Correction Value
These bits define the amount of correction applied to the RTC prescaler.

Value Description

0 Correction is disabled and the RTC frequency is unchanged.
1 - 127 The RTC frequency is adjusted according to the value.
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21.10.10 Counter Value in COUNT16 mode (CTRLA.MODE=1)

Name: COUNT

Offset: 0x18

Reset: 0x0000

Property: PAC Write-Protection, Write-Synchronized

Notes:
1. This register is read-synchronized when CTRLA.COUNTSYNC = 1: SYNCBUSY.COUNT must be
checked to ensure the COUNT register synchronization is complete.

2. This register is write-synchronized: SYNCBUSY.COUNT must be checked to ensure the COUNT
register synchronization is complete.

Bit 15 14 13 12 11 10 9 8
| COUNT[15:8]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| COUNT([7:0]
Access  R/W R/W RIW R/W R/W R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - COUNT[15:0] Counter Value
These bits define the value of the 16-bit RTC counter in COUNT16 mode (CTRLA.MODE=1).
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21.10.11 Counter Period in COUNT16 mode (CTRLA.MODE=1)

Name: PER

Offset: 0x1C

Reset: 0x0000

Property: PAC Write-Protection, Write-Synchronized

Bit 15 14 13 12 11 10 9 8
| PER[15:8]
Access  R/W R/W R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER[7:0]
Access  R/W R/W RIW R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - PER[15:0] Counter Period

These bits define the value of the 16-bit RTC period in COUNT16 mode (CTRLA.MODE=1).
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21.10.12 Compare n Value in COUNT16 mode (CTRLA.MODE=1)

Name: COmMP

Offset: 0x20 + n*0x02 [n=0..3]

Reset: 0x0000

Property: PAC Write-Protection, Write-Synchronized

Bit 15 14 13 12 11 10 9 8
| COMP[15:8]
Access  R/W R/W R/W R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| COMP[7:0]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - COMP[15:0] Compare Value

The 16-bit value of COMPn is continuously compared with the 16-bit COUNT value. When a match
occurs, the Compare n interrupt flag in the Interrupt Flag Status and Clear register (INTFLAG.CMPn)

is set on the next counter cycle.
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21.10.13 General Purpose n

Name: GPn
Offset: 0x40 + n*0x04 [n=0..3]
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| GP[31:24]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| GP[23:16]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
GP[15:8]
Access  R/W RIW R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
GP[7:0]
Access  R/W R/W RIW R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - GP[31:0] General Purpose

These bits are for user-defined general purpose use, see 21.6.8.4.
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21.10.14 Tamper Control

Name: TAMPCTRL

Offset: 0x60

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| | | | DEBNC4 | DEBNC3 | DEBNC2 | DEBNC1 | DEBNCO |
Access
Reset 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| | | | TAMLVL4 | TAMLVL3 | TAMLVL2 | TAMLVL1 | TAMLVLO |
Access
Reset 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
| | | | | IN4ACT[1:0]
Access
Reset 0 0
Bit 7 6 5 4 3 2 1 0
IN3ACT[1:0] | IN2ACT[1:0] | INTACT[1:0] | INOACT([1:0]
Access
Reset 0 0 0 0 0 0 0 0

Bits 24, 25, 26, 27, 28 - DEBNC Debounce Enable of Tamper Input INn
Note: Debounce feature does not apply to the Active Layer Protection mode (TAMPCTRL.INACT =

ACTL).

VEINS Description

0 Debouncing is disabled for Tamper input INn
1 Debouncing is enabled for Tamper input INn

Bits 16, 17, 18, 19, 20 - TAMLVL Tamper Level Select of Tamper Input INn
Note: Tamper Level feature does not apply to the Active Layer Protection mode (TAMPCTRL.INACT =

ACTL).

Value Description
0 A falling edge condition will be detected on Tamper input INn.
1 A rising edge condition will be detected on Tamper input INn.

Bits 0:1, 2:3, 4:5, 6:7, 8:9 - INACT Tamper Channel n Action
These bits determine the action taken by Tamper Channel n.

Value Name Description

0x0 OFF Off (Disabled)

0x1 WAKE Wake and set Tamper flag

0x2 CAPTURE Capture timestamp and set Tamper flag

0x3 ACTL Compare RTC signal routed between INn and OUT pins . When a mismatch occurs, capture

timestamp and set Tamper flag
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21.10.15 Timestamp

Name:

TIMESTAMP
Offset: 0Ox64

Reset: 0x0000

Property: Read-Only

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
COUNT[15:8]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
COUNT[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - COUNT[15:0] Count Timestamp Value
The 16-bit value of COUNT is captured by the TIMESTAMP when a tamper condition occurs.
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21.10.16 Tamper ID

Name: TAMPID
Offset:
Reset: 0x00000000
Bit 31 30 29 28 27 26 25 24
| TAMPEVT | |
Access R/W
Reset 0
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
TAMPID4 TAMPID3 TAMPID2 TAMPID1 TAMPIDO
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 31 - TAMPEVT Tamper Event Detected

Writing a '0' to this bit has no effect. Writing a '1' to this bit clears the tamper detection bit.

VEIS Description

0
1

A tamper input event has not been detected
A tamper input event has been detected

Bits 0, 1, 2, 3, 4 - TAMPID Tamper on Channel n Detected
Writing a '0' to this bit has no effect. Writing a '1' to this bit clears the tamper detection bit.

Value Description

0
1
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21.10.17 Backup n

Name: BKUP

Offset: 0x80 + n*0x04 [n=0..7]
Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| BKUP[31:24]
Access  R/W R/W R/W R/W RIW RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| BKUP[23:16]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
BKUP[15:8]
Access  R/W R/W R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
BKUP[7:0]
Access  R/W RIW RIW R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - BKUP[31:0] Backup

These bits are user-defined for general purpose use in the Backup domain.
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21.11 Register Summary - Mode 2 - Clock/Calendar

I S T B T N S N S

0x00

0x02
0x04

0x08
0x0A

0x0C
0xO0E
O0xOF

0x10

0x14
0x15

0x17
0x18
0x1C
Ox1F
0x20

0x24
0x25

0x27
0x28

0x2C
0x2D

O0x3F
0x40

0x44

0x48

CTRLA

CTRLB

EVCTRL

INTENCLR

INTENSET

INTFLAG
DBGCTRL
Reserved

SYNCBUSY

FREQCORR

Reserved

CLOCK

Reserved

ALARMO

MASKO

Reserved

ALARM1

MASK1

Reserved

GPO

GP1

GP2
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158
7:0
15:8
7:0
15:8
23:16
31:24
7:0
15:8
7:0
15:8
7:0
15:8
7:0

7:0
15:8
23:16
31:24
7:0

7:0
15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0

7:0
15:8
23:16
31:24
7:0

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

MATCHCLR = CLKREP MODE[1:0] ENABLE SWRST
CLOCKSYNC ~ GPTRST BKTRST PRESCALER[3:0]
DMAEN RTCOUT  DEBASYNC  DEBMA| GP2EN GPOEN
ACTF[2:0] DEBF[2:0]
PEREO7 PEREO6 PEREOS PEREO4 PEREO3 PEREO2 PEREO1 PEREOO
OVFEO  TAMPEREO ALARMEO1 =~ ALARMEOO
TAMPEVEI
PER7 PER6 PERS PER4 PER3 PER2 PER1 PERO
OVF TAMPER ALARM1 ALARMO
PER7 PER6 PERS PER4 PER3 PER2 PER1 PERO
OVF TAMPER ALARM1 ALARMO
PER7 PER6 PERS PER4 PER3 PER2 PER1 PERO
OVF TAMPER ALARM1 ALARMO
DBGRUN
ALARM!1 ALARMO CLOCK FREQCORR = ENABLE SWRST
CLOCKSYNC MASK1 MASKO
GP3 GP2 GP1 GPO
SIGN VALUE[6:0]
MINUTE[1:0] SECONDI[5:0]
HOUR[3:0] MINUTE[5:2]
MONTH[1:0] DAY[4:0] HOUR[4]
YEAR[5:0] MONTHI[3:2]
MINUTE[1:0] SECONDI[5:0]
HOUR[3:0] MINUTE[5:2]
MONTH[1:0] DAY[4:0] HOUR[4]
YEAR[5:0] MONTHI[3:2]
SEL[2:0]
MINUTE[1:0] SECOND[5:0]
HOUR[3:0] MINUTE[5:2]
MONTH[1:0] DAY[4:0] HOUR[4]
YEAR[5:0] MONTHI[3:2]
SEL[2:0]
GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
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........... continued

[ ofsec | Name [Bitpos| 7 | 6 | 5 | 4 | 3 | 2 | 1 | o0 |
7:0

0x4C

0x50
Ox5F
0x60

0x64

0x68

0x6C

Ox7F

0x80

0x84

0x88

0x8C

0x90

0x94

0x98

0x9C

21.12
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GP3

Reserved

TAMPCTRL

TIMESTAMP

TAMPID

Reserved

BKUPO

BKUP1

BKUP2

BKUP3

BKUP4

BKUP5

BKUP6

BKUP7

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

IN3ACT[1:0]

MINUTE[1:0]

MONTHI1:0]

TAMPEVT

HOUR[3:0]

GP[7:0]
GP[15:8]
GP[23:16]
GP[31:24]
IN2ACT[1:0] INTACT[1:0] INOACT[1:0]
IN4ACT[1:0]
TAMLVL4 ~ TAMLVL3 ~ TAMLVL2  TAMLVL1 TAMLVLO
DEBNC4 DEBNC3 DEBNC2 DEBNC1 DEBNCO
SECOND[5:0]
MINUTE[5:2]
DAY[4:0] HOUR[4]
YEAR[5:0] MONTH[3:2]

TAMPID4 TAMPID3 TAMPID2 TAMPID1 TAMPIDO

BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]
BKUP[7:0]
BKUP[15:8]
BKUP[23:16]
BKUP[31:24]

Register Description - Mode 2 - Clock/Calendar
This Register Description section is valid if the RTC is in Clock/Calendar mode (CTRLA.MODE=2).
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Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16-, and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can
be accessed directly.

Some registers require synchronization when read and/or written. Synchronization is denoted by the
"Read-Synchronized" and/or "Write-Synchronized" property in each individual register description.

Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

Some registers are enable-protected, meaning they can only be written when the module is
disabled. Enable protection is denoted by the "Enable-Protected" property in each individual register
description.
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21.12.1 Control A in Clock/Calendar mode (CTRLA.MODE=2)

Name: CTRLA

Offset: 0x00

Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected, Write-Synchronized

Bit 15 14 13 12 11 10 9 8

| CLOCKSYNC | GPTRST | BKTRST | | PRESCALER[3:0] |
Access R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0

| MATCHCLR | CLKREP | | | MODE[1:0] | ENABLE | SWRST |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0

Bit 15 - CLOCKSYNC CLOCK Read Synchronization Enable
The CLOCK register requires synchronization when reading. Disabling the synchronization will
prevent reading valid values from the CLOCK register.
This bit is not enable-protected.

Value Description

0 CLOCK read synchronization is disabled
1 CLOCK read synchronization is enabled

Bit 14 - GPTRST GP Registers Reset On Tamper Enable
Only GP registers enabled by the CTRLB.GPnEN bits are affected. This bit can be written only when
the peripheral is disabled.
This bit is not synchronized.

Bit 13 - BKTRST BKUP Registers Reset On Tamper Enable
All BKUPnN registers are affected. This bit can be written only when the peripheral is disabled.
This bit is not synchronized.

Value Description

0 BKUPnN registers will not reset when a tamper condition occurs.
1 BKUPnN registers will reset when a tamper condition occurs.

Bits 11:8 - PRESCALER[3:0] Prescaler
These bits define the prescaling factor for the RTC clock source (GCLK_RTC) to generate the counter
clock (CLK_RTC_CNT). Periodic events and interrupts are not available when the prescaler is off.
These bits are not synchronized.

Value Name Description

0x0 OFF CLK_RTC_CNT = GCLK_RTC/1
0x1 DIV1 CLK_RTC_CNT = GCLK_RTC/1
0x2 DIV2 CLK_RTC_CNT = GCLK_RTC/2
0x3 DIV4 CLK_RTC_CNT = GCLK_RTC/4
0x4 DIV8 CLK_RTC_CNT = GCLK_RTC/8
0x5 DIV16 CLK_RTC_CNT = GCLK_RTC/16
0x6 DIV32 CLK_RTC_CNT = GCLK_RTC/32
0x7 DIVe4 CLK_RTC_CNT = GCLK_RTC/64
0x8 DIV128 CLK_RTC_CNT = GCLK_RTC/128
0x9 DIV256 CLK_RTC_CNT = GCLK_RTC/256
OxA DIV512 CLK_RTC_CNT = GCLK_RTC/512
0xB DIV1024 CLK_RTC_CNT = GCLK_RTC/1024
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Value Name Description
0xC-0xF - Reserved

Bit 7 - MATCHCLR Clear on Match

This bit is valid only in Mode 0 (COUNT32) and Mode 2 (CLOCK). This bit can be written only when
the peripheral is disabled. This bit is not synchronized.

Value Description
0 The counter is not cleared on a Compare/Alarm 0 match
1 The counter is cleared on a Compare/Alarm 0 match

Bit 6 - CLKREP Clock Representation
This bit is valid only in Mode 2 and determines how the hours are represented in the Clock Value
(CLOCK) register. This bit can be written only when the peripheral is disabled. This bit is not
synchronized.

Value Description
0 24 Hour
1 12 Hour (AM/PM)

Bits 3:2 - MODE[1:0] Operating Mode
This field defines the operating mode of the RTC. This bit is not synchronized.

Value Name Description

0x0 COUNT32 Mode 0: 32-bit counter
0x1 COUNT16 Mode 1: 16-bit counter
0x2 CLOCK Mode 2: Clock/calendar
0x3 - Reserved

Bit 1 - ENABLE Enable
Due to synchronization there is delay from writing CTRLA.ENABLE until the peripheral is enabled/
disabled. The value written to CTRLA.ENABLE will read back immediately and the Enable bit in the
Synchronization Busy register (SYNCBUSY.ENABLE) will be set. SYNCBUSY.ENABLE will be cleared
when the operation is complete.

0 The peripheral is disabled
1 The peripheral is enabled

Bit 0 - SWRST Software Reset
Writing a '0' to this bit has no effect.
Writing a '1' to this bit resets all registers in the RTC, except DBGCTRL, to their initial state, and the
RTC will be disabled.
Writing a '1' to CTRLA.SWRST will always take precedence, meaning that all other writes in the same
write-operation will be discarded.
Due to synchronization there is a delay from writing CTRLA.SWRST until the reset is complete.
CTRLA.SWRST will be cleared when the reset is complete.

Value Description
0 There is not reset operation ongoing
1 The reset operation is ongoing
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21.12.2 Control B in Clock/Calendar mode (CTRLA.MODE=2)

Name: CTRLB

Offset: 0x2

Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected

Bit 15 14 13 12 11 10 9 8
| ACTF[2:0] | | DEBF[2:0] |

Access R/W R/W R/W R/W R/W R/W

Reset 0 0 0 0 0 0

Bit 7 6 5 4 3 2 1 0
DMAEN | RTCOUT | DEBASYNC | DEBMA] | | | GP2EN | GPOEN |

Access R/W R/W RIW R/W R/W R/W

Reset 0 0 0 0 0 0

Bits 14:12 - ACTF[2:0] Active Layer Frequency
These bits define the prescaling factor for the RTC clock output (OUT) used during active layer
protection in terms of the CLK_RTC.

Value Name Description

0x0 DIV2 CLK_RTC_OUT = CLK_RTC/2
0x1 DIv4 CLK_RTC_OUT = CLK_RTC /4
0x2 DIV8 CLK_RTC_OUT = CLK_RTC/ 8
0x3 DIV16 CLK_RTC_OUT = CLK_RTC/ 16
0x4 DIV32 CLK_RTC_OUT = CLK_RTC/ 32
0x5 DIve4 CLK_RTC_OUT = CLK_RTC/ 64
0x6 DIV128 CLK_RTC_OUT = CLK_RTC/ 128
0x7 DIV256 CLK_RTC_OUT = CLK_RTC / 256

Bits 10:8 - DEBF[2:0] Debounce Frequency
These bits define the prescaling factor for the input debouncers in terms of the CLK_RTC.

Value Name Description

0x0 DIV2 CLK_RTC_DEB = CLK_RTC/2
0x1 DIV4 CLK_RTC_DEB = CLK_RTC/ 4
0x2 DIV8 CLK_RTC_DEB = CLK_RTC/8
0x3 DIV16 CLK_RTC_DEB = CLK_RTC/ 16
0x4 DIV32 CLK_RTC_DEB = CLK_RTC/ 32
0x5 DIV64 CLK_RTC_DEB = CLK_RTC/ 64
0x6 DIV128 CLK_RTC_DEB = CLK_RTC /128
0x7 DIV256 CLK_RTC_DEB = CLK_RTC/ 256

Bit 7- DMAEN DMA Enable
The RTC can trigger a DMA request when the timestamp is ready in the TIMESTAMP register.

Value Description
0 Tamper DMA request is disabled. Reading TIMESTAMP has no effect on INTFLAG.TAMPER.
1 Tamper DMA request is enabled. Reading TIMESTAMP will clear INTFLAG.TAMPER.

Bit 6 - RTCOUT RTC Out Enable

0 The RTC active layer output is disabled.
1 The RTC active layer output is enabled.

Bit 5 - DEBASYNC Debouncer Asynchronous Enable
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Value Description
0 The tamper input debouncers operate synchronously.
1 The tamper input debouncers operate asynchronously.

Bit 4 - DEBMA) Debouncer Majority Enable

0 The tamper input debouncers match three equal values.
1 The tamper input debouncers match majority two of three values.

Bit 1 - GP2EN General Purpose 2 Enable

Value Description
0 COMP1 compare function enabled. GP2/GP3 disabled.
1 COMP1 compare function disabled. GP2/GP3 enabled.

Bit 0 - GPOEN General Purpose 0 Enable

Value Description
0 COMPO compare function enabled. GPO disabled.
1 COMPO compare function disabled. GPO enabled.
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21.12.3 Event Control in Clock/Calendar mode (CTRLA.MODE=2)

Reset:

Property: PAC Write-Protection, Enable-Protected

EVCTRL
0x04
0x00000000

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | TAMPEVEI |
Access R/W
Reset 0
Bit 15 14 13 12 11 10 9 8
OVFEO | TAMPEREO | ALARMEOT | ALARMEOO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
PEREO7 PEREO6 PEREOS5 PEREO4 PEREO3 PEREO2 PEREO1 PEREOO
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 16 - TAMPEVEI Tamper Event Input Enable
Value Description
0 Tamper event input is disabled, and incoming events will be ignored.
1 Tamper event input is enabled, and all incoming events will capture the CLOCK value.

Bit 15 - OVFEO Overflow Event Output Enable
Value Description
0 Overflow event is disabled and will not be generated.
1 Overflow event is enabled and will be generated for every overflow.

Bit 14 - TAMPEREO Tamper Event Output Enable

Value Description
0 Tamper event output is disabled, and will not be generated
1 Tamper event output is enabled, and will be generated for every tamper input.

Bits 8, 9 - ALARMEON Alarm n Event Output Enable [n =1..0]

Value Description
0 Alarm n event is disabled and will not be generated.
1 Alarm n event is enabled and will be generated for every compare match.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PEREON Periodic Interval n Event Output Enable [n =7..0]

Value Description
0 Periodic Interval n event is disabled and will not be generated.
1 Periodic Interval n event is enabled and will be generated.

@ MICROCHIP

329



21.12.4 Interrupt Enable Clear in Clock/Calendar mode (CTRLA.MODE=2)

Name: INTENCLR

Offset: 0x08

Reset: 0x0000

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set (INTENSET) register.

Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | | | ALARM1 | ALARMO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PERS PER4 | PER3 | PER2 | PERT [ PERO |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Overflow Interrupt Enable

bit, which disables the Overflow interrupt.

Value Description

0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

Bit 14 - TAMPER Tamper Interrupt Enable

Bits 8, 9 - ALARMn Alarm n Interrupt Enable [n =1..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Alarm n Interrupt Enable bit,

which disables the Alarm n interrupt.

Value Description

0 The Alarm n interrupt is disabled.
1 The Alarm n interrupt is enabled.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n Interrupt Enable [n = 7..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will clear the Periodic Interval n Interrupt

Enable bit, which disables the Periodic Interval n interrupt.

Value Description

0 Periodic Interval n interrupt is disabled.
1 Periodic Interval n interrupt is enabled.
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21.12.5 Interrupt Enable Set in Clock/Calendar mode (CTRLA.MODE=2)

Name: INTENSET

Offset: 0x0A

Reset: 0x0000

Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | | | ALARM1 | ALARMO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PERS PER4 | PER3 | PER2 | PERT [ PERO |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Overflow Interrupt Enable bit,
which enables the Overflow interrupt.

Value Description

0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

Bit 14 - TAMPER Tamper Interrupt Enable
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Tamper Interrupt Enable bit,
which enables the Tamper interrupt.

Value Description
0 The Tamper interrupt it disabled.
1 The Tamper interrupt is enabled.

Bits 8, 9 - ALARMn Alarm n Interrupt Enable [n = 1..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Alarm n Interrupt Enable bit,
which and enables the Alarm n interrupt.

Value Description

0 The Alarm n interrupt is disabled.
1 The Alarm n interrupt is enabled.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n Interrupt Enable [n = 7..0]
Writing a '0' to this bit has no effect. Writing a '1' to this bit will set the Periodic Interval n Interrupt
Enable bit, which enables the Periodic Interval n interrupt.

Value Description

0 Periodic Interval n interrupt is disabled.
1 Periodic Interval n interrupt is enabled.
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21.12.6 Interrupt Flag Status and Clear in Clock/Calendar mode (CTRLA.MODE=2)

Name: INTFLAG
Offset: 0x0C
Reset: 0x0000

Property: -
Bit 15 14 13 12 11 10 9 8
| OVF | TAMPER | | | | ALARM1 | ALARMO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| PER7 | PER6 | PER5 | PER4 | PER3 | PER2 | PERT | PERO |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 15 - OVF Overflow
This flag is cleared by writing a '1' to the flag.
This flag is set on the next CLK_RTC_CNT cycle after an overflow condition occurs, and an interrupt
request will be generated if INTENCLR/SET.OVFis '1'.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Overflow interrupt flag.

Bit 14 - TAMPER Tamper
This flag is set after a tamper condition occurs, and an interrupt request will be generated if
INTENCLR.TAMPER/INTENSET.TAMPER is '1'. Writing a '0' to this bit has no effect. Writing a '1' to this
bit clears the Tamper interrupt flag.

Bits 8, 9 - ALARMn Alarm n[n=1..0]
This flag is cleared by writing a '1' to the flag.
This flag is set on the next CLK_RTC_CNT cycle after a match with the compare condition, and an
interrupt request will be generated if INTENCLR/SET.ALARMn is one.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Alarm n interrupt flag.

Bits 0, 1, 2, 3, 4, 5, 6, 7 - PERn Periodic Interval n [n =7..0]
This flag is cleared by writing a '1' to the flag.
This flag is set on the 0-to-1 transition of prescaler bit [n+2], and an interrupt request will be
generated if INTENCLR/SET.PERx is '1".
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the Periodic Interval n interrupt flag.
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21.12.7 Debug Control

Name: DBGCTRL

Offset: 0x0E

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | | DBGRUN |
Access R/W
Reset 0

Bit 0 - DBGRUN Debug Run
This bit is not reset by a software reset.
This bit controls the functionality when the CPU is halted by an external debugger.

Value Description

0 The RTC is halted when the CPU is halted by an external debugger.
1 The RTC continues normal operation when the CPU is halted by an external debugger.
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21.12.8 Synchronization Busy in Clock/Calendar mode (CTRLA.MODE=2)

Name: SYNCBUSY
Offset: 0x10
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | 63 | G2 | Gkt [ GPO |
Access R R R R
Reset 0 0 0 0
Bit 15 14 13 12 11 10 9 8
CLOCKSYNC MASK1 | MASKO | | | |
Access R R R
Reset 0 0 0
Bit 7 6 5 4 3 2 1 0
ALARM1 ALARMO CLOCK | FREQCORR | ENABLE SWRST
Access R R R R R R
Reset 0 0 0 0 0 0

Bits 16, 17, 18, 19 - GPn General Purpose n Synchronization Busy Status

Value Description
0 Write synchronization for GPn register is complete.
1 Write synchronization for GPn register is ongoing.

Bit 15 - CLOCKSYNC Clock Read Sync Enable Synchronization Busy Status
Value Description
0 Write synchronization for CTRLA.CLOCKSYNC bit is complete.
1 Write synchronization for CTRLA.CLOCKSYNC bit is ongoing.

Bits 11, 12 - MASKn Mask n Synchronization Busy Status [n = 1..0]

Value Description
0 Write synchronization for MASKx register is complete.
1 Write synchronization for MASKx register is ongoing.

Bits 5, 6 - ALARMn Alarm n Synchronization Busy Status [n = 1..0]

Value Description
0 Write synchronization for ALARMx register is complete.
1 Write synchronization for ALARMX register is ongoing.

Bit 3 - CLOCK Clock Register Synchronization Busy Status

Value Description
0 Read/write synchronization for CLOCK register is complete.
1 Read/write synchronization for CLOCK register is ongoing.

Bit 2 - FREQCORR Frequency Correction Synchronization Busy Status
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Value Description

0 Write synchronization for FREQCORR register is complete.
1 Write synchronization for FREQCORR register is ongoing.

Bit 1 - ENABLE Enable Synchronization Busy Status

0 Write synchronization for CTRLA.ENABLE bit is complete.
1 Write synchronization for CTRLA.ENABLE bit is ongoing.

Bit 0 - SWRST Software Reset Synchronization Busy Status

0 Write synchronization for CTRLA.SWRST bit is complete.
1 Write synchronization for CTRLA.SWRST bit is ongoing.
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21.12.9 Frequency Correction

Name: FREQCORR

Offset: 0x14

Reset: 0x00

Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0
| SIGN | VALUE[6:0] |
Access  R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bit 7 - SIGN Correction Sign

0 The correction value is positive, i.e., frequency will be decreased.
1 The correction value is negative, i.e., frequency will be increased.

Bits 6:0 - VALUE[6:0] Correction Value
These bits define the amount of correction applied to the RTC prescaler.

Value Description

0 Correction is disabled and the RTC frequency is unchanged.
1 - 127 The RTC frequency is adjusted according to the value.
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21.12.10 Clock Value in Clock/Calendar mode (CTRLA.MODE=2)

Name: CLOCK
Offset: 0x18
Reset: 0x00000000

Property: PAC Write-Protection, Write-Synchronized, Read-Synchronized

Bit 31 30 29 28 27 26 25 24
| YEAR[5:0] | MONTH[3:2] |
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| MONTH[1:0] | DAY[4:0] | HOUR[4] |
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
HOUR[3:0] MINUTE[5:2]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
MINUTE[1:0] | SECOND[5:0]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:26 - YEAR[5:0] Year
The year offset with respect to the reference year (defined in software).
The year is considered a leap year if YEAR[1:0] is zero.

Bits 25:22 - MONTH[3:0] Month
1 -January
2 - February

12 - December

Bits 21:17 - DAY[4:0] Day
Day starts at 1 and ends at 28, 29, 30, or 31, depending on the month and year.

Bits 16:12 - HOUR[4:0] Hour

When CTRLA.CLKREP=0, the Hour bit group is in 24-hour format, with values 0-23. When
CTRLA.CLKREP=1, HOUR[3:0] has values 1-12, and HOUR[4] represents AM (0) or PM (1).

Bits 11:6 - MINUTE[5:0] Minute
0-59

Bits 5:0 - SECONDI[5:0] Second
0-59
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21.12.11 Alarm n Value in Clock/Calendar mode (CTRLA.MODE=2)

Name: ALARM
Offset: 0x20 + n*0x08 [n=0..1]
Reset: 0x00000000

Property: PAC Write-Protection, Write-Synchronized

The 32-bit value of ALARMn is continuously compared with the 32-bit CLOCK value, based on the
masking set by MASKn.SEL. When a match occurs, the Alarm n interrupt flag in the Interrupt Flag
Status and Clear register (INTFLAG.ALARMN) is set on the next counter cycle, and the counter is

cleared if CTRLA.MATCHCLR is '1".

Bit 31 30 29 28 27 26 25 24
| YEAR[5:0] | MONTH[3:2] |
Access  R/W R/W RIW R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| MONTH[1:0] | DAY[4:0] | HOUR[4] |
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
HOUR[3:0] MINUTE[5:2]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
MINUTE[1:0] | SECOND[5:0]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:26 - YEAR[5:0] Year
The alarm year. Years are only matched if MASKn.SEL is 6

Bits 25:22 - MONTH[3:0] Month
The alarm month. Months are matched only if MASKn.SEL is greater than 4.

Bits 21:17 - DAY[4:0] Day
The alarm day. Days are matched only if MASKn.SEL is greater than 3.

Bits 16:12 - HOUR[4:0] Hour
The alarm hour. Hours are matched only if MASKn.SEL is greater than 2.

Bits 11:6 - MINUTE[5:0] Minute
The alarm minute. Minutes are matched only if MASKn.SEL is greater than 1.

Bits 5:0 - SECONDI[5:0] Second
The alarm second. Seconds are matched only if MASKn.SEL is greater than 0.
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21.12.12 Alarm n Mask in Clock/Calendar mode (CTRLA.MODE=2)

Name: MASK

Offset: 0x24 + n*0x08 [n=0..1]

Reset: 0x00

Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0
| | | | SEL[2:0] |
Access R/W R/W R/W
Reset 0 0 0

Bits 2:0 - SEL[2:0] Alarm Mask Selection
These bits define which bit groups of Alarm n are valid.

Value Name Description

0x0 OFF Alarm Disabled

0x1 SS Match seconds only

0x2 MMSS Match seconds and minutes only

0x3 HHMMSS Match seconds, minutes, and hours only

0x4 DDHHMMSS Match seconds, minutes, hours, and days only

0x5 MMDDHHMMSS Match seconds, minutes, hours, days, and months only
0x6 YYMMDDHHMMSS Match seconds, minutes, hours, days, months, and years
0x7 - Reserved
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21.12.13 General Purpose n

Name: GPn
Offset: 0x40 + n*0x04 [n=0..3]
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| GP[31:24]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| GP[23:16]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
GP[15:8]
Access  R/W RIW R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
GP[7:0]
Access  R/W R/W RIW R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - GP[31:0] General Purpose

These bits are for user-defined general purpose use, see 21.6.8.4.
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21.12.14 Tamper Control

Name: TAMPCTRL

Offset: 0x60

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| | | | DEBNC4 | DEBNC3 | DEBNC2 | DEBNC1 | DEBNCO |
Access
Reset 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| | | | TAMLVL4 | TAMLVL3 | TAMLVL2 | TAMLVL1 | TAMLVLO |
Access
Reset 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
| | | | | IN4ACT[1:0]
Access
Reset 0 0
Bit 7 6 5 4 3 2 1 0
IN3ACT[1:0] | IN2ACT[1:0] | INTACT[1:0] | INOACT([1:0]
Access
Reset 0 0 0 0 0 0 0 0

Bits 24, 25, 26, 27, 28 - DEBNC Debounce Enable of Tamper Input INn
Note: Debounce feature does not apply to the Active Layer Protection mode (TAMPCTRL.INACT =

ACTL).

VEINS Description

0 Debouncing is disabled for Tamper input INn
1 Debouncing is enabled for Tamper input INn

Bits 16, 17, 18, 19, 20 - TAMLVL Tamper Level Select of Tamper Input INn
Note: Tamper Level feature does not apply to the Active Layer Protection mode (TAMPCTRL.INACT =

ACTL).

Value Description
0 A falling edge condition will be detected on Tamper input INn.
1 A rising edge condition will be detected on Tamper input INn.

Bits 0:1, 2:3, 4:5, 6:7, 8:9 - INACT Tamper Channel n Action
These bits determine the action taken by Tamper Channel n.

Value Name Description

0x0 OFF Off (Disabled)

0x1 WAKE Wake and set Tamper flag

0x2 CAPTURE Capture timestamp and set Tamper flag

0x3 ACTL Compare RTC signal routed between INn and OUT pins . When a mismatch occurs, capture

timestamp and set Tamper flag
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21.12.15 Timestamp Value

Name: TIMESTAMP
Offset: Ox64

Reset: 0
Property: R
Bit 31 30 29 28 27 26 25 24
| YEAR[5:0] | MONTH[3:2] |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| MONTH[1:0] | DAY[4:0] | HOUR[4] |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
HOUR[3:0] MINUTE[5:2]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
MINUTE[1:0] | SECOND[5:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 31:26 - YEAR[5:0] Year
The year value is captured by the TIMESTAMP when a tamper condition occurs.

Bits 25:22 - MONTH[3:0] Month
The month value is captured by the TIMESTAMP when a tamper condition occurs.

Bits 21:17 - DAY[4:0] Day
The day value is captured by the TIMESTAMP when a tamper condition occurs.

Bits 16:12 - HOUR[4:0] Hour
The hour value is captured by the TIMESTAMP when a tamper condition occurs.

Bits 11:6 - MINUTE[5:0] Minute
The minute value is captured by the TIMESTAMP when a tamper condition occurs.

Bits 5:0 - SECONDI[5:0] Second
The second value is captured by the TIMESTAMP when a tamper condition occurs.
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21.12.16 Tamper ID

Name: TAMPID
Offset:
Reset: 0x00000000
Bit 31 30 29 28 27 26 25 24
| TAMPEVT | |
Access R/W
Reset 0
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
Access
Reset
Bit 7 6 5 4 3 2 1 0
TAMPID4 TAMPID3 TAMPID2 TAMPID1 TAMPIDO
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 31 - TAMPEVT Tamper Event Detected

Writing a '0' to this bit has no effect. Writing a '1' to this bit clears the tamper detection bit.

VEIS Description

0
1

A tamper input event has not been detected
A tamper input event has been detected

Bits 0, 1, 2, 3, 4 - TAMPID Tamper on Channel n Detected
Writing a '0' to this bit has no effect. Writing a '1' to this bit clears the tamper detection bit.

Value Description

0
1
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A tamper condition has not been detected on Channel n
A tamper condition has been detected on Channel n
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21.12.17 Backup n

Name: BKUP

Offset: 0x80 + n*0x04 [n=0..7]
Reset: 0x00000000
Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| BKUP[31:24]
Access  R/W R/W R/W R/W RIW RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| BKUP[23:16]
Access  R/W R/W R/W R/W R/W RIW R/W RIW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
BKUP[15:8]
Access  R/W R/W R/W R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
BKUP[7:0]
Access  R/W RIW RIW R/W RIW RIW RIW RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - BKUP[31:0] Backup

These bits are user-defined for general purpose use in the Backup domain.
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22. DMAC - Direct Memory Access Controller

22.1 Overview

The Direct Memory Access Controller (DMAC) contains both a Direct Memory Access engine and
a Cyclic Redundancy Check (CRC) engine. The DMAC can transfer data between memories and
peripherals, and thus off-load these tasks from the CPU. It enables high data transfer rates with
minimum CPU intervention, and frees up CPU time. With access to all peripherals, the DMAC can
handle automatic transfer of data between communication modules.

The DMA part of the DMAC has several DMA channels which can receive different types of transfer
triggers to generate transfer requests from the DMA channels to the arbiter (see the Block Diagram).
The arbiter will select one DMA channel at a time to act as the active channel. When an active
channel has been granted, the fetch engine of the DMAC will fetch a transfer descriptor from the
SRAM and store it in the internal memory of the active channel, which will then execute the data
transmission.

An ongoing data transfer of an active channel can be interrupted by a higher prioritized DMA
channel. The DMAC will write back the updated transfer descriptor from the internal memory of the
active channel to SRAM, and grant the higher prioritized channel to start transfer as the new active
channel. Once a DMA channel is done with its transfer, interrupts and events can be generated
optionally.

The DMAC has four bus interfaces:
* The data transfer bus is used for performing the actual DMA transfer

+ The AHB/APB Bridge bus is used when writing and reading the 1/0 registers of the DMAC

+ The descriptor fetch bus is used by the fetch engine to fetch transfer descriptors before data
transfer can be started or continued

* The write-back bus is used to write the transfer descriptor back to SRAM

All buses are AHB Host interfaces except for the AHB/APB Bridge bus, which is an APB Client
interface.

Burst transfer options, buffered active channel to pre-fetch descriptors and advance quality of
service features ensure low-latency transfers for high-speed peripherals or high-speed operations.

The CRC engine can be used by software to detect an accidental error in the transferred data and to
take corrective action, such as requesting the data to be sent again or simply not using the incorrect
data.
22.2 Features
+ Data transfer from:
- Peripheral to peripheral
- Peripheral to memory
- Memory to peripheral
- Memory to memory

« Transfer trigger sources
- Software

- Events from Event System

- Dedicated requests from peripherals
* SRAM based transfer descriptors

- Single transfer using one descriptor
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- Multi-buffer or circular buffer modes by linking multiple descriptors
* Upto 32channels
- Enable 32 independent transfers
- Automatic descriptor fetch for each channel
- Suspend/resume operation support for each channel
+ Flexible arbitration scheme
- 4 configurable priority levels for each channel
- Fixed or round-robin priority scheme within each priority level
« From 1 to 256KB data transfer in a single block transfer
+ Multiple addressing modes
- Static
- Configurable increment scheme
« Optional interrupt generation
- On block transfer complete
- On error detection
- On channel suspend
+ 8eventinputs
- One event input for each of the 8 least significant DMA channels
- Can be selected to trigger normal transfers, periodic transfers or conditional transfers
- (Can be selected to suspend or resume channel operation

* 4 event outputs
- One output event for each of the 4 least significant DMA channels

- Selectable generation on AHB, block, or transaction transfer complete

« Error management supported by write-back function
- Dedicated Write-Back memory section for each channel to store ongoing descriptor transfer

+ CRC polynomial software selectable to
- CRC-16 (CRC-CCITT)
- CRC-32 (IEEE® 802.3)
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22.3 Block Diagram

Figure 22-1. DMAC Block Diagram
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22.4 Signal Description
Not applicable.

22.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

22.5.1 1/0 Lines
Not applicable.

22.5.2 Power Management

The DMAC will continue to operate in any Sleep mode where the selected source clock is running.
The DMAC's interrupts can be used to wake-up the device from Sleep modes. Events connected
to the event system can trigger other operations in the system without exiting Sleep modes. On
hardware or software Reset, all registers are set to their Reset value.

Related Links
18. PM - Power Manager

22.5.3 Clocks

An AHB clock (CLK_DMAC_AHB) is required to clock the DMAC. This clock can be configured in the
Main Clock peripheral (MCLK) before using the DMAC, and the default state of CLK_DMAC_AHB can
be found in the MCLK.AHBMASK register.

Related Links
15.6.2.6. Peripheral Clock Masking
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22.5.4 DMA
Not applicable.

22.5.5 Interrupts

The interrupt request line is connected to the interrupt controller. Using the DMAC interrupt
requires the interrupt controller to be configured first.

Related Links
10.2. Nested Vector Interrupt Controller

22.5.6 Events
The events are connected to the event system.

22.5.7 Debug Operation

When the CPU is halted in Debug mode the DMAC will halt normal operation. The DMAC can be
forced to continue operation during debugging. Refer to 22.8.6. DBGCTRL for details.

22.5.8 Register Access Protection

All registers with write access can be write-protected optionally by the Peripheral Access Controller
(PAC), except for the following registers:

+ Interrupt Pending register (INTPEND)
« Channel Interrupt Flag Status and Clear register (CHINTFLAG)

Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

PAC write protection does not apply to accesses through an external debugger.

22.5.9 Analog Connections
Not applicable.

22.6 Functional Description

22.6.1 Principle of Operation
The DMAC consists of a DMA module and a CRC module.

22.6.1.1 DMA
The DMAC can transfer data between memories and peripherals without interaction from the CPU.
The data transferred by the DMAC are called transactions, and these transactions can be split into
smaller data transfers. The following figure shows the relationship between the different transfer
sizes:

Figure 22-2. DMA Transfer Sizes
Link Enabled Link Enabled Link Enabled

A, A 4 A

LTJ | R |
Beat transfer Burst transfer Block tvransfer

DMA transaction

+ Beat Transfer: The size of one data transfer bus access, and the size is selected by writing the
Beat Size bit group in the Block Transfer Control register (BTCTRL.BEATSIZE)
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+ Block Transfer: The amount of data one transfer descriptor can transfer, and the amount can
range from 1 to 64k beats. A block transfer can be interrupted.

« Burst Transfer: Back-to-back beat transfers without CPU interference.

+ Transaction: The DMAC can link several transfer descriptors by having the first descriptor pointing
to the second and so forth, as shown in the figure above. A DMA transaction is the complete
transfer of all blocks within a linked list.

A transfer descriptor describes how a block transfer should be carried out by the DMAC, and it must
remain in SRAM. For further details on the transfer descriptor refer to 22.6.2.3. Transfer Descriptors.

The figure above shows several block transfers linked together, which are called linked descriptors.
For further information about linked descriptors, refer to 22.6.3.1. Linked Descriptors.

A DMA transfer is initiated by an incoming transfer trigger on one of the DMA channels. This

trigger can be configured to be either a software trigger, an event trigger, or one of the dedicated
peripheral triggers. The transfer trigger will result in a DMA transfer request from the specific
channel to the arbiter. If there are several DMA channels with pending transfer requests, the arbiter
chooses which channel is granted access to become the active channel. The DMA channel granted
access as the active channel will carry out the transaction as configured in the transfer descriptor.

A current transaction can be interrupted by a higher prioritized channel, but will resume the block
transfer when the according DMA channel is granted access as the active channel again.

For each beat transfer, an optional output event can be generated. For each block transfer, optional
interrupts and an optional output event can be generated. When a transaction is completed,
dependent on the configuration, the DMA channel will either be suspended or disabled.

22.6.1.2 CRC

The internal CRC engine supports two commonly used CRC polynomials: CRC-16 (CRC-CCITT) and
CRC-32 (IEEE 802.3). It can be used on a selectable DMA channel, or on the I/O interface. Refer to
22.6.3.8. CRC Operation for details.

22.6.2 Basic Operation

22.6.2.1 Initialization
DMAC Initialization
Before DMAC is enabled, it must be configured as defined below:

« The SRAM address of where the descriptor memory section is located must be written to the
Description Base Address (BASEADDR) register.

+ The SRAM address of where the write-back section should be located must be written to the
Write-Back Memory Base Address (WRBADDR) register.

+ Priority level x of the arbiter can be enabled by setting the Priority Level x Enable bit in the
Control register (CTRL.LVLENXx=1)

DMA Channel Initialization

Before a DMA channel is enabled, the DMA channel and the corresponding first transfer descriptor
must be configured, as defined below:

+ DMA Channel Configuration:

- The channel number of the DMA channel to configure must be written to the Channel
Control A (CHCTRLA) register.

- Trigger action must be selected by writing the Trigger Action bit field in the Channel Control A
(CHCTRLA.TRIGACT) register.

- Trigger source must be selected by writing the Trigger Source bit field in the Channel Control
A (CHCTRLA.TRIGSRC) register.
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« Transfer Descriptor

- The size of each access of the data transfer bus must be selected by writing the Beat Size bit
group in the Block Transfer Control (BTCTRL.BEATSIZE) register.

- The transfer descriptor must be made valid by writing a one to the Valid bit in the Block
Transfer Control (BTCTRL.VALID) register.

- Number of beats in the block transfer must be selected by writing the Block Transfer Count
(BTCNT) register.

- Source address for the block transfer must be selected by writing the Block Transfer Source
Address (SRCADDR) register.

- Destination address for the block transfer must be selected by writing the Block Transfer
Destination Address (DSTADDR) register.

CRC Calculation

If CRC calculation is needed, the CRC engine must be configured before it is enabled, as described
below:

* The CRC input source must selected by writing the CRC Input Source bit group in the CRC Control
(CRCCTRL.CRCSRC) register.

+ The type of CRC calculation must be selected by writing the CRC Polynomial Type bit group in the
CRC Control (CRCCTRL.CRCPOLY) register.

« IflI/Ois selected as input source, the beat size must be selected by writing the CRC Beat Size bit
group in the CRC Control (CRCCTRL.CRCBEATSIZE) register.

Register Properties

The following DMAC registers are enable-protected, that is, they can only be written when the DMAC
is disabled (CTRL.DMAENABLE=0):

* The Descriptor Base Memory Address (BASEADDR) register
+ The Write-Back Memory Base Address (WRBADDR) register

The following DMAC bit is enable-protected, that is, it can only be written when the DMAC and CRC
are disabled (CTRL.DMAENABLE=0 and CRCCTRL.CRCSRC=0):

+ The Software Reset bit in the Control (CTRL.SWRST) register

The following DMA channel bit is enable-protected, meaning that it can only be written when the
corresponding DMA channel is disabled:

+ The Channel Software Reset bit in the Channel Control A (CHCTRLA.SWRST) register

The following CRC registers are enable-protected, that is, they can only be written when the CRC is
disabled (CRCCTRL.CRCSRC=0):

* The CRC Control (CRCCTRL) register
+  CRC Checksum (CRCCHKSUM) register
Enable-protection is denoted by the ‘Enable-Protected’ property in the register description.

22.6.2.2 Enabling, Disabling, and Resetting

The DMAC is enabled by writing the DMA Enable bit in the Control (CTRL.DMAENABLE) register to '1'.
The DMAC is disabled by writing a '0' to the CTRL.DMAENABLE register.

A DMA channel is enabled by writing the Enable bit in the Channel Control A register
(CHCTRLA.ENABLE) to '1', after the corresponding channel ID to the channel is configured. A DMA
channel is disabled by writing a '0' to CHCTRLAN.ENABLE.

The CRC is enabled by writing a value to the CRC Source bits in the Control register
(CRCCTRL.CRCSRCQ). The CRC is disabled by writing a '0' to CRCCTRL.CRCSRC.
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The DMAC is reset by writing a '1' to the Software Reset bit in the Control register (CTRL.SWRST)
while the DMAC and CRC are disabled. All registers in the DMAC except DBGCTRL will be reset to
their initial state.

A DMA channel is reset by writing a '1' to the Software Reset bit in the Channel Control A register
(CHCTRLAN.SWRST), after the corresponding channel is configured. The channel registers will be
reset to their initial state. The corresponding DMA channel must be disabled in order for the Reset
to take effect.

22.6.2.3 Transfer Descriptors

The transfer descriptors, together with the channel configurations, decide how a block transfer
should be executed. Before a DMA channel is enabled (CHCTRLA.ENABLE is written to one) and
receives a transfer trigger, its first transfer descriptor must be initialized and valid (BTCTRL.VALID).
The first transfer descriptor describes the first block transfer of a transaction.

All transfer descriptors must reside in SRAM. The addresses stored in the Descriptor Memory
Section Base Address (BASEADDR) and Write-Back Memory Section Base Address (WRBADDR)
registers tell the DMAC where to find the descriptor memory section and the write-back memory
section.

The descriptor memory section is where the DMAC expects to find the first transfer descriptors

for all DMA channels. As BASEADDR points only to the first transfer descriptor of channel ‘0’ (see
figure below). All first transfer descriptors must be stored in a contiguous memory section, where
the transfer descriptors must be ordered according to their channel number. For further details on
linked descriptors, refer to 22.6.3.1. Linked Descriptors.

The write-back memory section is where the DMAC stores the transfer descriptors for the ongoing
block transfers. WRBADDR points to the ongoing transfer descriptor of channel ‘0. All ongoing
transfer descriptors are stored in a contiguous memory section where the transfer descriptors
are ordered according to their channel number. The figure below shows an example of linked
descriptors on DMA channel ‘0". For additional information on linked descriptors, refer to the
22.6.3.1. Linked Descriptors.
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Figure 22-3. Memory Sections
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The size of the descriptor and write-back memory sections are dependent on the number of the
most significant enabled DMA channel m, as shown below:

Size = 128bits - (m + 1)

For memory optimization, it is recommended to use the less significant DMA channels, if not all
channels are required.

The descriptor and write-back memory sections can either be two separate memory sections, or
they can share a memory section (BASEADDR=WRBADDR). The benefit of having them in two
separate sections, is that the same transaction for a channel can be repeated without having to
modify the first transfer descriptor. In addition, the latency from fetching the first descriptor of a
transaction to the first burst transfer is executed, is reduced.

22.6.2.4 Arbitration

If a DMA channel is enabled and not suspended when it receives a transfer trigger, it will send a
transfer request to the arbiter. When the arbiter receives the transfer request it will include the DMA
channel in the queue of channels having pending transfers, and the corresponding Pending Channel
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x bit in the Pending Channels registers (PENDCH.PENDCHXx) will be set. Depending on the arbitration
scheme, the arbiter will choose which DMA channel will be the next active channel. The next transfer
descriptor will be fetched from SRAM memory and stored internally in the Pre-Fetch Channel. The
active channel is the DMA channel being granted access to perform its next burst transfer. When

the Active Channel has completed a burst transfer, the descriptor stored in the Pre-Fetch Channel is
transferred to the Active Channel and a new burst will take place.

When the descriptor stored in the Pre-Fetch Channel is transferred to the Active Channel, the
corresponding PENDCH.PENDCHXx will be cleared. In the same way, depending on trigger action
settings and if the upcoming burst transfer is the first for the transfer request or not, the
corresponding Busy Channel x bit in the Busy Channels register (BUSYCH.BUSYCHXx), will either be
set or remain '1'. When the channel has performed its granted burst transfer(s) it will be either fed
into the queue of channels with pending transfers, set to be waiting for a new transfer trigger,
suspended, or disabled. This depends on the channel and block transfer configuration. If the

DMA channel is set to wait for a new transfer trigger, suspended or disabled, the corresponding
BUSYCH.BUSYCHx will be cleared.

If a DMA channel is suspended while it has a pending transfer, it will be removed from the queue
of pending channels, but the corresponding PENDCH.PENDCHXx will remain set. The status will also
be indicated in CHINTFLAGN.SUSP. When the same DMA channel is resumed, it will be added to the
queue of pending channels again.

If a DMA channel gets disabled (CHCTRLA.ENABLE=0) while it has a pending transfer, it will be
removed from the queue of pending channels, and the corresponding PENDCH.PENDCHXx will be
cleared.

Figure 22-4. Arbiter Overview
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Priority Levels

When a channel level is pending or the channel is transferring data, the corresponding Level
Executing bit is set in the Active Channel and Levels register (ACTIVE.LVLEXX).

Each DMA channel supports up to4-level priority scheme. The number of supported priority levels
will differ from one device family to another.

The priority level for a channel is configured by writing to the Channel Arbitration Level bit group
in the Channel Priority Level register (CHPRILVL.PRILVL). As long as all priority levels are enabled, a
channel with a higher priority level number will have priority over a channel with a lower priority
level number. A priority level is enabled by writing the Priority Level x Enable bit in the Control
register (CTRL.LVLENX) to '1', for the corresponding level.

Within each priority level, the DMAC's arbiter can be configured to prioritize statically or dynamically.
For the arbiter to perform static arbitration within a priority level, the Level X Round-Robin
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Scheduling Enable bit in the Priority Control x register (PRICTRLO.RRLVLENX) has to be written to
'0". When static arbitration is enabled (PRICTRLO.RRLVLENX is '0"), the arbiter will prioritize a low
channel number over a high channel number as shown in Static Priority Scheduling. When using
the static scheme, there is a risk of high channel numbers never being granted access as the active

channel. This can be avoided using a dynamic arbitration scheme.

Figure 22-5. Static Priority Scheduling

Lowest Channel Channel 0
Channel x

Channel x+1
Highest Channel Channel N

Highest Priority

Lowest Priority

The dynamic arbitration scheme in the DMAC is round-robin. Round-robin arbitration is enabled
by writing PRICTRLO.RRLVLENXx to '1', for a given priority level x. With the round-robin scheme, the

channel number of the last channel being granted access will have the lowest priority the next time

the arbiter has to grant access to a channel within the same priority level, as shown in Dynamic
(Round-Robin) Priority Scheduling. The channel number of the last channel being granted access as

the active channel is stored in the Level x Channel Priority Number bit group in the Priority Control O

register (PRICTRLO.LVLPRIXx) for the corresponding priority level.
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Figure 22-6. Dynamic (Round-Robin) Priority Scheduling

Channel x last acknowledge request Channel (x+1) last acknowledge request
Channel 0 Channel 0
Channel x Lowest Priority Channel x
Channel x+1 Highest Priority Channel x+1 Lowest Priority
Channel x+2 Highest Priority
Channel N Channel N

22.6.2.5 Data Transmission

Before the DMAC can perform a data transmission, a DMA channel has to be configured and
enabled, its corresponding transfer descriptor has to be initialized, and the arbiter has to grant the
DMA channel access as the active channel.

Once the arbiter has granted a DMA channel access as the active channel (refer to DMA Block
Diagram section) the transfer descriptor for the DMA channel will be fetched from SRAM using the
fetch bus, and stored in the internal memory for the active channel. For a new block transfer, the
transfer descriptor will be fetched from the descriptor memory section (BASEADDR); For an ongoing
block transfer, the descriptor will be fetched from the write-back memory section (WRBADDR). By
using the data transfer bus, the DMAC will read the data from the current source address and write
it to the current destination address. For further details on how the current source and destination
addresses are calculated, refer to the section on Addressing.

The arbitration procedure is performed after each burst transfer. If the current DMA channel is
granted access again, the block transfer counter (BTCNT) of the internal transfer descriptor will be
decremented by the number of beats in a burst transfer, the optional output event Beat will be
generated if configured and enabled, and the active channel will perform a new burst transfer. If a
different DMA channel than the current active channel is granted access, the block transfer counter
value will be written to the write-back section before the transfer descriptor of the newly granted
DMA channel is fetched into the internal memory of the active channel.

When a block transfer has come to its end (BTCNT is zero), the Valid bit in the Block Transfer Control
register will be cleared (BTCTRL.VALID=0) before the entire transfer descriptor is written to the write-
back memory. The optional interrupts, Channel Transfer Complete and Channel Suspend, and the
optional output event Block, will be generated if configured and enabled. After the last block transfer
in a transaction, the Next Descriptor Address register (DESCADDR) will hold the value 0x00000000,
and the DMA channel will either be suspended or disabled, depending on the configuration in the
Block Action bit group in the Block Transfer Control register (BTCTRL.BLOCKACT). If the transaction
has further block transfers pending, DESCADDR will hold the SRAM address to the next transfer
descriptor to be fetched. The DMAC will fetch the next descriptor into the internal memory of the
active channel and write its content to the write-back section for the channel, before the arbiter gets
to choose the next active channel.

Related Links
22.3. Block Diagram
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22.6.2.6 Transfer Triggers and Actions

A DMA transfer through a DMA channel can be started only when a DMA transfer request is
detected, and the DMA channel has been granted access to the DMA. A transfer request can be
triggered from software, from a peripheral, or from an event. There are dedicated Trigger Source
selections for each DMA Channel n Control A (CHCTRLAN.TRIGSRC).

The trigger actions are available in the Trigger Action bit group in the Channel n Control A register
(CHCTRLAN.TRIGACT). By default, a trigger generates a request for a block transfer operation. If

a single descriptor is defined for a channel, the channel is automatically disabled when a block
transfer has been completed. If a list of linked descriptors is defined for a channel, the channel

is automatically disabled when the last descriptor in the list is executed. As long as the list still

has descriptors to execute, the channel will be waiting for the next block transfer trigger. When
enabled again, the channel will wait for the next block transfer trigger. The trigger actions can also
be configured to generate a request for a burst transfer (CHCTRLAN.TRIGACT=0x2) or transaction
transfer (CHCTRLAN.TRIGACT=0x3) instead of a block transfer (CHCTRLAN.TRIGACT=0x0).

The following figure shows an example where triggers are used with two linked block descriptors.

Figure 22-7. Trigger Action and Transfers

Beat Trigger Action
CHENn
Trigger Lost
Trigger ? ? @ ? ? ? ?
PENDGHn M \
BUSYCHn \ j <\ a
Block Transfer X‘ ) Block Transfer /
Data Transfer | BEAT | BEAT | | BEAT | | BEAT | BEAT | | BEAT |
Block Trigger Action
CHENNn
Trigger Lost
Trigger ? R® ?
PENDCHn %
BUSYCHn O <\
(Block Transfer Block Transfer
Data Transfer | BEAT BEAT | | BEAT | | BEAT | BEAT | | BEAT
Transaction Trigger Action
CHENn
Trigger Lost
Trigger ? ? @
PENDCHn
BUSYCHn O k
QBIock Transfer Block Transfer \/
Data Transfer | BEAT | BEAT | | BEAT | | BEAT | BEAT | | BEAT |

If the trigger source generates a transfer request for a channel during an ongoing transfer, the new
transfer request will be kept pending (CHSTATUSN.PEND=1), and the new transfer can start after
the ongoing one is done. Only one pending transfer can be kept per channel. If the trigger source
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generates more transfer requests while one is already pending, the additional ones will be lost. All
channels pending status flags are also available in the Pending Channels register (PENDCH).

When the transfer starts, the corresponding Channel Busy status flag is set in Channel n Status
register (CHSTATUSN.BUSY). When the trigger action is complete, the Channel Busy status flag is
cleared. All channel busy status flags are also available in the Busy Channels register (BUSYCH) in
DMAC.

22.6.2.7 Addressing

Each block transfer must have a source address and a destination address defined. The source
address is set by writing the Transfer Source Address (SRCADDR) register, the destination address is
set by writing the Transfer Destination Address (DSTADDR) register.

The addressing of this DMAC module can be static or incremental, for either source or destination of
a block transfer, or both.

Incrementation for the source address of a block transfer is enabled by writing the Source Address
Incrementation Enable bit in the Block Transfer Control register (BTCTRL.SRCINC = 1). The step

size of the incrementation is configurable and can be chosen by writing the Step Selection bit in
the Block Transfer Control register (BTCTRL.STEPSEL = 1) and writing the desired step size in the
Address Increment Step Size bit group in the Block Transfer Control register (BTCTRL.STEPSIZE). If
BTCTRL.STEPSEL = 0, the step size for the source incrementation will be the size of one beat.

When source address incrementation is configured (BTCTRL.SRCINC = 1), SRCADDR is calculated as
follows:

If BTCTRL.STEPSEL= 1:

SRCADDR = SRCADDRgy gy + BTCNT - (BEATSIZE + 1) - 25"°PS128

If BTCTRL.STEPSEL= O:
SRCADDR = SRCADDRgy gy + BTCNT - (BEATSIZE + 1)

*  SRCADDRGstarT is the source address of the first beat transfer in the block transfer.
« BTCNT is the initial number of beats remaining in the block transfer.

« BEATSIZE is the configured number of bytes in a beat.

+ STEPSIZE is the configured number of beats for each incrementation.

The following figure shows an example where DMA channel 0 is configured to increment the source
address by one beat after each beat transfer (BTCTRL.SRCINC = 1), and DMA channel 1 is configured
to increment the source address by two beats (BTCTRL.SRCINC = 1, BTCTRL.STEPSEL = 1, and
BTCTRL.STEPSIZE = 0x1). As the destination address for both channels are peripherals, destination
incrementation is disabled (BTCTRL.DSTINC = 0).
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Figure 22-8. Source Address Increment
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Incrementation for the destination address of a block transfer is enabled by setting the Destination
Address Incrementation Enable bit in the Block Transfer Control register (BTCTRL.DSTINC = 1).

The step size of the incrementation is configurable by clearing BTCTRL.STEPSEL= 0 and writing
BTCTRL.STEPSIZE to the desired step size. If BTCTRL.STEPSEL= 1, the step size for the destination
incrementation will be the size of one beat.

When the destination address incrementation is configured (BTCTRL.DSTINC = 1), DSTADDR must be
set and calculated as follows:

DSTADDR = DSTADDRgT 4T + BTCNT « (BEATSIZE n 1) o pSTEPSIZE where BTCTRL.STEPSEL is zero

DSTADDR = DSTADDRSTART + BTCNT » (BEATSIZE + 1) where BTCTRL.STEPSEL is one

+ DSTADDRsTagT is the destination address of the first beat transfer in the block transfer.
+ BTCNT is the initial number of beats remaining in the block transfer.

+ BEATSIZE is the configured number of bytes in a beat.

« STEPSIZE is the configured number of beats for each incrementation.

The followiong figure shows an example where DMA channel 0 is configured to increment
destination address by one beat (BTCTRL.DSTINC = 1) and DMA channel 1 is configured to increment
destination address by two beats (BTCTRL.DSTINC = 1, BTCTRL.STEPSEL= 0, and BTCTRL.STEPSIZE =
0x1). As the source address for both channels are peripherals, source incrementation is disabled
(BTCTRL.SRCINC = Q).

Figure 22-9. Destination Address Increment

DST Data Buffer
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a
b
DMA Channel 0 —» _
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22.6.2.8 Internal FIFO

To improve the bandwidth, the DMAC can support FIFO operation. When single-beat burst
configuration is selected (CHCTRALX.BURSTLEN = SINGLE), the channel waits until the FIFO can
transmit or accept a single beat transfer before it requests a bus access to write to the destination
address. In all other cases, the channel waits until the FIFO threshold is reached before it requests
a bus access to write to the destination address. The threshold is configurable and can be set by
writing the THRESHOLD bits in the Channel x Control A register.

If the DMAC completes the read operations before the threshold is reached, the write to the
destination is automatically enabled. If the FIFO is empty and the read from source is ongoing,
the DMA will wait again until the FIFO threshold is reached before it requests a bus access to write
the destination.

22.6.2.9 Error Handling
If a bus error is received from an AHB client during a DMA data transfer, the corresponding active
channel is disabled and the corresponding Channel Transfer Error Interrupt flag in the Channel
Interrupt Status and Clear register (CHINTFLAG.TERR) is set. If enabled, the optional transfer error
interrupt is generated. The transfer counter will not be decremented and its current value is written-
back in the write-back memory section before the channel is disabled.

When the DMAC fetches an invalid descriptor (BTCTRL.VALID=0) or when the channel is resumed and
the DMA fetches the next descriptor with null address (DESCADDR=0x00000000), the corresponding
channel operation is suspended, the Channel Suspend Interrupt Flag in the Channel Interrupt Flag
Status and Clear register (CHINTFLAG.SUSP) is set, and the Channel Fetch Error bit in the Channel
Status register (CHSTATUS.FERR) is set. If enabled, the optional suspend interrupt is generated.

22.6.3 Additional Features

22.6.3.1 Linked Descriptors
A transaction can consist of either a single block transfer or of several block transfers. When a
transaction consists of several block transfers it is done with the help of linked descriptors.

Figure 22-3 illustrates how linked descriptors work. When the first block transfer is completed

on DMA channel O, the DMAC fetches the next transfer descriptor, which is pointed to by the

value stored in the Next Descriptor Address (DESCADDR) register of the first transfer descriptor.
Fetching the next transfer descriptor (DESCADDR) is continued until the last transfer descriptor.
When the block transfer for the last transfer descriptor is executed and DESCADDR=0x00000000, the
transaction is terminated. For further details on how the next descriptor is fetched from SRAM, refer
to section 22.6.2.5. Data Transmission.

22.6.3.1.1 Adding Descriptor to the End of a List

To add a new descriptor at the end of the descriptor list, create the descriptor in SRAM, with
DESCADDR=0x00000000 indicating that it is the new last descriptor in the list, and modify the
DESCADDR value of the current last descriptor to the address of the newly created descriptor.

22.6.3.1.2 Modifying a Descriptor in a List
In order to add descriptors to a linked list, the following actions must be performed:

Enable the Suspend interrupt for the DMA channel.
Enable the DMA channel.
Reserve memory space in SRAM to configure a new descriptor.

W~

Configure the new descriptor:
- Set the next descriptor address (DESCADDR)
- Set the destination address (DSTADDR)
- Set the source address (SRCADDR)
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- Configure the block transfer control (BTCTRL) including
+ Optionally enable the suspend block action

+ Set the descriptor VALID bit
5. Clear the VALID bit for the existing list and for the descriptor which has to be updated.

6. Read DESCADDR from the write-back memory.

- If the DMA has not already fetched the descriptor that requires changes (i.e., DESCADDR is
wrong):

+ Update the DESCADDR location of the descriptor from the list
+ Optionally clear the suspend block action

+ Set the descriptor VALID bit to '1'

+ Optionally enable the Resume Software command

- If the DMA is executing the same descriptor as the one that requires changes:
+ Set the Channel Suspend Software command and wait for the suspend interrupt

+ Update the next descriptor address (DESCRADDR) in the write-back memory
+ Clear the interrupt sources and set the Resume Software command
+ Update the DESCADDR location of the descriptor from the list
+ Optionally clear the suspend block action
+ Set the descriptor VALID bit to '1'
7. Go to step 4 if needed.
22.6.3.1.3 Adding a Descriptor Between Existing Descriptors

To insert a new descriptor 'C' between two existing descriptors (‘A' and 'B'), the descriptor currently
executed by the DMA must be identified.

1. If DMA is executing descriptor B, descriptor C cannot be inserted.
2. If DMA has not started to execute descriptor A, follow the steps:
a. Setthe descriptor A VALID bitto '0".
b. Setthe DESCADDR value of descriptor A to point to descriptor C instead of descriptor B.
c. Setthe DESCADDR value of descriptor C to point to descriptor B.
d. Setthe descriptor A VALID bitto '1".
3. If DMA is executing descriptor A:
a. Apply the software suspend command to the channel and
b. Perform steps 2.1 through 2.4.
c. Apply the software resume command to the channel.

22.6.3.2 Transfer Quality of Service

Each priority level group has dedicated quality of service settings. The setting can be written in the
corresponding Quality of Service bit group in the Priority Control x register (PRICTRLO.QOSN).
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Figure 22-10. Quality of Service
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When a channel is stored in the Pre-Fetch or Active Channel, the corresponding PRICTRLx.QOS bits
value is stored in the respective channel. As shown in Quality of Service, the DMAC will select the
highest QOS value between Active and Pre-Fetch channels. This value will apply to all DMAC buses.

22.6.3.3 Channel Suspend
The channel operation can be suspended at any time by software by writing a '1' to the Suspend
command in the Command bit field of Channel Control B register (CHCTRLB.CMD). After the ongoing

burst transfer is completed, the channel operation is suspended and the suspend command is
automatically cleared.

When suspended, the Channel Suspend Interrupt flag in the Channel Interrupt Status and Clear
register is set (CHINTFLAG.SUSP=1) and the optional suspend interrupt is generated.

By configuring the block action to suspend by writing Block Action bit group in the Block Transfer
Control register (BTCTRL.BLOCKACT is 0x2 or 0x3), the DMA channel will be suspended after it
has completed a block transfer. The DMA channel will be kept enabled and will be able to receive
transfer triggers, but it will be removed from the arbitration scheme.

If an invalid transfer descriptor (BTCTRL.VALID=0) is fetched from SRAM, the DMA channel will be

suspended, and the Channel Fetch Error bit in the Channel Status register(CHASTATUS.FERR) will be
set.

Note: Only enabled DMA channels can be suspended. If a channel is disabled when it is attempted
to be suspended, the internal suspend command will be ignored.

For more details on transfer descriptors, refer to section 22.6.2.3. Transfer Descriptors.

22.6.3.4 Channel Resume and Next Suspend Skip

A channel operation can be resumed by software by setting the Resume command in the Command
bit field of the Channel Control B register (CHCTRLB.CMD). If the channel is already suspended,

the channel operation resumes from where it previously stopped when the Resume command is
detected. When the Resume command is issued before the channel is suspended, the next suspend
action is skipped and the channel continues the normal operation.

Figure 22-11. Channel Suspend/Resume Operation
Descriptor 0 Descriptor 1 Descriptor 2 Descriptor 3
(suspend disabled) (suspend enabled) (suspend enabled) (last)
Channel
Block Block Block
TranSfer

suspende/d—z
Resume Command }r\

I
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22.6.3.5 Event Input Actions

The event input actions are available only on the least significant DMA channels. For details on
channels with event input support, refer to the Event System documentation.

Before using event input actions, the event controller must be configured first according to the
following table, and the Channel Event Input Enable bit in the Channel Event Control register

(CHEVCTRL.EVIE) must be written to '1'. Refer also to 22.6.6. Events.

Table 22-1. Event Input Action

CHEVCTRL.EVACT CHCTRLA.TRIGSRC

None NOACT

Normal Transfer TRIG DISABLE
Conditional Transfer on Strobe TRIG Any peripheral
Conditional Transfer CTRIG

Conditional Block Transfer CBLOCK

Channel Suspend SUSPEND

Channel Resume RESUME

Skip Next Block Suspend SSKIP

Increase priority INCPRI

Normal Transfer
The event input is used to trigger a beat or burst transfer on peripherals.

The event is acknowledged as soon as the event is received. When received, both the Channel
Pending status bit in the Channel Status register (CHSTATUS.PEND) and the corresponding Channel
n bit in the Pending Channels register (PENDCH.PENDCHN) are set. If the event is received while the
channel is pending, the event trigger is lost.

The figure below shows an example where beat transfers are enabled by internal events.

Figure 22-12. Burst Event Trigger Action

Peripheral Trigger 4 \—
Trigger Lost
Event / \ /\ !2 S) /Q
PENDCHn /\ K /\ \
BUSYCHn \ ; <\ \ / \
Block Transfer § Block Transfer )
Data Transfer | BURST | BURST | BURST | | BURST | BURST | | BURST |

Conditional Transfer on Strobe

The event input is used to trigger a transfer on peripherals with pending transfer requests. This
event action is intended to be used with peripheral triggers, e.g., for timed communication protocols
or periodic transfers between peripherals: only when the peripheral trigger coincides with the
occurrence of a (possibly cyclic) event the transfer is issued.

The event is acknowledged as soon as the event is received. The peripheral trigger request is stored
internally when the previous trigger action is completed (i.e., the channel is not pending) and when
an active event is received. If the peripheral trigger is active, the DMA will wait for an event before
the peripheral trigger is internally registered. When both event and peripheral transfer trigger are

@ MICROCHIP

362



active, both CHSTATUS.PEND and PENDCH.PENDCHn are set. A software trigger will now trigger a
transfer.

The figure below shows an example where the peripheral beat transfer is started by a conditional
strobe event action.

Figure 22-13. Periodic Event with Burst Peripheral Triggers
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Peripheral Trigger A\é > \__
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Event

Block Transfer

Data Transfer BURST

Conditional Transfer

The event input is used to trigger a conditional transfer on peripherals with pending transfer
requests. As example, this type of event can be used for peripheral-to-peripheral transfers, where
one peripheral is the source of event and the second peripheral is the source of the trigger.

Each peripheral trigger is stored internally when the event is received. When the peripheral

trigger is stored internally, the Channel Pending status bit is set (CHSTATUS.PEND), the respective
Pending Channel n Bit in the Pending Channels register is set (PENDCH.PENDCHnN), and the event is
acknowledged. A software trigger will now trigger a transfer.

The figure below shows an example where conditional event is enabled with peripheral beat trigger
requests.

Figure 22-14. Conditional Event with Burst Peripheral Triggers

Event 4& \__/

Peripheral Trigger

PENDCHn / \

Block Transfer

Data Transfer

BURST BURST

Conditional Block Transfer
The event input is used to trigger a conditional block transfer on peripherals.

Before starting transfers within a block, an event must be received. When received, the event is
acknowledged when the block transfer is completed. A software trigger will trigger a transfer.

The figure below shows an example where conditional event block transfer is started with peripheral
beat trigger requests.
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Figure 22-15. Conditional Block Transfer with Burst Peripheral Triggers
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Channel Suspend
The event input is used to suspend an ongoing channel operation. The event is acknowledged

when the current AHB access is completed. For further details on Channel Suspend, refer to
22.6.3.3. Channel Suspend.

Channel Resume

The event input is used to resume a suspended channel operation. The event is acknowledged as
soon as the event is received and the Channel Suspend Interrupt Flag (CHINTFLAG.SUSP) is cleared.
For further details refer to 22.6.3.3. Channel Suspend.

Skip Next Block Suspend

This event can be used to skip the next block suspend action. If the channel is suspended before
the event rises, the channel operation is resumed and the event is acknowledged. If the event rises
before a suspend block action is detected, the event is kept until the next block suspend detection.
When the block transfer is completed, the channel continues the operation (not suspended) and the
event is acknowledged.

Increase priority

This event can be used to increase a channel priority and to request higher quality of service (QOS),
when critical transfers must be done. When the event is detected, the channel will have the highest
priority and the output Quality of Service value is internally forced to the maximum value. The event
is acknowledged when the trigger action execution is completed. When acknowledged, the channel
will recover its initial priority level and quality of service settings.

22.6.3.6 Event Output Selection
The event output selections are available only for channels supporting event outputs.

The Channel Event Output Enable can be set in the corresponding Channel n Event Control
register (CHEVCTRL.EVOE). The Event Output Mode bits in Channel n Event Control register
(CHEVCTRL.EVOMODE) selects the event type the channel should generate.

The transfer events (CHEVCTRL.EVOMODE = DEFAULT) are strobe events and their duration is one
CLK_DMAC_AHB clock period. The transfer event type selection is available in each Descriptor Block
Control location (BTCTRL.EVOSEL). Block or burst event output generation is supported.

The trigger action event (CHEVCTRL.EVOMODE = TRIGACT) is a level, active while the trigger action
execution is not completed.

Block event output

When the block event output is selected, an event strobe is generated when the block transfer is
completed. The pulse width of a block event output from a channel is one AHB clock cycle. It is also
possible to use this event type to generate an event when the transaction is complete. For this type
of application, the block event selection must be set in the last transfer descriptor only, as shown
below.
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Figure 22-16. Block Event Output Generation
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Burst event output

When the burst event output is selected, an event strobe is generated when each burst transfer
within the corresponding block is completed. The pulse width of a burst event output from a
channel is one AHB clock cycle. The figure below shows an example where the burst event output is
set in the second descriptor of a linked list.

Figure 22-17. Burst Event Output Generation
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Trigger action event output

When the trigger action event output is selected, an event level is generated. Then event output
is set when the transfer trigger occurred, and cleared when the corresponding trigger action is
completed. The figure below shows an example for each trigger action type.
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Figure 22-18. Trigger Action Event Output Generation
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22.6.3.7 Aborting Transfers

Transfers on any channel can be aborted gracefully by software by disabling the corresponding DMA
channel. It is also possible to abort all ongoing or pending transfers by disabling the DMAC.

When a DMA channel disable request or DMAC disable request is detected:

+ Ongoing transfers of the active channel will be disabled when the ongoing beat transfer is
completed and the write-back memory section is updated. This prevents transfer corruption
before the channel is disabled.

+ All other enabled channels will be disabled in the next clock cycle.

The corresponding Channel Enable bit in the Channel Control A register is cleared
(CHCTRLA.ENABLE=0) when the channel is disabled.

The corresponding DMAC Enable bit in the Control register is cleared (CTRL.DMAENABLE=0) when
the entire DMAC module is disabled.

22.6.3.8 CRC Operation

A Cyclic Redundancy Check (CRC) is an error detection technique used to find errors in data. It is
commonly used to determine whether the data during a transmission, or data present in data and
program memories has been corrupted or not. A CRC takes a data stream or a block of data as input
and generates a 16- or 32-bit output that can be appended to the data and used as a checksum.

When the data is received, the device or application repeats the calculation using the DSU's CRC
engine. If the new CRC result does not match the one calculated earlier, the block contains a data
error. The application will then detect this and may take a corrective action, such as requesting the
data to be sent again or simply not using the incorrect data.
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The CRC engine in DMAC supports two commonly used CRC polynomials: CRC-16 (CRC-CCITT) and
CRC-32 (IEEE 802.3). Typically, applying CRC-n (CRC-16 or CRC-32) to a data block of arbitrary length
will detect any single alteration that is <n bits in length, and will detect the fraction 1-2-n of all longer
error bursts.

+ CRC-16:
- Polynomial: x"6+ x12+ x5+ 1
- Hexvalue: 0x1021
+ CRC-32:
- Polynomial: x32+x26+ x23+ x224+x16+ x12+ x4+ x104+ x8+ x7+ x>+ xH+ x2+ x + 1
- Hexvalue: 0x04C11DB7

The data source for the CRC engine can either be one of the DMA channels or the APB bus
interface, and must be selected by writing to the CRC Input Source bits in the CRC Control
register (CRCCTRL.CRCSRC). The CRC engine then takes data input from the selected source and
generates a checksum based on these data. The checksum is available in the CRC Checksum
register (CRCCHKSUM). When CRC-32 polynomial is used, the final checksum read is bit reversed
and complemented, as shown in CRC Generator Block Diagram.

The CRC polynomial is selected by writing to the CRC Polynomial Type bit in the CRC Control register
(CRCCTRL.CRCPOLY), the default is CRC-16. The CRC engine operates on byte only. When the DMA is
used as data source for the CRC engine, the DMA channel beat size setting will be used. When used
with APB bus interface, the application must select the CRC Beat Size bit field of CRC Control register
(CRCCTRL.CRCBEATSIZE). 8-, 16-, or 32-bit bus transfer access type is supported. The corresponding
number of bytes will be written in the CRCDATAIN register and the CRC engine will operate on the
input data in a byte by byte manner.
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Figure 22-19. CRC Generator Block Diagram
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CRCon CRC-16 or CRC-32 calculations can be performed on data passing through any DMA channel. Once a DMA channel

DMA is selected as the source, the CRC engine will continuously generate the CRC on the data passing through the DMA

data channel. The checksum is available for readout once the DMA transaction is completed or aborted. A CRC can also
be generated on SRAM, Flash, or I/0 memory by passing these data through a DMA channel. If the latter is done,
the destination register for the DMA data can be the data input (CRCDATAIN) register in the CRC engine.

CRC using the I/0 Before using the CRC engine with the I/0 interface, the application must set the CRC Beat Size bits
interface in the CRC Control register (CRCCTRL.CRCBEATSIZE). 8/16/32-bit bus transfer type can be selected.

CRC can be performed on any data by loading them into the CRC engine using the CPU and writing
the data to the CRCDATAIN register. Using this method, an arbitrary number of bytes can be written
to the register by the CPU, and CRC is done continuously for each byte. This means if a 32-bit data
is written to the CRCDATAIN register the CRC engine takes four cycles to calculate the CRC. The CRC
complete is signaled by a set CRCBUSY bit in the CRCSTATUS register. New data can be written only
when CRCBUSY flag is not set.

22.6.3.9 Memory CRC Generation

When enabled, it is possible to automatically calculate a memory block checksum. When the
channel is enabled and the descriptor is fetched, the CRC Checksum register (CRCCHKSUM) is
reloaded with the initial checksum value (CHKINIT) stored in the Block Transfer Destination Address
register (DSTADDR). The DMA read and calculate the checksum over the data from the source
address.When the checksum calculation is completed, the CRC value is stored in the CRC Checksum
register (CRCCHKSUM), the Transfer Complete interrupt flag is set (CHINTFLAGn.TCMPL) and optional
interrupt is generated.
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If linked descriptor is in the list (DESCADDR !=0), the DMA will fetch the next descriptor and CRC
calculation continues as described above. When the last list descriptor is executed, the channel is
automatically disabled.

In order to enable the memory CRC generation, the following actions must be performed:
1. The CRC module must be set to be used with a DMA channel (CRCCTRL.CRCSRC)
2. Reserve memory space addresses to configure a descriptor or a list of descriptors

3. Configure each descriptor:
- Set the next descriptor address (DESCADDR)

- Set the destination address with the initial checksum value (DSTADDR = CHKINIT) in the first
descriptior in a list

- Set the transfer source address (SRCADDR)
- Set the block transfer count (BTCNT)
- Set the memory CRC generation operation mode (CRCCTRL.CRCMODE = CRCGEN)
- Enable optional interrupts
4. Enable the corresponding DMA channel (CHCTRLAN.ENABLE)
The figure below shows the CRC computation slots and descriptor configuration when single or
linked-descriptors transfers are enabled.
Figure 22-20. CRC Computation with Single Linked Transfers

List with Single Descriptor List with Multiple Linked Descriptors

Source Memory Source Memory

Transfer start address: ADDR1 - N Transfer start address: ADDR1 - N

Descriptor 0 Descriptor 0
10x0) BTCTRL 00| BTCTRL
lox2) BTCNT =N 0x2] BTCNT =N

SRCADDR =

(1 __Aoor
Desc of this buffer
oxd DESCADDR=
0x00000000

SRCADDR =

Y
Desc of this buffer
DESCADDR = next
0xc]|
desc
N

Transfer start address: ADDR2 - M

o

Descriptor n (last)

> [ox0] BTCTRL
ox2  BTCNT=M
SRCADDR =

T
Desc of this buffer
b DESCADDR=
*l  0x00000000
Notes :

Figures assumes that STEPSIZE is 0 (X1) ADDR2 outside
T o ease understanding (buffer base address is SRCADDR minus BTCNT ‘items’).

22.6.3.10 Memory CRC Monitor

When enabled, it is possible to continuously check a a memory block data integrity by calculating
and checking the CRC checksum. The expected CRC checksum value must be located in the last
memory block location, as shown in the table below:
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CRCCTRL.CRCPOLY| CRCCTRL.CRCBEATSIZE| Last Memory Block Byte Locations Value (MSB CHECKSUM Result
Byte First)

CRC-16 Byte Expected CRC[7:0] 0x00000000
Half-word Expected CRC[15:8]
Word 0x00
0x00

Expected CRC[7:0]
Expected CRC[15:8]

CRC-32 Byte Expected CRC[31:24] CRC Magic Number
Half-word Expected CRC[23:16] (0x2144DF1C)
Word Expected CRC[15:8]

Expected CRC[7:0]

When the channel is enabled and the descriptor is fetched, the CRC Checksum register
(CRCCHKSUM) is reloaded with the initial checksum value (CHKINIT), stored in the DSTADDR location
of the first descriptor. The DMA read and calculate the checksum over the entire data from the
source address.When the checksum calculation is completed the DMA read the last beat from the
memory, the calculated CRC value from the CRC Checksum register is compared to zero or CRC
magic number, depending on CRC polynomial selection.

If the CHECKSUM does not match the comparison value the DMA channel is disabled, and both and
the CRC Error bit in the Channel n Status register (CHSTATUSN.CRCERR) and Transfer Error interrupt
flag (CHINTFLAGN.TERR) are set. If enabled, the Transfer Error interrupt is generated.

If the calculated checksum value matches the compare value, the Transfer Complete interrupt flag
(CHINTFLAGN.TCMPL) is set, optional interrupt is generated and the DMA will perform the following
actions, depending on the descriptor list settings:

+ If the list has only one descriptor, the DMA will re-fetch the descriptor

+ If the current descriptor is the last descriptor from the list, the DMA will fetch the first descriptor
from the list

When the fetch is completed, the DMA restarts the operations described above when new triggers
are detected.

In order to enable the memory CRC monitor, the following actions must be performed:
1. The CRC module must be set to be used with a DMA channel (CRCCTRL.CRCSRC)
2. Reserve memory space addresses to configure a descriptor or a list of descriptors

3. Configure each descriptor
- Set the next descriptor address (DESCADDR)

- Inthe first list descriptor, set the destination address with the initial checksum value
(DSTADDR = CHKINIT)

- Set the transfer source address (SRCADDR)
- Set the block transfer count (BTCNT)
- Set the memory CRC monitor operation mode (CRCCTRL.CRCMODE = CRCMON)
- Enable optional interrupts
4. Enable the corresponding DMA channel (CHCTRLAN.ENABLE)
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Figure 22-21. CRC Computation and Check with Single or Linked Transfers

List with Single Descriptor List with Multiple Linked Descriptors

Source Memory Source Memory

Transfer start address: ADDR1 - N Transfer start address: ADDR1 - N
Descriptor 0 Descriptor 0
0x0| BTCTRL 10x0| BTCTRL
0x2] BTCNT =N 0x2| BTCNT =N

oxa SRCADDR = " SRCADDR =
o0 _
Desc of this buffer Desc of this buffer
ox DESCADDR= oxc DESCADDR
0x00000000 = next desc address

Expected CRC

ADDR1 outside ADDR1

Transfer start address: ADDR2 - M

Descriptor n (last)
P (0x0 BTCTRL
lox2] BTCNT =M

SRCADDR =

L ~oor
Desc of this buffer
x| DESCADDR=
0x00000000

Notes : Expected CRC

Figures assumes that STEPSIZE is 0 (X1). ADDR2 outside
T o ease understanding, buffer base address is SRCADDR minus BTCNT ‘items’.

22.6.4 DMA Operation

22.6.5

Not applicable.

Interrupts
The DMAC channels have the following interrupt sources:

« Transfer Complete (TCMPL): Indicates that a block transfer is completed on the corresponding
channel. Refer to 22.6.2.5. Data Transmission for details.

+ Transfer Error (TERR): Indicates that a bus error has occurred during a burst transfer, or that an
invalid descriptor has been fetched. Refer to 22.6.2.9. Error Handling for details.

+ Channel Suspend (SUSP): Indicates that the corresponding channel has been suspended. Refer to
22.6.3.3. Channel Suspend and 22.6.2.5. Data Transmission for details.

Each interrupt source has an Interrupt flag associated with it. The Interrupt flag in the Channel
Interrupt Flag Status and Clear (CHINTFLAG) register is set when the Interrupt condition occurs.
Each interrupt can be individually enabled by setting the corresponding bit in the Channel Interrupt
Enable Set register (CHINTENSET=1), and disabled by setting the corresponding bit in the Channel
Interrupt Enable Clear register (CHINTENCLR=1).

An interrupt request is generated when the Interrupt flag is set and the corresponding interrupt

is enabled. The interrupt request remains active until the Interrupt flag is cleared, the interrupt is
disabled, the DMAC is reset or the corresponding DMA channel is reset. See CHINTFLAG for details
on how to clear Interrupt flags. All interrupt requests are ORed together on system level to generate
one combined interrupt request to the NVIC.

The user must read the Channel Interrupt Status (INTSTATUS) register to identify the channels with
pending interrupts and must read the Channel Interrupt Flag Status and Clear (CHINTFLAG) register
to determine which Interrupt condition is present for the corresponding channel. It is also possible
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to read the Interrupt Pending register (INTPEND), which provides the lowest channel number with
pending interrupt and the respective Interrupt flags.

Note: Interrupts must be globally enabled for interrupt requests to be generated.

22.6.6 Events
The DMAC can generate the following output events:
+ Channel (CH): Generated when a block transfer for a given channel has been completed, or when

a beat transfer within a block transfer for a given channel has been completed. Refer to Event
Output Selection for details.

Setting the Channel Event Output Enable bit (CHEVCTRLx.EVOE = 1) enables the corresponding
output event configured in the Event Output Selection bit group in the Block Transfer Control
register (BTCTRL.EVOSEL). Clearing CHEVCTRLX.EVOE = 0 disables the corresponding output event.

The DMAC can take the following actions on an input event:

+ Transfer and Periodic Transfer Trigger (TRIG): normal transfer or periodic transfers on peripherals
are enabled

« Conditional Transfer Trigger (CTRIG): conditional transfers on peripherals are enabled

+ Conditional Block Transfer Trigger (CBLOCK): conditional block transfers on peripherals are
enabled

+ Channel Suspend Operation (SUSPEND): suspend a channel operation

+ Channel Resume Operation (RESUME): resume a suspended channel operation

+ Skip Next Block Suspend Action (SSKIP): skip the next block suspend transfer condition

* Increase Priority (INCPRI): increase channel priority

Setting the Channel Event Input Enable bit (CHEVCTRLX.EVIE = 1) enables the corresponding action
on input event. Clearing this bit disables the corresponding action on input event. Note that several
actions can be enabled for incoming events. If several events are connected to the peripheral, any
enabled action will be taken for any of the incoming events. For further details on event input
actions, refer to Event Input Actions.

Note: Eventinput and outputs are not available for every channel. Refer to the Features section for
more information.

Related Links

31. Event System (EVSYS)

22.6.3.6. Event Output Selection

22.6.3.5. Event Input Actions

22.6.7 Sleep Mode Operation

22.6.8 Synchronization
Not applicable.
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22.7 Register Summary

I S T T S S S N

0x00 CTRL
0x02 CRCCTRL
0x04 CRCDATAIN
0x08 CRCCHKSUM
0x0C CRCSTATUS
0x0D DBGCTRL
O0xO0E

e Reserved
Ox0F
0x10 SWTRIGCTRL
0x14 PRICTRLO
0x18

e Reserved
Ox1F
0x20 INTPEND
0x22

... Reserved
0x23
0x24 INTSTATUS
0x28 BUSYCH
0x2C PENDCH
0x30 ACTIVE
0x34 BASEADDR
0x38 WRBADDR
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15:8
7:0
15:8
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
7:0

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7:0
15:8

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

CRCMODE[1:0]

RRLVLENO
RRLVLEN1
RRLVLEN2
RRLVLEN3

PEND

CHINT7
CHINT15
CHINT23
CHINT31
BUSYCH7

BUSYCH15
BUSYCH23
BUSYCH31
PENDCH7
PENDCH15
PENDCH23
PENDCH31

ABUSY

QOS0[1:0]
QOS1[1:0]
QOS2[1:0]
QOS3[1:0]

BUSY FERR
CHINT6 CHINTS
CHINT14 CHINT13
CHINT22 CHINT21
CHINT30 CHINT29
BUSYCH6  BUSYCHS

BUSYCH14  BUSYCH13

BUSYCH22 = BUSYCH21

BUSYCH30 = BUSYCH29

PENDCH6 = PENDCHS5

PENDCH14 PENDCH13

PENDCH22 = PENDCH21

PENDCH30 = PENDCH29

LVLEN3

LVLEN2

CRCPOLY[1:0]
CRCSRC[5:0]

CRCDATAIN[7:0]
CRCDATAIN[15:8]
CRCDATAIN[23:16]
CRCDATAIN[31:24]
CRCCHKSUM[7:0]
CRCCHKSUMI15:8]
CRCCHKSUM[23:16]
CRCCHKSUMI[31:24]

SWTRIG[7:0]
SWTRIG[15:8]
SWTRIG[23:16]
SWTRIG[31:24]

CRCERR
CHINT4 CHINT3
CHINT12 CHINT11
CHINT20 CHINT19
CHINT28 CHINT27
BUSYCH4 BUSYCH3
BUSYCH12 = BUSYCH11
BUSYCH20  BUSYCH19
BUSYCH28  BUSYCH27
PENDCH4 PENDCH3
PENDCH12 = PENDCH11
PENDCH20  PENDCH19
PENDCH28  PENDCH27
LVLEX3
BTCNT[7:0]
BTCNT[15:8]

BASEADDR[7:0]
BASEADDR[15:8]
BASEADDR[23:16]
BASEADDR[31:24]
WRBADDR[7:0]
WRBADDR[15:8]
WRBADDR[23:16]
WRBADDR[31:24]

CRCERR

LVLPRIO[4:0]
LVLPRI1[4:0]
LVLPRI2[4:0]
LVLPRI3[4:0]

1D[4:0]
SUSP

CHINT2
CHINT10
CHINT18
CHINT26
BUSYCH2

BUSYCH10
BUSYCH18
BUSYCH26
PENDCH2
PENDCH10
PENDCH18
PENDCH26
LVLEX2
ID[4:0]

1
DMAENABLE
LVLEN1

SWRST
LVLENO

CRCBEATSIZE[1:0]

CRCZERO

TCMPL

CHINT1
CHINT9
CHINT17
CHINT25
BUSYCH1
BUSYCH9
BUSYCH17
BUSYCH25
PENDCH1
PENDCH9
PENDCH17
PENDCH25
LVLEX1

CRCBUSY
DBGRUN

TERR

CHINTO
CHINT8
CHINT16
CHINT24
BUSYCHO
BUSYCH8
BUSYCH16
BUSYCH24
PENDCHO
PENDCH8
PENDCH16
PENDCH24
LVLEXO
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........... continued

Cosec | wame Jmeron| 7 | 6 | s | 4 | 3 | 2 | 1 | o

0x3C

Reserved
Ox3F
0x40 CHCTRLAO
0x44 CHCTRLBO
0x45 CHPRILVLO
0x46 CHEVCTRLO
0x47

Reserved
0x4B
0x4C CHINTENCLRO
0x4D CHINTENSETO
0x4E CHINTFLAGO
0x4F CHSTATUSO
0x50 CHCTRLA1
0x54 CHCTRLB1
0x55 CHPRILVL1
0x56 CHEVCTRL1
0x57

Reserved
0x5B
0x5C CHINTENCLR1
0x5D CHINTENSET1
Ox5E CHINTFLAG1
Ox5F CHSTATUS1
0x60 CHCTRLA2
0x64 CHCTRLB2
0x65 CHPRILVL2
0x66 CHEVCTRL2
0x67

Reserved
0x6B
0x6C CHINTENCLR2
0x6D CHINTENSET2
Ox6E CHINTFLAG2
Ox6F CHSTATUS2
0x70 CHCTRLA3
0x74 CHCTRLB3
0x75 CHPRILVL3
0x76 CHEVCTRL3
0x77

Reserved
0x7B
0x7C CHINTENCLR3
0x7D CHINTENSET3
Ox7E CHINTFLAG3
O0x7F CHSTATUS3
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7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0

RUNSTDBY
TRIGACT[1:0]
THRESHOLDI[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLDI[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
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........... continued

oo | _tame Jairos] oL ¢

0x80

0x84
0x85
0x86
0x87
0x8B
0x8C
0x8D
0x8E
Ox8F

0x90

0x94
0x95
0x96
0x97
0x9B
0x9C
0x9D
0x9E
O0x9F

0xAO0

0xA4
OxA5
0xA6
O0xA7
0xAB
OXAC
OXAD
OxAE
OxAF

0xBO

0xB4
0xB5
0xB6
0xB7
0xBB
0xBC
0xBD
OxBE
O0xBF

0xCOo

0xC4
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CHCTRLA4

CHCTRLB4
CHPRILVL4
CHEVCTRL4

Reserved

CHINTENCLR4
CHINTENSET4
CHINTFLAG4
CHSTATUS4

CHCTRLAS

CHCTRLB5S
CHPRILVLS5
CHEVCTRL5

Reserved

CHINTENCLR5
CHINTENSETS
CHINTFLAGS
CHSTATUSS

CHCTRLAG

CHCTRLB6
CHPRILVL6
CHEVCTRL6

Reserved

CHINTENCLR6
CHINTENSET6
CHINTFLAG6
CHSTATUS6

CHCTRLA7

CHCTRLB?
CHPRILVL7
CHEVCTRL7

Reserved
CHINTENCLR?
CHINTENSET?7

CHINTFLAG7
CHSTATUS7

CHCTRLAS8

CHCTRLBS8

15:8
23:16
31:24

7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0

RUNSTDBY

EVOE EVIE
RUNSTDBY
EVOE EVIE
RUNSTDBY
EVOE EVIE
RUNSTDBY
EVOE EVIE
RUNSTDBY

s | 4 | 3 | 2 0 1 | 0 |

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
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0xC5 CHPRILVL8
0xC6 CHEVCTRL8
0xC7

Reserved
0xCB
0xCC CHINTENCLR8
0xCD CHINTENSET8
OxCE CHINTFLAGS8
0xCF CHSTATUS8
0xDO CHCTRLA9
0xD4 CHCTRLB9
0xD5 CHPRILVLY
0xD6 CHEVCTRL9
0xD7

Reserved
0xDB

0xDC CHINTENCLR9

0xDD CHINTENSET9
OxDE CHINTFLAGY
0xDF CHSTATUS9
OxEO CHCTRLA10
OxE4 CHCTRLB10
OXE5 CHPRILVL10
OxE6 CHEVCTRL10
OxE7
Reserved

OXEB

OxEC CHINTENCLR10
OxED CHINTENSET10

OxEE CHINTFLAG10
OXEF CHSTATUS10
OxFO CHCTRLA11
OxF4 CHCTRLB11
OxF5 CHPRILVL11
OxF6 CHEVCTRL11
OxF7
Reserved

OxFB

OxFC CHINTENCLR11
OxFD CHINTENSET11

OxFE CHINTFLAG11

OxFF CHSTATUS11
0x0100 CHCTRLA12
0x0104 CHCTRLB12
0x0105 CHPRILVL12
0x0106 CHEVCTRL12
0x0107

Reserved

0x010B
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7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLDI[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]

EVACT[2:0]
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Coser | name |

0x010C CHINTENCLR12
0x010D CHINTENSET12
0x010E CHINTFLAG12
0x010F CHSTATUS12
0x0110 CHCTRLA13
0x0114 CHCTRLB13
0x0115 CHPRILVL13
0x0116 CHEVCTRL13
0x0117

Reserved
0x011B
0x011C CHINTENCLR13
0x011D CHINTENSET13
0x011E CHINTFLAG13
0x011F CHSTATUS13
0x0120 CHCTRLA14
0x0124 CHCTRLB14
0x0125 CHPRILVL14
0x0126 CHEVCTRL14
0x0127

Reserved
0x012B
0x012C CHINTENCLR14
0x012D CHINTENSET14
0x012E CHINTFLAG14
0x012F CHSTATUS14
0x0130 CHCTRLA15
0x0134 CHCTRLB15
0x0135 CHPRILVL15
0x0136 CHEVCTRL15
0x0137

Reserved
0x013B
0x013C CHINTENCLR15
0x013D CHINTENSET15
0x013E CHINTFLAG15
0x013F CHSTATUS15
0x0140 CHCTRLA16
0x0144 CHCTRLB16
0x0145 CHPRILVL16
0x0146 CHEVCTRL16
0x0147

Reserved
0x014B
0x014C CHINTENCLR16
0x014D CHINTENSET16
0x014E CHINTFLAG16
0x014F CHSTATUS16
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7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0

RUNSTDBY
TRIGACT[1:0]
THRESHOLDI[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

2 1 0

SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
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........... continued

oo | _tame Jairos] oL ¢

0x0150

0x0154
0x0155
0x0156
0x0157

0x015B
0x015C
0x015D
0x015E
0x015F

0x0160

0x0164
0x0165
0x0166
0x0167

0x016B
0x016C
0x016D
0x016E
0x016F

0x0170

0x0174
0x0175
0x0176
0x0177

0x017B
0x017C
0x017D
0x017E
0x017F

0x0180

0x0184
0x0185
0x0186
0x0187

0x018B
0x018C
0x018D

0x018E
0x018F

0x0190

0x0194

15:8
CHCTRLA17 2316
31:24
CHCTRLB17 7:0
CHPRILVL17 7:0
CHEVCTRL17 7:0
Reserved
CHINTENCLR17 7:0
CHINTENSET17 7:0
CHINTFLAG17 7:0
CHSTATUS17 7:0
7:0
CHCTRLA18 15:8
23:16
31:24
CHCTRLB18 7:0
CHPRILVL18 7:0
CHEVCTRL18 7:0
Reserved
CHINTENCLR18 7:0
CHINTENSET18 7:0
CHINTFLAG18 7:0
CHSTATUS18 7:0
7:0
15:8
CHCTRLA19 2316
31:24
CHCTRLB19 7:0
CHPRILVL19 7:0
CHEVCTRL19 7:0
Reserved
CHINTENCLR19 7:0
CHINTENSET19 7:0
CHINTFLAG19 7:0
CHSTATUS19 7:0
7:0
15:8
CHCTRLA20 2316
31:24
CHCTRLB20 7:0
CHPRILVL20 7:0
CHEVCTRL20 7:0
Reserved
CHINTENCLR20 7:0
CHINTENSET20 7:0
CHINTFLAG20 7:0
CHSTATUS20 7:0
7:0
CHCTRLA21 15:8
23:16
31:24
CHCTRLB21 7:0
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RUNSTDBY

EVOE EVIE
RUNSTDBY
EVOE EVIE
RUNSTDBY
EVOE EVIE
RUNSTDBY
EVOE EVIE
RUNSTDBY

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

s | 4 | 3 | 2 0 1 | 0 |

ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
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........... continued
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0x0195 CHPRILVL21
0x0196 CHEVCTRL21
0x0197

Reserved
0x019B
0x019C CHINTENCLR21
0x019D CHINTENSET21
0x019E CHINTFLAG21
0x019F CHSTATUS21
0x01A0 CHCTRLA22
0x01A4 CHCTRLB22
0x01A5 CHPRILVL22
0x01A6 CHEVCTRL22
0x01A7

Reserved
0x01AB
0x01AC CHINTENCLR22
0x01AD CHINTENSET22
0x01AE CHINTFLAG22
0x01AF CHSTATUS22
0x01B0O CHCTRLA23
0x01B4 CHCTRLB23
0x01B5 CHPRILVL23
0x01B6 CHEVCTRL23
0x01B7

Reserved
0x01BB
0x01BC CHINTENCLR23
0x01BD CHINTENSET23
0x01BE CHINTFLAG23
0x01BF CHSTATUS23
0x01C0 CHCTRLA24
0x01C4 CHCTRLB24
0x01C5 CHPRILVL24
0x01C6 CHEVCTRL24
0x01C7

Reserved
0x01CB
0x01CC CHINTENCLR24
0x01CD CHINTENSET24
0x01CE CHINTFLAG24
0x01CF CHSTATUS24
0x01D0 CHCTRLA25
0x01D4 CHCTRLB25
0x01D5 CHPRILVL25
0x01D6 CHEVCTRL25
0x01D7

Reserved
0x01DB
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7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLDI[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]

EVACT[2:0]
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........... continued

Coser | name |

0x01DC CHINTENCLR25
0x01DD CHINTENSET25
0x01DE CHINTFLAG25
0x01DF CHSTATUS25
0x01EOQ CHCTRLA26
0x01E4 CHCTRLB26
0x01E5 CHPRILVL26
0x01E6 CHEVCTRL26
0x01E7

Reserved
0x01EB
0x01EC CHINTENCLR26
0x01ED CHINTENSET26
Ox01EE CHINTFLAG26
OxO1EF CHSTATUS26
0x01FO0 CHCTRLA27
0x01F4 CHCTRLB27
0x01F5 CHPRILVL27
0x01F6 CHEVCTRL27
0x01F7

Reserved
0x01FB
0x01FC CHINTENCLR27
0x01FD CHINTENSET27
0x01FE CHINTFLAG27
Ox01FF CHSTATUS27
0x0200 CHCTRLA28
0x0204 CHCTRLB28
0x0205 CHPRILVL28
0x0206 CHEVCTRL28
0x0207

Reserved
0x020B
0x020C CHINTENCLR28
0x020D CHINTENSET28
0x020E CHINTFLAG28
0x020F CHSTATUS28
0x0210 CHCTRLA29
0x0214 CHCTRLB29
0x0215 CHPRILVL29
0x0216 CHEVCTRL29
0x0217

Reserved
0x021B
0x021C CHINTENCLR29
0x021D CHINTENSET29
0x021E CHINTFLAG29
0x021F CHSTATUS29
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7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0

RUNSTDBY
TRIGACT[1:0]
THRESHOLDI[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]
RUNSTDBY
TRIGACT[1:0]
THRESHOLD[1:0]
EVOE EVIE EVOMODE[1:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

TRIGSRC[6:0]

CRCERR

2 1 0

SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
ENABLE SWRST
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]
SUSP TCMPL TERR
SUSP TCMPL TERR
SUSP TCMPL TERR
FERR BUSY PEND
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........... continued

7:0

0x0220

0x0224
0x0225
0x0226
0x0227

0x022B
0x022C
0x022D
0x022E
0x022F

0x0230

0x0234
0x0235
0x0236
0x0237

0x023B
0x023C
0x023D
0x023E
0x023F

22.8
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CHCTRLA30

CHCTRLB30
CHPRILVL30
CHEVCTRL30

Reserved

CHINTENCLR30
CHINTENSET30
CHINTFLAG30
CHSTATUS30

CHCTRLA31

CHCTRLB31
CHPRILVL31
CHEVCTRL31

Reserved

CHINTENCLR31
CHINTENSET31
CHINTFLAG31
CHSTATUS31

15:8
23:16
31:24

7:0
7:0
7:0

7:0
7:0
7:0
7:0
7:0
15:8
23:16
31:24
7:0
7:0
7:0

7:0
7:0
7:0
7:0

EVOE

EVOE

Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can

be accessed directly.

RUNSTDBY

EVIE

RUNSTDBY

EVIE

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

TRIGACT[1:0]
THRESHOLD[1:0]

EVOMODE[1:0]

s | 4 | 3 | 2 0 1 | 0 |

ENABLE SWRST
TRIGSRC[6:0]
BURSTLEN[3:0]
CMDI[1:0]
PRILVL[1:0]
EVACT[2:0]

SUSP TCMPL TERR

SUSP TCMPL TERR

SUSP TCMPL TERR

CRCERR FERR BUSY PEND
ENABLE SWRST

TRIGSRC[6:0]
BURSTLEN[3:0]
CMD[1:0]
PRILVL[1:0]
EVACT[2:0]

SUSP TCMPL TERR

SUSP TCMPL TERR

SUSP TCMPL TERR

CRCERR FERR BUSY PEND

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 22.5.8. Register Access Protection.

Some registers are enable-protected, meaning they can only be written when the peripheral is
disabled. Enable-protection is denoted by the "Enable-Protected" property in each individual register

description.
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22.8.1 Control

Name: CTRL
Offset: 0x00
Reset: 0x0000
Property: PAC Write-Protection, Enable-Protected
Bit 15 14 13 12 11 10 9 8
| | | LVLEN3 | LVLEN2 | LVLENT [ LVLENO |
Access R/W R/W R/W R/W
Reset 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| | | | |DMAENABLE| SWRST |
Access R/W R/W
Reset 0 0
Bits 8, 9, 10, 11 - LVLENX Priority Level x Enable

When this bit is set, all requests with the corresponding level will be fed into the arbiter block. When
cleared, all requests with the corresponding level will be ignored.

For details on arbitration schemes, refer to the Arbitration section.

These bits are not enable-protected.

Value Description

0 Transfer requests for Priority level x will not be handled.
1 Transfer requests for Priority level x will be handled.

Bit 1 - DMAENABLE DMA Enable

Setting this bit will enable the DMA module.

Writing a '0' to this bit will disable the DMA module. When writing a '0' during an ongoing transfer,
the bit will not be cleared until the internal data transfer buffer is empty and the DMA transfer

is aborted. The internal data transfer buffer will be empty once the ongoing burst transfer is
completed.

This bit is not enable-protected.

Value Description

0 The peripheral is disabled.
1 The peripheral is enabled.

Bit 0 - SWRST Software Reset

Writing a '0' to this bit has no effect.

Writing a '1' to this bit when the DMAC module is disabled (DMAENABLE bit set to "0"), resets all
registers in the DMAC (except DBGCTRL) to their initial state. If either the DMAC or CRC module is
enabled, the Reset request will be ignored and the DMAC will return an access error.

Value Description

0 There is no Reset operation ongoing.
1 A Reset operation is ongoing.
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22.8.2 CRC Control

Name: CRCCTRL
Offset: 0x02
Reset: 0x0000

Property: PAC Write-Protection, Enable-Protected

Bit 15 14 13 12 11 10 9 8
| CRCMODE[1:0] | CRCSRC[5:0] |
Access R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| | | | | CRCPOLY[1:0] CRCBEATSIZE[1:0] |
Access R/W R/W R/W R/W
Reset 0 0 0 0

Bits 15:14 - CRCMODE[1:0] CRC Operating Mode
These bits define the block transfer mode.

Value Name Description

0x0 DEFAULT Default operating mode

0x1 - Reserved

0x2 CRCMON Memory CRC monitor operating mode
0x3 CRCGEN

Bits 13:8 - CRCSRC[5:0] CRC Input Source

These bits select the input source for generating the CRC. The selected source is locked until either
the CRC generation is completed or the CRC module is disabled. This means the CRCSRC cannot be
modified when the CRC operation is ongoing. The lock is signaled by the CRCBUSY status bit. CRC

generation complete is generated and signaled from the selected source when used with the DMA

channel.

Value Name
0x00 DISABLE
0x01 10
0x02 -

0x1F

0x20 CHO
0x21 CH1
0x22 CH2
0x23 CH3
0x24 CH4
0x25 CH5
0x26 CH6
0x27 CH7
0x28 CH8
0x29 CH9
0x2A CH10
0x2B CH11
0x2C CH12
0x2D CH13
0x2FE CH14
0x2F CH15
0x30 CH16
0x31 CH17

@ MICROCHIP

Description
No action
I/0 interface
Reserved

Memory CRC generation operating mode

DMA channel 0
DMA channel 1
DMA channel 2
DMA channel 3
DMA channel 4
DMA channel 5
DMA channel 6
DMA channel 7
DMA channel 8
DMA channel 9
DMA channel 10
DMA channel 11
DMA channel 12
DMA channel 13
DMA channel 14
DMA channel 15
DMA channel 16
DMA channel 17
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Value Name Description

0x32 CH18 DMA channel 18
0x33 CH19 DMA channel 19
0x34 CH20 DMA channel 20
0x35 CH21 DMA channel 21
0x36 CH22 DMA channel 22
0x37 CH23 DMA channel 23
0x38 CH24 DMA channel 24
0x39 CH25 DMA channel 25
0x3A CH26 DMA channel 26
0x3B CH27 DMA channel 27
0x3C CH28 DMA channel 28
0x3D CH29 DMA channel 29
0x3E CH30 DMA channel 30
0x3F CH31 DMA channel 31

Bits 3:2 - CRCPOLY[1:0] CRC Polynomial Type
These bits select the CRC polynomial type.

Value Name Description

0x0 CRC16 CRC-16 (CRC-CCITT)
0x1 CRC32 CRC32 (IEEE 802.3)
0x2-0x3 - Reserved

Bits 1:0 - CRCBEATSIZE[1:0] CRC Beat Size
These bits define the size of the data transfer for each bus access when the CRC is used with 1/0

interface.

Value Name Description

0x0 BYTE 8-bit bus transfer
0x1 HWORD 16-bit bus transfer
0x2 WORD 32-bit bus transfer
0x3 - Reserved
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22.8.3 CRC Data Input

Name: CRCDATAIN

Offset: 0x04

Reset: 0x00000000
Property: PAC Write Protection

Bit 31 30 29 28 27 26 25 24
| CRCDATAIN[31:24]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| CRCDATAIN[23:16]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
CRCDATAIN[15:8]
Access  R/W R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
CRCDATAIN[7:0]
Access  R/W R/W RIW R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - CRCDATAIN[31:0] CRC Data Input
These bits store the data for which the CRC checksum is computed. A new CRC checksum is ready
(CRCBEAT+ 1) clock cycles after the CRCDATAIN register is written.
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22.8.4 CRC Checksum

Name: CRCCHKSUM

Offset: 0x08

Reset: 0x00000000

Property: PAC Write Protection, Enable-Protected

The CRCCHKSUM represents the 16- or 32-bit checksum value and the generated CRC. The register
is reset to zero by default, but it is possible to reset all bits to one by writing the CRCCHKSUM
register directly. It is possible to write this register only when the CRC module is disabled. If CRC-32
is selected and the CRC Status Busy flag is cleared (i.e., CRC generation is completed or aborted), the

bit reversed (bit 31 is swapped with bit 0, bit 30 with bit 1, etc.) and complemented result will be

read from CRCCHKSUM. If CRC-16 is selected or the CRC Status Busy flag is set (i.e., CRC generation

is ongoing), CRCCHKSUM will contain the actual content.

Bit 31 30 29 28 27 26 25 24
| CRCCHKSUM[31:24]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| CRCCHKSUM[23:16]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
CRCCHKSUM[15:8]
Access  R/W R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
CRCCHKSUM[7:0]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - CRCCHKSUM[31:0] CRC Checksum

These bits store the generated CRC result. The 16 MSB bits are always read zero when CRC-16 is

enabled.

@ MICROCHIP
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22.8.5 CRC Status

Name: CRCSTATUS

Offset: 0x0C

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0

| | | | CRCERR | CRCZERO | CRCBUSY |
Access R R R/W
Reset 0 0 0

Bit 2 - CRCERR CRC Error
This bit is read '1' when the memory CRC monitor detects data corruption.

Bit 1 - CRCZERO CRC Zero
This bit is cleared when a new CRC source is selected.
This bit is set when the CRC generation is complete and the CRC Checksum is zero.

Bit 0 - CRCBUSY CRC Module Busy
When used with an I/O interface (CRCCTRL.CRCSRC=0x1):

+ This bit is cleared by writing a '1' to it

+ This bit is set when the CRC Data Input (CRCDATAIN) register is written
«  Writing a '1' to this bit will clear the CRC Module Busy bit

+ Writing a '0' to this bit has no effect

When used with a DMA channel (CRCCTRL.CRCSRC=0x20..,0x3F):

+ This bit is cleared when the corresponding DMA channel is disabled

+ This bit is set when the corresponding DMA channel is enabled

«  Writing a '1" to this bit has no effect

+  Writing a '0' to this bit has no effect
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22.8.6 Debug Control

Name: DBGCTRL

Offset: 0x0D

Reset: 0x00

Property: PAC Write Protection

Bit 7 6 5 4 3 2 1 0
| | | | | DBGRUN |
Access R/W
Reset 0

Bit 0 - DBGRUN Debug Run
This bit is not reset by a Software Reset.
This bit controls the functionality when the CPU is halted by an external debugger.

Value Description

0 The DMAC is halted when the CPU is halted by an external debugger.
1 The DMAC continues normal operation when the CPU is halted by an external debugger.
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22.8.7 Software Trigger Control

Name: SWTRIGCTRL
Offset: 0x10
Reset: 0x00000000

Property: PAC Write-Protection

Bit 31 30 29 28 27 26 25 24
| SWTRIG[31:24]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| SWTRIG[23:16]
Access  R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
SWTRIG[15:8]
Access  R/W R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
SWTRIG[7:0]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - SWTRIG[31:0] Channel n Software Trigger [n = 31..0]

This bit is cleared when the Channel Pending bit in the Channel Status register (CHSTATUS.PEND) for
the corresponding channel is either set, or by writing a '1' to it.

This bit is set if CHSTATUS.PEND is already '1' when writing a '1' to that bit.

Writing a '0' to this bit will clear the bit.

Writing a '1' to this bit will generate a DMA software trigger on channel x, if CHSTATUS.PEND=0 for
channel x. CHSTATUS.PEND will be set and SWTRIGn will remain cleared.
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22.8.8 Priority Control 0

Name: PRICTRLO
Offset: 0x14
Reset: 0x40404040

Property: PAC Write-Protection

Bit 31 30 28 27 26 25 24
| RRLVLEN3 | QOS3[1:0] | LVLPRI3[4:0] |
Access R/W R/W R/W R/W R/W R/W R/W
Reset 0 1 0 0 0 0 0
Bit 23 22 20 19 18 17 16
| RRLVLEN2 | QOS2[1:0] | LVLPRI2[4:0] |
Access R/W R/W R/W R/W R/W R/W R/W
Reset 0 1 0 0 0 0 0
Bit 15 14 12 11 10 9 8
RRLVLEN1 QOS1[1:0] LVLPRI1[4:0]
Access RIW R/W R/W RIW R/W RIW RIW
Reset 0 1 0 0 0 0 0
Bit 7 6 4 3 2 1 0
RRLVLENO QOS0[1:0] LVLPRIO[4:0]
Access R/W R/W R/W R/W R/W R/W RIW
Reset 0 1 0 0 0 0 0

Bits 7, 15, 23, 31 - RRLVLEN Level Round-Robin Scheduling Enable
For details on arbitration schemes, refer to 22.6.2.4. Arbitration.

Value Description

0 Static arbitration scheme for channels with level 0 priority.
1 Round-robin arbitration scheme for channels with level O priority.

Bits 5:6, 13:14, 21:22, 29:30 - QOS Level Quality of Service

0x0 Disable Background (no sensitive operation).
0x1 Low Sensitive to bandwidth.

0x2 Medium Sensitive to latency.

0x3 Critical Latency.

Bits 0:4, 8:12, 16:20, 24:28 - LVLPRI Level Channel Priority Number
When round-robin arbitration is enabled (PRICTRLO.RRLVLENO=1) for priority level O, this register
holds the channel number of the last DMA channel being granted access as the active channel with
priority level 0.
When static arbitration is enabled (PRICTRLO.RRLVLENO=0) for priority level 0, and the value of this
bit group is non-zero, it will not affect the static priority scheme.
This bit group is not reset when round-robin arbitration gets disabled (PRICTRLO.RRLVLENO written
to'0").
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22.8.9 Interrupt Pending

Name: INTPEND
Offset: 0x20
Reset: 0x0000
Property: -

This register allows the user to identify the lowest DMA channel with pending interrupt.

An interrupt that handles several channels should consult the INTPEND register to find out which
channel number has priority (ignoring/filtering each channel that has its own interrupt line). An
interrupt dedicated to only one channel must not use the INTPEND register.

Bit 15 14 13 12 11 10 9 8
| PEND | BUSY | FERR | CRCERR | | SUSP | TCMPL | TERR |
Access R R R R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
| | | | ID[4:0] |
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 15 - PEND Pending
This bit will read '1' when the channel selected by Channel ID field (ID) is pending.

Bit 14 - BUSY Busy
This bit will read '1' when the channel selected by Channel ID field (ID) is busy.

Bit 13 - FERR Fetch Error
This bit will read '1' when the channel selected by Channel ID field (ID) fetched an invalid descriptor.

Bit 12 - CRCERR CRC Error
This bit will read '1' when the channel selected by Channel ID field (ID) has a CRC Error Status Flag bit
set, and is set when the CRC monitor detects data corruption.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear it. It will also clear the corresponding flag in the Channel n Interrupt
Flag Status and Clear register (CHINTFLAGN), where n is determined by the Channel ID bit field (ID).

Bit 10 - SUSP Channel Suspend
This bit will read '1' when the channel selected by Channel ID field (ID) has pending Suspend
interrupt.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear it. It will also clear the corresponding flag in the Channel n Interrupt
Flag Status and Clear register (CHINTFLAGN), where n is determined by the Channel ID bit field (ID).

Bit 9 - TCMPL Transfer Complete
This bit will read '1' when the channel selected by Channel ID field (ID) has pending Transfer
Complete interrupt.
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear it. It will also clear the corresponding flag in the Channel n Interrupt
Flag Status and Clear register (CHINTFLAGN), where n is determined by the Channel ID bit field (ID).

Bit 8 - TERR Transfer Error
This bit will read '1' when the channel selected by Channel ID field (ID) has pending Transfer Error
interrupt.
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Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear it. It will also clear the corresponding flag in the Channel n Interrupt
Flag Status and Clear register (CHINTFLAGN), where n is determined by the Channel ID bit field (ID).

Bits 4.0 - ID[4:0] Channel ID
These bits store the lowest channel number with pending interrupts. The number is valid if Suspend
(SUSP), Transfer Complete (TCMPL) or Transfer Error (TERR) bits are set. The Channel ID field is
refreshed when a new channel (with channel number less than the current one) with pending
interrupts is detected, or when the application clears the corresponding channel interrupt sources.
When no pending channels interrupts are available, these bits will always return zero value when
read.
When the bits are written, indirect access to the corresponding Channel Interrupt Flag register is
enabled.
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22.8.10 Interrupt Status

Name: INTSTATUS
Offset: 0x24
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| CHINT31 | CHINT30 | CHINT29 | CHINT28 | CHINT27 | CHINT26 | CHINT25 | CHINT24 |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| CHINT23 | CHINT22 | CHINT21 | CHINT20 | CHINT19 | CHINT18 | CHINT17 [ CHINT16 |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
CHINT15 | CHINT14 | CHINT13 | CHINT12 | CHINT11 | CHINT10 CHINT9 CHINT8
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
CHINT7 CHINT6 CHINTS CHINT4 CHINT3 CHINT2 CHINT1 CHINTO
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits0,1,2,3,4,5,6,7,8,9,10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30, 31 -
CHINTNn Channel n Pending Interrupt [n=31..0]
This bit is set when Channel n has a pending interrupt/the interrupt request is received.
This bit is cleared when the corresponding Channel n interrupts are disabled or the interrupts
sources are cleared.
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22.8.11 Busy Channels

Name: BUSYCH
Offset: 0x28
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| BUSYCH31 | BUSYCH30 | BUSYCH29 | BUSYCH28 | BUSYCH27 | BUSYCH26 | BUSYCH25 | BUSYCH24 |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| BUSYCH23 | BUSYCH22 | BUSYCH21 | BUSYCH20 | BUSYCH19 | BUSYCH18 | BUSYCH17 | BUSYCH16 |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
BUSYCH15 | BUSYCH14 | BUSYCH13 | BUSYCH12 | BUSYCH11 | BUSYCH10 | BUSYCH9 | BUSYCH8
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
BUSYCH7 | BUSYCH6 | BUSYCH5 | BUSYCH4 | BUSYCH3 | BUSYCH2 | BUSYCHT [ BUSYCHO
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits0,1,2,3,4,5,6,7,8,9, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30, 31 -
BUSYCHnN Busy Channel n [x=31..0]
This bit is cleared when the channel trigger action for DMA channel n is complete, when a bus error
for DMA channel n is detected, or when DMA channel n is disabled.
This bit is set when DMA channel n starts a DMA transfer.
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22.8.12 Pending Channels

Name: PENDCH
Offset: 0x2C
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| PENDCH31 | PENDCH30 | PENDCH29 | PENDCH28 | PENDCH27 | PENDCH26 | PENDCH25 | PENDCH24 |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| PENDCH23 | PENDCH22 | PENDCH21 | PENDCH20 | PENDCH19 | PENDCH18 | PENDCH17 | PENDCH16 |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
PENDCH15 | PENDCH14 | PENDCH13 | PENDCH12 | PENDCH11 | PENDCH10 | PENDCH9 | PENDCH8
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
PENDCH7 | PENDCH6 | PENDCH5 | PENDCH4 | PENDCH3 | PENDCH2 | PENDCH1 | PENDCHO
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits0,1,2,3,4,5,6,7,8,9,10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30, 31 -
PENDCH Pending Channel n [n=31..0]
This bit is cleared when trigger execution defined by channel trigger action settings for DMA channel
n is started, when a bus error for DMA channel n is detected or when DMA channel n is disabled. For
details on trigger action settings, refer to CHCTRLB.TRIGACT.
This bit is set when a transfer is pending on DMA channel n.
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22.8.13 Active Channel and Levels

Name: ACTIVE
Offset: 0x30
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
| BTCNT[15:8] |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| BTCNT[7:0] |
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
ABUSY ID[4:0]
Access R R R R R R
Reset 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
LVLEX3 LVLEX2 LVLEX1 LVLEXO
Access R R R R
Reset 0 0 0 0

Bits 31:16 - BTCNT[15:0] Active Channel Block Transfer Count
These bits hold the 16-bit block transfer count of the ongoing transfer. This value is stored in the
active channel and written back in the corresponding Write-Back channel memory location when the
arbiter grants a new channel access. The value is valid only when the active channel Active Busy flag

(ABUSY) is set.

Bit 15 - ABUSY Active Channel Busy
This bit is cleared when the active transfer count is written back in the write-back memory section.

This bit is set when the next descriptor transfer count is read from the write-back memory section.

Bits 12:8 - ID[4:0] Active Channel ID
These bits hold the channel index currently stored in the active channel registers. The value is

updated each time the arbiter grants a new channel transfer access request.
Bits 0, 1, 2, 3 - LVLEXx Level x Channel Trigger Request Executing [x=3..0]

This bit is set when a level-x channel trigger request is executing or pending.
This bit is cleared when no request is pending or being executed.
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22.8.14 Descriptor Memory Section Base Address

Name: BASEADDR

Offset: 0x34

Reset: 0x00000000

Property: PAC Write Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| BASEADDR[31:24]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| BASEADDR[23:16]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
BASEADDR[15:8]
Access  R/W R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
BASEADDRI[7:0]
Access  R/W R/W RIW R/W RIW R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - BASEADDR[31:0] Descriptor Memory Base Address

These bits store the Descriptor memory section base address.
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22.8.15 Write-Back Memory Section Base Address

Name: WRBADDR

Offset: 0x38

Reset: 0x00000000

Property: PAC Write Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| WRBADDR[31:24]
Access  R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| WRBADDR[23:16]
Access  R/W R/W RIW R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
WRBADDR15:8]
Access  R/W R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
WRBADDR[7:0]
Access  R/W R/W RIW R/W RIW R/W R/W RIW
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - WRBADDR[31:0] Write-Back Memory Base Address

These bits store the Write-Back memory base address. The value must be 64-bit aligned.
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22.8.16 Channel Control A

Name: CHCTRLA

Offset: 0x40 + n*0x10 [n=0..31]

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| | |  THRESHOLD[1:0] | BURSTLEN[3:0] |
Access R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| | | TRIGACT[1:0] | | | | |
Access R/W R/W
Reset 0 0
Bit 15 14 13 12 11 10 9 8
TRIGSRC[6:0]
Access R/W RIW R/W RIW R/W RIW RIW
Reset 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
RUNSTDBY ENABLE SWRST
Access R/W R/W R/W
Reset 0 0 0

Bits 29:28 - THRESHOLD[1:0] FIFO Threshold
These bits define the threshold from which the DMA starts to write to the destination. These bits
have no effect in the case of single beat transfers.
These bits are not enable-protected.

Value Name Description

0x0 1BEAT Destination write starts after each beat source addess read
0x1 2BEATS Destination write starts after 2-beats source address read
0x2 4BEATS Destination write starts after 4-beats source address read
0x3 8BEATS Destination write starts after 8-beats source address read

Bits 27:24 - BURSTLEN[3:0] Burst Length
These bits define the burst mode.
These bits are not enable-protected.

Value Name Description

0x0 SINGLE Single-beat burst
0x1 2BEAT 2-beats burst length
0x2 3BEAT 3-beats burst length
0x3 4BEAT 4-beats burst length
0x4 SBEAT 5-beats burst length
0x5 6BEAT 6-beats burst length
0x6 7BEAT 7-beats burst length
0x7 8BEAT 8-beats burst length
0x8 9BEAT 9-beats burst length
0x9 10BEAT 10-beats burst length
OxA 11BEAT 11-beats burst length
0xB 12BEAT 12-beats burst length
0xC 13BEAT 13-beats burst length
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Value Name Description

0xD 14BEAT 14-beats burst length
OxE 15BEAT 15-beats burst length
OxF 16BEAT 16-beats burst length

Bits 21:20 - TRIGACT[1:0] Trigger Action
These bits define the trigger action used for a transfer.
These bits are not enable-protected.

Value Name Description

0x0 BLOCK One trigger required for each block transfer
0x1 - Reserved

0x2 BURST One trigger required for each burst transfer
0x3 TRANSACTION One trigger required for each transaction

Bits 14:8 - TRIGSRC[6:0] Trigger Source
These bits define the peripheral that will be the source of a trigger.

Instance Channel Presentation

0x00 DISABLE Only software/event triggers

0x01 RTC TIMESTAMP DMA RTC timestamp trigger

0x02 DSU DCCo DMAC ID for DCCO register

0x03 DSU DCC1 DMAC ID for DCC1 register

0x04 SERCOMO RX Index of DMA RX trigger

0x05 SERCOMO TX Index of DMA TX trigger

0x06 SERCOM1 RX Index of DMA RX trigger

0x07 SERCOM1 TX Index of DMA TX trigger

0x08 SERCOM2 RX Index of DMA RX trigger

0x09 SERCOM2 TX Index of DMA TX trigger

0x0A SERCOM3 RX Index of DMA RX trigger

0x0B SERCOM3 TX Index of DMA TX trigger

0x0C SERCOM4 RX Index of DMA RX trigger

0x0D SERCOM4 TX Index of DMA TX trigger

OxOE SERCOM5 RX Index of DMA RX trigger

OxOF SERCOM5 TX Index of DMA TX trigger

0x10 SERCOM6 RX Index of DMA RX trigger

0x11 SERCOM6 X Index of DMA TX trigger

0x12 SERCOM7 RX Index of DMA RX trigger

0x13 SERCOM7 X Index of DMA TX trigger

0x14 CANO DEBUG DMA CAN Debug Req

0x15 CAN1 DEBUG DMA CAN Debug Req

0x16 TCCO OVF DMA overflow/underflow/retrigger trigger
0x1C - 0x17 TCCO MC Indexes of DMA Match/Compare triggers
0x1D TCC1 OVF DMA overflow/underflow/retrigger trigger
0x21- OX1E TCC1 MC Indexes of DMA Match/Compare triggers
0x22 TCC2 OVF DMA overflow/underflow/retrigger trigger
0x25 - 0x23 TCC2 MC Indexes of DMA Match/Compare triggers
0x26 TCC3 OVF DMA overflow/underflow/retrigger trigger
0x28 - 0x27 TCC3 MC Indexes of DMA Match/Compare triggers
0x29 TCC4 OVF DMA overflow/underflow/retrigger trigger
0x2B - 0x2A TCC4 MC Indexes of DMA Match/Compare triggers
0x2C TCO OVF Indexes of DMA Overflow trigger

0x2E - 0x2D TCO MC Indexes of DMA Match/Compare triggers
O0x2F TC1 OVF Indexes of DMA Overflow trigger

0x31 - 0x30 TC1 MC Indexes of DMA Match/Compare triggers
0x32 TC2 OVF Indexes of DMA Overflow trigger

0x34 - 0x33 TC2 MC Indexes of DMA Match/Compare triggers
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........... continued

Instance Channel Presentation

0x35
0x37 - 0x36
0x38
0x3A - 0x39
0x3B
0x3D:0x3C
0x3E
0x40 - 0x3F
0x41
0x43 - 0x41
0x44
0x45
0x46
0x47
0x49 - 0x48
0x4B - Ox4A
0x4D - 0x4C
Ox4F - Ox4E
0x50
0x51
0x52
0x53
0x54

TC3
TC4
TC4
TC5
TC5
TC6

AES
AES

QsPI
QsPI

RESRDY
SEQ
RESRDY
SEQ
EMPTY
RESRDY

Bit 6 - RUNSTDBY Channel run in standby
This bit is used to keep the DMAC channel running in standby mode.
This bit is not enable-protected.

Value Description

0 The DMAC channel is halted in standby.

Indexes of DMA Overflow trigger
Indexes of DMA Match/Compare triggers
Indexes of DMA Overflow trigger
Indexes of DMA Match/Compare triggers
Indexes of DMA Overflow trigger
Indexes of DMA Match/Compare triggers
Indexes of DMA Overflow trigger
Indexes of DMA Match/Compare triggers
Indexes of DMA Overflow trigger
Indexes of DMA Match/Compare triggers
index of DMA RESRDY trigger

Index of DMA SEQ trigger

Index of DMA RESRDY trigger

Index of DMA SEQ trigger

DMA DAC Empty Req

DMA DAC Result Ready Req

Indexes of DMA RX triggers

Indexes of DMA TX triggers
Indexes of PCC RX trigger

DMA DATA Write trigger

DMA DATA Read trigger
Indexes of QSPI RX trigger
Indexes of QSPI TX trigger

1 The DMAC channel continues to run in standby.

Bit 1 - ENABLE Channel Enable
Writing a '0' to this bit during an ongoing transfer, the bit will not be cleared until the internal data
transfer buffer is empty and the DMA transfer is aborted. The internal data transfer buffer will be

empty once the ongoing burst transfer is completed.
Writing a '1' to this bit will enable the DMA channel.
This bit is not enable-protected.

Value Description

0 DMA channel is disabled.
1 DMA channel is enabled.

Bit 0 - SWRST Channel Software Reset

Writing a '0' to this bit has no effect.

Writing a '1' to this bit resets the channel registers to their initial state. The bit can be set when the
channel is disabled (ENABLE=0). Writing a '1' to this bit will be ignored as long as ENABLE=1. This bit

is automatically cleared when the reset is completed.

Value Description

0 There is no reset operation ongoing.

1 The reset operation is ongoing.
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22.8.17 Channel Control B

Name: CHCTRLB

Offset: 0x44 + n*0x10 [n=0..31]
Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | | CMDI[1:0] |
Access R/W R/W
Reset 0 0

Bits 1:0 - CMD[1:0] Software Command
These bits define the software commands. Refer to 22.6.3.3. Channel Suspend and
22.6.3.4. Channel Resume and Next Suspend Skip.
These bits are not enable-protected.

o hame oo

0x0 NOACT No action

0x1 SUSPEND Channel suspend operation
0x2 RESUME Channel resume operation
0x3 - Reserved
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22.8.18 Channel Priority Level

Name: CHPRILVL

Offset: 0x45 + n*0x10 [n=0..31]
Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | | | PRILVL[1:0] |
Access R/W R/W
Reset 0 0

Bits 1:0 - PRILVL[1:0] Channel Priority Level

These bits define the priority level used for the DMA channel. The available levels are shown below,
where a high level has priority over a low level. These bits are not enable-protected.

Value Name Description

0x0 LVLO Channel Priority Level O (Lowest Level)
0x1 LVL1 Channel Priority Level 1

0x2 LvL2 Channel Priority Level 2

0x3 LVL3 Channel Priority Level 3 (Highest Level)
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22.8.19 Channel Event Control

Name: CHEVCTRL

Offset: 0x46 + n*0x10 [n=0..31]

Reset: 0x00

Property: PAC Write-Protection, Enable-Protected

Bit 7 6 5 4 3 2 1 0
| EVOE | EVIE | EVOMODE[1:0] | | EVACT[2:0] |
Access R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0

Bit 7 - EVOE Channel Event Output Enable
This bit indicates if the Channel event generation is enabled. The event will be generated for every
condition defined in the Channel Event Output Selection bits (CHEVCTRL.EVOMODE).

Value Description
0 Channel event generation is disabled.
1 Channel event generation is enabled.

Bit 6 - EVIE Channel Event Input Enable

Value Description
0 Channel event action will not be executed on any incoming event.
1 Channel event action will be executed on any incoming event.

Bits 5:4 - EVOMODE[1:0] Channel Event Output Mode
These bits define the channel event output selection. For details on event output generation, refer to
22.6.3.6. Event Output Selection.

VEINS Name Description

0x0 DEFAULT  Block event output selection. Refer to BTCTRL.EVOSEL for available selections.
0x1 TRIGACT Ongoing trigger action

0x2-0x3 Reserved

Bits 2:0 - EVACT[2:0] Channel Event Input Action
These bits define the event input action. The action is executed only if the corresponding EVIE bit
in the CHEVCTRL register of the channel is set. For details on event actions, refer to 22.6.3.5. Event
Input Actions. These bits are available only for channels with event input support.

Value Name Description

0x0 NOACT No action

0x1 TRIG Transfer and periodic transfer trigger
0x2 CTRIG Conditional transfer trigger

0x3 CBLOCK Conditional block transfer

0x4 SUSPEND Channel suspend operation

0x5 RESUME Channel resume operation

0x6 SSKIP Skip next block suspend action

0x7 INCPRI Increase priority

@ MICROCHIP

404



22.8.20 Channel Interrupt Enable Clear

Name: CHINTENCLR

Offset: 0x4C + n*0x10 [n=0..31]
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Channel Interrupt Enable Set (CHINTENSET)

register.
Bit 7 6 5 4 3 2 1 0
| | | | | SUSP | TCMPL | TERR |
Access R/W R/W R/W
Reset 0 0 0

Bit 2 - SUSP Channel Suspend Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Suspend Interrupt Enable bit, which disables the
Channel Suspend interrupt.

0 The Channel Suspend interrupt is disabled.
1 The Channel Suspend interrupt is enabled.

Bit 1 - TCMPL Channel Transfer Complete Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Transfer Complete Interrupt Enable bit, which disables
the Channel Transfer Complete interrupt.

0 The Channel Transfer Complete interrupt is disabled. When block action is set to none, the TCMPL flag will not
be set when a block transfer is completed.
1 The Channel Transfer Complete interrupt is enabled.

Bit 0 - TERR Channel Transfer Error Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Transfer Error Interrupt Enable bit, which disables the
Channel Transfer Error interrupt.

Value Description
0 The Channel Transfer Error interrupt is disabled.
1 The Channel Transfer Error interrupt is enabled.
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22.8.21 Channel Interrupt Enable Set

Name: CHINTENSET

Offset: 0x4D + n*0x10 [n=0..31]
Reset: 0x00

Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Channel Interrupt Enable Clear (CHINTENCLR)

register.
Bit 7 6 5 4 3 2 1 0
| | | | | SUSP | TCMPL | TERR |
Access R/W R/W R/W
Reset 0 0 0

Bit 2 - SUSP Channel Suspend Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Channel Suspend Interrupt Enable bit, which enables the Channel
Suspend interrupt.

Value Description

0 The Channel Suspend interrupt is disabled.
1 The Channel Suspend interrupt is enabled.

Bit 1 - TCMPL Channel Transfer Complete Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Channel Transfer Complete Interrupt Enable bit, which enables the
Channel Transfer Complete interrupt.

Value Description

0 The Channel Transfer Complete interrupt is disabled.
1 The Channel Transfer Complete interrupt is enabled.

Bit 0 - TERR Channel Transfer Error Interrupt Enable
Writing a '0' to this bit has no effect.
Writing a '1' to this bit will set the Channel Transfer Error Interrupt Enable bit, which enables the
Channel Transfer Error interrupt.

VEINS Description

0 The Channel Transfer Error interrupt is disabled.
1 The Channel Transfer Error interrupt is enabled.
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22.8.22 Channel Interrupt Flag Status and Clear

Name: CHINTFLAG
Offset: Ox4E + n*0x10 [n=0..31]

Reset: 0x00
Property: -
Bit 7 6 5 4 3 2 1 0
| | | | SUSP | TCMPL | TERR |
Access R/W R/W R/W
Reset 0 0 0

Bit 2 - SUSP Channel Suspend
This flag is cleared by writing a '1' to it.
This flag is set when a block transfer with suspend block action is completed, when a software

suspend command is executed, when a suspend event is received or when an invalid descriptor is
fetched by the DMA.

Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Suspend interrupt flag for the corresponding channel.
For details on available software commands, refer to CHCTRLB.CMD.

For details on available event input actions, refer to CHCTRLB.EVACT.

For details on available block actions, refer to BTCTRL.BLOCKACT.

Bit 1 - TCMPL Channel Transfer Complete
This flag is cleared by writing a '1' to it.

This flag is set when a block transfer is completed and the corresponding interrupt block action is
enabled.

Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Transfer Complete interrupt flag for the corresponding channel.

Bit 0 - TERR Channel Transfer Error
This flag is cleared by writing a '1' to it.

This flag is set when a bus error is detected during a beat transfer or when the DMAC fetches an
invalid descriptor.

Writing a '0' to this bit has no effect.
Writing a '1' to this bit will clear the Transfer Error interrupt flag for the corresponding channel.
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22.8.23 Channel Status

Name: CHSTATUS
Offset: Ox4F + n*0x10 [n=0..31]

Reset: 0x00
Property: -
Bit 7 6 5 4 3 2 1 0
| | | CRCERR | FERR | BUSY [ PEND |
Access R/W R R R
Reset 0 0 0 0

Bit 3 - CRCERR Channel CRC Error
This bit is set when the CRC monitor detects data corruption. This bit is cleared bu writing '1' to it, or
by clearing the CRC Error bit in the INTPEND register (INTPEND.CRCERR).

Bit 2 - FERR Channel Fetch Error
This bit is cleared when a software resume command is executed.
This bit is set when an invalid descriptor is fetched.

Bit 1 - BUSY Channel Busy
This bit is cleared when the channel trigger action is completed, when a bus error is detected or
when the channel is disabled.
This bit is set when the DMA channel starts a DMA transfer.

Bit 0 - PEND Channel Pending
This bit is cleared when the channel trigger action is started, when a bus error is detected or when
the channel is disabled. For details on trigger action settings, refer to CHCTRLB.TRIGACT.
This bit is set when a transfer is pending on the DMA channel, as soon as the transfer request is
received.
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22.9 Register Summary - SRAM

0x00 BTCTRL 7:0 BLOCKACTI[1:0]
15:8 STEPSIZE[2:0] STEPSEL DSTINC
7:0 BTCNT[7:0]
0x02 BTCNT
15:8 BTCNT[15:8]
7:0 SRCADDR([7:0]
15: :
0x04 SRCADDR 5:8 SRCADDR[15:8]
23:16 SRCADDR[23:16]
31:24 SRCADDR[31:24]
7:0 DSTADDR[7:0]
15: D :
0x08 DSTADDR >8 STADDRI15:8]
23:16 DSTADDR[23:16]
31:24 DSTADDR[31:24]
7:0 DESCADDR([7:0]
15: DE :
0x0C DESCADDR >8 SCADDRI15:8]
23:16 DESCADDR[23:16]
31:24 DESCADDR[31:24]

22.10 Register Description - SRAM

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition,

2
EVOSEL[1:0]
SRCINC

1
VALID
BEATSIZE[1:0]

the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can

be accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional
PAC write protection is denoted by the "PAC Write-Protection" property in each individual register
description. For details, refer to 22.5.8. Register Access Protection.

Some registers are enable-protected, meaning they can only be written when the peripheral is

disabled. Enable-protection is denoted by the "Enable-Protected" property in each individual register

description.
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22.10.1 Block Transfer Control
Name: BTCTRL
Offset: 0x00
Property: -

The BTCTRL register offset is relative to (BASEADDR or WRBADDR) + Channel Number * 0x10

Bit 15 14 13 12 11 10 9 8
| STEPSIZE[2:0] | STEPSEL | DSTINC | SRCINC | BEATSIZE[1:0] |
Access - - - - - - - -
Reset
Bit 7 6 5 4 3 2 1 0
| | BLOCKACT[1:0] | EVOSEL[1:0] | VALD |
Access - - - - -
Reset

Bits 15:13 - STEPSIZE[2:0] Address Increment Step Size
These bits select the address increment step size. The setting apply to source or destination address,
depending on STEPSEL setting.

Value Name Description

0x0 X1 Next ADDR = ADDR + (Beat size in byte) * 1
0x1 X2 Next ADDR = ADDR + (Beat size in byte) * 2
0x2 X4 Next ADDR = ADDR + (Beat size in byte) * 4
0x3 X8 Next ADDR = ADDR + (Beat size in byte) * 8
0x4 X16 Next ADDR = ADDR + (Beat size in byte) * 16
0x5 X32 Next ADDR = ADDR + (Beat size in byte) * 32
0x6 X64 Next ADDR = ADDR + (Beat size in byte) * 64
0x7 X128 Next ADDR = ADDR + (Beat size in byte) * 128

Bit 12 - STEPSEL Step Selection
This bit selects if source or destination addresses are using the step size settings.

Value Name Description
0x0 DST Step size settings apply to the destination address
0x1 SRC Step size settings apply to the source address

Bit 11 - DSTINC Destination Address Increment Enable
Writing a '0' to this bit will disable the destination address incrementation. The address will be kept
fixed during the data transfer.
Writing a '1' to this bit will enable the destination address incrementation. By default, the destination
address is incremented by 1. If the STEPSEL bit is cleared, flexible step-size settings are available in
the STEPSIZE register.

Value Description
0 The Destination Address Increment is disabled
1 The Destination Address Increment is enabled

Bit 10 - SRCINC Source Address Increment Enable
Writing a '0" to this bit will disable the source address incrementation. The address will be kept fixed
during the data transfer.
Writing a '1' to this bit will enable the source address incrementation. By default, the source address
is incremented by 1. If the STEPSEL bit is set, flexible step-size settings are available in the STEPSIZE

register.
Value Description
0 The Source Address Increment is disabled
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Value Description

1 The Source Address Increment is enabled

Bits 9:8 - BEATSIZE[1:0] Beat Size
These bits define the size of one beat. A beat is the size of one data transfer bus access, and the
setting apply to both read and write accesses.

Value Name Description

0x0 BYTE 8-bit bus transfer
0x1 HWORD 16-bit bus transfer
0x2 WORD 32-bit bus transfer
other Reserved

Bits 4:3 - BLOCKACT[1:0] Block Action
These bits define what actions the DMAC should take after a block transfer has completed.

BLOCKACTT01 | Name | Deserption

0x0 NOACT Channel will be disabled if it is the last block transfer in the transaction

0x1 INT Channel will be disabled if it is the last block transfer in the transaction and block interrupt
0x2 SUSPEND Channel suspend operation is completed

0x3 BOTH Both channel suspend operation and block interrupt

Bits 2:1 - EVOSEL[1:0] Event Output Selection
These bits define the event output selection.

fvosELTe) ——Name —Desapuon

0x0 DISABLE Event generation disabled

0x1 BLOCK Event strobe when block transfer complete
0x2 Reserved

0x3 BEAT Event strobe when beat transfer complete

Bit 0 - VALID Descriptor Valid
Writing a '0" to this bit in the Descriptor or Write-Back memory will suspend the DMA channel
operation when fetching the corresponding descriptor.
The bit is automatically cleared in the Write-Back memory section when channel is aborted, when an
error is detected during the block transfer, or when the block transfer is completed.

Value Description

0 The descriptor is not valid
1 The descriptor is valid
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22.10.2 Block Transfer Count
Name: BTCNT
Offset: 0x02
Property: -
The BTCNT register offset is relative to (BASEADDR or WRBADDR) + Channel Number * 0x10

Bit 15 14 13 12 11 10 9 8
| BTCNT[15:8] |

Access
Reset

Bit 7 6 5 4 3 2 1 0
BTCNT[7:0] |

Access
Reset

Bits 15:0 - BTCNT[15:0] Block Transfer Count
This bit group holds the 16-bit block transfer count.
During a transfer, the internal counter value is decremented by one after each beat transfer. The
internal counter is written to the corresponding write-back memory section for the DMA channel
when the DMA channel loses priority, is suspended or gets disabled. The DMA channel can be
disabled by a complete transfer, a transfer error or by software.
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22.10.3 Block Transfer Source Address
Name: SRCADDR
Offset: 0x04
Property: -

The SRCADDR register offset is relative to (BASEADDR or WRBADDR) + Channel Number * 0x10

Bit 31 30 29 28 27 26 25 24
| SRCADDR[31:24] |
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| SRCADDR[23:16] |
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
SRCADDR[15:8]
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
SRCADDR([7:0]
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - SRCADDR[31:0] Transfer Source Address
This bit field holds the block transfer source address.

When source address incrementation is disabled (BTCTRL.SRCINC=0), SRCADDR corresponds to the
last beat transfer address in the block transfer.

When source address incrementation is enabled (BTCTRL.SRCINC=1), SRCADDR is calculated as
follows:

If BTCTRL.STEPSEL=1:

SRCADDR = SRCADDRgy4gy + BTCNT - (BEATSIZE + 1) - 25T°FS12F
If BTCTRL.STEPSEL=0:
SRCADDR = SRCADDRgyagr + BTCNT - (BEATSIZE + 1)

*  SRCADDRgstagT is the source address of the first beat transfer in the block transfer
« BTCNT is the initial number of beats remaining in the block transfer

+ BEATSIZE is the configured number of bytes in a beat

« STEPSIZE is the configured number of beats for each incrementation
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22.10.4 Block Transfer Destination Address
Name: DSTADDR
Offset: 0x08
Property: -

The DSTADDR register offset is relative to (BASEADDR or WRBADDR) + Channel Number * 0x10

Bit 31 30 29 28 27 26 25 24
| DSTADDR[31:24] |
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| DSTADDR[23:16] |
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
DSTADDR[15:8]
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
DSTADDR[7:0]
Access - - - - - - -
Reset 0 0 0 0 0 0 0 0

Bits 31:0 - DSTADDR[31:0] Transfer Destination Address
This bit field holds the block transfer destination address.
When destination address incrementation is disabled (BTCTRL.DSTINC = Q), DSTADDR corresponds
to the last beat transfer address in the block transfer.
When destination address incrementation is enabled (BTCTRL.DSTINC = 1), DSTADDR is calculated as
follows:
If BTCTRL.STEPSEL = 1:
DSTADDR = DSTADDRgy gy + BTCNT o (BEATSIZE + 1)
If BTCTRL.STEPSEL = 0:

DSTADDR = DSTADDRsyagy + BTCNT o (BEATSIZE + 1) « 2°TPPSIZE

+ DSTADDRstaRT is the destination address of the first beat transfer in the block transfer
« BTCNT is the initial number of beats remaining in the block transfer

+ BEATSIZE is the configured number of bytes in a beat

+ STEPSIZE is the configured number of beats for each incrementation
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22.10.5 Next Descriptor Address
Name: DESCADDR
Offset: 0x0C
Property: -

The DESCADDR register offset is relative to (BASEADDR or WRBADDR) + Channel Number * 0x10

Bit 31 30 29 28 27 26 25 24
| DESCADDR[31:24] |
Access - -
Reset
Bit 23 22 21 20 19 18 17 16
| DESCADDR[23:16] |
Access - -
Reset
Bit 15 14 13 12 11 10 9 8
DESCADDR[15:8]
Access - -
Reset
Bit 7 6 5 4 3 2 1 0
DESCADDR][7:0]
Access - -
Reset

Bits 31:0 - DESCADDR[31:0] Next Descriptor Address
This bit group holds the SRAM address of the next descriptor. The value must be 128-bit aligned. If
the value of this SRAM register is 0x00000000, the transaction will be terminated when the DMAC
tries to load the next transfer descriptor.
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23.  EIC - External Interrupt Controller

23.1 Overview

The External Interrupt Controller (EIC) allows external pins to be configured as interrupt lines. Each
interrupt line can be individually masked and can generate an interrupt on rising, falling, both edges,
or on high or low levels. Each external pin has a configurable filter to remove spikes. Also, each
external pin can be configured to be asynchronous in order to wake-up the device from Sleep
modes where all clocks have been disabled. External pins can generate an event.

A separate Non-Maskable Interrupt (NMI) is supported. It has properties similar to the other external
interrupts, but is connected to the NMI request of the CPU, enabling it to interrupt any other
Interrupt mode.
23.2 Features
+ Upto 16 external pins (EXTINTX), plus one non-maskable pin (NMI)
+ Dedicated, Individually Maskable Interrupt for Each Pin
+ Interrupt on Rising, Falling, or Both Edges
+ Synchronous or Asynchronous Edge Detection mode
* Interrupt pin Debouncing
* Interrupt on High or Low Levels
+ Asynchronous Interrupts for Sleep Modes Without Clock
*+ Filtering of External Pins
+ Event Generation from EXTINTx

23.3 Block Diagram

Figure 23-1. EIC Block Diagram

intreq_extint
Interrupt —»

EXTINTX
inwake_extint

. Filter Edge/l_.evel > Wake |
Detection

evt_extint

> Event —
i intreq_nmi

NMI » Interrupt ——»

- . Edge/Level °
FAiss? Detection

v

v

inwake_nmi
»> Wake —>

23.4 Signal Description

EXTINT[15..0] Digital Input External interrupt pin
NMI Digital Input Non-maskable interrupt pin

One signal may be available on several pins.
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23.5 Product Dependencies

In order to use this peripheral, other parts of the system must be configured correctly, as described
below.

23.5.1 1/0 Lines
Using the EIC's I/0 lines requires the 1/0 pins to be configured.

Related Links
32. PORT - 1/0 Pin Controller

23.5.2 Power Management
All interrupts are available down to STANDBY Sleep mode, but the EIC can be configured to
automatically mask some interrupts in order to prevent device wake-up.

The EIC will continue to operate in any Sleep mode where the selected source clock is running. The
EIC's interrupts can be used to wake up the device from Sleep modes. Events connected to the Event
System can trigger other operations in the system without exiting Sleep modes.

Related Links

18. PM - Power Manager

23.5.3 Clocks
The EIC bus clock (CLK_EIC_APB) can be enabled and disabled by the Main Clock Controller, the
default state of CLK_EIC_APB can be found in the Peripheral Clock Masking section.

Some optional functions need a peripheral clock, which can either be a generic clock (GCLK_EIC,
for wider frequency selection) or a Ultra Low-Power 32 KHz clock (CLK_ULP32K, for highest power
efficiency). One of the clock sources must be configured and enabled before using the peripheral:

GCLK_EIC is configured and enabled in the Generic Clock Controller.

CLK_ULP32K is provided by the internal Ultra Low-Power (OSCULP32K) Oscillator in the OSC32KCTRL
module.

Both GCLK_EIC and CLK_ULP32K are asynchronous to the user interface clock (CLK_EIC_APB). Due
to this asynchronicity, writes to certain registers will require synchronization between the clock
domains. Refer to Synchronization for further details.

Related Links

15. MCLK - Main Clock

15.6.2.6. Peripheral Clock Masking

14. GCLK - Generic Clock Controller

29. OSC32KCTRL - 32KHz Oscillators Controller

23.5.4 DMA
Not applicable.

23.5.5 Interrupts

There are several interrupt request lines, some (the number depends on the product variant) for the
external interrupts (EXTINT) and one for Non-Maskable Interrupt (NMI).

Each EXTINT interrupt request line is connected to the interrupt controller. Using the EIC interrupt
requires the interrupt controller to be configured first.

The NMl interrupt request line is connected to the interrupt controller, but does not require the
interrupt to be configured.
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Related Links
10.2. Nested Vector Interrupt Controller

23.5.6 Events

The events are connected to the Event System. Using the events requires the Event System to be
configured first.

Related Links
31. Event System (EVSYS)

23.5.7 Debug Operation

When the CPU is halted in Debug mode, the EIC continues normal operation. If the EIC is configured
in a way that requires it to be periodically serviced by the CPU through interrupts or similar,
improper operation or data loss may result during debugging.

23.5.8 Register Access Protection

All registers with write access can be write-protected optionally by the Peripheral Access Controller
(PAC), except for the following registers:

+ Interrupt Flag Status and Clear register (INTFLAG)
+ Non-Maskable Interrupt Flag Status and Clear register (NMIFLAG)

Optional write protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write
Protection" property in each individual register description.

PAC write protection does not apply to accesses through an external debugger.

Related Links
27. PAC - Peripheral Access Controller

23.5.9 Analog Connections
Not applicable.

23.6 Functional Description

23.6.1 Principle of Operation

The EIC detects edge or level condition to generate interrupts to the CPU interrupt controller or
events to the Event System. Each external interrupt pin (EXTINT) can be filtered using majority vote
filtering, clocked by GCLK_EIC or by CLK_ULP32K.

Related Links
23.6.3. External Pin Processing

23.6.2 Basic Operation

23.6.2.1 Initialization
The EIC must be initialized in the following order:
1. Enable CLK_EIC_APB.
2. If required, configure the NMI by writing the Non-Maskable Interrupt Control register (NMICTRL).
3. Enable GCLK_EIC or CLK_ULP32K when one of the following configuration is selected:
- The NMI uses edge detection or filtering
- One or more EXTINT uses filtering
- One or more EXTINT uses synchronous edge detection
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- One or more EXTINT uses debouncing

GCLK_EIC is used when a frequency higher than 32.768 kHz is required for filtering.

CLK_ULP32K is recommended when power consumption is the priority. For CLK_ULP32K write a
'1" to the Clock Selection bit in the Control A register (CTRLA.CKSEL).

4. Configure the EIC input sense and filtering by writing the configuration register (CONFIGO or
CONFIGT).

5. Optionally, enable the asynchronous mode.
6. Optionally, enable the debouncer mode.
7. Enable the EIC by writing a “1’ to CTRLA.ENABLE.

The following bits are enable-protected, that is, it can only be written when the EIC is disabled
(CTRLA.ENABLE = 0):

+ Clock Selection bit in the Control A register (CTRLA.CKSEL)
The following registers are enable-protected:

+ Event Control register (EVCTRL)

« Configuration register (CONFIGn)

« External Interrupt Asynchronous Mode register (23.8.9. ASYNCH)
+ Debouncer Enable register (23.8.12. DEBOUNCEN)

+ Debounce Prescaler register (23.8.13. DPRESCALER)

Enable-protected bits in the CTRLA register can be written simultaneously when setting
CTRLA.ENABLE to '1', but not at the same time as CTRLA.ENABLE is being cleared.

Enable-protection is denoted by the "Enable-Protected" property in the register description.

23.6.2.2 Enabling, Disabling, and Resetting

The EIC is enabled by writing a '1' the Enable bit in the Control A register (CTRLA.ENABLE). The EIC is
disabled by writing CTRLA.ENABLE to '0".

The EIC is reset by setting the Software Reset bit in the Control register (CTRLA.SWRST). All registers
in the EIC will be reset to their initial state, and the EIC will be disabled.

Refer to the CTRLA register description for details.

23.6.3 External Pin Processing

Each external pin can be configured to generate an interrupt/event on edge detection (rising, falling
or both edges) or level detection (high or low). The sense of external interrupt pins is configured by
writing the Input Sense x bits in the Configuration register (CONFIGn.SENSEX). The corresponding
interrupt flag (INTFLAG.EXTINT[x]) in the Interrupt Flag Status and Clear register (23.8.8. INTFLAG) is
set when the interrupt condition is met.

When the interrupt flag has been cleared in edge-sensitive mode, INTFLAG.EXTINT[x] will only be set
if a new interrupt condition is met.

In level-sensitive mode, when interrupt has been cleared, INTFLAG.EXTINT[x] will be set immediately
if the EXTINTX pin still matches the interrupt condition.

Each external pin can be filtered by a majority vote filtering, clocked by GCLK_EIC or CLK_ULP32K.
Filtering is enabled if bit Filter Enable x in the configuration register (CONFIGN.FILTENX) is written to
"1". The majority vote filter samples the external pin three times with GCLK_EIC or CLK_ULP32K and
outputs the value when two or more samples are equal.
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Table 23-1. Majority Vote Filter Logic

sampies 01,2

[0,0,0] 0
[0,0,1] 0
[0,1,0] 0
[0,1,1] 1
[1,0,0] 0
[1,0,1] 1
[1,1,0] 1
[1,1,1] 1

When an external interrupt is configured for level detection and when filtering is disabled, detection
is done asynchronously. Level detection and asynchronous edge detection do not require GCLK_EIC
or CLK_ULP32K, and can generate asynchronous interrupts and events.

If filtering, synchronous edge detection or debouncing is enabled, the EIC automatically requests
GCLK_EIC or CLK_ULP32K to operate. The selection between these two clocks is done by writing the
Clock Selection bits in the Control A register (CTRLA.CKSEL). GCLK_EIC must be enabled in the GCLK
module. In these modes the external pin is sampled at the EIC clock rate, thus pulses with duration
lower than two EIC clock periods may not be properly detected.

Figure 23-2. Interrupt Detection Latency by modes (Rising Edge)

EXTINTx g 17 }

intreq_extint[x] ji
(level detection / no filter) -

intreq_extint[x] l No interrupt
(level detection / filter) o

-

intreq_extint[x] l
(edge detection / no filter)

intreq_extint[x] No interrupt

(edge detection / filter)

clear INTFLAG.EXTINT[x]

Detection latency depends on the detection mode.

Table 23-2. Detection Latency

Detection mode Latency (worst case)

Level without filter Five CLK_EIC_APB periods

Level with filter Four GCLK_EIC/CLK_ULP32K periods + five CLK_EIC_APB periods
Edge without filter Four GCLK_EIC/CLK_ULP32K periods + five CLK_EIC_APB periods
Edge with filter Six GCLK_EIC/CLK_ULP32K periods + five CLK_EIC_APB periods

Related Links
14. GCLK - Generic Clock Controller

23.6.4 Additional Features

23.6.4.1 Non-Maskable Interrupt (NMI)

The non-maskable interrupt pin can also generate an interrupt on edge or level detection, but it is
configured with the dedicated NMI Control register (NMICTRL). To select the sense for NMI, write to
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the NMISENSE bit group in the NMI Control register (NMICTRL.NMISENSE). NMI filtering is enabled
by writing a '1' to the NMI Filter Enable bit (NMICTRL.NMIFILTEN).

If edge detection or filtering is required, enable GCLK_EIC or CLK_ULP32K.

NMI detection is enabled only by the NMICTRL.NMISENSE value, and the EIC is not required to be
enabled.

When an NMI is detected, the Non-maskable Interrupt flag in the NMI Flag Status and Clear register
is set (NMIFLAG.NMI). NMI interrupt generation is always enabled, and NMIFLAG.NMI generates an
interrupt request when set.

23.6.4.2 Asynchronous Edge Detection Mode (No Debouncing)
The EXTINT edge detection can be operated synchronously or asynchronously, selected by
the Asynchronous Control Mode bit for external pin x in the External Interrupt Asynchronous
Mode register (ASYNCH.ASYNCH]Ix]). The EIC edge detection is operated synchronously when
the Asynchronous Control Mode bit (ASYNCH.ASYNCHIx]) is '0' (default value). It is operated
asynchronously when ASYNCH.ASYNCHI[x] is written to '1".

In Synchronous Edge Detection Mode, the external interrupt (EXTINT) or the non-maskable interrupt
(NMI) pins are sampled using the EIC clock as defined by the Clock Selection bit in the Control A
register (CTRLA.CKSEL). The External Interrupt flag (INTFLAG.EXTINT[x]) or Non-Maskable Interrupt
flag (NMIFLAG.NMI) is set when the last sampled state of the pin differs from the previously sampled
state. In this mode, the EIC clock is required.

The Synchronous Edge Detection Mode can be used in Idle and Standby sleep modes.

In Asynchronous Edge Detection Mode, the external interrupt (EXTINT) pins or the non-
maskable interrupt (NMI) pins set the External Interrupt flag or Non-Maskable Interrupt flag
(INTFLAG.EXTINT[x] or NMIFLAG) directly. In this mode, the EIC clock is not requested.

The asynchronous edge detection mode can be used in Idle and Standby sleep modes.

23.6.4.3 Interrupt Pin Debouncing
The external interrupt pin (EXTINT) edge detection can use a debouncer to improve input noise
immunity. When selected, the debouncer can work in the synchronous mode or the asynchronous
mode, depending on the configuration of the ASYNCH.ASYNCHIx] bit for the pin. The debouncer
uses the EIC clock as defined by the bit CTRLA.CKSEL to clock the debouncing circuitry. The
debouncing time frame is set with the debouncer prescaler DPRESCALER.DPRESCALERN, which
provides the low frequency clock tick that is used to reject higher frequency signals.

The debouncing mode for pin EXTINT x can be selected only if the Sense bits in the Configuration y
register (CONFIGY.SENSEX) are set to RISE, FALL or BOTH. If the debouncing mode for pin EXTINT x is
selected, the filter mode for that pin (CONFIGy.FILTENX) can not be selected.

The debouncer manages an internal “valid pin state” that depends on the external interrupt (EXTINT)
pin transitions, the debouncing mode and the debouncer prescaler frequency. The valid pin state
reflects the pin value after debouncing. The external interrupt pin (EXTINT) is sampled continously
on EIC clock. The sampled value is evaluated on each low frequency clock tick to detect a transitional
edge when the sampled value is different of the current valid pin state. The sampled value is
evaluated on each EIC clock when DPRESCALER.TICKON=0 or on each low frequency clock tick when
DPRESCALER.TICKON=1, to detect a bounce when the sampled value is equal to the current valid pin
state. Transitional edge detection increments the transition counter of the EXTINT pin, while bounce
detection resets the transition counter. The transition counter must exceed the transition count
threshold as defined by the DPRESCALER.STATESn bitfield. In the synchronous mode the threshold is
4 when DPRESCALER.STATESn=0 or 8 when DPRESCALER.STATESn=1. In the asynchronous mode the
threshold is 4.

The valid pin state for the pins can be accessed by reading the register PINSTATE for both
synchronous or asynchronous debouncing mode.
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Synchronous edge detection In this mode the external interrupt (EXTINT) pin is sampled
continously on EIC clock.

1. A pin edge transition will be validated when the sampled value is consistently different of the
current valid pin state for 4 (or 8 depending on bit DPRESCALER.STATESN) consecutive ticks of the
low frequency clock.

2. Any pin sample, at the low frequency clock tick rate, with a value opposite to the current valid pin
state will increment the transition counter.

3. Any pin sample, at EIC clock rate (when DPRESCALER.TICKON=0) or the low frequency clock tick
(when DPRESCALER.TICKON=1), with a value identical to the current valid pin state will return the
transition counter to zero.

4. When the transition counter meets the count threshold, the pin edge transition is validated and
the pin state PINSTATE.PINSTATE[x] is changed to the detected level.

5. The external interrupt flag (INTFLAG.EXTINT[X]) is set when the pin state PINSTATE.PINSTATE[x] is
changed.

Figure 23-3. EXTINT Pin Synchronous Debouncing (Rising Edge)

CLK_EIC JuivuvrirruvrirrrrrrrUrUrrirruUru iy
CLK_PRESCALER J_| [ [ M M M M M M
EXTINTx _ﬂﬂﬂﬂﬂﬂﬂ”ﬂﬂﬂﬂﬂﬂﬂm :

PIN_STATE |

INTGLAG |

LOW : TRANSITION ' HIGH

Set INTFLAG

In the synchronous edge detection mode, the EIC clock is required. The synchronous edge detection
mode can be used in Idle and Standby sleep modes.

Asynchronous edge detection In this mode, the external interrupt (EXTINT) pin directly drives an
asynchronous edges detector which triggers any rising or falling edge on the pin:

1. Any edge detected that indicates a transition from the current valid pin state will immediately set
the valid pin state PINSTATE.PINSTATE[x] to the detected level.

The external interrupt flag (INTFLAG.EXTINT[x] is immediately changed.

The edge detector will then be idle until no other rising or falling edge transition is detected
during 4 consecutive ticks of the low frequency clock.

4. Any rising or falling edge transition detected during the idle state will return the transition
counter to 0.

5. After 4 consecutive ticks of the low frequency clock without bounce detected, the edge detector
is ready for a new detection.

Figure 23-4. EXTINT Pin Asynchronous Debouncing (Rising Edge)

CLK_EIC JUUUvvUvviUvriUvriUvrivvriuvu e iy
CLK_PRESCALER [ ] |_| Il Il [ [ [ [ [

PIN_STATE |
INTGLAG ] E

LOW t TRANSITION : HIGH

Set INTFLAG
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In this mode, the EIC clock is requested. The asynchronous edge detection mode can be used in Idle
and Standby sleep modes.

23.6.5 DMA Operation
Not applicable.

23.6.6 Interrupts
The EIC has the following interrupt sources:

+ External interrupt pins (EXTINTX). See 23.6.2. Basic Operation.
« Non-maskable interrupt pin (NMI). See 23.6.4. Additional Features.

Each interrupt source has an associated Interrupt flag. The interrupt flag in the Interrupt Flag Status
and Clear register (INTFLAG) is set when an Interrupt condition occurs (NMIFLAG for NMI). Each
interrupt, except NMI, can be individually enabled by setting the corresponding bit in the Interrupt
Enable Set register (INTENSET=1), and disabled by setting the corresponding bit in the Interrupt
Enable Clear register (INTENCLR=1).

An interrupt request is generated when the interrupt flag is set and the corresponding interrupt

is enabled. The interrupt request remains active until the interrupt flag is cleared, the interrupt is

disabled, or the EIC is reset. See the INTFLAG register for details on how to clear Interrupt flags.

The EIC has one interrupt request line for each external interrupt (EXTINTx) and one line for NMI.

The user must read the INTFLAG (or NMIFLAG) register to determine which Interrupt condition is

present.

Notes:

1. Interrupts must be globally enabled for interrupt requests to be generated.

2. If an external interrupts (EXTINT) is common on two or more I/O pins, only one will be active (the
first one programmed).

Related Links

10. Processor and Architecture

23.6.7 Events
The EIC can generate the following output events:

« External event from pin (EXTINTX).

Setting an Event Output Control register (EVCTRL.EXTINTEO) enables the corresponding output
event. Clearing this bit disables the corresponding output event. Refer to Event System for details
on configuring the Event System.

When the condition on pin EXTINTx matches the configuration in the CONFIGn register, the
corresponding event is generated, if enabled.

Related Links
31. Event System (EVSYS)

23.6.8 Sleep Mode Operation

In sleep modes, an EXTINTx pin can wake up the device if the corresponding condition matches the
configuration in the CONFIG register, and the corresponding bit in the Interrupt Enable Set register
(23.8.7. INTENSET) is written to '1".
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Figure 23-5. Wake-up Operation Example (High-Level Detection, No Filter, Interrupt Enable Set)

CLK_EIC_APB —,_\_’_\_’_l _,_\_’_\_’_\_'_\_'_‘_'_\_'_\—
EXTINTX 4 |
intwake_extint[x] |

intreq_extint[x] | |

wake from sleep mode clear INTFLAG.EXTINT[X]

23.6.9 Synchronization

Due to asynchronicity between the main clock domain and the peripheral clock domains, some
registers need to be synchronized when written or read.

The following bits are synchronized when written:

+ Software Reset bit in control register (CTRLA.SWRST)
« Enable bit in control register (CTRLA.ENABLE)

Required write synchronization is denoted by the "Write-Synchronized" property in the register
description.
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23.7

COffset | Name | Bitbos.| 7|6 | 5 _
7:0

0x00
0x01

0x02

0x04

0x08

0x0C

0x10

0x14

0x18

0x1C

0x20

0x24
Ox2F
0x30

0x34

0x38

23.8
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Register Summary

CTRLA
NMICTRL

NMIFLAG

SYNCBUSY

EVCTRL

INTENCLR

INTENSET

INTFLAG

ASYNCH

CONFIGO

CONFIG1

Reserved

DEBOUNCEN

DPRESCALER

PINSTATE

7:0
7:0
15:8
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

FILTEN1
FILTEN3
FILTENS
FILTEN7
FILTENS
FILTEN11
FILTEN13
FILTEN15

STATES1T

Register Description

Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16-, and 32-bit accesses are supported. In addition,
the 8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can

be accessed directly.

SENSE1[2:0]
SENSE3[2:0]
SENSE5[2:0]
SENSE7[2:0]
SENSE9[2:0]
SENSE11[2:0]
SENSE13[2:0]
SENSE15[2:0]

PRESCALER1[2:0]

CKSEL

NMIASYNCH = NMIFILTEN

EXTINTEO[7:0]
EXTINTEO[15:8]

EXTINT[7:0]
EXTINT[15:8]

EXTINT[7:0]
EXTINT[15:8]

EXTINT[7:0]
EXTINT[15:8]

ASYNCHI[7:0]
ASYNCH[15:8]

FILTENO
FILTEN2
FILTEN4
FILTENG
FILTENS
FILTEN10
FILTEN12
FILTEN14

DEBOUNCEN([7:0]
DEBOUNCEN[15:8]

STATESO

PINSTATE[7:0]
PINSTATE[15:8]

ENABLE

NMISENSE[2:0]

ENABLE

SENSEQ[2:0]
SENSE2[2:0]
SENSE4[2:0]
SENSE6[2:0]
SENSES[2:0]
SENSE10[2:0]
SENSE12[2:0]
SENSE14[2:0]

PRESCALERO[2:0]

4 3 | 2 | 1 | 0

SWRST

NMI

SWRST

TICKON
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Some registers require synchronization when read and/or written. Synchronization is denoted by the
"Read-Synchronized" and/or "Write-Synchronized" property in each individual register description.

Some registers are enable-protected, meaning they can only be written when the module is
disabled. Enable protection is denoted by the "Enable-Protected" property in each individual register
description.
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23.8.1 Control A

Name: CTRLA

Offset: 0x00

Reset: 0x00

Property: PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0

| | | CKSEL | | | ENABLE | SWRST |
Access RW RW W
Reset 0 0 0

Bit 4 - CKSEL Clock Selection
The EIC can be clocked either by GCLK_EIC (when a frequency higher than 32.768 KHz is required for
filtering) or by CLK_ULP32K (when power consumption is the priority).
This bit is not Write-Synchronized.

0 The EIC is clocked by GCLK_EIC.
1 The EIC is clocked by CLK_ULP32K.

Bit 1 - ENABLE Enable
Due to synchronization there is a delay between writing to CTRLA.ENABLE until the peripheral is
enabled/disabled. The value written to CTRLA.ENABLE will read back immediately and the Enable bit
in the Synchronization Busy register will be set (SYNCBUSY.ENABLE=1). SYNCBUSY.ENABLE will be
cleared when the operation is complete.
This bit is not Enable-Protected.
This bit is Write-Synchronized.

0 The EIC is disabled.
1 The EIC is enabled.

Bit 0 - SWRST Software Reset
Writing a '0' to this bit has no effect.
Writing a '1' to this bit resets all registers in the EIC to their initial state, and the EIC will be disabled.
Writing a '1' to CTRLA.SWRST will always take precedence, meaning that all other writes in the same
write operation will be discarded.
Due to synchronization there is a delay from writing CTRLA.SWRST until the Reset is complete.
CTRLA.SWRST and SYNCBUSY.SWRST will both be cleared when the Reset is complete.
This bit is not Enable-Protected.
This bit is Write-Synchronized.

VEIS Description

0 There is no ongoing reset operation.
1 The reset operation is ongoing.
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23.8.2 Non-Maskable Interrupt Control

Name: NMICTRL

Offset: 0x01

Reset: 0x00

Property: PAC Write-Protection

Bit 7 6 5 4 3 2 1 0
| | | NMIASYNCH | NMIFILTEN | NMISENSE[2:0] |
Access R/W R/W R/W R/W R/W
Reset 0 0 0 0 0

Bit 4 - NMIASYNCH Non-Maskable Interrupt Asynchronous Edge Detection Mode
The NMI edge detection can be operated synchronously or asynchronously to the EIC clock.

0 The NMI edge detection is synchronously operated.
1 The NMI edge detection is asynchronously operated.

Bit 3 - NMIFILTEN Non-Maskable Interrupt Filter Enable

Value Description
0 NMl filter is disabled.
1

NMI filter is enabled.

Bits 2:0 - NMISENSE[2:0] Non-Maskable Interrupt Sense Configuration
These bits define on which edge or level the NMI triggers.

VEINS Name Description

0x0 NONE No detection

0x1 RISE Rising-edge detection
0x2 FALL Falling-edge detection
0x3 BOTH Both-edge detection
0x4 HIGH High-level detection
0x5 LOW Low-level detection
0x6 - 0x7 - Reserved
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23.8.3 Non-Maskable Interrupt Flag Status and Clear

Name: NMIFLAG
Offset: 0x02
Reset: 0x0000

Bit 15 14 13 12 11 10 9 8
| | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
| | | | | [ NmE |
Access RW
Reset 0

Bit 0 - NMI Non-Maskable Interrupt
This flag is cleared by writing a '1' to it.
This flag is set when the NMI pin matches the NMI sense configuration, and will generate an
interrupt request.
Writing a '0' to this bit has no effect.
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23.8.4 Synchronization Busy

Name: SYNCBUSY
Offset: 0x04
Reset: 0x00000000
Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | |
Access
Reset
Bit 15 14 13 12 11 10 9 8
| | | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
ENABLE SWRST
Access R R
Reset 0 0

Bit 1 - ENABLE Enable Synchronization Busy Status

0 Write synchronization for CTRLA.ENABLE bit is complete.
1 Write synchronization for CTRLA.ENABLE bit is ongoing.
Bit 0 - SWRST Software Reset Synchronization Busy Status

Value Description

0 Write synchronization for CTRLA.SWRST bit is complete.
1 Write synchronization for CTRLA.SWRST bit is ongoing.
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23.8.5 Event Control

Name: EVCTRL

Offset: 0x08

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
EXTINTEO[15:8] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
EXTINTEO[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - EXTINTEO[15:0] External Interrupt Event Output Enable
The bit x of EXTINTEO enables the event associated with the EXTINTx pin.

VEIS Description

0 Event from pin EXTINTx is disabled.
1 Event from pin EXTINTXx is enabled and will be generated when EXTINTx pin matches the external interrupt
sensing configuration.
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23.8.6 Interrupt Enable Clear

Name: INTENCLR

Offset: 0x0C

Reset: 0x00000000
Property: PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Set register (INTENSET).

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
EXTINT[15:8] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
EXTINT[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - EXTINT[15:0] External Interrupt Enable
The bit x of EXTINT disables the interrupt associated with the EXTINTX pin.
Writing a '0' to bit x has no effect.
Writing a '1' to bit x will clear the External Interrupt Enable bit x, which disables the external
interrupt EXTINTX.

VEIS Description

0 The external interrupt x is disabled.
1 The external interrupt x is enabled.
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23.8.7 Interrupt Enable Set

Name: INTENSET

Offset: 0x10

Reset: 0x00000000
Property: PAC Write-Protection

This register allows the user to enable an interrupt without doing a read-modify-write operation.
Changes in this register will also be reflected in the Interrupt Enable Clear (INTENCLR) register.

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
EXTINT[15:8] |
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
EXTINT[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - EXTINT[15:0] External Interrupt Enable
The bit x of EXTINT enables the interrupt associated with the EXTINTx pin.
Writing a '0' to bit x has no effect.
Writing a '1' to bit x will set the External Interrupt Enable bit x, which enables the external interrupt

EXTINTX.
0 The external interrupt x is disabled.
1 The external interrupt x is enabled.
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23.8.8 Interrupt Flag Status and Clear

Name: INTFLAG
Offset: 0x14
Reset: 0x00000000

Property: -
Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
EXTINT[15:8]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
EXTINT[7:0]
Access R/W R/W R/W R/W R/W R/W R/W R/W
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - EXTINT[15:0] External Interrupt
The flag bit x is cleared by writing a '1' to it.
This flag is set when EXTINTx pin matches the external interrupt sense configuration and will
generate an interrupt request if INTENCLR/SET.EXTINT[x] is "1".
Writing a '0' to this bit has no effect.
Writing a '1' to this bit clears the External Interrupt x flag.
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23.8.9 External Interrupt Asynchronous Mode

Name: ASYNCH

Offset: 0x18

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
ASYNCH[15:8] |
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
ASYNCH][7:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - ASYNCH[15:0] Asynchronous Edge Detection Mode
The bit x of ASYNCH set the Asynchronous Edge Detection Mode for the interrupt associated with
the EXTINTX pin.

VEIS Description

0 The EXTINT x edge detection is synchronously operated.
1 The EXTINT x edge detection is asynchronously operated.
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23.8.10 External Interrupt Sense Configuration n

Name: CONFIGO

Offset: 0x1C

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| FILTEN7 | SENSE7[2:0] | FILTENG | SENSE6[2:0] |
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| FILTENS | SENSES5[2:0] | FILTEN4 | SENSE4[2:0] |
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
FILTEN3 SENSE3[2:0] FILTEN2 SENSE2[2:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
FILTEN SENSE1[2:0] FILTENO SENSEO[2:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0

Bits 3, 7, 11, 15, 19, 23, 27, 31 - FILTENX Filter Enable x [x=7..0]
Note: The filter must be disabled if the asynchronous detection is enabled.

Value Description

0 Filter is disabled for EXTINT[X] input.
1 Filter is enabled for EXTINT[x] input.

Bits 0:2, 4:6, 8:10, 12:14, 16:18, 20:22, 24:26, 28:30 - SENSEx Input Sense Configuration x [x=7..0]
These bits define on which edge or level the interrupt or event for EXTINT[x] will be generated.

Value Name Description

0x0 NONE No detection

0x1 RISE Rising-edge detection
0x2 FALL Falling-edge detection
0x3 BOTH Both-edge detection
0x4 HIGH High-level detection
0x5 LOW Low-level detection
0x6 - 0x7 - Reserved
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23.8.11 External Interrupt Sense Configuration n

Name: CONFIG1
Offset: 0x20
Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| FILTEN15 | SENSE15[2:0] | FILTEN14 | SENSE14[2:0] |
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 23 22 21 20 19 18 17 16
| FILTEN13 | SENSE13[2:0] | FILTEN12 | SENSE12[2:0] |
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 15 14 13 12 11 10 9 8
FILTEN11 SENSE11[2:0] FILTEN10 SENSE10[2:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
FILTEN9 SENSE9[2:0] FILTENS SENSE8[2:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0

Bits 3, 7, 11, 15, 19, 23, 27, 31 - FILTENXx Filter Enable x [x=15..8]

Note: The filter must be disabled if the asynchronous detection is enabled.

Value Description

0 Filter is disabled for EXTINT[X] input.
1 Filter is enabled for EXTINT[x] input.

Bits 0:2, 4:6, 8:10, 12:14, 16:18, 20:22, 24:26, 28:30 - SENSEx Input Sense Configuration x [x=15..8]

These bits define on which edge or level the interrupt or event for EXTINT[x] will be generated.

Value Name
0x0 NONE
0x1 RISE
0x2 FALL
0x3 BOTH
0x4 HIGH
0x5 LOW
0x6 - 0x7
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Description

No detection

Rising-edge detection

Falling-edge detection

Both-edge detection
High-level detection
Low-level detection
Reserved
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23.8.12 Debouncer Enable

Name: DEBOUNCEN

Offset: 0x30

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
DEBOUNCENI[15:8] |
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
DEBOUNCEN([7:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - DEBOUNCEN[15:0] Debouncer Enable
The bit x of DEBOUNCEN set the Debounce mode for the interrupt associated with the EXTINTX pin.

0 The EXTINT x edge input is not debounced.
1 The EXTINT x edge input is debounced.
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23.8.13 Debouncer Prescaler

Name: DPRESCALER

Offset: 0x34

Reset: 0x00000000

Property: PAC Write-Protection, Enable-Protected

Bit 31 30 29 28 27 26 25 24
| | | | | | |
Access
Reset
Bit 23 22 21 20 19 18 17 16
| | | | | | | | _TICKON |
Access RW
Reset 0
Bit 15 14 13 12 11 10 9 8
| | | | | |
Access
Reset
Bit 7 6 5 4 3 2 1 0
STATES1 PRESCALER1[2:0] STATESO PRESCALERO[2:0]
Access RW RW RW RW RW RW RW RW
Reset 0 0 0 0 0 0 0 0

Bit 16 - TICKON Pin Sampler frequency selection
This bit selects the clock used for the sampling of bounce during transition detection.

VEIS Description

0 The bounce sampler is using GCLK_EIC.
1 The bounce sampler is using the low frequency clock.
Bits 3, 7 - STATESx Debouncer number of states x
This bit selects the number of samples by the debouncer low frequency clock needed to validate
a transition from current pin state to next pin state in synchronous debouncing mode for pins
EXTINT[7+(8x):8x].
0 The number of low frequency samples is 3.
1 The number of low frequency samples is 7.

Bits 0:2, 4:6 - PRESCALERx Debouncer Prescaler x
These bits select the debouncer low frequency clock for pins EXTINT[7+(8x):8x].

Value Name Description

0x0 F/2 EIC clock divided by 2
0x1 F/4 EIC clock divided by 4
0x2 F/8 EIC clock divided by 8
0x3 F/16 EIC clock divided by 16
0x4 F/32 EIC clock divided by 32
0x5 F/64 EIC clock divided by 64
0x6 F/128 EIC clock divided by 128
0x7 F/256 EIC clock divided by 256
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23.8.14 Pin State

Name: PINSTATE
Offset: 0x38
Reset: 0x00000000

Bit 31 30 29 28 27 26 25 24
Access
Reset
Bit 23 22 21 20 19 18 17 16
Access
Reset
Bit 15 14 13 12 11 10 9 8
PINSTATE[15:8]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0
Bit 7 6 5 4 3 2 1 0
PINSTATE[7:0]
Access R R R R R R R R
Reset 0 0 0 0 0 0 0 0

Bits 15:0 - PINSTATE[15:0] Pin State

These bits return the valid pin state of the debounced external interrupt pin EXTINTX.
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24. GMAC - Ethernet MAC

The description and registers of this peripheral are using the 'GMAC' designation although the
device does not support Gigabit Ethernet functionality.
24.1 Description

The Ethernet Media Access Controller (GMAC) module implements a 10/100 Mbps Ethernet MAC,
compatible with the IEEE 802.3 standard. The GMAC can operate in either half or full duplex mode at
all supported speeds.

24.2 Features

Compatible with IEEE Standard 802.3

10, 100 Mbps operation

Full and half duplex operation at all supported speeds of operation

Statistics Counter Registers for RMON/MIB

MII/RMII interface to the physical layer

Integrated physical coding

Direct memory access (DMA) interface to external memory

Programmable burst length and endianism for DMA

Interrupt generation to signal receive and transmit completion, errors or other events
Automatic pad and cyclic redundancy check (CRC) generation on transmitted frames
Automatic discard of frames received with errors

Receive and transmit IP, TCP, and UDP checksum offload. Both IPv4 and IPv6 packet types
supported

Address checking logic for four specific 48-bit addresses, four type IDs, promiscuous mode, hash
matching of unicast and multicast destination addresses, and Wake-on-LAN

Management Data Input/Output (MDIO) interface for physical layer management
Support for jumbo frames up to 10240 Bytes

Full duplex flow control with recognition of incoming pause frames and hardware generation of
transmitted pause frames

Half duplex flow control by forcing collisions on incoming frames

Support for 802.1Q VLAN tagging with recognition of incoming VLAN and priority tagged frames
Programmable Inter Packet Gap (IPG) Stretch

Recognition of IEEE 1588 PTP frames

I[EEE 1588 time stamp unit (TSU) and TSU event generation

Support for 802.1AS timing and synchronization

Supports 802.1Qav traffic shaping on two highest priority queues

Support for 802.3az Energy Efficient Ethernet
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24.3 Block Diagram

Figure 24-1. Block Diagram
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24.4 Signal Description

The GMAC includes the following signal interfaces:

MIl, RMII to an external PHY

MDIO interface for external PHY management

Client APB interface for accessing GMAC registers

Host AHB interface for memory access

Internal GTSUCOMP signal for TSU timer count value comparison

Table 24-1. GMAC Connections in Different Modes

GTXCK Transmit Clock or Reference Clock
GTXEN Transmit Enable

GTX[3..0] Transmit Data

GTXER Transmit Coding Error

GRXCK Receive Clock

GRXDV Receive Data Valid

GRX[3..0] Receive Data

GRXER Receive Error

GCRS Carrier Sense and Data Valid
GCOL Collision Detect

GMDC Management Data Clock
GMDIO Management Data Input/Output

24.5 Product Dependencies

24.5.1 1/0 Lines

Using the GMAC I/0 lines requires the 1/0 pins to be configured using the port configuration (PORT).
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P» Media Interface

TXCK
TXEN
TXD[3:0]
TXER
RXCK
RXDV
RXD[3:0]
RXER
CRS

CcoL
MDC
MDIO

REFCK
TXEN
TXD[1:0]
Not Used
Not Used
CRSDV
RXD[1:0]
RXER
Not Used
Not Used
MDC
MDIO
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Related Links
6. 1/0 Multiplexing and Considerations
32. PORT - I/0 Pin Controller

24.5.2 Power Management
The GMAC continues to operate in IDLE and Standby sleep modes if REF_CLK or GRXCK is running.

All GMAC interrupts can be used to wake up the device from IDLE sleep mode.

In Standby sleep mode, only the Wake On LAN (WOL) interrupt can wake up the CPU, and the
corresponding ISR flags will not be set.

Related Links
18. PM - Power Manager

24.5.3 Clocks
The GMAC peripheral relies on a system clock from the Main Clock Controller (MCLK) for register
access and GMAC MCK.

In MIl mode, the actual Transmit or Reference Clock (GTXCK) and Receive Clock (GRXCK) are external
signals.

In RMII mode, the actual Reference Clock (REF_CLK) is an external signal.
The respective pins are configured in the PORT peripheral.

Related Links
6. I/0 Multiplexing and Considerations
32. PORT - I/0 Pin Controller

24.5.4 Interrupt Sources
The GMAC interrupt line is connected to the interrupt controller. Using the GMAC interrupt requires
to configure the interrupt controller first.
Related Links
10.2. Nested Vector Interrupt Controller

24.5.5 Events
The event GMAC Timestamp Comparison is connected to the Event System.

Related Links
31. Event System (EVSYS)

24.6 Functional Description

24.6.1 Media Access Controller

The Transmit Block of the Media Access Controller (MAC) takes data from FIFO, adds preamble,
checks and adds padding and frame check sequence (FCS). Both half duplex and full duplex Ethernet
modes of operation are supported.

When operating in half duplex mode, the MAC Transmit Block generates data according to the
Carrier Sense Multiple Access with Collision Detect (CSMA/CD) protocol. The start of transmission
is deferred if Carrier Sense (CRS) is active. If Collision (COL) is detected during transmission, a jam
sequence is asserted and the transmission is retried after a random back off. The CRS and COL
signals have no effect in full duplex mode.

The Receive Block of the MAC checks for valid preamble, FCS, alignment/length, and presents
received frames to the MAC address checking block and FIFO. Software can configure the GMAC
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to receive jumbo frames of up to 10240 Bytes. It can optionally strip CRC (Cyclic Redundancy Check)
from the received frame before transferring it to FIFO.

The Address Checker recognizes four specific 48-bit addresses, can recognize four different types
of ID values, and contains a 64-bit Hash register for matching multicast and unicast addresses as
required. It can recognize the broadcast address all-'1' (OXFFFFFFFFFFFF) and copy all frames. The
MAC can also reject all frames that are not VLAN tagged, and recognize Wake on LAN (WOL) events.

The MAC Receive Block supports offloading of IP, TCP, and UDP checksum calculations (both IPv4 and
IPv6 packet types supported), and can automatically discard bad checksum frames.

24.6.2 IEEE 1588 Time Stamp Unit
The IEEE 1588 time stamp unit (TSU) is implemented as a 94-bit timer.

+ The 48 upper bits [93:46] of the timer count seconds and are accessible in the GMAC 1588 Timer
Seconds High Register (TSH) and GMAC 1588 Timer Seconds Low Register (TSL).

* The 30 lower bits [45:16] of the timer count nanoseconds and are accessible in the GMAC 1588
Timer Nanoseconds Register (TN).

* The lowest 16 bits [15:0] of the timer count sub-nanoseconds.
The 46 lower bits roll over when they have counted to 1s. The timer increments by a programmable

period (to approximately 15.2 femtosecond resolution) with each MCK period and can also be
adjusted in 1ns resolution (incremented or decremented) through APB register accesses.

24.6.3 AHB Direct Memory Access Interface
The GMAC DMA controller is connected to the MAC FIFO interface and provides a scatter-gather type
capability for packet data storage.

The DMA implements packet buffering where dual-port memories are used to buffer multiple
frames.
24.6.3.1 Packet Buffer DMA

+ Easier to guarantee maximum line rate due to the ability to store multiple frames in the packet
buffer, where the number of frames is limited by the amount of packet buffer memory and
Ethernet frame size

+ Full store and forward, or partial store and forward programmable options (partial store will cater
for shorter latency requirements)

« Support for Transmit TCP/IP checksum offload
« Support for priority queuing

+ When a collision on the line occurs during transmission, the packet will be automatically replayed
directly from the packet buffer memory rather than having to re-fetch through the AHB (full store
and forward ONLY)

+ Received erroneous packets are automatically dropped before any of the packet is presented to
the AHB (full store and forward ONLY), thus reducing AHB activity

« Supports manual RX packet flush capabilities
+ Optional RX packet flush when there is lack of AHB resource

24.6.3.2 Partial Store and Forward Using Packet Buffer DMA
The DMA uses SRAM-based packet buffers, and can be programmed into a low latency mode, known
as Partial Store and Forward. This mode allows for a reduced latency as the full packet is not
buffered before forwarding.
Note: This option is only available when the device is configured for full duplex operation.

This feature is enabled via the programmable TX and RX Partial Store and Forward registers (TPSF
and RPSF). When the transmit Partial Store and Forward mode is activated, the transmitter will only
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begin to forward the packet to the MAC when there is enough packet data stored in the packet
buffer. Likewise, when the receive Partial Store and Forward mode is activated, the receiver will only
begin to forward the packet to the AHB when enough packet data is stored in the packet buffer. The
amount of packet data required to activate the forwarding process is programmable via watermark
registers. These registers are located at the same address as the partial store and forward enable
bits.

Note: The minimum operational value for the TX partial store and forward watermark is 20. There is
no operational limit for the RX partial store and forward watermark.

Enabling Partial Store and Forward is a useful means to reduce latency, but there are performance
implications. The GMAC DMA uses separate transmit and receive lists of buffer descriptors, with
each descriptor describing a buffer area in memory. This allows Ethernet packets to be broken up
and scattered around the AHB memory space.

24.6.3.3 Receive AHB Buffers

Received frames, optionally including FCS, are written to receive AHB buffers stored in memory.
The receive buffer depth is programmable in the range of 64 Bytes to 16 KBytes through the DMA
Configuration register (DCFGR), with the default being 128 Bytes.

The start location for each receive AHB buffer is stored in memory in a list of receive buffer
descriptors at an address location pointed to by the receive buffer queue pointer. The base address
for the receive buffer queue pointer is configured in software using the Receive Buffer Queue Base
Address register (RBQB).

Each list entry consists of two words. The first is the address of the receive AHB buffer and the
second the receive status.

If the length of a receive frame exceeds the AHB buffer length, the status word for the used buffer
is written with zeroes except for the “Start of Frame” bit, which is always set for the first buffer in a
frame.

Bit zero of the address field is written to 1 to show that the buffer has been used. The receive buffer
manager then reads the location of the next receive AHB buffer and fills that with the next part

of the received frame data. AHB buffers are filled until the frame is complete and the final buffer
descriptor status word contains the complete frame status. See the following table for details of the
receive buffer descriptor list.

Table 24-2. Receive Buffer Descriptor Entry
Word 0
31:2 Address of beginning of buffer
1 Wrap—marks last descriptor in receive buffer descriptor list.

0 Ownership—needs to be zero for the GMAC to write data to the receive buffer. The GMAC sets this to one once it has
successfully written a frame to memory.
Software has to clear this bit before the buffer can be used again.

Word 1

31 Global all ones broadcast address detected

30 Multicast hash match

29 Unicast hash match

28 -

27 Specific Address Register match found, bit 25 and bit 26 indicate which Specific Address Register causes the match.
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........... continued

26:25 Specific Address Register match. Encoded as follows:
00: Specific Address Register 1 match

01: Specific Address Register 2 match
10: Specific Address Register 3 match
11: Specific Address Register 4 match
If more than one specific address is matched only one is indicated with priority 4 down to 1.
24 This bit has a different meaning depending on whether RX checksum offloading is enabled.
With RX checksum offloading disabled: (bit 24 clear in Network Configuration Register)
Type ID register match found, bit 22 and bit 23 indicate which type ID register causes the match.
With RX checksum offloading enabled: (bit 24 set in Network Configuration Register)
0: The frame was not SNAP encoded and/or had a VLAN tag with the Canonical Format Indicator (CFl) bit set.
1: The frame was SNAP encoded and had either no VLAN tag or a VLAN tag with the CFI bit not set.
23:22 This bit has a different meaning depending on whether RX checksum offloading is enabled.
With RX checksum offloading disabled: (bit 24 clear in Network Configuration)
Type ID register match. Encoded as follows:
00: Type ID register 1 match
01: Type ID register 2 match
10: Type ID register 3 match
11: Type ID register 4 match
If more than one Type ID is matched only one is indicated with priority 4 down to 1.
With RX checksum offloading enabled: (bit 24 set in Network Configuration Register)
00: Neither the IP header checksum nor the TCP/UDP checksum was checked.
01: The IP header checksum was checked and was correct. Neither the TCP nor UDP checksum was checked.
10: Both the IP header and TCP checksum were checked and were correct.
11: Both the IP header and UDP checksum were checked and were correct.
21 VLAN tag detected—type ID of 0x8100. For packets incorporating the stacked VLAN processing feature, this bit will be
set if the second VLAN tag has a type ID of 0x8100

20 Priority tag detected—type ID of 0x8100 and null VLAN identifier. For packets incorporating the stacked VLAN
processing feature, this bit will be set if the second VLAN tag has a type ID of 0x8100 and a null VLAN identifier.

19:17 VLAN priority—only valid if bit 21 is set.
16 Canonical format indicator (CFl) bit (only valid if bit 21 is set).

15 End of frame—when set the buffer contains the end of a frame. If end of frame is not set, then the only valid status
bit is start of frame (bit 14).

14 Start of frame—when set the buffer contains the start of a frame. If both bits 15 and 14 are set, the buffer contains a
whole frame.

13 This bit has a different meaning depending on whether jumbo frames and ignore FCS modes are enabled. If neither
mode is enabled this bit will be zero.
With jumbo frame mode enabled: (bit 3 set in Network Configuration Register) Additional bit for length of frame
(bit[13]), that is concatenated with bits[12:0]

With ignore FCS mode enabled and jumbo frames disabled: (bit 26 set in Network Configuration Register and bit 3
clear in Network Configuration Register) This indicates per frame FCS status as follows:

0: Frame had good FCS
1: Frame had bad FCS, but was copied to memory as ignore FCS enabled.
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........... continued

12:0 These bits represent the length of the received frame which may or may not include FCS depending on whether FCS
discard mode is enabled.
With FCS discard mode disabled: (bit 17 clear in Network Configuration Register)

Least significant 12 bits for length of frame including FCS. If jumbo frames are enabled, these 12 bits are
concatenated with bit[13] of the descriptor above.
With FCS discard mode enabled: (bit 17 set in Network Configuration Register)

Least significant 12 bits for length of frame excluding FCS. If jumbo frames are enabled, these 12 bits are
concatenated with bit[13] of the descriptor above.

Each receive AHB buffer start location is a word address. The start of the first AHB buffer in a frame
can be offset by up to three Bytes, depending on the value written to bits 14 and 15 of the Network
Configuration register (NCFGR). If the start location of the AHB buffer is offset, the available length of
the first AHB buffer is reduced by the corresponding number of Bytes.

To receive frames, the AHB buffer descriptors must be initialized by writing an appropriate address
to bits 31:2 in the first word of each list entry. Bit 0 must be written with zero. Bit 1 is the wrap bit
and indicates the last entry in the buffer descriptor list.

The start location of the receive buffer descriptor list must be written with the receive buffer queue
base address before reception is enabled (receive enable in the Network Control register NCR).
Once reception is enabled, any writes to the Receive Buffer Queue Base Address register (RBQB) are
ignored. When read, it will return the current pointer position in the descriptor list, though this is
only valid and stable when receive is disabled.

If the filter block indicates that a frame should be copied to memory, the receive data DMA
operation starts writing data into the receive buffer. If an error occurs, the buffer is recovered.

An internal counter within the GMAC represents the receive buffer queue pointer and it is not visible
through the CPU interface. The receive buffer queue pointer increments by two words after each
buffer has been used. It re-initializes to the receive buffer queue base address if any descriptor has
its wrap bit set.

As receive AHB buffers are used, the receive AHB buffer manager sets bit zero of the first word of
the descriptor to logic one indicating the AHB buffer has been used.

Software should search through the “used” bits in the AHB buffer descriptors to find out how many
frames have been received, checking the start of frame and end of frame bits.

When the DMA is configured in the packet buffer Partial Store And Forward mode, received frames
are written out to the AHB buffers as soon as enough frame data exists in the packet buffer. For
both cases, this may mean several full AHB buffers are used before some error conditions can be
detected. If a receive error is detected the receive buffer currently being written will be recovered.
Previous buffers will not be recovered. As an example, when receiving frames with cyclic redundancy
check (CRC) errors or excessive length, it is possible that a frame fragment might be stored in a
sequence of AHB receive buffers. Software can detect this by looking for start of frame bit setin a
buffer following a buffer with no end of frame bit set.

To function properly, a 10/100 Ethernet system should have no excessive length frames or frames
greater than 128 Bytes with CRC errors. Collision fragments will be less than 128 Bytes long,
therefore it will be a rare occurrence to find a frame fragment in a receive AHB buffer, when using
the default value of 128 Bytes for the receive buffers size.

When in packet buffer full store and forward mode, only good received frames are written out of
the DMA, so no fragments will exist in the AHB buffers due to MAC receiver errors. There is still the
possibility of fragments due to DMA errors, for example used bit read on the second buffer of a
multi-buffer frame.
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If bit zero of the receive buffer descriptor is already set when the receive buffer manager reads the
location of the receive AHB buffer, the buffer has been already used and cannot be used again until
software has processed the frame and cleared bit zero. In this case, the “buffer not available” bit

in the receive status register is set and an interrupt triggered. The receive resource error statistics
register is also incremented.

When the DMA is configured in the packet buffer full store and forward mode, the user can
optionally select whether received frames should be automatically discarded when no AHB buffer
resource is available. This feature is selected via the DMA Discard Receive Packets bit in the

DMA Configuration register (DCFGR.DDRP). By default, the received frames are not automatically
discarded. If this feature is off, then received packets will remain to be stored in the SRAM-based
packet buffer until AHB buffer resource next becomes available. This may lead to an eventual packet
buffer overflow if packets continue to be received when bit zero (used bit) of the receive buffer
descriptor remains set.

Note: After a used bit has been read, the receive buffer manager will re-read the location of the
receive buffer descriptor every time a new packet is received. When the DMA is not configured in the
packet buffer full store and forward mode and a used bit is read, the frame currently being received
will be automatically discarded.

When the DMA is configured in the packet buffer full store and forward mode, a receive overrun
condition occurs when the receive SRAM-based packet buffer is full, or because HRESP was not OK.
In all other modes, a receive overrun condition occurs when either the AHB bus was not granted
quickly enough, or because HRESP was not OK, or because a new frame has been detected by the
receive block, but the status update or write back for the previous frame has not yet finished. For

a receive overrun condition, the receive overrun interrupt is asserted and the buffer currently being
written is recovered. The next frame that is received whose address is recognized reuses the buffer.

In any packet buffer mode, writing a '1' to the Flush Next Package bit in the NCR register (NCR.FNP)
will force a packet from the external SRAM-based receive packet buffer to be flushed. This feature is
only acted upon when the RX DMA is not currently writing packet data out to AHB, i.e., it is in an IDLE
state. If the RX DMA is active, NCR.FNP=1 is ignored.

24.6.3.4 Transmit AHB Buffers
Frames to transmit are stored in one or more transmit AHB buffers. Transmit frames can be
between 1 and 16384 Bytes long, so it is possible to transmit frames longer than the maximum
length specified in the IEEE 802.3 standard. It should be noted that zero length AHB buffers are
allowed and that the maximum number of buffers permitted for each transmit frame is 128.

The start location for each transmit AHB buffer is stored in memory in a list of transmit buffer
descriptors at a location pointed to by the transmit buffer queue pointer. The base address for this
gueue pointer is set in software using the Transmit Buffer Queue Base Address register. Each list
entry consists of two words. The first is the Byte address of the transmit buffer and the second
containing the transmit control and status. For the packet buffer DMA, the start location for each
AHB buffer is a Byte address, the bottom bits of the address being used to offset the start of the
data from the data-word boundary (i.e., bits 2,1 and 0 are used to offset the address for 64-bit data
paths).

Frames can be transmitted with or without automatic Cyclic Redundancy Checksum (CRC)
generation. If CRC is automatically generated, pad will also be automatically generated to take
frames to a minimum length of 64 Bytes. When CRC is not automatically generated (as defined in
word 1 of the transmit buffer descriptor), the frame is assumed to be at least 64 Bytes long and pad
is not generated.

An entry in the transmit buffer descriptor list is described in this table:

Table 24-3. Transmit Buffer Descriptor Entry

Word 0
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........... continued
31:0 Byte address of buffer
Word 1

31 Used—must be zero for the GMAC to read data to the transmit buffer. The GMAC sets this to one for the first buffer
of a frame once it has been successfully transmitted. Software must clear this bit before the buffer can be used again.

30 Wrap—marks last descriptor in transmit buffer descriptor list. This can be set for any buffer within the frame.

29 Retry limit exceeded, transmit error detected

28 Reserved.

27  Transmit frame corruption due to AHB error—set if an error occurs while midway through reading transmit frame
from the AHB, including HRESP errors and buffers exhausted mid frame (if the buffers run out during transmission of
a frame then transmission stops, FCS shall be bad and GTXER asserted).
Also set if single frame is too large for configured packet buffer memory size.

26 Late collision, transmit error detected.

25:23 Reserved

22:20 Transmit IP/TCP/UDP checksum generation offload errors:
000: No Error.

001: The Packet was identified as a VLAN type, but the header was not fully complete, or had an error in it.

010: The Packet was identified as a SNAP type, but the header was not fully complete, or had an error in it.

011: The Packet was not of an IP type, or the IP packet was invalidly short, or the IP was not of type IPv4/IPv6.

100: The Packet was not identified as VLAN, SNAP or IP.

101: Non supported packet fragmentation occurred. For IPv4 packets, the IP checksum was generated and inserted.

110: Packet type detected was not TCP or UDP. TCP/UDP checksum was therefore not generated. For IPv4 packets, the
IP checksum was generated and inserted.

111: A premature end of packet was detected and the TCP/UDP checksum could not be generated.

19:17 Reserved

16 No CRC to be appended by MAC. When set, this implies that the data in the buffers already contains a valid CRC,
hence no CRC or padding is to be appended to the current frame by the MAC.
This control bit must be set for the first buffer in a frame and will be ignored for the subsequent buffers of a frame.

Note that this bit must be clear when using the transmit IP/TCP/UDP checksum generation offload, otherwise
checksum generation and substitution will not occur.

15 Last buffer, when set this bit will indicate the last buffer in the current frame has been reached.
14 Reserved
13:0 Length of buffer

To transmit frames, the buffer descriptors must be initialized by writing an appropriate Byte address
to bits [31:0] of the first word of each descriptor list entry.

The second word of the transmit buffer descriptor is initialized with control information that
indicates the length of the frame, whether or not the MAC is to append CRC and whether the buffer
is the last buffer in the frame.

After transmission the status bits are written back to the second word of the first buffer along with

the used bit. Bit 31 is the used bit which must be zero when the control word is read if transmission
is to take place. It is written to '1' once the frame has been transmitted. Bits[29:20] indicate various

transmit error conditions. Bit 30 is the wrap bit which can be set for any buffer within a frame. If no
wrap bit is encountered the queue pointer continues to increment.

The Transmit Buffer Queue Base Address register can only be updated while transmission is
disabled or halted; otherwise any attempted write will be ignored. When transmission is halted the
transmit buffer queue pointer will maintain its value. Therefore when transmission is restarted the
next descriptor read from the queue will be from immediately after the last successfully transmitted
frame. As long as transmit is disabled by writing a '0' to the Transmit Enable bit in the Network
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Control register (NCR.TXEN), the transmit buffer queue pointer resets to point to the address
indicated by the Transmit Buffer Queue Base Address register (TBQB).
Note: Disabling receive does not have the same effect on the receive buffer queue pointer.

Once the transmit queue is initialized, transmit is activated by writing a '1' to the Start Transmission
bit of the Network Control register (NCR.TSTART). Transmit is halted when a buffer descriptor with
its used bit set is read, a transmit error occurs, or by writing to the Transmit Halt bit of the Network
Control register (NCR.THALT). Transmission is suspended if a pause frame is received while the
Transmit Pause Frame bit is 1" in the Network Configuration register (NCR.TXPF). Rewriting the Start
bit (NCR.TSTART) while transmission is active is allowed. This is implemented by the Transmit Go
variable which is readable in the Transmit Status register (TSR.TXGO). The TXGO variable is reset
when:

« Transmitis disabled

+ A buffer descriptor with its used bit set, is read

+ Bit 10, THALT, of the Network Control register is written

+ There is a transmit error such as too many retries or a transmit underrun

To set TXGO, write a '1' to NCR.TSTART. Transmit halt does not take effect until any ongoing transmit
finishes.

If the DMA is configured for packet buffer Partial Store and Forward mode and a collision occurs
during transmission of a multi-buffer frame, transmission will automatically restart from the first
buffer of the frame. For packet buffer mode, the entire contents of the frame are read into the
transmit packet buffer memory, so the retry attempt will be replayed directly from the packet buffer
memory rather than having to re-fetch through the AHB.

If a used bit is read midway through transmission of a multi-buffer frame, this is treated as a
transmit error. Transmission stops, GTXER is asserted and the FCS will be bad.

If transmission stops due to a transmit error or a used bit being read, transmission restarts from the
first buffer descriptor of the frame being transmitted when the transmit start bit is rewritten.

24.6.3.5 DMA Bursting on the AHB

The DMA will always use SINGLE, or INCR type AHB accesses for buffer management operations.
When performing data transfers, the AHB burst length is selected by the Fixed Burst Length for DMA
Data Operations bit field in the DMA Configuration register (DCFGR.FBLDO) so that either SINGLEor
fixed length incrementing bursts (INCR4, INCR8 or INCR16) are used where possible:

When there is enough space and enough data to be transferred, the programmed fixed length
bursts will be used. If there is not enough data or space available, for example when at the
beginning or the end of a buffer, SINGLE type accesses are used. Also SINGLE type accesses are
used at 1024 Byte boundaries, so that the 1 KByte boundaries are not burst over as per AHB
requirements.

The DMA will not terminate a fixed length burst early, unless an error condition occurs on the AHB
or if receive or transmit are disabled in the Network Control register (NCR).

24.6.3.6 DMA Packet Buffer
The DMA uses packet buffers for both transmit and receive paths. This mode allows multiple packets
to be buffered in both transmit and receive directions. This allows the DMA to withstand far greater
access latencies on the AHB and make more efficient use of the AHB bandwidth. There are two
modes of operation—Full Store and Forward and Partial Store and Forward.

As described above, the DMA can be programmed into a low latency mode, known as Partial Store
and Forward. For further details of this mode, see the related Links.

When the DMA is in full store and forward mode, full packets are buffered which provides the
possibility to:
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+ Discard packets with error on the receive path before they are partially written out of the DMA,
thus saving AHB bus bandwidth and driver processing overhead,

+ Retry collided transmit frames from the buffer, thus saving AHB bus bandwidth,
* Implement transmit IP/TCP/UDP checksum generation offload.

With the packet buffers included, the structure of the GMAC data paths is shown in this image:

Figure 24-2. Data Paths with Packet Buffers Included
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24.6.3.7 Transmit Packet Buffer

The transmitter packet buffer will continue attempting to fetch frame data from the AHB system
memory until the packet buffer itself is full, at which point it will attempt to maintain its full level.

To accommodate the status and statistics associated with each frame, three words per packet (or
two if the GMAC is configured in 64-bit data path mode) are reserved at the end of the packet data. If
the packet is bad and requires to be dropped, the status and statistics are the only information held
on that packet. Storing the status in the DPRAM is required in order to decouple the DMA interface
of the buffer from the MAC interface, to update the MAC status/statistics and to generate interrupts
in the order in which the packets that they represent were fetched from the AHB memory.

If any errors occur on the AHB while reading the transmit frame, the fetching of packet data from
AHB memory is halted. The MAC transmitter will continue to fetch packet data, thereby emptying the
packet buffer and allowing any good (non-erroneous) frames to be transmitted successfully. Once
these have been fully transmitted, the status/statistics for the erroneous frame will be updated and
software will be informed via an interrupt that an AHB error occurred. This way, the error is reported
in the correct packet order.
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The transmit packet buffer will only attempt to read more frame data from the AHB when space is
available in the packet buffer memory. If space is not available it must wait until the a packet fetched
by the MAC completes transmission and is subsequently removed from the packet buffer memory.
Note: If full store and forward mode is active and if a single frame is fetched that is too large for
the packet buffer memory, the frame is flushed and the DMA halted with an error status. This is
because a complete frame must be written into the packet buffer before transmission can begin,
and therefore the minimum packet buffer memory size should be chosen to satisfy the maximum
frame to be transmitted in the application.

In full store and forward mode, once the complete transmit frame is written into the packet buffer
memory, a trigger is sent across to the MAC transmitter, which will then begin reading the frame
from the packet buffer memory. Since the whole frame is present and stable in the packet buffer
memory an underflow of the transmitter is not possible. The frame is kept in the packet buffer until
notification is received from the MAC that the frame data has either been successfully transmitted
or can no longer be retransmitted (too many retries in half duplex mode). When this notification is
received the frame is flushed from memory to make room for a new frame to be fetched from AHB
system memory.

In Partial Store and Forward mode, a trigger is sent across to the MAC transmitter as soon as
sufficient packet data is available, which will then begin fetching the frame from the packet buffer
memory. If, after this point, the MAC transmitter is able to fetch data from the packet buffer

faster than the AHB DMA can fill it, an underflow of the transmitter is possible. In this case, the
transmission is terminated early, and the packet buffer is completely flushed. Transmission can only
be restarted by writing a '1' to the Transmit Start bit in the Network Control register (NCR.TSTART).

In half duplex mode, the frame is kept in the packet buffer until notification is received from the
MAC that the frame data has either been successfully transmitted or can no longer be retransmitted
(too many retries in half duplex mode). When this notification is received the frame is flushed from
memory to make room for a new frame to be fetched from AHB system memory.

In full duplex mode, the frame is removed from the packet buffer on the fly.

Other than underflow, the only MAC related errors that can occur are due to collisions during half
duplex transmissions. When a collision occurs the frame still exists in the packet buffer memory so
can be retried directly from there. After sixteen failed transmit attempts, the frame will be flushed
from the packet buffer.

24.6.3.8 Receive Packet Buffer

The receive packet buffer stores frames from the MAC receiver along with their status and statistics.
Frames with errors are flushed from the packet buffer memory, while good frames are pushed onto
the DMA AHB interface.

The receiver packet buffer monitors the FIFO write interface from the MAC receiver and translates
the FIFO pushes into packet buffer writes. At the end of the received frame the status and statistics
are buffered so that the information can be used when the frame is read out. When programmed in
full store and forward mode and the frame has an error, the frame data is immediately flushed from
the packet buffer memory allowing subsequent frames to utilize the freed up space. The status and
statistics for bad frames are still used to update the GMAC registers.

To accommodate the status and statistics associated with each frame, three words per packet (or
two if configured in 64-bit datapath mode) are reserved at the end of the packet data. If the packet
is bad and requires to be dropped, the status and statistics are the only information held on that
packet.

The receiver packet buffer will also detect a full condition so that an overflow condition can be
detected. If this occurs, subsequent packets are dropped and an RX overflow interrupt is raised.

For full store and forward, the DMA only begins packet fetches once the status and statistics for
a frame are available. If the frame has a bad status due to a frame error, the status and statistics
are passed on to the GMAC registers. If the frame has a good status, the information is used to
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read the frame from the packet buffer memory and burst onto the AHB using the DMA buffer
management protocol. Once the last frame data has been transferred to the packet buffer, the
status and statistics are updated to the GMAC registers.

If Partial Store and Forward mode is active, the DMA will begin fetching the packet data before the
status is available. As soon as the status becomes available, the DMA will fetch this information

as soon as possible before continuing to fetch the remainder of the frame. Once the last frame
data has been transferred to the packet buffer, the status and statistics are updated to the GMAC
registers.

24.6.4 MAC Transmit Block

The MAC transmitter can operate in either half duplex or full duplex mode and transmits frames in
accordance with the Ethernet IEEE 802.3 standard. In half duplex mode, the CSMA/CD protocol of
the IEEE 802.3 specification is followed.

A small input buffer receives data through the FIFO interface which will extract data in 32-bit form.
All subsequent processing prior to the final output is performed in bytes.

Transmit data can be output using the Mll interface.

Frame assembly starts by adding preamble and the start frame delimiter. Data is taken from the
transmit FIFO interface a word at a time.

If necessary, padding is added to take the frame length to 60 bytes. CRC is calculated using an order
32-bit polynomial. This is inverted and appended to the end of the frame taking the frame length to
a minimum of 64 bytes. If the no CRC bit is set in the second word of the last buffer descriptor of a
transmit frame, neither pad nor CRC are appended. The no CRC bit can also be set through the FIFO
interface.

In full duplex mode (at all data rates), frames are transmitted immediately. Back to back frames are
transmitted at least 96 bit times apart to guarantee the interframe gap.

In half duplex mode, the transmitter checks carrier sense. If asserted, the transmitter waits for the
signal to become inactive, and then starts transmission after the interframe gap of 96 bit times. If
the collision signal is asserted during transmission, the transmitter will transmit a jam sequence of
32 bits taken from the data register and then retry transmission after the back off time has elapsed.
If the collision occurs during either the preamble or Start Frame Delimiter (SFD), then these fields
will be completed prior to generation of the jam sequence.

The back off time is based on an XOR of the 10 least significant bits of the data coming from the
transmit FIFO interface and a 10-bit pseudo random number generator. The number of bits used
depends on the number of collisions seen. After the first collision 1 bit is used, then the second 2
bits and so on up to the maximum of 10 bits. All 10 bits are used above ten collisions. An error

will be indicated and no further attempts will be made if 16 consecutive attempts cause collision.
This operation is compliant with the description in Clause 4.2.3.2.5 of the IEEE 802.3 standard which
refers to the truncated binary exponential back off algorithm.

In 10/100 mode, both collisions and late collisions are treated identically, and back off and retry will
be performed up to 16 times. This condition is reported in the transmit buffer descriptor word 1
(late collision, bit 26) and also in the Transmit Status register (late collision, bit 7). An interrupt can
also be generated (if enabled) when this exception occurs, and bit 5 in the Interrupt Status register
will be set.

In all modes of operation, if the transmit DMA underruns, a bad CRC is automatically appended
using the same mechanism as jam insertion and the GTXER signal is asserted. For a properly
configured system this should never happen and also it is impossible if configured to use the DMA
with packet buffers, as the complete frame is buffered in local packet buffer memory.

By setting when bit 28 is set in the Network Configuration register, the Inter Packet Gap (IPG) may
be stretched beyond 96 bits depending on the length of the previously transmitted frame and the
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value written to the IPG Stretch register (IPGS). The least significant 8 bits of the IPG Stretch register
multiply the previous frame length (including preamble). The next significant 8 bits (+1 so as not

to get a divide by zero) divide the frame length to generate the IPG. IPG stretch only works in full
duplex mode and when bit 28 is set in the Network Configuration register. The IPG Stretch register
cannot be used to shrink the IPG below 96 bits.

If the back pressure bit is set in the Network Control register, or if the HDFC configuration bit is set in
the UR register (10M or 100M half duplex mode), the transmit block transmits 64 bits of data, which
can consist of 16 nibbles of 1011 or in bit rate mode 64 1s, whenever it sees an incoming frame to
force a collision. This provides a way of implementing flow control in half duplex mode.

24.6.5 MAC Receive Block

All processing within the MAC receive block is implemented using a 16-bit data path. The MAC
receive block checks for valid preamble, FCS, alignment and length, presents received frames to the
FIFO interface and stores the frame destination address for use by the address checking block.

If, during the frame reception, the frame is found to be too long, a bad frame indication is sent
to the FIFO interface. The receiver logic ceases to send data to memory as soon as this condition
occurs.

At end of frame reception the receive block indicates to the DMA block whether the frame is good or
bad. The DMA block will recover the current receive buffer if the frame was bad.

Ethernet frames are normally stored in DMA memory complete with the FCS. Setting the FCS remove
bit in the network configuration (bit 17) causes frames to be stored without their corresponding FCS.
The reported frame length field is reduced by four bytes to reflect this operation.

The receive block signals to the register block to increment the alignment, CRC (FCS), short frame,
long frame, jabber or receive symbol errors when any of these exception conditions occur.

If bit 26 is set in the network configuration, CRC errors will be ignored and CRC errored frames

will not be discarded, though the Frame Check Sequence Errors statistic register will still be
incremented. Additionally, if not enabled for jumbo frames mode, then bit[13] of the receiver
descriptor word 1 will be updated to indicate the FCS validity for the particular frame. This is useful
for applications such as EtherCAT whereby individual frames with FCS errors must be identified.

Received frames can be checked for length field error by setting the length field error frame discard
bit of the Network Configuration register (bit-16). When this bit is set, the receiver compares a
frame's measured length with the length field (bytes 13 and 14) extracted from the frame. The
frame is discarded if the measured length is shorter. This checking procedure is for received frames
between 64 bytes and 1518 bytes in length.

Each discarded frame is counted in the 10-bit length field error statistics register. Frames where the
length field is greater than or equal to 0x0600 hex will not be checked.

24.6.6 Checksum Offload for IP, TCP and UDP

The GMAC can be programmed to perform IP, TCP and UDP checksum offloading in both receive
and transmit directions, which is enabled by setting bit 24 in the Network Configuration register for
receive and bit 11 in the DMA Configuration register for transmit.

IPv4 packets contain a 16-bit checksum field, which is the 16-bit 1's complement of the 1's
complement sum of all 16-bit words in the header. TCP and UDP packets contain a 16-bit checksum
field, which is the 16-bit 1's complement of the 1's complement sum of all 16-bit words in the
header, the data and a conceptual IP pseudo header.

To calculate these checksums in software requires each byte of the packet to be processed. For TCP
and UDP this can use a large amount of processing power. Offloading the checksum calculation to
hardware can result in significant performance improvements.
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For IP, TCP or UDP checksum offload to be useful, the operating system containing the protocol stack
must be aware that this offload is available so that it can make use of the fact that the hardware can
either generate or verify the checksum.

24.6.6.1 Receiver Checksum Offload

When receive checksum offloading is enabled in the GMAC Network Configuration Register
(NCFGR.RXCOEN), the IPv4 header checksum is checked as per RFC 791, where the packet meets
the following criteria:

+ If present, the VLAN header must be four octets long and the CFI bit must not be set.
+ Encapsulation must be RFC 894 Ethernet Type Encoding or RFC 1042 SNAP Encoding.
+ IPv4 packet

+ IP header is of a valid length

The GMAC also checks the TCP checksum as per RFC 793, or the UDP checksum as per RFC 768, if
the following criteria are met:

« IPv4 or IPv6 packet

* Good IP header checksum (if IPv4)
* No IP fragmentation

« TCP or UDP packet

When an IP, TCP or UDP frame is received, the receive buffer descriptor gives an indication if

the GMAC was able to verify the checksums. There is also an indication if the frame had SNAP
encapsulation. These indication bits will replace the type ID match indication bits when the receive
checksum offload is enabled. For details of these indication bits refer to “Receive Buffer Descriptor
Entry”.

If any of the checksums are verified as incorrect by the GMAC, the packet is discarded and the
appropriate statistics counter incremented.

24.6.6.2 Transmitter Checksum Offload

The transmitter checksum offload is only available if the full store and forward mode is enabled.
This is because the complete frame to be transmitted must be read into the packet buffer memory
before the checksum can be calculated and written back into the headers at the beginning of the
frame.

Transmitter checksum offload is enabled by setting bit [11] in the DMA Configuration register.
When enabled, it will monitor the frame as it is written into the transmitter packet buffer memory
to automatically detect the protocol of the frame. Protocol support is identical to the receiver
checksum offload.

For transmit checksum generation and substitution to occur, the protocol of the frame must be
recognized and the frame must be provided without the FCS field, by making sure that bit [16] of
the transmit descriptor word 1 is clear. If the frame data already had the FCS field, this would be
corrupted by the substitution of the new checksum fields.

If these conditions are met, the transmit checksum offload engine will calculate the IP, TCP and UDP
checksums as appropriate. Once the full packet is completely written into packet buffer memory, the
checksums will be valid and the relevant DPRAM locations will be updated for the new checksum
fields as per standard IP/TCP and UDP packet structures.

If the transmitter checksum engine is prevented from generating the relevant checksums, bits
[22:20] of the transmitter DMA writeback status will be updated to identify the reason for the error.
Note that the frame will still be transmitted but without the checksum substitution, as typically the
reason that the substitution did not occur was that the protocol was not recognized.
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24.6.7 MAC Filtering Block
The filter block determines which frames should be written to the FIFO interface and on to the DMA.

Whether a frame is passed depends on what is enabled in the Network Configuration register, the
state of the external matching pins, the contents of the specific address, type and Hash registers and
the frame's destination address and type field.

If bit 25 of the Network Configuration register is not set, a frame will not be copied to memory if the
GMAC is transmitting in half duplex mode at the time a destination address is received.

Ethernet frames are transmitted a byte at a time, least significant bit first. The first six bytes (48
bits) of an Ethernet frame make up the destination address. The first bit of the destination address,
which is the LSB of the first byte of the frame, is the group or individual bit. This is one for multicast
addresses and zero for unicast. The all ones address is the broadcast address and a special case of
multicast.

The GMAC supports recognition of four specific addresses. Each specific address requires two
registers, Specific Address register Bottom and Specific Address register Top. Specific Address
register Bottom stores the first four bytes of the destination address and Specific Address register
Top contains the last two bytes. The addresses stored can be specific, group, local or universal.

The destination address of received frames is compared against the data stored in the Specific
Address registers once they have been activated. The addresses are deactivated at reset or when
their corresponding Specific Address register Bottom is written. They are activated when Specific
Address register Top is written. If a receive frame address matches an active address, the frame is
written to the FIFO interface and on to DMA memory.

Frames may be filtered using the type ID field for matching. Four type ID registers exist in the
register address space and each can be enabled for matching by writing a one to the MSB (bit 31) of
the respective register. When a frame is received, the matching is implemented as an OR function of
the various types of match.

The contents of each type ID register (when enabled) are compared against the length/type ID of the
frame being received (e.g., bytes 13 and 14 in non-VLAN and non-SNAP encapsulated frames) and
copied to memory if a match is found. The encoded type ID match bits (Word 0, Bit 22 and Bit 23) in
the receive buffer descriptor status are set indicating which type ID register generated the match, if
the receive checksum offload is disabled.

The reset state of the type ID registers is zero, hence each is initially disabled.

The following example illustrates the use of the address and type ID match registers for a MAC
address of 21:43:65:87:A9:CB:

Preamble 55
SFD D5
DA (Octet O - LSB) 21
DA (Octet 1) 43
DA (Octet 2) 65
DA (Octet 3) 87
DA (Octet 4) A9
DA (Octet 5 - MSB) CB
SA (LSB) 00 (see Note)
SA 00(see Note)
SA 00(see Note)
SA 00(see Note)
SA 00(see Note)
SA (MSB) 00(see Note)
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Type ID (MSB) 43
Type ID (LSB) 21
Note: Contains the address of the transmitting device.

The previous sequence shows the beginning of an Ethernet frame. Byte order of transmission is
from top to bottom, as shown. For a successful match to specific address 1, the following address
matching registers must be set up:

Specific Address 1 Bottom register (SAB1) (Address 0x088) 0x87654321

Specific Address 1 Top register (SAT1) (Address 0x08C) 0x0000CBA9

For a successful match to the type ID, the following Type ID Match 1 register must be set up:
Type ID Match 1 register (TIDM1) (Address 0x0A8) 0x80004321

24.6.8 Broadcast Address

Frames with the broadcast address of OxFFFFFFFFFFFF are stored to memory only if the 'no
broadcast' bit in the Network Configuration register is set to zero.

24.6.9 Hash Addressing

The hash address register is 64 bits long and takes up two locations in the memory map. The least
significant bits are stored in Hash Register Bottom and the most significant bits in Hash Register Top.

The unicast hash enable and the multicast hash enable bits in the Network Configuration register
enable the reception of hash matched frames. The destination address is reduced to a 6-bit index
into the 64-bit Hash register using the following hash function: The hash function is an XOR of every
sixth bit of the destination address.

hash_index[05] = da[05] A da[11] A da[17] A da[23] A da[29] A da[35] A da[41] A da
hash_index[04] = da[04] A da[10] A da[16] A da[22] A da[28] A da[34] ~ da[40] A da
hash_index[03] = da[03] A da[09] A da[15] A da[21] A da[27] A da[33] A da[39] A da
hash_index[02] = da[02] A da[08] ~ da[14] A da[20] ~ da[26] A da[32] ~ da[38] A da
hash_index[01] = da[01] A da[07] ~ da[13] A da[19] A da[25] A da[31] A da[37] A da[43]
hash_index[00] = da[00] A da[06] ~ da[12] A da[18] A da[24] A da[30] ~ da[36] A da[42]

da[0] represents the least significant bit of the first byte received, that is, the multicast/unicast
indicator, and da[47] represents the most significant bit of the last byte received.

47]
46]
45]
44]

el e e e re el

If the hash index points to a bit that is set in the Hash register then the frame will be matched
according to whether the frame is multicast or unicast.

A multicast match will be signaled if the multicast hash enable bit is set, da[0] is logic 1 and the hash
index points to a bit set in the Hash register.

A unicast match will be signaled if the unicast hash enable bit is set, da[0] is logic 0 and the hash
index points to a bit set in the Hash register.

To receive all multicast frames, the Hash register should be set with all ones and the multicast hash
enable bit should be set in the Network Configuration register.

24.6.10 Copy all Frames (Promiscuous Mode)
If the Copy All Frames bit is set in the Network Configuration register then all frames (except those
that are too long, too short, have FCS errors or have GRXER asserted during reception) will be copied
to memory. Frames with FCS errors will be copied if bit 26 is set in the Network Configuration
register.
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24.6.11 Disable Copy of Pause Frames

Pause frames can be prevented from being written to memory by setting the disable copying of
pause frames control bit 23 in the Network Configuration register. When set, pause frames are not
copied to memory regardless of the Copy All Frames bit, whether a hash match is found, a type ID
match is identified or if a destination address match is found.

24.6.12 VLAN Support
The following table describes an Ethernet encoded 802.1Q VLAN tag.

Table 24-4. 802.1Q VLAN Tag
TPID (Tag Protocol Identifier) 16 bits TCI (Tag Control Information) 16 bits
0x8100 First 3 bits priority, then CFl bit, last 12 bits VID

The VLAN tag is inserted at the 13th byte of the frame adding an extra four bytes to the frame. To
support these extra four bytes, the GMAC can accept frame lengths up to 1536 bytes by setting bit 8
in the Network Configuration register.

If the VID (VLAN identifier) is null (0x000) this indicates a priority-tagged frame.

The following bits in the receive buffer descriptor status word give information about VLAN tagged
frames:-

+ Bit 21 set if receive frame is VLAN tagged (i.e., type ID of 0x8100).

+ Bit 20 set if receive frame is priority tagged (i.e., type ID of 0x8100 and null VID). (If bit 20 is set, bit
21 will be set also.)

« Bit19, 18 and 17 set to priority if bit 21 is set.
« Bit 16 set to CFl if bit 21 is set.

The GMAC can be configured to reject all frames except VLAN tagged frames by setting the discard
non-VLAN frames bit in the Network Configuration register.

24.6.13 Wake on LAN Support

The receive block supports Wake on LAN by detecting the following events on incoming receive
frames:

+ Magic packet

+ Address Resolution Protocol (ARP) request to the device IP address
+ Specific address 1 filter match

« Multicast hash filter match

These events can be individually enabled through bits [19:16] of the Wake on LAN register. Also,
for Wake on LAN detection to occur, receive enable must be set in the Network Control register,
however a receive buffer does not have to be available.

In case of an ARP request, specific address 1 or multicast filter events will occur even if the frame is
errored. For magic packet events, the frame must be correctly formed and error free.

A magic packet event is detected if all of the following are true:

+ Magic packet events are enabled through bit 16 of the Wake on LAN register
+ The frame's destination address matches specific address 1

+ The frame is correctly formed with no errors

+ The frame contains at least 6 bytes of OxFF for synchronization

+ There are 16 repetitions of the contents of Specific Address 1 register immediately following the
synchronization
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An ARP request event is detected if all of the following are true:

* ARP request events are enabled through bit 17 of the Wake on LAN register
« Broadcasts are allowed by bit 5 in the Network Configuration register

+ The frame has a broadcast destination address (bytes 1 to 6)

+ The frame has a type ID field of 0x0806 (bytes 13 and 14)

* The frame has an ARP operation field of 0x0001 (bytes 21 and 22)

+ The least significant 16 bits of the frame's ARP target protocol address (bytes 41 and 42) match
the value programmed in bits[15:0] of the Wake on LAN register

The decoding of the ARP fields adjusts automatically if a VLAN tag is detected within the frame. The
reserved value of 0x0000 for the Wake on LAN target address value will not cause an ARP request
event, even if matched by the frame.

A specific address 1 filter match event will occur if all of the following are true:

+ Specific address 1 events are enabled through bit 18 of the Wake on LAN register

+ The frame's destination address matches the value programmed in the Specific Address 1
registers

A multicast filter match event will occur if all of the following are true:

+ Multicast hash events are enabled through bit 19 of the Wake on LAN register

« Multicast hash filtering is enabled through bit 6 of the Network Configuration register
+ The frame destination address matches against the multicast hash filter

+ The frame destination address is not a broadcast

24.6.14 IEEE 1588 Support

IEEE 1588 is a standard for precision time synchronization in local area networks. It works with the
exchange of special Precision Time Protocol (PTP) frames. The PTP messages can be transported
over |EEE 802.3/Ethernet, over Internet Protocol Version 4 or over Internet Protocol Version 6 as
described in the annex of IEEE P1588.D2.1.

GMAC output pins indicate the message time-stamp point (asserted on the start packet delimiter
and de-asserted at end of frame) for all frames and the passage of PTP event frames (asserted when
a PTP event frame is detected and de-asserted at end of frame).

IEEE 802.1AS is a subset of IEEE 1588. One difference is that IEEE 802.1AS uses the Ethernet
multicast address 0180C200000E for sync frame recognition whereas IEEE 1588 does not. GMAC
is designed to recognize sync frames with both IEEE 802.1AS and IEEE 1588 addresses and so can
support both 1588 and 802.1AS frame recognition simultaneously.

Synchronization between Host and Client clocks is a two stage process.

First, the offset between the Host and Client clocks is corrected by the Host sending a sync frame to
the Client with a follow up frame containing the exact time the sync frame was sent. Hardware assist
modules at the Host and Client side detect exactly when the sync frame was sent by the Host and
received by the Client. The Client then corrects its clock to match the Host clock.

Second, the transmission delay between the Host and Client is corrected. The Client sends a delay
request frame to the Host which sends a delay response frame in reply. Hardware assist modules
at the Host and Client side detect exactly when the delay request frame was sent by the Client and
received by the Host. The Client will now have enough information to adjust its clock to account for
delay. For example, if the Client was assuming zero delay, the actual delay will be half the difference
between the transmit and receive time of the delay request frame (assuming equal transmit and
receive times) because the Client clock will be lagging the Host clock by the delay time already.
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The time-stamp is taken when the message time-stamp point passes the clock time-stamp point.
This can generate an interrupt if enabled (IER). However, MAC Filtering configuration is needed to
actually ‘copy’ the message to memory. For Ethernet, the message time-stamp point is the SFD

and the clock time-stamp point is the Mll interface. (The IEEE 1588 specification refers to sync and
delay_req messages as event messages as these require time-stamping. These events are captured
in the registers TSSx, EFTx and EFRX, respectively. Follow up, delay response and management
messages do not require time-stamping and are referred to as general messages.)

1588 version 2 defines two additional PTP event messages. These are the peer delay request
(Pdelay_Req) and peer delay response (Pdelay_Resp) messages. These events are captured in the
registers PEFTx and PEFRX, respectively. These messages are used to calculate the delay on a link.
Nodes at both ends of a link send both types of frames (regardless of whether they contain a Host
or Client clock). The Pdelay_Resp message contains the time at which a Pdelay_Req was received and
is itself an event message. The time at which a Pdelay_Resp message is received is returned in a
Pdelay_Resp_Follow_Up message.

1588 version 2 introduces transparent clocks of which there are two kinds, peer-to-peer (P2P) and
end-to-end (E2E). Transparent clocks measure the transit time of event messages through a bridge
and amend a correction field within the message to allow for the transit time. P2P transparent clocks
additionally correct for the delay in the receive path of the link using the information gathered from
the peer delay frames. With P2P transparent clocks delay_req messages are not used to measure
link delay. This simplifies the protocol and makes larger systems more stable.

The GMAC recognizes four different encapsulations for PTP event messages:

1. 1588 version 1 (UDP/IPv4 multicast)
2. 1588 version 2 (UDP/IPv4 multicast)
3. 1588 version 2 (UDP/IPv6 multicast)
4. 1588 version 2 (Ethernet multicast)

Table 24-5. Example of Sync Frame in 1588 Version 1 Format

Value

Frame Segment

Preamble/SFD 55555555555555D5
DA (Octets 0-5) —

SA (Octets 6-11) —

Type (Octets 12-13) 0800

IP stuff (Octets 14-22) _

UDP (Octet 23) 11

IP stuff (Octets 24-29) _

IP DA (Octets 30-32) E00001

IP DA (Octet 33) 81 or 82 or 83 or 84
Source IP port (Octets 34-35) —

Dest IP port (Octets 36-37) 013F
Other stuff (Octets 38-42) —
Version PTP (Octet 43) 01
Other stuff (Octets 44-73) —
Control (Octet 74) 00

Other stuff (Octets 75-168) —

Table 24-6. Example of Delay Request Frame in 1588 Version 1 Format

Preamble/SFD
DA (Octets 0-5)
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........... continued

SA (Octets 6-11)

Type (Octets 12-13)

IP stuff (Octets 14-22)

UDP (Octet 23)

IP stuff (Octets 24-29)

IP DA (Octets 30-32)

IP DA (Octet 33)

Source IP port (Octets 34-35)
Dest IP port (Octets 36-37)
Other stuff (Octets 38-42)
Version PTP (Octet 43)
Other stuff (Octets 44-73)
Control (Octet 74)

Other stuff (Octets 75-168)

E00001
81 or 82 or83or84

013F

01

01

For 1588 version 1 messages, sync and delay request frames are indicated by the GMAC if
the frame type field indicates TCP/IP, UDP protocol is indicated, the destination IP address is
224.0.1.129/130/131 or 132, the destination UDP port is 319 and the control field is correct.

The control field is 0x00 for sync frames and 0x01 for delay request frames.

For 1588 version 2 messages, the type of frame is determined by looking at the message type field
in the first byte of the PTP frame. Whether a frame is version 1 or version 2 can be determined by
looking at the version PTP field in the second byte of both version 1 and version 2 PTP frames.

In version 2 messages sync frames have a message type value of 0x0, delay_req have 0x1,

Pdelay_Req have 0x2 and Pdelay_Resp have 0x3.

Table 24-7. Example of Sync Frame in 1588 Version 2 (UDP/IPv4) Format

Frame Segment

Preamble/SFD

DA (Octets 0-5)

SA (Octets 6-11)

Type (Octets 12-13)

IP stuff (Octets 14-22)
UDP (Octet 23)

IP stuff (Octets 24-29)

IP DA (Octets 30-33)
Source IP port (Octets 34-35)
Dest IP port (Octets 36-37)
Other stuff (Octets 38-41)
Message type (Octet 42)
Version PTP (Octet 43)

Value

55555555555555D5

E0000181

013F

00
02

Table 24-8. Example of Pdelay_Req Frame in 1588 Version 2 (UDP/IPv4) Format

Preamble/SFD
DA (Octets 0-5)
SA (Octets 6-11)
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........... continued

Type (Octets 12-13)

IP stuff (Octets 14-22)

UDP (Octet 23)

IP stuff (Octets 24-29)

IP DA (Octets 30-33)

Source IP port (Octets 34-35)
Dest IP port (Octets 36-37)
Other stuff (Octets 38-41)
Message type (Octet 42)
Version PTP (Octet 43)

0800

11

E000006B

013F

02
02

Table 24-9. Example of Sync Frame in 1588 Version 2 (UDP/IPv6) Format

Frame Segment

Preamble/SFD

DA (Octets 0-5)

SA (Octets 6-11)

Type (Octets 12-13)

IP stuff (Octets 14-19)
UDP (Octet 20)

IP stuff (Octets 21-37)

IP DA (Octets 38-53)
Source IP port (Octets 54-55)
Dest IP port (Octets 56-57)
Other stuff (Octets 58-61)
Message type (Octet 62)
Other stuff (Octets 63-93)
Version PTP (Octet 94)

Value

55555555555555D5

FFOX00000000018

013F

00

02

Table 24-10. Example of Pdelay_Resp Frame in 1588 Version 2 (UDP/IPv6) Format

Preamble/SFD

DA (Octets 0-5)

SA (Octets 6-11)

Type (Octets 12-13)

IP stuff (Octets 14-19)
UDP (Octet 20)

IP stuff (Octets 21-37)

IP DA (Octets 38-53)
Source IP port (Octets 54-55)
Dest IP port (Octets 56-57)
Other stuff (Octets 58-61)
Message type (Octet 62)
Other stuff (Octets 63-93)
Version PTP (Octet 94)
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03
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For the multicast address 011B19000000 sync and delay request frames are recognized depending
on the message type field, 00 for sync and 01 for delay request.

Table 24-11. Example of Sync Frame in 1588 Version 2 (Ethernet Multicast) Format

Preamble/SFD 55555555555555D5
DA (Octets 0-5) 011B19000000

SA (Octets 6-11) —

Type (Octets 12-13) 88F7

Message type (Octet 14) 00

Version PTP (Octet 15) 02

Pdelay request frames need a special multicast address so they can pass through ports blocked
by the spanning tree protocol. For the multicast address 0180C200000E sync, Pdelay_Req and
Pdelay_Resp frames are recognized depending on the message type field, 00 for sync, 02 for pdelay

request and 03 for pdelay response.

Table 24-12. Example of Pdelay_Req Frame in 1588 Version 2 (Ethernet Multicast) Format

Preamble/SFD 55555555555555D5
DA (Octets 0-5) 0180C200000E

SA (Octets 6-11) —

Type (Octets 12-13) 88F7

Message type (Octet 14) 00

Version PTP (Octet 15) 02

24.6.15

Time Stamp Unit

Overview
The TSU consists of a timer and registers to capture the time at which PTP event frames cross the
message timestamp point. An interrupt is issued when a capture register is updated.

The 1588 time stamp unit (TSU) is implemented as a 94-bit timer.

« The 48 upper bits [93:46] of the timer count seconds and are accessible in the GMAC 1588 Timer
Seconds High Register” (TSH) and GMAC 1588 Timer Seconds Low Register (TSL).

+ The 30 lower bits [45:16] of the timer count nanoseconds and are accessible in the GMAC 1588
Timer Nanoseconds Register (TN).

* The lowest 16 bits [15:0] of the timer count sub-nanoseconds.

The 46 lower bits roll over when they have counted to 1s. An interrupt is generated when the
seconds increment. The timer increments by a programmable period (to approximately 15.2fs
resolution) with each MCK period. The timer value can be read, written and adjusted with 1ns
resolution (incremented or decremented) through the APB interface.

Timer Adjustment

The amount by which the timer increments each clock cycle is controlled by the Timer Increment
register (TI). Bits [7:0] are the default increment value in nanoseconds. Additional 16 bits of sub-
nanosecond resolution are available using the Timer Increment Sub-Nanoseconds register (TISUBN).
If the rest of the register is written with zero, the timer increments by the value in [7:0], plus the
value of the TISUBN for each clock cycle.

The TISUBN allows a resolution of approximately 15fs.
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Bits [15:8] of the increment register are the alternative increment value in nanoseconds, and bits
[23:16] are the number of increments after which the alternative increment value is used. If [23:16]
are zero the alternative increment value will never be used.

Taking the example of 10.2MHz, there are 102 cycles every 10pus or 51 cycles every
5ps. So a timer with a 10.2MHz clock source is constructed by incrementing by 98ns
for fifty cycles and then incrementing by 100ns (98ns x 50 + 100ns = 5000ns). This is
programmed by writing the value 0x00326462 to the Timer Increment register (TI).

In a second example, a 49.8 MHz clock source requires 20ns for 248 cycles, followed
by an increment of 40ns (20ns x 248 + 40ns = 5000ns). This is programmed by writing
the value O0xO0F82814 to the Tl register.

The Number of Increments bit field in the Tl register is 8 bit in size, so frequencies up to 50MHz are
supported with 200kHz resolution.

Without the alternative increment field the period of the clock would be limited to an integer
number of nanoseconds, resulting in supported clock frequencies of 8, 10, 20, 25, 40, 50, 100, 125,
200 and 250 MHz.

There are eight additional 80-bit registers that capture the time at which PTP event frames are
transmitted and received. An interrupt is issued when these registers are updated. The TSU timer
count value can be compared to a programmable comparison value. For the comparison, the 48 bits
of the seconds value and the upper 22 bits of the nanoseconds value are used. An internal signal
(GTSUCOMP) is output from the core to indicate when the TSU timer count value is equal to the
comparison value stored in the TSU timer comparison value registers (GMAC.NSC, GMAC.SCL, and
GMAC.SCH). An interrupt can also be generated (if enabled) when the TSU timer count value and
comparison value are equal, mapped to bit 29 of the interrupt status register.

24.6.16 MAC 802.3 Pause Frame Support

Note: Refer to the Clause 31, and Annex 31A and 31B of the IEEE standard 802.3 for a full
description of MAC 802.3 pause operation.

The following table shows the start of a MAC 802.3 pause frame.

Table 24-13. Start of an 802.3 Pause Frame

0x0180C2000001 6 bytes 0x8808 0x0001 2 bytes

The GMAC supports both hardware controlled pause of the transmitter, upon reception of a pause
frame, and hardware generated pause frame transmission.

24.6.16.1 802.3 Pause Frame Reception

The bit 13 of the Network Configuration register is the pause enable control for reception. If this bit
is set, transmission will pause if a non zero pause quantum frame is received.

If a valid pause frame is received, then the Pause Time register is updated with the new frame's
pause time, regardless of whether a previous pause frame is active or not. An interrupt (either bit 12
or bit 13 of the Interrupt Status register) is triggered when a pause frame is received, but only if the
interrupt has been enabled (bit 12 and bit 13 of the Interrupt Mask register). Pause frames received
with non zero quantum are indicated through the interrupt bit 12 of the Interrupt Status register.
Pause frames received with zero quantum are indicated on bit 13 of the Interrupt Status register.

Once the Pause Time register is loaded and the frame currently being transmitted has been sent,
no new frames are transmitted until the pause time reaches zero. The loading of a new pause time,
and hence the pausing of transmission, only occurs when the GMAC is configured for full duplex
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operation. If the GMAC is configured for half duplex there will be no transmission pause, but the
pause frame received interrupt will still be triggered. A valid pause frame is defined as having a
destination address that matches either the address stored in Specific Address register “1" or if it
matches the reserved address of 0x0180C2000001. It must also have the MAC control frame type ID
of 0x8808 and have the pause opcode of 0x0001.

Pause frames that have frame check sequence (FCS) or other errors will be treated as invalid and
will be discarded. Valid pause frames received will increment the pause frames received statistic
register.

The pause time register decrements every 512 bit times once the transmission has stopped. For test
purposes, the retry test bit can be set (bit 12 in the Network Configuration register) which causes the
Pause Time register to decrement every GTXCK cycle once transmission has stopped.

The interrupt (bit 13 in the Interrupt Status register) is asserted whenever the Pause Time register
decrements to zero (assuming it has been enabled by bit 13 in the Interrupt Mask register). This
interrupt is also set when a zero quantum pause frame is received.

24.6.16.2 802.3 Pause Frame Transmission
Automatic transmission of pause frames is supported through the transmit pause frame bits of the
Network Control register. If either bit 11 or bit 12 of the Network Control register is written with
logic 1, an 802.3 pause frame will be transmitted, providing full duplex is selected in the Network
Configuration register and the transmit block is enabled in the Network Control register.

Pause frame transmission will happen immediately if transmit is inactive or if transmit is active
between the current frame and the next frame due to be transmitted.

Transmitted pause frames comprise the following:

+ A destination address of 01-80-C2-00-00-01

* Asource address taken from Specific Address register 1
+ Atype ID of 88-08 (MAC control frame)

* A pause opcode of 00-01

* A pause quantum register

+ Fill of 00 to take the frame to minimum frame length

+ Valid FCS

The pause quantum used in the generated frame will depend on the trigger source for the frame as
follows:

« If bit 11 is written with a '1', the pause quantum will be taken from the Transmit Pause Quantum
register. The Transmit Pause Quantum register resets to a value of OxFFFF giving maximum pause
quantum as default.

« If bit 12 is written with a '1', the pause quantum will be zero.

After transmission, a pause frame transmitted interrupt will be generated (bit 14 of the Interrupt
Status register) and the only statistics register that will be incremented will be the Pause Frames
Transmitted register.

Pause frames can also be transmitted by the MAC using normal frame transmission methods.

24.6.17 Energy Efficient Ethernet Support
Features
+ Energy Efficient Ethernet according to IEEE 802.3az
+ A system'’s transmit path can enter a low power mode if there is nothing to transmit.

+ A PHY can detect whether its link partner’s transmit path is in low power mode, and configure its
own receive path to enter low power mode.
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+ Link remains up during lower power mode and no frames are dropped.
« Asymmetric, one direction can be in low power mode while the other is transmitting normally.

+ LPI (Low Power Idle) signaling is used to control entry and exit to and from low power modes.
Note: LPIsignaling can only take place if both sides have indicated support for it through auto-
negotiation.

Operation

+ Low power control is done at the Ml (reconciliation sublayer).

« As an architectural convenience in writing the 802.3az it is assumed that transmission is deferred
by asserting carrier sense - in practice it will not be done this way. This system will know when it
has nothing to transmit and only enter low power mode when it is not transmitting.

* LPI'should not be requested unless the link has been up for at least one second.
+ LPlis signaled on the MIl transmit path by asserting 0x01 on txd with tx_en low and tx_er high.

+ A PHY on seeing LPI requested on the MIl will send the sleep signal before going quiet. After
going quiet it will periodically emit refresh signals.

+ The sleep, quiet and refresh periods are defined in 802.3az, Table 78-2.

* LPI'mode ends by transmitting normal idle for the wake time. There is a default time for this
but it can be adjusted in software using the Link Layer Discovery Protocol (LLDP) described in
802.3az, Clause 79.

+ LPlisindicated at the receive side when sleep and refresh signaling has been detected.

24.6.18 802.1Qav Support - Credit-based Shaping
A credit-based shaping algorithm is available on the two highest priority queues and is defined in
the standard 802.1Qav: Forwarding and Queuing Enhancements for Time-Sensitive Streams. This
allows traffic on these queues to be limited and to allow other queues to transmit.

Traffic shaping is enabled via the CBS (Credit Based Shaping) Control register. This enables a counter
which stores the amount of transmit 'credit’, measured in bytes that a particular queue has. A queue
may only transmit if it has non-negative credit. If a queue has data to send, but is held off from
doing as another queue is transmitting, then credit will accumulate in the credit counter at the rate
defined in the IdleSlope register (CBSISQx) for that queue.

portTransmitRate is the transmission rate, in bits per second, that the underlying MAC service that
supports transmission through the Port provides. The value of this parameter is determined by the
operation of the MAC. IdleSlope is the rate of change of increasing credit when waiting to transmit
and must be less than the value of the portTransmitRate.

IdleSlope is the rate of change of credit when waiting to transmit and must be less than the value of
the portTransmitRate.

The max value of IdleSlope (or sendSlope) is (portTransmitRate / bits_per_MII_Clock).
In case of 100 Mbps, maximum IdleSlope = (100 Mbps / 4) = 0x17D7840.

When this queue is transmitting the credit counter is decremented at the rate of sendSlope

which is defined as (portTransmitRate - IdleSlope). A queue can accumulate negative credit when
transmitting which will hold off any other transfers from that queue until credit returns to a non-
negative value. No transfers are halted when a queue's credit becomes negative; it will accumulate
negative credit until the transfer completes.

The highest priority queue always has priority regardless of which queue has the most credit.

24.6.19 PHY Interface
Different PHY interfaces are supported by the Ethernet MAC:
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« Ml
*  RMII

The Mll interface is provided for 10/100 operation and uses txd[3:0] and rxd[3:0]. The RMII interface
is provided for 10/100 operation and uses txd[1:0] and rxd[1:0].

24.6.20 10/100 Operation

The 10/100 Mbps speed bit in the Network Configuration register is used to select between 10 Mbps
and 100 Mbps.

24.6.21 Jumbo Frames

The jumbo frames enable bit in the Network Configuration register allows the GMAC, in its default
configuration, to receive jumbo frames up to 10240 bytes in size. This operation does not form part
of the IEEE 802.3 specification and is normally disabled. When jumbo frames are enabled, frames
received with a frame size greater than 10240 bytes are discarded.

24.7 Programming Interface

24.7.1 Initialization

24.7.1.1 Configuration

Initialization of the GMAC configuration (e.g., loop back mode, frequency ratios) must be done while
the transmit and receive circuits are disabled. See the description of the Network Control register
and Network Configuration register earlier in this document.

To change loop back mode, the following sequence of operations must be followed:
1. Write to Network Control register to disable transmit and receive circuits.
Write to Network Control register to change loop back mode.
Write to Network Control register to re-enable transmit or receive circuits.
Note: These writes to the Network Control register cannot be combined in any way.

24.7.1.2 Receive Buffer List

Receive data is written to areas of data (i.e., buffers) in system memory. These buffers are listed in
another data structure that also resides in main memory. This data structure (receive buffer queue)
is a sequence of descriptor entries as defined in Table 1-6 “Receive Buffer Descriptor Entry”.

The Receive Buffer Queue Pointer register points to this data structure.

Figure 24-3. Receive Buffer List

Receive Buffer 0

Receive Buffer Queue Pointer

(MAC Register) I——

Receive Buffer 1

:’—> Receive Buffer N

Receive Buffer Descriptor List
(In memory)

(In memory)

To create the list of buffers:

467

@ MICROCHIP



1. Allocate a number (N) of buffers of X bytes in system memory, where X is the DMA buffer length
programmed in the DMA Configuration register.

2. Allocate an area 8N bytes for the receive buffer descriptor list in system memory and create N
entries in this list. Mark all entries in this list as owned by GMAC, i.e., bit 0 of word 0 set to 0.

3. Mark the last descriptor in the queue with the wrap bit (bit 1 in word 0 set to 1).

Write address of receive buffer descriptor list and control information to GMAC register receive
buffer queue pointer

5. The receive circuits can then be enabled by writing to the address recognition registers and the
Network Control register.

24.7.1.3 Transmit Buffer List
Transmit data is read from areas of data (the buffers) in system memory. These buffers are listed
in another data structure that also resides in main memory. This data structure (Transmit Buffer
Queue) is a sequence of descriptor entries as defined in Table 1-7 “Transmit Buffer Descriptor Entry”.

The Transmit Buffer Queue Pointer register points to this data structure.
To create this list of buffers:

1. Allocate a number (N) of buffers of between 1 and 2047 bytes of data to be transmitted in
system memory. Up to 128 buffers per frame are allowed.

2. Allocate an area 8N bytes for the transmit buffer descriptor list in system memory and create N
entries in this list. Mark all entries in this list as owned by GMAGC, i.e., bit 31 of word 1 set to 0.

3. Mark the last descriptor in the queue with the wrap bit (bit 30 in word 1 set to 1).

Write address of transmit buffer descriptor list and control information to GMAC register
transmit buffer queue pointer.

5. The transmit circuits can then be enabled by writing to the Network Control register.

24.7.1.4 Address Matching
The GMAC register pair hash address and the four Specific Address register pairs must be written
with the required values. Each register pair comprises of a bottom register and top register, with the
bottom register being written first. The address matching is disabled for a particular register pair
after the bottom register has been written and re-enabled when the top register is written. Each

register pair may be written at any time, regardless of whether the receive circuits are enabled or
disabled.

As an example, to set Specific Address register 1 to recognize destination address 21:43:65:87:A9:CB,
the following values are written to Specific Address register 1 bottom and Specific Address register 1
top:

+ Specific Address register 1 bottom bits 31:0 (0x98): 0x8765_4321.
+ Specific Address register 1 top bits 31:0 (0x9C): 0x0000_CBAO9.

24.7.1.5 PHY Maintenance
The PHY Maintenance register is implemented as a shift register. Writing to the register starts a shift
operation which is signalled as complete when bit two is set in the Network Status register (about
2000 MCK cycles later when bits 18:16 are set to 010 in the Network Configuration register). An
interrupt is generated as this bit is set.

During this time, the MSB of the register is output on the MDIO pin and the LSB updated from the
MDIO pin with each Management Data Clock (MDC) cycle. This causes the transmission of a PHY
management frame on MDIO. See section 22.2.4.5 of the IEEE 802.3 standard.

Reading during the shift operation will return the current contents of the shift register. At the end
of the management operation the bits will have shifted back to their original locations. For a read
operation the data bits are updated with data read from the PHY. It is important to write the correct
values to the register to ensure a valid PHY management frame is produced.
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The Management Data Clock (MDC) should not toggle faster than 2.5 MHz (minimum period of 400
ns), as defined by the IEEE 802.3 standard. MDC is generated by dividing down MCK. Three bits in the
Network Configuration register determine by how much MCK should be divided to produce MDC.

24.7.1.6 Interrupts

There are 18 interrupt conditions that are detected within the GMAC. The conditions are ORed to
make a single interrupt. Depending on the overall system design this may be passed through a
further level of interrupt collection (interrupt controller). On receipt of the interrupt signal, the CPU
enters the interrupt handler. Refer to the device interrupt controller documentation to identify that
it is the GMAC that is generating the interrupt. To ascertain which interrupt, read the Interrupt Status
register. Note that in the default configuration this register will clear itself after being read, though
this may be configured to be write-one-to-clear if desired.

At reset all interrupts are disabled. To enable an interrupt, write to Interrupt Enable register with the
pertinent interrupt bit set to 1. To disable an interrupt, write to Interrupt Disable register with the
pertinent interrupt bit set to 1. To check whether an interrupt is enabled or disabled, read Interrupt
Mask register. If the bit is set to 1, the interrupt is disabled.

24.7.1.7 Transmitting Frames
The procedure to set up a frame for transmission is the following:
1. Enable transmit in the Network Control register.

2. Allocate an area of system memory for transmit data. This does not have to be contiguous,
varying byte lengths can be used if they conclude on byte borders.

3. Set-up the transmit buffer list by writing buffer addresses to word zero of the transmit buffer
descriptor entries and control and length to word one.

4. Write data for transmission into the buffers pointed to by the descriptors.

5. Write the address of the first buffer descriptor to transmit buffer descriptor queue pointer.
6. Enable appropriate interrupts.

7. Write to the transmit start bit (TSTART) in the Network Control register.

24.7.1.8 Receiving Frames

When a frame is received and the receive circuits are enabled, the GMAC checks the address and, in
the following cases, the frame is written to system memory:

« If it matches one of the four Specific Address registers.

+ If it matches one of the four type ID registers.

+ If it matches the hash address function.

« Ifitis a broadcast address (OxFFFFFFFFFFFF) and broadcasts are allowed.
« If the GMAC is configured to “copy all frames”.

The register receive buffer queue pointer points to the next entry in the receive buffer descriptor list
and the GMAC uses this as the address in system memory to write the frame to.

Once the frame has been completely and successfully received and written to system memory, the
GMAC then updates the receive buffer descriptor entry (see Table 1-6 “Receive Buffer Descriptor
Entry”) with the reason for the address match and marks the area as being owned by software. Once
this is complete, a receive complete interrupt is set. Software is then responsible for copying the
data to the application area and releasing the buffer (by writing the ownership bit back to 0).

If the GMAC is unable to write the data at a rate to match the incoming frame, then a receive
overrun interrupt is set. If there is no receive buffer available, i.e., the next buffer is still owned by
software, a receive buffer not available interrupt is set. If the frame is not successfully received, a
statistics register is incremented and the frame is discarded without informing software.
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24.7.2 Statistics Registers

Statistics registers are described in the User Interface beginning with Section 1.8.48 "GMAC Octets
Transmitted Low Register” and ending with Section 1.8.92 "GMAC UDP Checksum Errors Register”.

The statistics register block begins at 0x100 and runs to Ox1B0, and comprises the registers listed

below.

Octets Transmitted Low Register

Octets Transmitted High Register

Frames Transmitted Register

Broadcast Frames Transmitted Register
Multicast Frames Transmitted Register

Pause Frames Transmitted Register

64 Byte Frames Transmitted Register

65 to 127 Byte Frames Transmitted Register
128 to 255 Byte Frames Transmitted Register
256 to 511 Byte Frames Transmitted Register
512 to 1023 Byte Frames Transmitted Register
1024 to 1518 Byte Frames Transmitted Register
Greater Than 1518 Byte Frames Transmitted Register
Transmit Underruns Register

Single Collision Frames Register

Multiple Collision Frames Register

Excessive Collisions Register

Late Collisions Register

Deferred Transmission Frames Register
Carrier Sense Errors Register

Octets Received Low Register

Octets Received High Register

Frames Received Register

These registers reset to zero on a read and stick at all ones when they count to their maximum

Broadcast Frames Received Register
Multicast Frames Received Register

Pause Frames Received Register

64 Byte Frames Received Register

65 to 127 Byte Frames Received Register
128 to 255 Byte Frames Received Register
256 to 511 Byte Frames Received Register
512 to 1023 Byte Frames Received Register
1024 to 1518 Byte Frames Received Register
1519 to Maximum Byte Frames Received Register
Undersize Frames Received Register
Oversize Frames Received Register
Jabbers Received Register

Frame Check Sequence Errors Register
Length Field Frame Errors Register

Receive Symbol Errors Register

Alignment Errors Register

Receive Resource Errors Register

Receive Overrun Register

IP Header Checksum Errors Register

TCP Checksum Errors Register

UDP Checksum Errors Register

value. They should be read frequently enough to prevent loss of data.

The receive statistics registers are only incremented when the receive enable bit (RXEN) is set in the

Network Control register.

Once a statistics register has been read, it is automatically cleared. When reading the Octets

Transmitted and Octets Received registers, bits 31:0 should be read prior to bits 47:32 to ensure

reliable operation.
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24.8 Register Summary

WESTAT INCSTAT CLRSTAT RXEN
0x00 NCR 15:8 SRTSM TXZQPF TXPF THALT TSTART BP
23:16 LPI FNP TXPBPF ENPBPR
31:24
7:0 UNIHEN MTIHEN NBC CAF JFRAME DNVLAN FD SPD
0x04 NCEGR 15:8 RXBUFOI[1:0] PEN RTY MAXFS
23:16 DCPF DBWI1:0] CLK[2:0] RFCS LFERD
31:24 IRXER RXBP IPGSEN IRXFCS EFRHD RXCOEN
7:0 IDLE MDIO
15:8
0x08 NSR 2316
31:24
7:0 Mil
15:8
0x0C UR 2316
31:24
7:0 ESPA ESMA FBLDO[4:0]
0x10 DCFGR 15:8 TXCOEN TXPBMS RXBMS[1:0]
23:16 DRBS[7:0]
31:24 DDRP
7:0 UND TXCOMP TFC TXGO RLE coL UBR
ox14 TSR 15:8 HRESP
23:16
31:24
7:0 ADDR[5:0]
0x18 RBQB 15:8 ADDR[13:6]
23:16 ADDR[21:14]
31:24 ADDR[29:22]
7:0 ADDR[5:0]
0x1C TBQB 15:8 ADDR[13:6]
23:16 ADDR[21:14]
31:24 ADDR[29:22]
7:0 HNO RXOVR REC BNA
15:8
0x20 RSR 2316
31:24
7:0 TCOMP TFC RLEX TUR TXUBR RXUBR RCOMP MFS
0x24 ISR 15:8 PFTR PTZ PFNZ HRESP ROVR
23:16 PDRSFR PDRQFR SFT DRQFT SFR DRQFR
31:24 TSUCMP WOL RXLPISBC SRI PDRSFT PDRQFT
7:0 TCOMP TFC RLEX TUR TXUBR RXUBR RCOMP MFS
0x28 IER 15:8 EXINT PFTR PTZ PFNZ HRESP ROVR
23:16 PDRSFR PDRQFR SFT DRQFT SFR DRQFR
31:24 TSUCMP WOL RXLPISBC SRI PDRSFT PDRQFT
7:0 TCOMP TFC RLEX TUR TXUBR RXUBR RCOMP MFS
0x2C DR 15:8 EXINT PFTR PTZ PFNZ HRESP ROVR
23:16 PDRSFR PDRQFR SFT DRQFT SFR DRQFR
31:24 TSUCMP WOL RXLPISBC SRI PDRSFT PDRQFT
7:0 TCOMP TFC RLEX TUR TXUBR RXUBR RCOMP MFS
0x30 IMR 15:8 EXINT PFTR PTZ PFNZ HRESP ROVR
23:16 PDRSFR PDRQFR SFT DRQFT SFR DRQFR
31:24 TSUCMP WOL RXLPISBC SRI PDRSFT PDRQFT
7:0 DATA[7:0]
0x34 MAN 15:8 DATA[15:8]
23:16 PHYA[0] REGA[4:0] WTN[1:0]
31:24 Wz0 CLTTO OP[1:0] PHYA[4:1]
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........... continued

I S T R

0x38

0x3C

0x40

0x44

0x48

0x4C

Ox7F

0x80

0x84

0x88

0x8C

0x90

0x94

0x98

0x9C

0xA0
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RPQ

TPQ

TPSF

RPSF

RIFML

Reserved

HRB

HRT

SABO

SATO

SAB1

SAT1

SAB2

SAT2

SAB3

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

ENTXP

ENRXP

I N N B

RPQ[7:0]
RPQ[15:8]

TPQL7:0]
TPQ[15:8]

TPB1ADR[7:0]

RPB1ADR[7:0]

FML[7:0]

ADDR[7:0]
ADDRI[15:8]
ADDR[23:16]
ADDR[31:24]
ADDR[7:0]
ADDRI[15:8]
ADDR[23:16]
ADDR[31:24]
ADDR[7:0]
ADDRI[15:8]
ADDR[23:16]
ADDR[31:24]
ADDR[7:0]
ADDRI[15:8]

ADDR[7:0]
ADDRI[15:8]
ADDRI[23:16]
ADDR[31:24]
ADDR[7:0]
ADDRI[15:8]

ADDR[7:0]
ADDRI[15:8]
ADDRI[23:16]
ADDR[31:24]
ADDR[7:0]
ADDRI[15:8]

ADDR[7:0]
ADDR[15:8]
ADDR[23:16]
ADDR[31:24]

FML[13:8]

TPB1ADR[9:8]

RPB1ADR[9:8]
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........... continued

I S T R

O0xA4 SAT3
0xA8 TIDMO
0xAC TIDM1
0xBO TIDM2
0xB4 TIDM3
0xB8 WOL
0xBC IPGS
0xCO SVLAN
0xC4 TPFCP
0xC8 SAMB1
0xCC SAMT1
0xDO0
Reserved

0xDB

0xDC NSC
OxEO SCL
OxE4 SCH
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15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

ADDRI[7:0]
ADDRI[15:8]

TID[7:0]
TID[15:8]

ENID
TID[7:0]
TID[15:8]

ENID
TID[7:0]
TID[15:8]

ENID
TID[7:0]
TID[15:8]

ENID
IP[7:0]
IP[15:8]
MTI SA1 ARP

FL[7:0]
FL[15:8]

VLAN_TYPE[7:0]
VLAN_TYPE[15:8]

ESVLAN
PEV[7:0]
PQ[7:0]

ADDRI[7:0]
ADDRI[15:8]
ADDR[23:16]
ADDR([31:24]
ADDRI[7:0]
ADDRI[15:8]

NANOSEC[7:0]
NANOSEC[15:8]
NANOSEC[20:16]

SEC[7:0]
SEC[15:8]
SEC[23:16]
SEC[31:24]
SEC[7:0]
SEC[15:8]

I N N B R

MAG
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I S T R

OxE8

OxEC

O0xFO

OxF4

OxF8

OxFF

0x0100

0x0104

0x0108

0x010C

0x0110

0x0114

0x0118

0x011C

0x0120

0x0124

EFTSH

EFRSH

PEFTSH

PEFRSH

Reserved

OTLO

OTHI

FT

BCFT

MFT

PFT

BFT64

TBFT127

TBFT255

TBFT511

@ MICROCHIP

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

RUD[7:0] - - .
RUD[15:8]

RUD[7:0]
RUD[15:8]

RUD[7:0]
RUD[15:8]

RUD[7:0]
RUD[15:8]

TXO[7:0]
TXO[15:8]
TXO[23:16]
TXO[31:24]
TXO[7:0]
TXO[15:8]

FTX[7:0]
FTX[15:8]
FTX[23:16]
FTX[31:24]
BFTX[7:0]
BFTX[15:8]
BFTX[23:16]
BFTX[31:24]
MFTX[7:0]
MFTX[15:8]
MFTX[23:16]
MFTX[31:24]
PFTX[7:0]
PFTX[15:8]

NFTX[7:0]
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
NFTX[7:0]
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
NFTX[7:0]
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
NFTX[7:0]
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
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I S T R

0x0128

0x012C

0x0130

0x0134

0x0138

0x013C

0x0140

0x0144

0x0148

0x014C

0x0150

0x0154

0x0158

0x015C

0x0160

TBFT1023

TBFT1518

GTBFT1518

TUR

SCF

MCF

EC

LC

DTF

CSE

ORLO

ORHI

FR

BCFR

MFR

@ MICROCHIP

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

TN I T .

NFTX[7:0
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
NFTX[7:0]
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
NFTX[7:0]
NFTX[15:8]
NFTX[23:16]
NFTX[31:24]
TXUNR[7:0]

SCOL[7:0]
SCOL[15:8]

MCOL[7:0]
MCOL[15:8]

XCOL[7:0]

LCOL[7:0]

DEFT[7:0]
DEFT[15:8]

CSR[7:0]

RXO[7:0]
RXO[15:8]
RXO[23:16]
RXO[31:24]
RXO[7:0]
RXO[15:8]

FRX[7:0]
FRX[15:8]
FRX[23:16]
FRX[31:24]
BFRX[7:0]
BFRX[15:8]
BFRX[23:16]
BFRX[31:24]
MFRX[7:0]
MFRX[15:8]
MFRX[23:16]
MFRX[31:24]

TXUNR[9:8]

SCOL[17:16]

MCOL[17:16]

XCOL[9:8]

LCOL[9:8]

DEFT[17:16]

CSR[9:8]
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I S T R

0x0164

0x0168

0x016C

0x0170

0x0174

0x0178

0x017C

0x0180

0x0184

0x0188

0x018C

0x0190

0x0194

0x0198

0x019C

PFR

BFR64

TBFR127

TBFR255

TBFR511

TBFR1023

TBFR1518

TMXBFR

UFR

OFR

JR

FCSE

LFFE

RSE

AE

@ MICROCHIP

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

N I N .

PFRX[7:0
PFRX[15:8]

NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
NFRX[7:0]
NFRX[15:8]
NFRX[23:16]
NFRX[31:24]
UFRX[7:0]

OFRX[7:0]

JRX[7:0]

FCKR[7:0]

LFER[7:0]

RXSE[7:0]

AER[7:0]

UFRX[9:8]

OFRX[9:8]

JRX[9:8]

FCKR[9:8]

LFER[9:8]

RXSE[9:8]

AER[9:8]
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0x01A0

0x01A4

0x01A8

0x01AC

0x01B0

0x01B4
0x01BB

0x01BC

0x01CO

0x01C4

0x01C7

0x01C8

0x01CC

0x01D0

0x01D4

0x01D8

0x01DC

@ MICROCHIP

RRE

ROE

IHCE

TCE

UCE

Reserved

TISUBN

TSH

Reserved

TSSSL

TSSN

TSL

N

TA

Tl

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0

15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24
7:0
15:8
23:16
31:24

AD|

RXRER[7:0
RXRER[15:8]

RXOVR[7:0]

HCKER[7:0]

TCKER[7:0]

UCKER[7:0]

LSBTIR[7:0]
LSBTIR[15:8]

TCS[7:0]
TCS[15:8]

VTS[7:0]
VTS[15:8]
VTS[23:16]
VTS[31:24]
VTN[7:0]
VTN[15:8]
VTN[23:16]

TCS[7:0]
TCS[15:8]
TCS[23:16]
TCS[31:24]
TNS[7:0]
TNS[15:8]
TNS[23:1